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1. Scope

The scope of this document is to provide an Enabler Implementation Conformance Statement (EICS) for OMA DM Version 1.2 Enabler Release across all of the technical specifications included.  This EICS pertains to OMA DM Version 1.2 Client implementations only.

1.1 Product information

	Company
	

	Implementation Name
	

	Date of submission
	

	Contact name
	

	Contact phone
	

	Contact mail
	

	Transports supported
	HTTP[  ]                              WSP[  ]                             OBEX[  ]

	OBEX support
	IrDA[  ]                             Bluetooth[  ]


2. References

2.1 Normative References

	[ERELD] *
	”Enabler Release Definition for Device Management”, Open Mobile Alliance(, OMA-ERELD-DM-V1_2_0. URL:http:www.openmobilealliance.org

	[DMPRO] *
	“OMA Device Management Protocol, Version 1.2”. Open Mobile Alliance(. 
OMA-TS-DM-Protocol-V1_2_0. URL:http://www.openmobilealliance.org

	[DMREPU]*
	“OMA Device Management Representation Protocol, Version 1.2”. 
Open Mobile Alliance(. OMA-TS-DM-RepPro-V1_2_0. URL:http://www.openmobilealliance.org

	[DMSEC] *
	“OMA Device Management Security, Version 1.2”. Open Mobile Alliance(. 
OMA-DM-Security-V1_2_0. URL:http://www.openmobilealliance.org

	[DMTND]*
	“OMA Device Management Tree and Description, Version 1.2”. Open Mobile Alliance(. OMA-DM-TND-V1_2_0. URL:http://www.openmobilealliance.org

	[DMSTDOBJ]*
	“OMA Device Management Standardized Objects, Version 1.2”. Open Mobile Alliance(. OMA-DM-StdObj-V1_2_0. URL:http://www.openmobilealliance.org

	[DMBOOT]*
	“OMA Device Management Bootstrap, Version 1.2”. Open Mobile Alliance(. 
OMA-DM-Bootstrap-V1_2_0. URL:http://www.openmobilealliance.org

	[DMNOTI]*
	“OMA Device Management Notification Initiated Session, Version 1.2”. Open Mobile Alliance(. OMA-DM-Notification-V1_2_0. URL:http://www.openmobilealliance.org

	[DMTNDS]*
	“OMA Device Management Tree and Description Serialization, Version 1.2”. Open Mobile Alliance(. OMA-DM-TNDS-V1_2_0. URL:http://www.openmobilealliance.org

	[ELREDSC] 
	“Enabler Release Definition for SyncML Common Specifications, version 1.2”. Open Mobile Alliance(. OMA-ERELD-SyncML-Common-V1_2_0. URL:http://www.openmobilealliance.org

	[REPPRO]
	“SyncML Representation Protocol”, Open Mobile Alliance(, OMA-SyncML-RepPro-V1_2, URL:http://www.openmobilealliance.org

	[SAN]
	“SyncML Server Alerted Notification”, Open Mobile Alliance(, OMA-SyncML-SAN-V1_2, URL:http://www.openmobilealliance.org

	[SYNCHTTP]
	“SyncML HTTP Binding Specification”, Open Mobile AllianceTM, OMA-SyncML-HTTPBinding- V1_2_0, URL:http://www.openmobilealliance.org

	[SYNCMETA]
	“SyncML Meta Information, version 1.2”. Open Mobile Alliance(. 
OMA-SyncML-MetaInfo- V1_2_0 URL:http://www.openmobilealliance.org

	[SYNCOBEX]
	“SyncML OBEX Binding Specification”, Open Mobile AllianceTM, OMA-SyncML-OBEXBinding- V1_2_0, URL:http://www.openmobilealliance.org

	[SYNCWSP]
	“SyncML WSP Binding Specification”, Open Mobile AllianceTM ,   OMA-SyncML-WSPBinding- V1_2_0, URL:http://www.openmobilealliance.org

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Open Mobile Alliance(, 
OMA-IOP-Process-V1_2_0, URL:http//www.openmobilealliance.org

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997,
URL:http://www.ietf.org/rfc/rfc2119.txt


*OMA-ERP-DM-V1_2-20050826-C package used as a reference

2.2 Informative References

	None
	


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	Device Management
	Management of the Device configuration and other managed objects of Devices from the point of view of the various Management Authorities. Device Management includes, but is not restricted to setting initial configuration information in Devices, subsequent updates of persistent information in Devices, retrieval of management information from Devices and processing events and alarms generated by Devices.

	Enabler Release
	A collection of specifications that combined together form an enabler for a service area, e.g. a download enabler, a browsing enabler, a messaging enabler, a location enabler, etc. The specifications that are forming an enabler should combined fulfill a number of related market requirements.

	Minimum Functionality Description 
	Description of the guaranteed features and functionality that will be enabled by implementing the minimum mandatory part of the Enabler Release.


3.3 Abbreviations

	DM
	Device Management

	DTD
	Document Type Definition

	ERDEF
	Enabler Requirement Definition

	ERELD
	Enabler Release Definition

	OMA
	Open Mobile Alliance

	SCR
	Static Conformance Requirements

	SyncML
	Synchronization Mark-up Language

	XML
	Extensible Mark-up Language


4. Introduction

This document provides a statement of conformance across all specifications included in the OMA DM Version 1.2 Enabler Release for DM client implementations. This form is used to identify implementation of the requirements in terms of mandatory features and optional features of the technical specifications.  
5. Client Enabler Implementation Statement

The notation in the table below is according to [OMAIOP].

The Support column SHALL be marked “YES” for those features that are supported by the implementation and “NO” for those features not supported by the device.

5.1.1 ERDEF for Device Management - Client Requirements

This section is normative.

	Item
	Feature / Application
	Status
	Requirement
	Support

	OMA-ERDEF-DM-C-001
	DM Client
	M*
	[DMPRO]  AND [DMREPU] AND [DMSEC]  AND [DMTND] AND [DMSTDOBJ] AND [DMDDFDTD].
	

	OMA-ERDEF-DM-C-002
	DM Client Bootstrap
	O
	[DMBOOT]
	

	OMA-ERDEF-DM-C-003
	DM Client Notification
	O
	[DMNOTI]
	

	OMA-ERDEF-DM-C-004
	DM TND Serialization
	O
	[DMTNDS]
	


Table 1 ERDEF for Device Management Client-side Requirements

*It should be understood that the OMA SyncML Common v1.2 specifications must be used in conjunction with the OMA Device Management Enabler Release, version 1.2. Fully conformant DM server implementations can only be achieved through combining the conformance requirements outlined above with those outlined within the SyncML Common Specifications enabler release definition [ERELDSC].

5.1.2 DM Protocol Requirements

Following specifies the ICS proforma tables for client devices that conform to [DMPRO].
	Item
	Function
	Reference
	Status
	Requirement
	Support

	DM-PRO-C-001
	Support of Session Setup Phase
	8
	M
	
	

	DM-PRO-C-002
	Support of Session Abort
	8.1
	M
	
	

	DM-PRO-C-003
	Support of Multiple Messages
	6
	O
	
	

	DM-PRO-C-004
	Support of Large Object Handling. This is RECOMMENDED for clients.
	7
	O
	DM-PRO-LO-C-001 AND DM-PRO-LO-C-002 AND DM-PRO-LO-C-003 AND DM-PRO-LO-C-004 AND DM-PRO-LO-C-005 AND DM-PRO-LO-C-006 AND DM-PRO-LO-C-008 AND DM-PRO-LO-C-009 AND DM-PRO-LO-C-010
	

	DM-PRO-C-005
	Support of Management Phase
	8
	M
	
	

	DM-PRO-C-006
	Support for executing Management Commands
	8
	M
	
	

	DM-PRO-C-007
	Executing User Interaction Commands
	10
	O
	(DM-PRO-UI-C-001 OR DM-PRO-UI-C-002 OR DM-PRO-UI-C-003 OR DM-PRO-UI-C-004 OR DM-PRO-UI-C-005) AND DM-PRO-UI-C-006
	

	DM-PRO-C-008
	Support for sending Status and Result after receiving Management Operations
	8.4
	M
	
	

	DM-PRO-C-009
	Support for standard SyncML command Format and Status and Result reporting
	8
	M
	
	

	DM-PRO-C-010
	Support for sending asynchronous data via client initiated Alerts
	8.3
	O
	
	

	DM-PRO-C-011
	Sending Generic Alert
	8.7
	O
	DM-PRO-GAlert-C-001 OR DM-PRO-GAlert-C-002
	


5.1.2.1 DM Session Setup Phase

	Item
	Function
	Reference
	Status
	Requirement
	Support

	DM-PRO-Session-C-001
	Support Server Notification
	8
	O
	DM-PRO-Session-C-003
	

	DM-PRO-Session-C-002
	Sending Client Initiation and Device Info (Package #1) including Final element 
	8.3
	M
	DM-PRO-Session-C-003 OR DM-PRO-Session-C-004
	

	DM-PRO-Session-C-003
	Sending Server-Initiated mgmt Alert
	8.3
	O
	
	

	DM-PRO-Session-C-004
	Sending Client-Initiated mgmt Alert
	8.3
	O
	
	

	DM-PRO-Session-C-005
	Sending Device Info in Replace Command in Package #1
	8.3
	M
	
	


5.1.2.2 Session Abort

	Item
	Function
	Reference
	Status
	Requirement
	Support

	DM-PRO-Abort-C-001
	Sending Session Abort Alert
	8.1
	O
	DM-PRO-Abort-C-004 AND DM-PRO-Abort-C-005
	

	DM-PRO-Abort-C-002
	Receiving Session Abort Alert
	8.1
	M
	
	

	DM-PRO-Abort-C-003
	Session Abort message includes Status and Results of executed commands
	8.1.2
	O
	DM-PRO-Abort-C-001
	

	DM-PRO-Abort-C-004
	Include Final in Message
	8.1.2
	O
	
	

	DM-PRO-Abort-C-005
	Sender of Abort discards the response if response is received 
	8.1.1
	O
	
	


5.1.2.3 Multiple Messages 

	Item
	Function
	Reference
	Status
	Requirement
	Support

	DM-PRO-Mul-C-001
	Last message within multiple messages must contain Final
	6.2
	M
	
	

	DM-PRO-Mul-C-002
	If message that is not the last one within Multiple Messages then the Next Message or Abort Alert must be sent
	6.2
	M
	
	


5.1.2.4 Large Object

	Item
	Function
	Reference
	Status
	Requirement
	Support

	DM-PRO-LO-C-001
	Response with Status 213 if data chunk that is not the last one is received
	7
	O
	
	

	DM-PRO-LO-C-002
	Management Commands inside Large Object is handled as Atomic
	7
	O
	
	

	DM-PRO-LO-C-003
	While sending data chunks all chunks except the last one must include “MoreData”
	7
	O
	
	

	DM-PRO-LO-C-004
	Indicate support for Large Object in DevDetail
	7
	O
	
	

	DM-PRO-LO-C-005
	Data chunks must be sent in continuous order without any new commands
	7
	O
	
	

	DM-PRO-LO-C-006
	Data that fits into a single message must be sent in a single message
	7
	O
	
	

	DM-PRO-LO-C-007
	Sending MaxObjSize to indicate size limitations for Package
	7
	O
	DM-PRO-C-004
	

	DM-PRO-LO-C-008
	Never encode packages bigger than the server indicated in MaxObjSize
	7
	O
	
	

	DM-PRO-LO-C-009
	Include Size in first data chunk
	7
	O
	
	

	DM-PRO-LO-C-010
	Validation of actual size and the Size value and report if not equal
	7
	O
	
	


5.1.2.5 User Interaction Commands

	Item
	Function
	Reference
	Status
	Requirement
	Support

	DM-PRO-UI-C-001
	Executing Display Alert
	10.2.1
	O
	
	

	DM-PRO-UI-C-002
	Executing Confirm or Reject Alert
	10.2.2
	O
	
	

	DM-PRO-UI-C-003
	Executing Text Input Alert
	10.2.3
	O
	
	

	DM-PRO-UI-C-004
	Executing Single Choice Alert
	10.2.4
	O
	
	

	DM-PRO-UI-C-005
	Executing Multiple Choice Alert
	10.2.4
	O
	
	

	DM-PRO-UI-C-006
	Order of the Items MUST be used in the same order as in the DM message
	10.2
	O
	
	


5.1.2.6 Generic Alert

	Item
	Function
	Reference
	Status
	Requirement
	Support

	DM-PRO-GAlert-C-001
	The Generic Alert have a relation to a Management Object
	8.7
	O
	DM-PRO-GAlert-C-003
	

	DM-PRO-GAlert-C-002
	The Generic Alert does not have a relation to a Management Object
	8.7
	O
	
	

	DM-PRO-GAlert-C-003
	LocURI must reference the address to the corresponding Management Object
	8.7
	O
	
	

	DM-PRO-GAlert-C-004
	Support for Correlator
	8.7.1.10
	O
	DM-PRO-C-011
	

	DM-PRO-GAlert-C-005
	Type must be included and it is RECOMMENDED to include URN or registered MIME-type as Type 
	8.7.1.6
	O
	DM-PRO-C-011
	

	DM-PRO-GAlert-C-006
	Support for importance level, Mark
	8.7.1.8
	O
	DM-PRO-C-011
	


5.1.3 DM Representation Protocol
5.1.3.1 Common use elements 

The following specifies the ICS proforma tables for the message container elements for client devices that conform to [DMREPU].

	Item
	Function
	Reference
	Status
	Requirement
	Support

	DMREPPRO-CUE-C-001
	Support for ‘Chal’
	6.1.2
	M
	
	

	DMREPPRO-CUE-C-002
	Support for ‘Cmd’
	6.1.3
	M
	
	

	DMREPPRO-CUE-C-003
	Support for ‘CmdId’
	6.1.4
	M
	
	

	DMREPPRO-CUE-C-004
	Support for ‘CmdRef’
	6.1.5
	M
	
	

	DMREPPRO-CUE-C-005
	Support for ‘Cred’
	6.1.6
	M
	
	

	DMREPPRO-CUE-C-006
	Support for ‘Final’
	6.1.7
	M
	
	

	DMREPPRO-CUE-C-007
	Support for ‘LocName’
	6.1.9
	M
	
	

	DMREPPRO-CUE-C-008
	Support for ‘LocURI’
	6.1.10
	M
	
	

	DMREPPRO-CUE-C-009
	Support for ‘MoreData’
	6.1.11
	O
	
	

	DMREPPRO-CUE-C-010
	Support for ‘MsgID’
	6.1.12
	M
	
	

	DMREPPRO-CUE-C-011
	Support for ‘MsgRef’
	6.1.13
	M
	
	

	DMREPPRO-CUE-C-012
	Support for sending ‘RespURI’
	6.1.17
	O
	
	

	DMREPPRO-CUE-C-013
	Support for receiving ‘RespURI’
	6.1.17
	M
	
	

	DMREPPRO-CUE-C-014
	Support for ‘SessionID’
	6.1.18
	M
	
	

	DMREPPRO-CUE-C-015
	Support for ‘Source’
	6.1.20
	M
	
	

	DMREPPRO-CUE-C-016
	Support for ‘SourceRef’
	6.1.21
	M
	
	

	DMREPPRO-CUE-C-017
	Support for ‘Target’
	6.1.22
	M
	
	

	DMREPPRO-CUE-C-018
	Support for ‘TargetRef’
	6.1.23
	M
	
	


5.1.3.2 Meta Information elements
The following specifies the ICS proforma tables for the meta information elements for client devices that conform to [DMREPU].
	Item
	Function
	Reference
	Status
	Requirement
	Support

	DMREPPRO-MIE-C-001
	Support for ‘EMI’
	6.4
	O
	
	

	DMREPPRO-MIE-C-002
	Support for ‘Format’
	6.4
	M
	
	

	DMREPPRO-MIE-C-003
	Support for sending ‘MaxMsgSize’
	6.4
	O
	
	

	DMREPPRO-MIE-C-004
	Support for receiving ‘MaxMsgSize’
	6.4
	M
	
	

	DMREPPRO-MIE-C-005
	Support for ‘MaxObjSize’
	6.4
	O
	
	

	DMREPPRO-MIE-C-006
	Support for ‘MetInf’
	6.4
	M
	
	

	DMREPPRO-MIE-C-007
	Support for ‘NextNonce’
	6.4
	M
	
	

	DMREPPRO-MIE-C-008
	Support for ‘Size’
	6.4
	M
	
	

	DMREPPRO-MIE-C-009
	Support for ‘Type’
	6.4
	M
	
	


5.1.3.3 Data description elements

The following specifies the ICS proforma tables for the data description elements for client devices that conform to [DMREPU].
	Item
	Function
	Reference
	Status
	Requirement
	Support

	DMREPPRO-DDE-C-001
	Support for sending ‘Correlator’
	6.3.4
	O
	DMREPPRO-PCE-C-007
	

	DMREPPRO-DDE-C-002
	Support for receiving ‘Correlator’
	6.3.4
	O
	DMREPPRO-PCE-C-007
	


5.1.3.4 Protocol command elements

The following specifies the ICS proforma tables for the protocol command elements for client devices that conform to [DMREPU].
	Item
	Function
	Reference
	Status
	Requirement
	Support

	DMREPPRO-PCE-C-001
	Support for sending ‘Alert’
	6.6.2
	M
	
	

	DMREPPRO-PCE-C-002
	Support for ‘Replace’
	6.6.11
	M
	
	

	DMREPPRO-PCE-C-003
	Support for receiving ‘Add’
	6.6.1
	M
	
	

	DMREPPRO-PCE-C-004
	Support for receiving ‘Atomic’
	6.6.3
	O
	
	

	DMREPPRO-PCE-C-005
	Support for receiving ‘Copy’
	6.6.4
	O
	
	

	DMREPPRO-PCE-C-006
	Support for receiving ‘Delete’
	6.6.5
	M
	
	

	DMREPPRO-PCE-C-007
	Support for receiving ‘Exec’
	6.6.6
	O
	
	

	DMREPPRO-PCE-C-008
	Support for receiving ‘Get’
	6.6.7
	M
	
	

	DMREPPRO-PCE-C-009
	Support for receiving ‘Sequence’
	6.6.14
	M
	
	

	DMREPPRO-PCE-C-010
	Support for sending ‘Results’
	6.6.12
	M
	
	


5.1.3.5 Event Alert

The following specifies the ICS proforma tables for the sending of the Event Alert for client devices that conform to [DMREPU].

	Item
	Function
	Reference
	Status
	Requirement
	Support

	DMREPPRO-Alert-C-001
	Sending Client Event Alert
	6.5.2
	O
	
	


5.1.4 DM Client Security requirements

The following specifies the ICS proforma tables for DM security for client devices that conform to [DMSEC].

	Item
	Function
	Reference
	Status
	Requirement
	Support

	DM-SEC-C-001
	Client must authenticate itself to a server 
	Section 5.3
	M
	DM-SEC-C-003 OR DM-SEC-C-007 
	

	DM-SEC-C-002
	Client must authenticate a server 
	Section 5.3
	M
	DM-SEC-C-003 OR DM-SEC-C-007 
	

	DM-SEC-C-003
	Support for transport layer authentication
	Section 5.3
	O
	
	

	DM-SEC-C-004
	Support for HTTP transport 
	Section 5.5.1.1
	O
	DM-SEC-C-014 OR DM-SEC-C-15
	

	DM-SEC-C-005
	Send credentials to server
	Section 5.3
	O
	
	

	DM-SEC-C-006
	Challenge Server
	Section 5.3
	O
	
	

	DM-SEC-C-007
	Support for application layer authentication
	Section 5.3
	O
	DM-SEC-C-008 AND DM-SEC-C-010
	

	DM-SEC-C-008
	Support for OMA DM syncml:auth-md5 type authentication
	Section 5.3
	O
	
	

	
	
	
	
	
	

	DM-SEC-C-009
	Accept challenges from server that has not yet been successfully authenticated
	Section 5.3.4
	O
	
	

	DM-SEC-C-010
	Integrity checking  using HMAC-MD5
	Section 5.4
	O
	DM-SEC-C-011 AND DM-SEC-C-012
	

	DM-SEC-C-011
	Inserting  HMAC in  transport 
	Section 5.4.3
	O
	
	

	DM-SEC-C-012
	Using HMAC for all subsequent messages
	Section 5.4.3
	O
	
	

	DM-SEC-C-013
	Identifying that the server is using TLS1.0 or SSL3.0
	Section 5.5.1.1
	O
	
	

	DM-SEC-C-014
	Support for TLS
	Section 5.5.1.1
	O
	DM-SEC-C-016
	

	DM-SEC-C-015
	Support for SSL 3.0
	Section 5.5.1.1
	O
	DM-SEC-C-017
	

	DM-SEC-C-016
	Supporting at least one of the cipher suites TLS_RSA_WITH_AES_128_CBC_SHA-1, TLS_RSA_WITH_3DES_EDE_CBC_SHA and TLS_RSA_WITH_RC4_128_SHA
	Section 5.5.1.1
	O
	
	

	DM-SEC-C-017
	Support for at least one of  SSL_RSA_WITH_RC4_128_SHA and SSL_RSA_WITH_3DES_EDE_CBC_SHA
	Section 5.5.1.1
	O
	
	

	DM-SEC-C-018
	Bootstrap Security for Bootstrap via DM Profile
	Section 5.7.2.2
	O
	DM-SEC-C-019 OR DM-SEC-C-020
	

	DM-SEC-C-019
	Transport neutral security for Bootstrap via DM Profile
	Section 5.7.2.2.
	O
	DM-SEC-C-021 OR DM-SEC-C-022 OR DM-SEC-C-023
	

	DM-SEC-C-020
	Transport layer security for Bootstrap via DM Profile
	Section 5.7.2.2.
	O
	 
	

	DM-SEC-C-021
	Use of NETWORKID and USERPIN when Bootstrapping via DM Profile
	Section 5.7.2.3
	O
	 
	

	DM-SEC-C-022
	Support of NETWORKID in Bootstrap via DM Profile
	Section 5.7.2.3
	O
	 
	

	DM-SEC-C-023
	Support of USERPIN in Bootstrap via DM Profile
	Section 5.7.2.3
	O
	 
	


5.1.5 DM Tree and Description

The following specifies the ICS proforma tables for DM Tree and Descritpion for client devices that conform to [DMTND].
	Item
	Function
	Reference
	Status
	Requirement
	Support

	DMTND-Prop-C-001
	Support for the ACL property
	7.2
	M
	
	

	DMTND-Prop-C-002
	Support for the Format property
	7.2
	M
	
	

	DMTND-Prop-C-003
	Support for the Name property
	7.2
	M
	
	

	DMTND-Prop-C-004
	Support for the Size property in leaf nodes
	7.2
	O
	
	

	DMTND-Prop-C-005
	No support for the Size property in interior nodes
	7.2
	M
	
	

	DMTND-Prop-C-006
	Support for the Title property
	7.2
	O
	
	

	DMTND-Prop-C-007
	Support for the TStamp property
	7.2
	O
	
	

	DMTND-Prop-C-008
	Support for the Type property
	7.2
	M
	
	

	DMTND-Prop-C-009
	Support for the VerNo property
	7.2
	O
	
	

	DMTND-Prop-C-010
	Support Get?list=Struct
	8.1
	O
	
	

	DMTND-Prop-C-011
	Support Get?list=StructData
	8.1
	O
	
	

	DMTND-Prop-C-012
	Support Get?list=TNDS
	8.1
	O
	
	


5.1.6 DM Standardized Objects

The following specifies the ICS proforma tables for DM standardized objects for client devices that conform to [DMSTDOBJ].
	Item
	Function
	Reference
	Status
	Requirement
	Support

	SCR-DM-STDOBJ-C-001
	Support of DevInfo object
	Section 5.3.2
	M
	
	

	SCR-DM-STDOBJ-C-002
	Support of DevDetail Object
	Section 5.3.3
	M
	
	

	SCR-DM-STDOBJ-C-003
	Support of DM Account Object
	Section 5.3.1
	M
	
	

	SCR-DM-STDOBJ-C-004
	Support of Inbox Object
	Section 5.3.4
	O
	
	


5.1.7 DM Bootstrap Client

The following specifies the ICS proforma tables for DM Bootsrap for client devices that conform to [DMBOOT].
	Item
	Function
	Reference
	Status
	Requirement
	Support

	DM-BOOT-C-001
	Support for OMA Client Provisioning Profile
	Section 5.3
	O
	ProvBoot:ProvBoot-B-C-001 AND DM-BOOT-C-003
	

	DM-BOOT-C-002
	Support for OMA Device Management Profile
	Section 5.4
	O
	DM-BOOT-C-010 AND DM-BOOT-C-011
	

	DM-BOOT-C-003
	Provisioning Content granted Get, Replace and Delete ACL rights to ServerID in w7.
	Section 5.3.4
	O
	
	

	DM-BOOT-C-004
	Support for OMA Client Provisioning Profile AND OMA Device Management
	Section 5.3.6
	O
	DM-BOOT-C-005
	

	DM-BOOT-C-005
	Map w7, NAPDEF (if supported) and PROXY (if supported) to management tree.
	Section 5.3.6
	O
	
	

	DM-BOOT-C-006
	Device supports a Smartcard.
	Section 5.4.6
	O
	DM-BOOT-C-007
	

	DM-BOOT-C-007
	DM Client is capable of detecting, retrieving, and processing DM Profile bootstrap data from the Smartcard.
	Section 5.4.6
	O
	
	

	DM-BOOT-C-008
	Smartcard bootstrap function is enabled by DM client and the smartcard has not been rejected by the device.
	Section 5.4.6
	O
	DM-BOOT-C-009
	

	DM-BOOT-C-009
	Device retrieves bootstrap data from the Smartcard and applies it to the device configuration.
	Section 5.4.6
	O
	
	

	DM-BOOT-C-010
	Support for embedded WBXML encoded TNDS objects.
	Section 5.4
	O
	
	

	DM-BOOT-C-011
	Support for Inbox.
	Section 5.4
	O
	
	


5.1.8 DM Notification Initiated Session

The following specifies the ICS proforma tables for DM Notification Initiated Session for client devices that conform to [DMNOTI].

	Item
	Function
	Reference
	Status
	Requirement
	Support

	SCR-DM-NOTI-C-001
	Support of Server-Alerted Management Session
	Section 5
	O
	SCR-DM-NOTI-C-002
	

	SCR-DM-NOTI-C-002
	Receiving Notification message
	Section 6
	O
	
	


5.1.9 DM Tree and Description Serialization

The following specifies the ICS proforma tables for DM Tree and Description Serialization for client devices that conform to [DMTNDS].

	Item
	Function
	Reference
	Status
	Requirement
	Support

	DM-TNDS-C-001
	Support of Encoding a TNDS object
	Section 6
	O
	
	

	DM-TNDS-C-002
	Support of Decoding a TNDS object
	Section 6
	O
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