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1. Introduction

This document outlines the conformance requirement structure for server devices as defined by Open Mobile Alliance across all specifications included in the Device Management 1.1.2 Enabler Release. The structure defines the conformance requirements collected from the technical specifications included in the release into a summary table. In other words, the products can identify implementation of the high level requirements in terms of mandatory features and optional features of the technical specifications.
1.1. Product Information

	Company
	

	Implementation Name
	

	Date of submission
	

	Contact name
	

	Contact phone
	

	Contact mail
	

	Transports supported
	HTTP[  ]                              WSP[  ]                             OBEX[  ]

	OBEX support
	IrDA[  ]                             Bluetooth[  ]


2. References

2.1. Normative References

	[DMBOOT]
	“SyncML Device Management Bootstrap, Version 1.1.2”. Open Mobile Alliance(. 
OMA-SyncML-DMBootstrap-V1_1_2. URL:http:www.openmobilealliance.org/tech/docs

	[DMCONF]
	“Device Management Conformance Requirements, Version 1.1.2”. 
Open Mobile Alliance(. OMA-SyncML-DMConReqs-V1_1_2. URL:http:www.openmobilealliance.org/tech/docs

	[DMNOTI]
	“Notification Initiated Session, Version 1.1.2”. Open Mobile Alliance(. 
OMA-SyncML-DMNotification-V1_1_2. URL:http:www.openmobilealliance.org/tech/docs

	[DMPRO]
	“SyncML Device Management Protocol, Version 1.1.2”. Open Mobile Alliance(. 
OMA-SyncML-DMProtocol-V1_1_2. URL:http:www.openmobilealliance.org/tech/docs

	[DMREPU]
	“SyncML Representation Protocol, Device Management Usage, Version 1.1.2”. 
Open Mobile Alliance(. OMA-SyncML-DMRepPro-V_1_1_2. URL:http:www.openmobilealliance.org/tech/docs

	[DMSEC]
	“SyncML Device Management Security, Version 1.1.2”. Open Mobile Alliance(. 
OMA-SyncML-DMSecurity-V1_1_2. URL:http:www.openmobilealliance.org/tech/docs

	[DMSTDOBJ]
	“SyncML Device Management Standardized Objects, Version 1.1.2”. Open Mobile Alliance(. OMA-SyncML-DMStdObj-V1_1_2. URL:http:www.openmobilealliance.org/tech/docs

	[DMTND]
	“SyncML Device Management Tree and Description, Version 1.1.2”. Open Mobile Alliance(. OMA-SyncML-DMTND-V1_1_2. URL:http:www.openmobilealliance.org/tech/docs

	[META]
	“SyncML Meta Information, version 1.1.2”. Open Mobile Alliance(. 
OMA-SyncML-MetaInfo-V1_1_2. URL:http:www.openmobilealliance.org/tech/docs

	[SYNCHTTP]
	“SyncML HTTP Binding Specification”, Open Mobile AllianceTM, OMA-SyncML-HTTPBinding-V1_1_2, URL:http://www.openmobilealliance.org/tech/docs 

	[SYNCOBEX]
	“SyncML OBEX Binding Specification”, Open Mobile AllianceTM, OMA-SyncML-OBEXBinding-V1_1_2, URL:http://www.openmobilealliance.org/tech/docs 

	[SYNCWSP]
	“SyncML WSP Binding Specification”, Open Mobile AllianceTM ,   OMA-SyncML-WSPBinding-V1_1_2, URL:http://www.openmobilealliance.org/tech/docs

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”. S. Bradner. March 1997.
URL:http://www.ietf.org/rfc/rfc2119.txt


3. Terminology and Conventions

3.1. Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Information”, are normative, unless they are explicitly indicated to be informative.
4. Server Enabler Implementation Statement

4.1. Representation: Common Use Elements

This section contains the ICS proforma for the Static Conformance Requirements for the Representation Common Use Elements as defined in [DMCONF].

	Command
	Required of Server
	Implemented in Server

	
	Sending
	Receiving 
	Sending
	Receiving

	Chal
	MUST
	MUST
	
	

	Cmd
	MUST
	MUST
	
	

	CmdID
	MUST
	MUST
	
	

	CmdRef
	MUST
	MUST
	
	

	Cred
	MUST
	MUST
	
	

	Final
	MUST
	MUST
	
	

	LocName
	MUST
	MUST
	
	

	LocURI
	MUST
	MUST
	
	

	MoreData
	MUST
	MUST
	
	

	MsgID
	MUST
	MUST
	
	

	MsgRef
	MUST
	MUST
	
	

	RespURI
	MAY
	MUST
	
	

	SessionID*
	MUST
	MUST
	
	

	Source
	MUST
	MUST
	
	

	SourceRef
	MUST
	MUST
	
	

	Target
	MUST
	MUST
	
	

	TargetRef
	MUST
	MUST
	
	

	VerDTD
	MUST
	MUST
	
	

	VerProto
	MUST
	MUST
	
	


*The maximum length of a SessionID is 4 bytes. Note that a client having an 8 bit incrementing SessionID counter is enough for practical implementations.


4.2. Representation: Message Container Elements

This section contains the ICS Proforma for the Static Conformance Requirements for the Message Container elements as defined in [DMCONF].

	Command
	Required of Server
	Implemented in Server

	
	Sending
	Receiving 
	Sending
	Receiving

	SyncML
	MUST
	MUST
	
	

	SyncHdr
	MUST
	MUST
	
	

	SyncBody
	MUST
	MUST
	
	


4.3. Representation: Data Description Elements

This section contains the ICS Proforma for the Static Conformance Requirements for the Data Description elements as defined in [DMCONF].

	Command
	Required of Server
	Implemented in Server

	
	Sending
	Receiving 
	Sending
	Receiving

	Data
	MUST
	MUST
	
	

	Item
	MUST
	MUST
	
	

	Meta
	MUST
	MUST
	
	


4.4. Representation: Protocol Command Elements

This section contains the ICS Proforma for the Static Conformance Requirements for the Protocol Command elements as defined in [DMCONF].

	Command
	Required of Server
	Implemented in Server

	
	Sending
	Receiving 
	Sending
	Receiving

	Alert
	MUST
	MUST
	
	

	Replace
	MUST
	MUST
	
	

	Status
	MUST
	MUST
	
	


	Command
	Required of Server
	Implemented in Server

	
	Sending
	Sending

	Add
	MUST
	

	Atomic
	MAY
	

	Copy
	MAY
	

	Delete
	MUST
	

	Exec
	MAY
	

	Get
	MUST
	

	Sequence
	MUST
	


	Command
	Required of Server
	Implemented in Server

	
	Receiving
	Receiving

	Result
	MUST
	


4.5. SyncML DM Protocol

This section contains the ICS Proforma for the Static Conformance Requirements for DevMan as defined in [DMCONF].

	Alert Type
	Required of Server
	Implemented in Server

	
	Receiving 
	Receiving

	Server-Initiated mgmt Alert
	MUST

	

	Client-Initiated mgmt Alert
	MUST
	

	Client Event Alert
	MUST (but no specific processing defined)
	


	Alert Type
	Required of Server
	Implemented in Server

	
	Sending 
	Sending

	Display Alert
	MAY
	

	Continue or Abort Alert
	MAY
	

	Text Input Alert
	MAY
	

	Single Choice Alert
	MAY
	

	Multiple Choice Alert
	MAY
	


	Alert Type
	Required of Server
	Implemented in Server

	
	Sending
	Receiving 
	Sending
	Receiving

	Session Abort Alert
	MUST
	MUST
	
	

	Next Message Alert
	MUST
	MUST
	
	

	Large Object Handling
	MUST
	MUST
	
	


4.6. SyncML DM MetaInfo

This section contains the ICS Proforma for the Static Conformance Requirements for SyncML Meta Information as defined in [DMCONF].

	Element Type
	Required of Server
	Implemented in Server

	
	Sending
	Receiving 
	Sending
	Receiving

	EMI
	MAY
	MAY
	
	

	Format
	MUST
	MUST
	
	

	MaxMsgSize
	MAY
	MUST
	
	

	MaxObjSize
	MUST
	MUST
	
	

	MetInf
	MUST
	MUST
	
	

	NextNonce
	MUST
	MUST
	
	

	Size
	MUST
	MUST
	
	

	Type
	MUST
	MUST
	
	


4.7. SyncML DM Security

This section contains the ICS Proforma for the Static Conformance Requirements for DM Securiity as defined in [DMCONF].


4.7.1. Secure Transport Class

	Command
	Required of Server
	Implemented in Server

	
	Sending
	Receiving 
	Sending
	Receiving

	Basic (Chal)
	MUST
	MUST
	
	

	Basic (Cred)
	MUST
	MUST
	
	

	MD5 (Chal)
	MUST
	MUST
	
	

	MD5 (Cred)
	MUST
	MUST
	
	

	HMAC (Chal)
	MUST * 
	MUST
	
	

	HMAC (Hdr)
	MUST * 
	MUST
	
	


*Server MUST NOT challenge for HMAC unless the client has provided HMAC credentials and a challenge is needed (e.g. to agree on a new nonce). Server MUST send HMAC credential IF AND ONLY IF challenged.

4.7.2. General Transport Class

	Command
	Required of Server
	Implemented in Server

	
	Sending
	Receiving 
	Sending
	Receiving

	Basic (Chal)
	MUST
	MUST
	
	

	Basic (Cred)
	MUST
	MUST
	
	

	MD5 (Chal)
	MUST
	MUST
	
	

	MD5 (Cred)
	MUST
	MUST
	
	

	HMAC (Chal)
	SHOULD
	MUST
	
	

	HMAC (Hdr)
	MUST
	MUST
	
	


4.8. SyncML DM Notification

This section contains the ICS Proforma for the Static Conformance Requirements for DM Security as defined in [DMCONF].

	Command
	Required of Server
	Implemented in Server

	
	Sending
	Sending

	Notification message
	SHOULD
	


4.9. SyncML DM Standardized Objects

This section contains the ICS Proforma for the Static Conformance Requirements for DM Standardized Objects as defined in [DMCONF].

	Command
	Required of Server
	Implemented in Server

	DevInfo
	MUST
	

	DevDetail
	MUST
	

	SyncML DM
	MUST
	


4.10. SyncML DM Bootstrap

This section contains the ICS Proforma for the Static Conformance Requirements for DM Bootstrap as defined in [DMCONF].

	Command
	Required of Server
	Implemented in Server

	
	Sending
	Sending

	WAP Profile
	MAY
	

	Plain Profile
	MAY
	


4.11. HTTP Transport

Vendors should fill this section out ONLY if their product uses the HTTP Transport.  The specification for HTTP Transport is fully described in [SYNCHTTP].

	Method
	Requirements

	
	Required
	Implemented 

	POST
	MUST
	

	OPTIONS
	MAY
	

	GET
	MAY
	

	HEAD
	MAY
	

	PUT
	MAY
	

	DELETE
	MAY
	

	TRACE
	MAY
	

	CONNECT
	MAY
	


	General Headers
	Requirements

	
	Required
	Implemented 

	Cache-Control: no-store, private
	MUST
	

	Transfer-Encoding: chunked
	MUST
	

	Connection
	MAY
	

	Date
	MAY
	

	Pragma
	MAY
	

	Trailer
	MAY
	

	Upgrade
	MAY
	

	Via
	MAY
	

	Warning
	MAY
	


	Request Headers
	Requirements

	
	Required
	Implemented 

	Accept
	MUST
	

	Accept-Charset
	MUST
	

	Accept-Encoding
	MAY
	

	Accept-Language
	MAY
	

	Authorization
	MAY
	

	Expect
	MAY
	

	From
	MAY
	

	Host
	MAY
	

	If-Match
	MAY
	

	If-Modified-Since
	MAY
	

	If-None-Match
	MAY
	

	If-Range
	MAY
	

	If-Unmodified-Since
	MAY
	

	Max-Forwards
	MAY
	

	Proxy-Authorization
	MAY
	

	Range
	MAY
	

	Referer
	MAY
	

	TE
	MAY
	

	User-Agent
	MUST
	


	Response Headers
	Requirements

	
	Required
	Implemented 

	Accept-Ranges
	MAY
	

	Age
	MAY
	

	Allow
	MAY
	

	Authentication-Info
	MAY
	

	Etag
	MAY
	

	Location
	MAY
	

	Proxy-Authenticate
	MAY
	

	Retry-After
	MAY
	

	Server
	MAY
	

	Vary
	MAY
	

	WWW-Authenticate
	MAY
	


4.12. OBEX Transport

Vendors should fill this section out ONLY if their product uses the OBEX Transport.  The specification for OBEX Transport is fully described in [SYNCOBEX]. Note that these definitions of client and server are the OBEX definition, not the SyncML definition.

NOTE that the tables only indicate the required data.
	Method
	OBEX Server Requirements

	
	Required
	Implemented 

	GET
	MUST
	

	PUT
	MUST
	

	CONNECT
	MUST
	

	DISCONNECT
	MUST
	

	ABORT
	MUST
	


	Method
	OBEX Client Requirements

	
	Required
	Implemented 

	GET
	MUST
	

	PUT
	MUST
	

	CONNECT
	MUST
	

	DISCONNECT
	MUST
	


4.13. WSP Transport

Vendors should fill this section out ONLY if their product uses the WSP Transport.  The specification for WSP Transport is fully described in [SYNCWSP].

NOTE that the tables only indicate the required data.

	Method
	Requirements

	
	Required
	Implemented 

	POST
	MUST
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