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1 Reason for Contribution

A set of Test Cases is being provided which are all aimed at verifying the Interoperability of the reactive to proactive authorization policy operation.

2 Summary of Contribution

The following Interoperability TC’s are being proposed as a first round:

· TC #1 – Reactive presence authorization to proactive presence authorization (individual authorization)
· 
· TC #2 – Reactive presence authorization to proactive presence authorization (list authorization)
3 Detailed Proposal

*** START OF CONTRIBUTION ***

<ETS CSP 1.3 structure>

…

6. OMA IOP IMPS INTEROPERABILITY TEST CASES

6.1 IMPS-1.3-INT

6.1.n IMPS-1.3-int-PRSE

6.1.n.k
TC #1 – Reactive presence authorization to proactive presence authorization (individual authorization)
	Test Case Id
	IMPS-1.3-int-PRSE-<nnn>

	Test Purpose
	Reactive presence authorization to proactive presence authorization (individual authorization)

	Test Object
	Client and Server

	Test Case Description
	The notified user is able to use proactive authorization to authorize the subscriber via individual authorization.

	Specification Reference
	CSP: 5.1, 6.1, 7.2, 8.2, 8.3

	SCR Reference
	Client SCR items tested:

IMPS-CSP-SAP-C-018
Support for General Notification transactions

O

IMPS-CSP-PRSE-C-005
Support for create attribute list transaction

O

IMPS-CSP-PRSE-C-008
Support for subscribe presence transaction

O

IMPS-CSP-PRSE-C-012
Support for presence notification transaction

O

Server SCR items tested:

IMPS-CSP-SAP-S-018
Support for General Notification transactions

O

IMPS-CSP-PRSE-S-005
Support for create attribute list transaction

O

IMPS-CSP-PRSE-S-008
Support for subscribe presence transaction

O

IMPS-CSP-PRSE-S-012
Support for presence notification transaction

O



	Tool
	N/A

	Test code
	N/A

	Preconditions
	· Equipment:
2 clients (A, B) / 1 server

Functioning SAP with the 2 user accounts existing on it

· Prerequisites:
Both clients are logged in

Both server and Client A support Authorization-Needed-User Notification 
Both server and Client B support presence notification

User A did not proactively authorize the subscriber (user B) in any way for a specific presence attribute (e.g. OnlineStatus). It means that:

· user A has no individual or list authorization for this presence attribute

· the requested presence attribute (e.g. OnlineStatus) is not covered in the default presence attribute list of  user A
User A requested to be notified about additional presence attribute requests than those authorized via the Default List


· 
· 

.

	Test Procedure
	#1: Client B initiates the subscription request for a NOT proactively authorized presence attribute (e.g. OnlineStatus presence attribute) of User A

#2:
User A grants an access to this presence attribute (e.g. OnlineStatus presence attribute) via individual authorization


#3: Client A modifies this presence attribute (e.g. Client A logs out to update OnlineStatus to ‘F’)
.

	Pass-Criteria
	#1:

· Client A displays a request for presence attributes requested by User B

· Client B receives a presence notification that does not contain  this presence attribute (e.g. OnlineStatus)
#2: Client B receives a presence notification containing the presence attribute value (e.g. OnlineStatus=’T’) only after Client A grants the access to this presence attribute.
#3: Client B receives a presence notification for this presence attribute new presence value (e.g. OnlineStatus=’F’)
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	Test Case Id
	IMPS-1.3-int-PRSE-<nnn>

	Test Purpose
	Reactive presence authorization to proactive presence authorization (list authorization)

	Test Object
	Client and Server

	Test Case Description
	The notified user is able to use proactive authorization to authorize the subscribers via list authorization.

	Specification Reference
	CSP: 5.1, 6.1, 7.2, 8.2, 8.3

	SCR Reference
	Client SCR items tested:

IMPS-CSP-SAP-C-018
Support for General Notification transactions

O

IMPS-CSP-PRSE-C-005
Support for create attribute list transaction

O

IMPS-CSP-PRSE-C-008
Support for subscribe presence transaction

O

IMPS-CSP-PRSE-C-012
Support for presence notification transaction

O

Server SCR items tested:

IMPS-CSP-SAP-S-018
Support for General Notification transactions

O

IMPS-CSP-PRSE-S-005
Support for create attribute list transaction

O

IMPS-CSP-PRSE-S-008
Support for subscribe presence transaction

O

IMPS-CSP-PRSE-S-012
Support for presence notification transaction

O



	Tool
	N/A

	Test code
	N/A

	Preconditions
	· Equipment:
3 clients (A, B, C) / 1 server

Functioning SAP with 3 user accounts existing on it

· Prerequisites:
All clients are logged in

Both server and Client A support Authorization-Needed-User Notification 
All server and Client B and C support presence notification

Both server and Client A support contact lists

User A has a Contact List containing Clients B and C

User A did not proactively authorize User B and UserC in any way for a specific presence attribute (e.g. OnlineStatus). It means that:

· user A has no individual or list authorization for this presence attribute

· the requested presence attribute (e.g. OnlineStatus) is not covered in the default presence attribute list of  user A

User A requested to be notified about additional presence attribute requests than those authorized via the Default List




	Test Procedure
	#1: Client B initiates the subscription request for a NOT proactively authorized presence attribute (e.g. OnlineStatus presence attribute) of User A
#2:

User A grants an access to this presence attribute (e.g. OnlineStatus presence attribute) via list authorization


#3: Client A modifies this presence attribute (e.g. Client A logs out to update OnlineStatus to ‘F’)


	Pass-Criteria
	#1: 
· Client A displays a request for presence attributes requested by User B
· Client B receives a presence notification that does not contain this presence attribute (e.g. OnlineStatus)
#2: Client B and Client C receive a presence notification containing the presence attribute value (e.g. OnlineStatus=’T’) only after Client A grants the access to this presence attribute.
#3: Client B and Client C receive a presence notification for this presence attribute new presence value (e.g. OnlineStatus=’F’)



*** END OF CONTRIBUTION ***

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree the proposed Test Case, or suggest enhancements. 
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