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1. Scope

The scope of this document is to provide an Enabler Implementation Conformance Statement (EICS) for OMA IMPS Version 1.2.1 Enabler Release across all of the technical specifications included.  This EICS pertains to OMA IMPS     Version 1.2.1 Client implementations only.

Details of the Enabler Release package used to generate this document can be found at: 

http://www.openmobilealliance.org/release_program/docs/CopyrightClick.asp?pck=IMPS&file=v1.2-20040522/OMA-IMPS-V1_2-20040522-C.zip
1.1. Product information1
	Company
	     

	Product Name & Version
	     

	Date of Submission
	     

	
	

	Contact Name
	     

	Contact Phone
	     

	Contact Email
	     

	
	

	Client Name and Version 

(if different than product)
	     

	Client Type (e.g. J2ME, Symbian, PocketPC, Palm, Win32, resident)
	     

	Network (if device specific)
	     

	CSP Version(s) Supported
	          (Separate EICS required for each)

	Transport Bindings Supported
	          SMS  FORMCHECKBOX 


 FORMCHECKBOX 
  FORMCHECKBOX 


 FORMCHECKBOX 


 FORMCHECKBOX 
          WSP FORMCHECKBOX 
  FORMCHECKBOX 
  FORMCHECKBOX 
      HTTP  FORMCHECKBOX 


 FORMCHECKBOX 


 FORMCHECKBOX 


 FORMCHECKBOX 


 FORMCHECKBOX 
    HTTP/S  FORMCHECKBOX 


 FORMCHECKBOX 


 FORMCHECKBOX 


 FORMCHECKBOX 


 FORMCHECKBOX 


	CIR Bindings Supported
	       SMS  FORMCHECKBOX 


 FORMCHECKBOX 


 FORMCHECKBOX 
  WAP/SMS  FORMCHECKBOX 


 FORMCHECKBOX 
  FORMCHECKBOX 
 WAP/UDP  FORMCHECKBOX 


 FORMCHECKBOX 

 UDP/IP FORMCHECKBOX 


 FORMCHECKBOX 
  FORMCHECKBOX 
  FORMCHECKBOX 


 FORMCHECKBOX 
       TCP/IP FORMCHECKBOX 


 FORMCHECKBOX 
  FORMCHECKBOX 


 FORMCHECKBOX 


 FORMCHECKBOX 
  FORMCHECKBOX 
          HTTP  FORMCHECKBOX 


 FORMCHECKBOX 


	Encoding Schemes Supported
	XML FORMCHECKBOX 


 FORMCHECKBOX 


 FORMCHECKBOX 


 FORMCHECKBOX 
  FORMCHECKBOX 
   WBXML FORMCHECKBOX 


 FORMCHECKBOX 
  FORMCHECKBOX 


 FORMCHECKBOX 


 FORMCHECKBOX 
  SMS/textual  FORMCHECKBOX 
  FORMCHECKBOX 
  SMS/UDH  FORMCHECKBOX 
   

	Content Type Supported
	 Text  FORMCHECKBOX 
  FORMCHECKBOX 
  vCard FORMCHECKBOX 


 FORMCHECKBOX 


 FORMCHECKBOX 


 FORMCHECKBOX 
  FORMCHECKBOX 
   vCal FORMCHECKBOX 


 FORMCHECKBOX 
  FORMCHECKBOX 


 FORMCHECKBOX 


 FORMCHECKBOX 
   MMS  FORMCHECKBOX 
  FORMCHECKBOX 
  EMS FORMCHECKBOX 


 FORMCHECKBOX 


 FORMCHECKBOX 


 FORMCHECKBOX 
  FORMCHECKBOX 
   Other FORMCHECKBOX 


 FORMCHECKBOX 
      


Note 1 – The “Product” above represents the client being tested except for the case of resident embedded or pre-loaded clients.  In this case, the product is the mobile device being tested and the “client name and version” should reflect the client software. 

1.2. Feature support overview

	
	Client Mandatory
	Client Optional

	CSP Services
	
	

	       SAP
	 FORMCHECKBOX 

	 FORMCHECKBOX 


	       IM
	 FORMCHECKBOX 

	 FORMCHECKBOX 


	       Presence
	 FORMCHECKBOX 

	 FORMCHECKBOX 


	       Group
	 FORMCHECKBOX 

	 FORMCHECKBOX 


	       Shared Content
	 FORMCHECKBOX 

	 FORMCHECKBOX 



2. References

2.1. Normative References

	[ERELD]
	“Enabler Release Definition for IMPS v1.2.1” Open Mobile Alliance™.                            OMA-ERELD-IMPS-V1_2_1-20050801-A

	[OMAIOP]
	“OMA Interoperability Policies and Process” Open Mobile Alliance™.
OMA-IOP-Process-V1_0. URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”. S. Bradner. March 1997.
URL:http://www.ietf.org/rfc/rfc2119.txt

	[Arch]
	“WV-040 System Architecture Model” Open Mobile Alliance™  OMA-IMPS-WV-Arch-V1_2-20050125-A

	[FeaFun]
	"WV-041 Features and Functions". Open Mobile Alliance™  OMA-IMPS-WV-Features-Functions-V1_2-20050125-A            

	[CSP]
	"WV-042 Client-Server Protocol Session and Transactions". Open Mobile Alliance™. OMA-IMPS-WV-CSP-V1_2-20050125-A 

	[CSP DTD]
	"WV-043 Client-Server Protocol DTD and Examples". Open Mobile Alliance™. OMA-IMPS-WV-CSP-DTD-V1_2-20050125-A 

	[CSP Trans]
	"WV-044 Client-Server Protocol Transport Bindings". Open Mobile Alliance™. OMA-IMPS-WV-CSP-Transport-V1_2-20050125-A 

	[CSP DataType]
	"WV-045 Client-Server Protocol Data Types". Open Mobile Alliance™. OMA-IMPS-WV-CSP-Data-Types-V1_2-20050125-A 

	[CSP SMS]
	"WV-046 Client-Server Protocol SMS Binding". Open Mobile Alliance™. OMA-IMPS-WV-CSP-SMS-V1_2-20050125-A 

	[CSP WBXML]
	"WV-047 Client-Server Protocol Binary XML Definition and Examples". Open Mobile Alliance™. OMA-IMPS-WV-CSP-WBXML-V1_2_1-20050801-A 

	[CSP SCR]
	"WV-048 Client-Server Protocol Static Conformance Requirement”. Open Mobile Alliance™. OMA-IMPS-WV-CSP-SCR-V1_2-20050125-A 

	[PA]
	"WV-049 Presence Attributes". Open Mobile Alliance™.  OMA-IMPS-WV-PA-V1_2-20050125-A 

	[PA DTD]
	"WV-050 Presence Attribute DTD and Examples". Open Mobile Alliance™.                         OMA-IMPS-WV-PA-DTD-V1_2-20050125-A 

	[XML]
	“Extensible Markup Language 1.0 (Second Edition)”, W3C recommendation, 6-October-2000. URL:http://www.w3.org/TR/2000/REC-xml-20001006.pdf


2.2. Informative References

	None
	


3. Terminology and Conventions

3.1. Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2. Definitions

None

3.3. Abbreviations

	EICS
	Enabler Implementation Conformance Statement

	CLI
	Command Line Interface

	CSP
	Client Server Protocol

	DTD
	Document Type Definition

	ERDEF
	Enabler Requirement Definition

	ERELD
	Enabler Release Definition

	GRSE
	Group Service Element

	IMPS
	Instant Messaging and Presence Service

	IMSE
	Instant Messaging Service Element

	OMA
	Open Mobile Alliance

	PRSE
	Presence Service Element

	SAP
	Service Access Point

	SCR
	Static Conformance Requirements

	SMCNP
	Server Mobile Core Network Protocol

	SSP
	Server Server Protocol

	WBXML
	Binary XML Content Format Specification

	WV
	Wireless Village initiative


4. Introduction

This document provides a statement of conformance across all specifications included in the OMA IMPS Version 1.2.1 Enabler Release for IMPS client implementations. This form is used to identify implementation of the requirements in terms of mandatory features and optional features of the technical specifications.  
5. Client Enabler Implementation Statement

The notation in the table below is according to [OMAIOP] with the exception of PreReq which is defined below.

The Support column SHALL be marked “YES” for those features that are supported by the implementation and “NO” for those features not supported by the device.  In some cases, Mandatory requirements from the reference specifications are dependent on other Optional pre-requisite features that are listed in the PreReq column.  If an implementation does not support a Mandatory feature because the optional pre-requisites are not supported, then “N/A” should be marked in the Support column. 

The Reference column refers to reference specification if in brackets [ ] and service name reference if not in brackets.

5.1. General Conformance Tables

5.1.1. Service requirements table

	Item
	Reference
	PreReq
	Requirement
	Status
	Support

	SERV-1
	SAP
	---
	Support of Service Access Point functionality
	M
	      

	SERV-2
	IMSE
	---
	Support of Instant Messaging Service Element functionality
	O
	      

	SERV-3
	PRSE
	---
	Support of Presence Service Element functionality
	O
	      

	SERV-4
	GRSE
	---
	Support of Group Service Element functionality
	O
	      

	SERV-5
	COSE
	---
	Support of Content Service Element functionality
	O
	      


5.1.2. XML Encoding requirements table

These SCR items are applicable to implementations supporting the HTTP or WSP transport bindings (i.e., not applicable to SMS only implementations).

	Item
	Reference
	PreReq
	Requirement
	Status
	Support

	XML-1
	[XML]
	TRANSP-3,4,5, or 6
	XML encoding is well-formed
	M
	     

	XML-2
	[WV-CSP]
	TRANSP-3,4,5, or 6
	XML encoding follows the DTD.
	M
	     

	XML-3
	[WV-CSP]
	TRANSP-3,4,5, or 6
	XML encoding tolerates protocol extension
	M
	     

	XML-4
	[WV-CSP-DTD]
	TRANSP-3,4,5, or 6
	The namespace identifier for the session and transaction structure is "http://www.openmobilealliance.org/DTD/WV-CSP1.2"
	M
	     

	XML-5
	[WV-CSP-DTD]
	TRANSP-3,4,5, or 6
	The namespace identifier for the transaction content realising the defined WV functionality is "http://www.openmobilealliance.org/DTD/WV-TRC1.2”
	M
	     

	XML-6
	[WV-CSP-DTD] and [WV-PA-DTD]
	TRANSP-3,4,5, or 6
	The namespace identifier for the WV defined presence attributes is "http://www.openmobilealliance.org/DTD/WV-PA1.2”
	M
	     


	Item
	Reference
	PreReq
	Requirement
	Status
	Support

	XML-7
	[WV-CSP-WBXML]
	TRANSP-3,4,5, or 6
	The primitives are encoded using binary XML format
	O
	     

	XML-8
	[WV-CSP-DTD]
	TRANSP-3,4,5, or 6
	The primitives are encoded using textual XML format
	O
	     

	XML-9
	[WV-CSP]
	TRANSP-3,4,5, or 6, XML-7 or XML-8
	Primitives are encoded using either textual XML format or binary XML format
	M
	     


5.1.3. Addressing requirements table

	Item
	Reference
	PreReq
	Requirement
	Status
	Support

	ADDR-1
	[CSP SCR]
	---
	Support for local user addressing.
	M
	     

	ADDR-2
	[CSP SCR]
	---
	Support for external user addressing.
	M
	     

	ADDR-4
	[CSP SCR]
	---
	Support for client addressing.
	O
	     

	ADDR-5
	[CSP SCR]
	---
	Users cannot refer to or access other users’ contact lists.
	M
	     

	ADDR-6
	[CSP SCR]
	---
	If the schema part of a WV address is missing the default schema of “wv:” is assumed.
	M
	     


5.1.4. Session requirements table

	Item
	Reference
	PreReq
	Requirement
	Status
	Support

	SESSION-1
	[CSP SCR]
	---
	If the primitive is sent within a session, the Type of the session is ‘Inband’.
	M
	     

	SESSION-2
	[CSP SCR]
	---
	If the primitive is sent within a session, the ID element is present in the session identification element.
	M
	     

	SESSION-3
	[CSP SCR]
	---
	If the primitive is sent without session, the Type of the session is ‘Outband’
	M
	     

	SESSION-4
	[CSP SCR]
	---
	If the primitive is sent without session, the ID element is not present in the session identification element.
	M
	     

	SESSION-5
	[CSP SCR]
	---
	If the primitive is sent within the session, the session Ids of the originating message and the reply are equal.
	M
	     

	SESSION-9
	[CSP SCR]
	XML-7
	If the client logs in with binary message format, the client and server sends all primitives using binary message format throughout the session.
	M
	     

	SESSION-11
	[CSP SCR]
	---
	The client uses only the protocol version accepted by the server in the login transaction throughout the whole session.
	M
	     


5.1.5. Transaction requirements table

	Item
	Reference
	PreReq
	Requirement
	Status
	Support

	TRANS-1
	[CSP SCR]
	TRANSP-3,4,5, or 6
	For a request primitive, the Mode element must be 'Request'
	M
	     

	TRANS-2
	[CSP SCR]
	TRANSP-3,4,5, or 6
	For a response primitive, the Mode element must be 'Response'.
	M
	     

	TRANS-3
	[CSP SCR]
	---
	For each transaction pair the originating and resulting transaction IDs are equal.
	M
	     

	TRANS-4
	[CSP SCR]
	---
	The same transaction-ID is not used more than once in a session.
	M
	     

	TRANS-7
	[CSP SCR]
	---
	If a request primitive is submitted to the client, and the corresponding response primitive does not contain a Result element, and an error occurs when processing the request, the client returns a Status primitive instead of the corresponding response primitive.
	M
	     

	TRANS-8
	[CSP SCR]
	---
	If a request primitive is submitted to the client, and the corresponding response primitive contains a Result element, and an error occurs when processing the request, the client returns either the corresponding response primitive or a Status primitive. In either case, the response primitive indicates the error that occurred.
	M
	     

	TRANS-9
	[CSP SCR]
	---
	When the response primitive to a transaction is replaced with Status primitive the response value indicates unsuccessful operation.
	M
	     

	TRANS-10
	[CSP SCR]
	---
	All mandatory information elements are present in the primitives. 
	M
	     

	TRANS-11
	[CSP SCR]
	---
	All conditional information elements are present or absent according to the relevant SCR.
	M
	     

	TRANS-12
	[CSP SCR]
	---
	If a transaction is completely successful, the Result element indicates successful completion, and detailed results are not included in the Result element.
	M
	     

	TRANS-13
	[CSP SCR]
	---
	If a transaction is partially successful, the Result element does not indicate successful completion.
	M
	     

	TRANS-14
	[CSP SCR]
	---
	If a transaction is partially successful, the details of the successfully completed transaction parts are included.
	O
	     

	TRANS-15
	[CSP SCR]
	---
	If a transaction is partially successful, the details of the not completed transaction parts are included.
	M
	     

	TRANS-17
	[CSP SCR]
	TRANSP-3,4,5, or 6
	If a primitive contains the Poll element and it is indicating Yes, the client sends PollingRequest primitive to the server.
	M
	     


5.1.6. Transport Binding requirements table

	Item
	Reference
	PreReq
	Requirement
	Status
	Support

	TRANSP-1
	[CSP Trans]
	---
	Support for transport binding for data channel
	M
	     

	TRANSP-2
	[CSP Trans]
	TRANSP-3,4,5, or 6
	Support for transport binding for CIR channel
	M
	     

	TRANSP-3
	[CSP Trans]
	---
	Support for HTTP binding in data channel
	O
	     

	TRANSP-4
	[CSP Trans]
	---
	Support for HTTP/S binding in data channel
	O
	     

	TRANSP-5
	[CSP Trans]
	---
	Support for WSP 1.2 binding in data channel
	O
	     

	TRANSP-6
	[CSP Trans]
	---
	Support for WSP 2.0 binding in data channel
	O
	     

	TRANSP-7
	[CSP Trans]
	---
	Support for SMS binding in data channel
	O
	     

	TRANSP-8
	[CSP Trans]
	---
	Support for WAP push SMS binding in CIR channel
	O
	     

	TRANSP-9
	[CSP Trans]
	---
	Support for WAP push UDP/IP binding in CIR channel
	O
	     

	TRANSP-10
	[CSP Trans]
	---
	Support for standalone UDP/IP binding in CIR channel
	O
	     

	TRANSP-11
	[CSP Trans]
	---
	Support for standalone TCP/IP binding in CIR channel.
	O
	     

	TRANSP-12
	[CSP Trans]
	TRANSP-2 and either TRANSP-5 or 6
	With WSP 1.2 or WSP 2.0 bindings for data channel, only WAP SMS binding or WAP UDP binding is used in CIR channel.
	M
	     

	TRANSP-13
	[CSP Trans]
	TRANSP-3, 4, 5 or 6
	Sending of Poll request when poll request is received in WV message inside the WSP/HTTP(S) POST response.
	M
	     

	TRANSP-14
	[CSP Trans]
	TRANSP-3, 4, 5 or 6
	Sending of Poll request when CIR is received
	M
	     

	TRANSP-15
	[CSP Trans]
	---
	Support standalone SMS binding for CIR channel
	O
	     

	TRANSP-18
	[CSP Trans]
	---
	Support for Standalone HTTP binding in CIR channel.
	O
	     


5.1.7. SMS Binding requirements table

These SCR items are only applicable to implementations supporting the SMS transport binding.

	Item
	Reference
	PreReq
	Requirement
	Status
	Support

	CSPSMS-1
	[CSP SMS]
	---
	Support of SMS encoded with UDH
	O
	     

	CSPSMS-2
	[CSP SMS]
	TRANSP-7 CSPSMS-1
	When session is started with UDH and the server supports it (CSPSMS-1), all primitives are encoded with UDH during the session
	M
	     

	CSPSMS-3
	[CSP SMS]
	---
	Support for SMS encoded without UDH (textual)
	O
	     

	CSPSMS-4
	[CSP SMS]
	TRANSP-7 CSPSMS-3
	When session is started without UDH and the server supports it (CSPSMS-3), all primitives are encoded without UDH during the session
	M
	     


	Item
	Reference
	PreReq
	Requirement
	Status
	Support

	CSPSMS-5
	[CSP SMS]
	---
	Support for one SMS message to contain multiple WV messages
	O
	     

	CSPSMS-6
	[CSP SMS]
	TRANSP-7
	All primitive names, parameter names, service tree elements, presence attributes, presence values, group properties, contact list properties and search elements in a primitive are encoded with the short code(s).
	M
	     

	CSPSMS-7
	[CSP SMS]
	---
	Support for SMS Bindings over a SMS transport
	O
	     

	CSPSMS-8
	[CSP SMS]
	---
	Support for SMS encoded without UDH (textual) over a non-SMS transport
	O
	     


5.2. Service Conformance Tables

5.2.1.  Service Access Point Requirements

5.2.1.1. Functional requirements table

	Item
	Reference
	PreReq
	Requirement
	Status
	Support

	SAP-1
	MF
	---
	Support for Status primitive
	M
	     

	SAP-2
	
	---
	Support for Communication Initiation Request primitive
	O
	     

	SAP-3
	LOGIN
	---
	Support for 2-way Login transaction
	M
	     

	SAP-4
	LOGIN
	---
	Support for 4-way Login transaction
	O
	     

	SAP-5
	LOGOUT
	---
	Support for Logout transaction originating from client
	M
	     

	SAP-6
	MF
	---
	Support for Server originated disconnect
	M
	     

	SAP-7
	NOOP
	---
	Support for Keep-Alive transaction
	M
	     

	SAP-8
	GETSPI
	---
	Support for Get Service Provider Info transaction
	O
	     

	SAP-9
	SCAPAB
	---
	Support for Service negotiation transaction
	M
	     

	SAP-11
	SRCH
	---
	Support for searching based on various user properties
	O
	     

	SAP-12
	SRCH
	---
	Support for searching based on various group properties
	O
	     

	SAP-13
	STSRC
	---
	Support for stop search transaction
	O
	     

	SAP-14
	INVIT
	---
	Support for invitation transaction
	O
	     

	SAP-15
	CAINV
	---
	Support for cancel invitation transaction
	O
	     

	SAP-16
	VRID
	---
	Support for verify ID transaction
	O
	     

	SAP-17
	VERNG
	---
	Support for version discovery transaction
	O
	     

	SAP-18
	MF
	TRANSP-3,4,5, or 6
	Support for Client Capability negotiation transaction if any other transport/syntax than SMS binding over SMS transport is used
	M
	     


5.2.1.2. Detailed requirements tables 

	Item
	Reference
	PreReq
	Login Requirements
	Status
	Support

	LOGIN-4
	[CSP SCR]
	---
	If TimeToLive is omitted from LoginRequest it is considered to be infinite. Both 2-way and 4-way login modes.
	M
	     

	LOGIN-5
	[CSP SCR]
	---
	2-way mode login is performed when the LoginRequest contains the element “Password-String” as plain text. 
	M
	     

	LOGIN-6
	[CSP SCR]
	SAP-4
	4-way mode login is performed when the LoginRequest contains the element “Supported Digest Schema”
	M
	     

	LOGIN-7
	[CSP SCR]
	SAP-4
	If 4-way mode login is performed, The transaction-ID is the same in all four primitives.
	M
	     


	Item
	Reference
	PreReq
	Login Requirements
	Status
	Support

	LOGIN-8
	[CSP SCR]
	SAP-4
	If 4-way mode login is performed, in the first LoginResponse the server sends back a challenge “nonce” based on “Digest Schema”.
	M
	     

	LOGIN-9
	[CSP SCR]
	SAP-4
	Upon receiving a challenge “nonce” (4-way mode login) the client responds with a LoginRequest with the BASE64-encoded result string based on the “schema”.
	M
	     

	LOGIN-11
	[CSP SCR]
	SAP-10
	If the Client-Capability-Request element in the LoginResponse primitive indicates Yes, the client initiates client capability negotiation after the successful login.
	M
	     

	LOGIN-12
	[CSP SCR]
	---
	If the Client-Capability-Request element in the LoginResponse primitive indicates No, the client initiates client capability negotiation after the successful login..
	O
	     

	LOGIN-13
	[CSP SCR]
	---
	Service negotiation transaction follows the successful login and the capability negotiation transaction if capability negotiation was requested.
	M
	     

	Item
	Reference
	PreReq
	Get Service Provider Requirements
	Status
	Support

	GETSPI-1
	[CSP SCR]
	SAP-8
	The Session-ID is present in an inband request.
	M
	     

	GETSPI-5
	[CSP SCR]
	SAP-8
	The Client-ID is present in an outband request.
	M
	     

	Item
	Reference
	PreReq
	Service Negotiation Requirements
	Status
	Support

	SCAPAB-3
	[CSP SCR]
	---
	If All-Functions-Request element indicates F in the ServiceRequest primitive, the Requested-Functions element is present in the request.
	M
	     

	SCAPAB-4
	[CSP SCR]
	---
	When only the mandatory functions of a particular feature are requested only the corresponding mandatory (MF, MP, MM, MG) element of the feature is present in the service tree.
	M
	     

	SCAPAB-5
	[CSP SCR]
	---
	If any other function is requested under a certain feature than the mandatory functions, the MF, MP, MM, MG element is not indicated in the tree.
	M
	     

	SCAPAB-6
	[CSP SCR]
	---
	When a sub-root element is requested without any elements under it, it means that all features and functions are requested under the particular sub-tree that are either mandatory or OPTIONAL.
	M
	     

	SCAPAB-10
	[CSP SCR]
	---
	Service negotiation is repeated during a session.
	O
	     

	Item
	Reference
	PreReq
	Client Capability Requirements
	Status
	Support

	CCAPAB-5
	[CSP SCR]
	---
	Client capability negotiation is repeated during  a session.
	O
	     

	CCAPAB-8
	[CSP SCR]
	---
	If the client indicates the use of standalone UDP/IP binding for CIR, the client provides the UDP port in the request
	O
	     

	CCAPAB-10
	[CSP SCR]
	TRANSP-2 TRANSP-8 TRANSP-9
	If the client indicates the use of WAP SMS or WAP UDP binding for CIR, it does not provide the UDP port in the request
	M
	     


	Item
	Reference
	PreReq
	Keep Alive Requirements
	Status
	Support

	LOGOUT-3
	[CSP SCR]
	---
	The client ignores the transaction-ID included in the Disconnect primitive.
	M
	     

	Item
	Reference
	PreReq
	Keep Alive Requirements
	Status
	Support

	NOOP-2


	[CSP SCR]
	---
	If no other transaction will occur during the active KeepAliveTime interval, client must send a KeepAliveRequest in order to keep the session ‘alive’.
	M
	     

	NOOP-6


	[CSP SCR]
	---
	If the server proposed a new timeout value in the response, the client will use the new value.
	M
	     

	Item
	Reference
	PreReq
	General Search Requirements
	Status
	Support

	SRCH-2
	[CSP SCR]
	SAP-11 or SAP-12
	The 1st SearchRequest primitive contains Search-Type, Search-Pair-List and Search-limit.
	M
	     

	SRCH-3
	[CSP SCR]
	SAP-11 or SAP-12
	The 1st SearchRequest includes one or more Search-Pair-List.
	M
	     

	SRCH-4
	[CSP SCR]
	SAP-11 or SAP-12
	If the 1st SearchRequest includes more than one Search-Pair-List, the Search-Element is different in each Search-Pair-List.
	M
	     

	SRCH-5
	[CSP SCR]
	SAP-11 or SAP-12
	If the 1st SearchRequest includes more than one Search-Pair-List, the Search-Element is of the same type (user or group) in each Search-Pair-List.
	M
	     

	SRCH-6
	[CSP SCR]
	SAP-11 or SAP-12
	If the 1st SearchRequest includes more than one Search-Pair-List, logical AND operation is assumed between the different pairs.
	M
	     

	SRCH-7
	[CSP SCR]
	SAP-11 or SAP-12
	The 1st SearchRequest primitive does not contain Search-ID and Search-Index.
	M
	     

	SRCH-9
	[CSP SCR]
	SAP-11 or SAP-12
	The subsequent SearchRequest primitives do not contain Search-Type, Search-Pair-List and Search-limit.
	M
	     

	SRCH-10
	[CSP SCR]
	SAP-11 or SAP-12
	The subsequent SearchRequest primitives contain Search-ID and Search-Index.
	M
	     

	SRCH-14
	[CSP SCR]
	SAP-11 or SAP-12
	It is possible to continue a successful search.
	M
	     

	SRCH-22
	[CSP SCR]
	---
	The client sends StopSearchRequest primitive to the server when the search is needed no more.
	O
	     

	SRCH-28
	[CSP SCR]
	SAP-11 or SAP-12
	The 1st SearchRequest includes more than one Search-Pair-Lists.
	O
	     

	Item
	Reference
	PreReq
	Invitation Requirements
	Status
	Support

	INVIT-1
	[CSP SCR]
	SAP-14
	The inviting client assigns the Invite-ID.
	M
	     

	INVIT-2
	[CSP SCR]
	SAP-14
	The Invite-ID are unique within a session.
	M
	     

	INVIT-3
	[CSP SCR]
	SAP-14
	The Invite-ID is the same in the InviteRequest, InviteUserRequest, InviteUserResponse and InviteResponse primitives.
	M
	     

	Item
	Reference
	PreReq
	Invitation Requirements
	Status
	Support

	INVIT-6
	[CSP SCR]
	SAP-14
	When InviteUserRequest primitive is sent to the client, the client responds back with a Status primitive.
	M
	     

	INVIT-7
	[CSP SCR]
	SAP-14
	The client accepts or declines the invitation.
	O
	     

	INVIT-10
	[CSP SCR]
	SAP-14
	When InviteResponse primitive is sent to the client, the client responds back with a Status primitive.
	M
	     

	INVIT-11
	[CSP SCR]
	SAP-14
	If Invite-Type is GR (group), Invite-Group element is present in the primitive.
	M
	     

	INVIT-12
	[CSP SCR]
	SAP-14
	The Recipient element in the InviteUser primitive is User-IDs, Screen-names and contact list IDs, or any combination of those.
	M
	     

	INVIT-20
	[CSP SCR]
	SAP-14
	The client includes the original Sender element without any changes in the InviteUserResponse primitive from the corresponding InviteUserRequest primitive
	M
	     

	Item
	Reference
	PreReq
	Cancel Invitation Requirements
	Status
	Support

	CAINV-3
	[CSP SCR]
	SAP-15
	When CancelInviteUserRequest primitive is sent to the client, the client responds with a Status primitive.
	M
	     

	CAINV–4
	[CSP SCR]
	SAP-15
	The Invite-ID refers to a previously sent out invitation.
	M
	     

	CAINV–8
	[CSP SCR]
	SAP-15
	If a client receives a CancelInviteUserRequest primitive with unknown Invite-ID, the primitive is replied to with a successful Status primitive and the request is ignored.
	M
	     

	Item
	Reference
	PreReq
	Verify ID Requirements
	Status
	Support

	VRID-4
	[CSP SCR]
	---
	If the ID-List contains the Contact-List-ID, the Contact-List-ID is the user’s own Contact-List-ID.
	O
	     


5.2.2. Presence Service Element Requirements

Requirements denoted with “M” below are mandatory IF the Presence Service Element (SERV-3) is supported.  If the Presence Service Element is not supported, this section should not be completed. The Presence Service Element (SERV-3) is a pre-requisite requirement for this entire section.

5.2.2.1. Functional requirements table

	Item
	Reference
	PreReq
	Requirement
	Status
	Support 

	PRSE-1
	GCLI
	---
	Support for get list of contact lists (IDs) transaction
	O
	     

	PRSE-2
	CCLI
	---
	Support for create contact list transaction
	O
	     

	PRSE-3
	DCLI
	---
	Support for delete contact list transaction
	O
	     

	PRSE-4
	MCLS
	---
	Support for manage contact list transaction
	O
	     

	PRSE-5
	CALI
	---
	Support for create attribute list transaction
	O
	     

	PRSE-6
	DALI
	---
	Support for delete attribute list transaction
	O
	     

	PRSE-7
	GALS
	---
	Support for get attribute list transaction
	O
	     

	PRSE-8
	SUBPR
	---
	Support for subscribe presence transaction
	M
	     

	PRSE-9
	UNSPR
	---
	Support for unsubscribe presence transaction
	M
	     

	PRSE-10
	GETWL
	---
	Support for get watcher list transaction
	O
	     

	PRSE-11
	PRNOT
	---
	Support for presence notification transaction
	M
	     

	PRSE-12
	GETPR
	---
	Support for get presence transaction
	O
	     

	PRSE-13
	UPDPR
	---
	Support for update presence transaction
	O
	     

	PRSE-14
	REREQ
	---
	Support for reactive presence authorization request transaction
	O
	     

	PRSE-15
	REACT
	---
	Support for reactive presence authorization of user transaction
	O
	     

	PRSE-16
	CAAUT
	---
	Support for cancel presence authorization transaction
	O
	     

	PRSE-17
	GETAUT
	---
	Support for get reactive authorization status transaction
	O
	     


5.2.2.2. Detailed requirements tables

	Item
	Reference
	PreReq
	Manage Contact List Requirements
	Status
	Support 

	MCLS-2


	[CSP SCR]
	---
	Nickname is provided with each user-ID.
	O
	     

	MCLS-3


	[CSP SCR]
	PRSE-4
	The user-ID is the base for every contact list management operation. (Primary key)
	M
	     

	MCLS-4


	[CSP SCR]
	PRSE-4
	The request primitive is either contains only Contact-List-ID, or contains Contact-List-ID and Contact-List-Props, or contains Contact-List-ID and Add-Nick-List, or contains Contact-List-ID and Remove-Nick-List.
	M
	     

	MCLS-7


	[CSP SCR]
	PRSE-4
	If the request contains only Contact-List-ID and Receive-List, the Receive-List is set ‘T’.
	M
	     

	Item
	Reference
	PreReq
	Get Attribute List(s) Requirements
	Status
	Support 

	GALS-2
	[CSP SCR]
	PRSE-7
	If default attribute list has been created, it is delivered in the GetAttributeListResponse transaction
	M
	     

	Item
	Reference
	PreReq
	Get Presence Requirements
	Status
	Support 

	GETPR-2
	[CSP SCR]
	PRSE-12
	The request refers to either specific user IDs or CLs.
	M
	     

	GETPR-3
	[CSP SCR]
	PRSE-12
	The request does not refer to screen name(s).
	M
	     

	Item
	Reference
	PreReq
	Subscribe Presence Requirements
	Status
	Support 

	SUBPR-2
	[CSP SCR]
	---
	The request refers either to specific user-ID(s) or to contact-list(s), or to both.
	M
	     

	SUBPR-3
	[CSP SCR]
	---
	The request does not refer to screen name(s).
	M
	     

	Item
	Reference
	PreReq
	Unsubscribe Presence Requirements
	Status
	Support 

	UNSPR-2
	[CSP SCR]
	---
	The request refers either to specific user-ID(s) or to contact-list(s), or to both.
	M
	     

	UNSPR-3
	[CSP SCR]
	---
	The request does not refer to screen name(s).
	M
	     

	Item
	Reference
	PreReq
	Presence Notification Requirements
	Status
	Support 

	PRNOT-1
	[CSP SCR]
	---
	When SAP sends PresenceNotificationRequest to the client, the client responds with a Status primitive.
	M
	     

	Item
	Reference
	PreReq
	Reactive Presence Authorization Request Requirements
	Status
	Support 

	REREQ-1
	[CSP SCR]
	PRSE-14
	When PresenceAuthRequest is sent to the client, the client responds back with a Status primitive.
	M
	     


5.2.3.  Instant Messaging Service Element Requirements

Requirements denoted with “M” below are mandatory IF the Instant Messaging Service Element (SERV-2) is supported.  If the Instant Messaging Service Element is not supported, this section should not be completed.  The Instant Messaging Service Element (SERV-2) is a pre-requisite requirement for this entire section.

5.2.3.1. Functional requirements table

	Item
	Reference
	PreReq
	Requirement
	Status
	Support 

	IMSE-1
	SETD
	---
	Support for setting delivery method
	O
	     

	IMSE-2
	MM
	---
	Support for send message transaction
	M
	     

	IMSE-3
	PUSH
	---
	Support for ‘push’-ing messages
	O
	     

	IMSE-4
	PULL
	---
	Support for ‘pull’-ing messages
	O
	     

	IMSE-5
	
	---
	Support for either pushing or pulling messages
	M
	     

	IMSE-6
	GETLM
	---
	Support for get list of messages transaction
	O
	     

	IMSE-7
	REJCM
	---
	Support for reject message transaction
	O
	     

	IMSE-8
	MIER
	---
	MessageInfo element requirements 
	M
	     

	IMSE-9
	NEWM
	---
	Support for new message transaction 
	O
	     

	IMSE-10
	NOTIF
	---
	Support for message notification transaction 
	O
	     

	IMSE-11
	GETM
	---
	Support for get message transaction 
	O
	     

	IMSE-12
	MDELIV
	---
	Support for delivery status report transaction 
	O
	     

	IMSE-13
	FWMSG
	---
	Support for forward message transaction 
	O
	     

	IMSE-14
	GLBLU
	---
	Support for get list of blocked entities transaction
	O
	     

	IMSE-15
	BLENT
	---
	Support for block entity transaction
	O
	     


5.2.3.2. Detailed requirements tables 

	Item
	Reference
	PreReq
	Set Delivery Method Requirements
	Status
	Support 

	SETD-2
	[CSP SCR]
	---
	If the group-ID is present in the request, the delivery method will be applied to that specific group only.
	O
	     

	SETD-3
	[CSP SCR]
	IMSE-1 IMSE-4 IMSE-10
	If the delivery method is “Notify/Get”, only notifications are sent to the client, the actual messages are pulled from the server using the GetMessageRequest primitive.
	M
	     

	SETD-4
	[CSP SCR]
	IMSE-1 IMSE-3
	If the delivery method is “Push”, notifications are not sent to the client, but the actual messages are pushed without request, except in reqs below.
	M
	     

	SETD-5
	[CSP SCR]
	IMSE-1 IMSE-3
	The Accepted-Content-Length is present in the primitive only when the Delivery-Method element indicates “Push”.
	M
	     

	Item
	Reference
	PreReq
	Send Message Requirements
	Status
	Support 

	SENDM-2
	[CSP SCR]
	---
	The message identifies at least one recipient.
	M
	     

	Item
	Reference
	PreReq
	Send Message Requirements
	Status
	Support 

	SENDM-3
	[CSP SCR]
	---
	The message identifies the sender.
	O
	     

	SENDM-4
	[CSP SCR]
	---
	The sending client is identified by Client-ID.
	O
	     

	SENDM-5
	[CSP SCR]
	---
	The recipient(s) are a (list of) user(s) specified with user-ID(s), contact list ID or screen name(s), or  group(s) specified by group-ID(s).
	M
	     

	SENDM-6
	[CSP SCR]
	---
	The sender is a single user specified with user-ID or screen name.
	M
	     

	SENDM-10
	[CSP SCR]
	---
	If the content-type is not present in the primitive, the content is handled assuming “text/plain” content-type.
	M
	     

	SENDM-11
	[CSP SCR]
	---
	If the content encoding is not present in the primitive, the content is handled assuming that it is not encoded.
	M
	     

	SENDM-12
	[CSP SCR]
	---
	If the content is encoded, the content size indicates the exact size in bytes after encoding.
	M
	     

	SENDM-18
	[CSP SCR]
	---
	The client does not include DateTime element in the MessageInfo structure of the request.
	M
	     

	SENDM-19
	[CSP SCR]
	---
	The client does not include the MessageID element in the MessageInfo structure of the request.
	M
	     

	SENDM-20
	[CSP SCR]
	---
	The client does not include the MessageURI element in the MessageInfo structure of the request.
	M
	     

	Item
	Reference
	PreReq
	Get List of Messages Requirements
	Status
	Support 

	GETLM-2
	[CSP SCR]
	IMSE-6 SERV-4
	The Group-ID element (if exists) indicates a single group specified with group-ID.
	M
	     

	Item
	Reference
	PreReq
	New Message Requirements
	Status
	Support 

	NEWM-2
	[CSP SCR]
	IMSE-9
	When NewMessage primitive is sent to the client, and no error occurs, the client responds with a MessageDelivered primitive.
	M
	     

	NEWM-5
	[CSP SCR]
	IMSE-9
	The content-related requirements table are the same as defined in Send message transaction.
	M
	     

	Item
	Reference
	PreReq
	Message Notification Requirements
	Status
	Support 

	NOTIF-1
	[CSP SCR]
	IMSE-10
	When MessageNotification is sent to the client, the client responds with a Status primitive.
	M
	     

	Item
	Reference
	PreReq
	Get Message Requirements
	Status
	Support 

	GETM-2
	[CSP SCR]
	IMSE-11
	When the client receives GetMessageResponse primitive, and no error occurs, it sends MessageDelivered primitive to the SAP.
	M
	     

	Item
	Reference
	PreReq
	Delivery Status Report Requirements
	Status
	Support 

	MDELIV-1
	[CSP SCR]
	IMSE-12
	When DeliveryReportRequest is sent to the client from the SAP, the client responds with a Status primitive.
	M
	     

	Item
	Reference
	PreReq
	Forward Message Requirements
	Status
	Support 

	FWMSG-2
	[CSP SCR]
	IMSE-13
	The requirements table in SendMessage transaction are all required, except those related to message content.
	M
	     

	Item
	Reference
	PreReq
	Block Entity Requirements
	Status
	Support 

	BLENT-11
	[CSP SCR]
	---
	User-IDs, Screen-Names and Group-IDs are supported.
	O
	     


5.2.4. Group Service Element Requirements

Requirements denoted with “M” below are mandatory IF the Group Service Element (SERV-4) is supported.  If the Group Service Element is not supported, this section should not be completed.  The Group Service Element (SERV-4) is a pre-requisite requirement for this entire section.

5.2.4.1. Functional requirements table

	Item
	Reference
	PreReq
	Requirement
	Status
	Support 

	GRSE-1
	CREAG
	---
	Support for group creation transaction
	O
	     

	GRSE-2
	DELGR
	---
	Support for group deletion transaction
	O
	     

	GRSE-3
	GETGP
	---
	Support for get group properties transaction
	O
	     

	GRSE-4
	SETGP
	---
	Support for set group properties transaction
	O
	     

	GRSE-5
	GETGM
	---
	Support for get group members transaction
	O
	     

	GRSE-6
	ADDGM
	---
	Support for add group members transaction
	O
	     

	GRSE-7
	RMVGM
	---
	Support for remove group members transaction
	O
	     

	GRSE-8
	MBRAC
	---
	Support for member access rights transaction
	O
	     

	GRSE-9
	SUBGCN
	---
	Support for subscribe group notice transaction
	O
	     

	GRSE-10
	GRCHN
	---
	Support for group change notification transaction
	O
	     

	GRSE-11
	JOING
	---
	Support for join group transaction
	M
	     

	GRSE-12
	LEAVEG
	---
	Support for leave group transaction
	M
	     

	GRSE-13
	REJEC
	---
	Support for reject user(s) from group transaction
	O
	     

	GRSE-14
	GETJU
	---
	Support for get joined users transaction
	O
	     


5.2.4.2. Detailed requirements tables 

	Item
	Reference
	PreReq
	Create Group Requirements
	Status
	Support 

	CREAG-3
	[CSP SCR]
	GRSE-1
	The created group type is Private.
	M
	     

	Item
	Reference
	PreReq
	Delete Group Requirements
	Status
	Support 

	DELGR-2
	[CSP SCR]
	GRSE-2
	The Group-ID refers to a private group.
	M
	     

	DELGR-3
	[CSP SCR]
	GRSE-2
	The requesting user has Administrator privileges in the particular group.
	M
	     

	Item
	Reference
	PreReq
	Get Group Properties Requirements
	Status
	Support 

	GETGP-1
	[CSP SCR]
	GRSE-3
	If the receiving party does not understand a custom group property, it will ignore it without generating an error.
	M
	     

	Item
	Reference
	PreReq
	Set Group Properties Requirements
	Status
	Support 

	SETGP-1
	[CSP SCR]
	GRSE-4
	When SetGroupPropsRequest primitive is sent to the server, the SAP responds with a Status primitive.
	M
	     

	Item
	Reference
	PreReq
	Member Access Rights Requirements
	Status
	Support 

	MBRAC-3
	[CSP SCR]
	GRSE-8
	The users are identified by user-IDs.
	M
	     

	Item
	Reference
	PreReq
	Group Change Notification Requirements
	Status
	Support 

	GRCHN-1
	[CSP SCR]
	GRSE-10
	When the client receives GroupChangeNotice primitive, it responds to the SAP with a Status primitive.
	M
	     

	GRCHN-8
	[CSP SCR]
	GRSE-10
	The GroupChangeNotice primitive contains information about the changed properties and/or joined/left users.
	M
	     

	GRCHN-10
	[CSP SCR]
	GRSE-10
	For those users who have recently joined the group and have their ShowID property set to ‘F’ only their screen name is delivered in the Joined-User-List element.
	M
	     

	Item
	Reference
	PreReq
	Join Group Requirements
	Status
	Support 

	JOING-7
	[CSP SCR]
	---
	If the Joined-Request element in the JoinGroupRequest primitive indicates Yes, the server will include the currently joined users’ list in the response.
	O
	     

	Item
	Reference
	PreReq
	Leave Group Requirements
	Status
	Support 

	LEAVEG-2
	[CSP SCR]
	---
	When LeaveGroupResponse primitive is sent to the client without prior request, it responds with a Status primitive.
	M
	     

	LEAVEG-3
	[CSP SCR]
	---
	If the client initiated the leave group transaction, the LeaveGroupResponse primitive does not contain the Group-ID.
	M
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