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1. Scope

This document details the Conformance and Interoperability Test Guidelines for Enabler Release Presence SIMPLE 1.0 that are required for the Enabler to allow it to be included in the list of Enablers scheduled to be tested at an OMA Test Fest. 

The scope of this document includes the Enabler Release specifications, the Enabler Test Requirements (ETR), and the Enabler Test Specification (ETS) for the particular enabler and this documents details infrastructure, operational and participation requirements identified for conformance or interoperability testing that will be addressed by OMA testing of the Enabler.

1.1 Assumptions

This document defines a basic set of test cases that could be executed during a basic level Presence Enabler Test Fest.  In order to resolve the uncertainty that comes with subjective analysis of what a participant has implemented, this document will provide a guideline for a participant to make preparations with basic level tests prior to the Test Fest.
1.2 Exclusions

What is outside the scope of this Test Guidelines document, as defined by OMA, any other appropriate organisation, software or hardware restrictions or availability?

2. References

2.1 Normative References

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.1, Open Mobile Alliance™, OMA-IOP-Process-V1_1, URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[ERELD]
	“Enabler Release Document for Presence”, Open Mobile Alliance™, OMA-ERELD-SIMPLE-V1_0, URL:http://www.openmobilealliance.org/

	[OMARDPOC]
	“Push to Talk over Cellular Requirements”, Version 1.0, Open Mobile Alliance™, OMA-RD_PoC-V1_0, URL:http://www.openmobilealliance.org/

	[OMARDPRES]
	“Presence Requirements”, Version 1.0, Open Mobile Alliance™, OMA-RD_Presence_SIMPLE-V1_0, URL:http://www.openmobilealliance.org/

	[OMA-Presence-XDM]
	“Presence XDM Specification”, Version 1.0, Open Mobile Alliance™, OMA-Presence_SIMPLE_XDM _Specification-V1_0, URL:http://www.openmobilealliance.org/

	[OMA-RLS-XDM]
	“Resource List Server (RLS) XDM Specification”, Version 1.0, Open Mobile Alliance™, OMA-Presence_SIMPLE_RLS_XDM _Specification-V1_0, URL:http://www.openmobilealliance.org/

	[OMATSPRES]
	“Presence SIMPLE Specification”, Version 1.0, Open Mobile Alliance™, OMA-TS-Presence_SIMPLE-V1_0,  URL:http://www.openmobilealliance.org/

	[OMA-XDM-Spec]
	“XML Document Management (XDM) Specification”, Version 1.0, Open Mobile Alliance™, OMA-TS-XDM_Core-V1_0, www.openmobilealliance.org

	[OMA-PoC-XDM]
	“PoC XDM Specification”, Version 1.0, Open Mobile Alliance™, OMA-TS-POC_XDM-V1_0, www.openmobilealliance.org


2.2 Informative References

	[OMADICT]
	“Dictionary for OMA Specifications”, Open Mobile Alliance™. OMA-Dictionary, URL:http://www.openmobilealliance.org/ 

	[OMAADPRES]
	“Stage 2 - Presence using SIMPLE”, Version 1.0, Open Mobile Alliance™, OMA-AD-Presence_SIMPLE-V1_0, URL:http://www.openmobilealliance.org/


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	Composition
	The function of the PS to combine the “views” of the various Presence Sources in one single raw presence document for a particular presentity.

	Content Server
	The Content Server is the functional entity that is capable of managing MIME objects for Presence, allowing the Presence Sources to store MIME objects within, and support retrieval of those objects by watchers.

	Event Package
	Event Package: An event package is an additional specification, which defines a set of state information to be reported by a notifier to a subscriber.  Event packages also define further syntax and semantics based on the framework defined by this document required to convey such state information.

	Event Publication Agent (EPA)
	The User Agent Client (UAC) that issues PUBLISH requests to publish event state.

	Event State Compositor (ESC)
	The User Agent Server (UAS) that processes PUBLISH requests, and is responsible for compositing event state into a complete, composite event state of a resource.

	Presence Content Rules
	Rules that determine the content of Presence information sent to the watchers. 

	Presence Information
	Dynamic set of information pertaining to a Presentity that may include Presence Information Elements such as the status, reachability, willingness, and capabilities of that Presentity. 

	Presence Information Element
	A basic unit of Presence Information.

	Presence External Agent (PEA)
	Presence source element that is located outside of the provider's network.

	Presence Network Agent (PNA)
	Network located element that collects and sends network related presence information on behalf of the presentity to a presence server

	Presence Source
	A logical entity that provides Presence Information pertaining to exactly one or more Presentities to the Presence Server. Presence User Agents, Presence Network Agents, and Presence External Agents are examples of Presence Sources. 

	Presence User Agent (PUA)
	A terminal or network located element that collects and sends user related presence information to a presence server on behalf of a Principal

	Presentity
	A logical entity that has Presence Information (see definition below) associated with it. This Presence Information may be composed from a multitude of Presence Sources. A Presentity is most commonly a reference for a person, although it may represent a role such as "help desk" or a resource such as "conference room #27". Presentities are generally referenced by distinguished names, such as "sip:joe.bloggs@example.com" or by phone numbers like "tel:+12345678". In SIMPLE, Presentities are generally referenced using a sip:, pres: or tel: URL. 

	Resource List Server (RLS)
	A functional entity that accepts and manages subscriptions to presence lists, which enables a Watcher application to subscribe to the presence information of multiple presentities using a single subscription transaction. 

	Subscription Authorisation Rules
	Rules that determine the handling of an incoming Presence Subscription by the PS

	User Equipment (UE)
	A device allowing a user access to network services. For the purpose of 3GPP specifications the interface between the UE and the network is the radio interface. A User Equipment can be subdivided into a number of domains, the domains being separated by reference points. Currently defined domains are the USIM and ME Domains. The ME Domain can further be subdivided into several components showing the connectivity between multiple functional groups. These groups can be implemented in one or more hardware devices. An example of such a connectivity is the TE – MT interface. Further, an occurrence of a User Equipment is an MS for GSM as defined in GSM TS 04.02.

	Watcher
	Any uniquely identifiable entity that requests presence information about a presentity, from the presence service. Special types of watcher are fetcher, poller, and subscribed-watcher.

	Watcher information subscriber
	Any uniquely identifiable entity that requests watcher information about a watcher, from the presence service. 


3.3 Abbreviations

	3GPP
	3rd Generation Partnership Project

	3GPP2
	3rd Generation Partnership Project 2

	AD
	Architecture Document

	AS
	Application Server

	CID
	Content ID

	DM
	Device Management

	EPA
	Event Publication Agent

	ESC
	Event State Compositor

	FQDN
	Fully Qualified Domain Name

	IETF
	Internet Engineering Task Force

	IM
	Instant Messaging

	IMS
	IP Multimedia Subsystem

	IP
	Internet Protocol

	MIME
	Multipurpose Internet Mail Extensions

	MWG
	Messaging Working Group

	MWS
	Mobile Web services

	OMA
	Open Mobile Alliance

	OTAP
	Over the Air Provisioning

	PIDF
	Presence Information Data Format

	PoC
	Push-to-talk over Cellular

	PEA
	Presence External Agent

	PUA
	Presence User Agent

	PNA
	Presence Network Agent

	PS
	Presence Server

	RD
	Requirement Document

	RFC
	Request For Comments

	RPID
	Rich Presence Information Data

	RLS
	Resource List Server

	SIMPLE
	SIP Instant Message and Presence Leveraging  Extensions

	SIP
	Session Initiation Protocol

	TLS
	Transport Layer Security

	UA
	User Agent

	UE
	User Equipment

	UMTS
	Universal Mobile Telecommunications System

	URI
	Uniform Resource Identifier

	WLAN
	Wireless LAN

	WG
	Working Group

	XCAP
	XML Configuration Access Protocol

	XDMS
	XML Document Manipulation Server

	XML
	Extensible Markup Language

	XUI
	XCAP User Identifier


4. Enabler Test Guidelines

This sections provides a description of the Presence enabler to be tested at an OMA Test Fest. 

Basically, it consists on defining the test configuration environment plus different levels of test cases phases:

· Minimal: recommended set of test cases that the Trusted Zone require participating companies to perform during the Pre-Test Day

· Basic: recommended set of test cases that vendors should expect to execute during basic level Test Fest.  Once a vendor completes executing appropriate test cases (supported by all participants in a test session), other test cases in the Presence ETS may be executed

· Second level: recommended set of test cases to be executed by the mature implementations

·  Optional: recommended set of test cases to be executed by early and mature implementations after the mandatory features test cases were executed

4.1 Minimal Test Configuration

The following section outlines client-server and Test Fest environment settings. 

4.1.1 Test Fest environment settings

1. For simplicity of Test Fest setup following security features should be disabled:

a. The Network Layer Security protocols (such as IPsec).

b. The Transport Layer Security protocols.

c. Only SIP registration should be necessary. The SIP authentication may be disabled (but should be attempted if compatible algorithm are implemented on client and SIP server).

2. For simplicity of testing, SIP compression should be disabled during the Test Fest.

3. The Test Fest Host should provide the provisioning of user accounts (e.g. MSISDN SIM/USIM cards etc) with proper configuration so that the mobile devices running Presence client can successfully connect to the Cellular network.  

4. Device/user authentication on the mobile network should be the responsibility of Test Fest Host network. 

5. Support for TEL URI and SIP URI usage during Presence session communication should be available. At a minimum SIP URI must be supported.

6. Test Fest Host should provide proper configuration (e.g. multiple APNs (Application Provider Network)) so that the client can connect to the desired IMS/MMD/SIP core.

7. IMS/MMD/SIP server should allow registration of SIP URI’s for Presence Clients. 

8. Translation from TEL URI to SIP URI during Presence session should be supported,  if TEL URI is used  

9. Although OMA does not dictate what kind of SIP/IP core to use, choice of SIP/IP core should correspond to the chosen mobile network. E.g. IMS for GPRS network, MMD for CDMA network.

10. The IMS/SIP Core server with the fully functional external interfaces shall be provided by the host of the Test Fest. The host may allow all the participants to test the external interfaces prior to the Test Fest event. The extent of this testing is to be determined by the host. The participants of the registered enablers are encouraged to attempt early connectivity and interface testing before Test Fest.

Additionally, 

a. If host provided IMS/MMD/SIP core is not stable enough to work with Presence enablers, then as a fall back mechanism the vendors can connect through their own IMS/MMD/SIP core.  . 

b. If a participant has Presence enabler with different access-Interface and does not need to connect to 3GPP/3GPP2 network, then connecting to host provided IMS/MMD is not necessary and participant can connect through its own SIP Core server. 

c. The participants using their own IMS/MMD/SIP Core servers may allow other enablers to connect to their IMS/MMD/SIP Core servers. It is in the discretion of the owner of the IMS/MMD/SIP Core to allow other Test Fest participants to access and test with their system. The owner of the IMS/MMD/SIP Core system shall also define the extent of testing. 

11. The host shall provide necessary network setup for the participants to connect their servers to the host network. For remote connectivity to the servers the host should provide tunnelling (VPN facility), this will provide better security and avoid any networking issues arising as a result of NAT addresses within the cellular network. 

12. Although OMA does not specify the choice of IPv6 or IPv4, since IPv6 support is not widely present, IPv4 should be chosen for the Test Fest.
4.2 Minimal Participation Guidelines

A minimum of 3 Clients and 3 Servers are needed to perform meaningful testing at an OMA Test Fest.

4.3 Minimal Pre-Test Guidelines

This section is intended as a guideline for teams participating in the Set-Up / Pre-Test day at an OMA Test Fest. It details a recommended set of test cases that the Trusted Zone require participating companies to perform during the Pre-Test Day. The order the tests are listed is only intended as advice to participating teams and not necessarily to indicate that the sequence of execution is mandatory.

The results of running the tests contained in this document are purely an indicator to the Trusted Zone of how well prepared for the Test Fest the teams involved in the Pre-Test Session are. These results will be considered across all Pre-Test Sessions that a team will perform during the Pre-Test Day, and will NOT be included in any Product Test Report or Enabler Test Report generated as a result of participation in the event. Participating Teams are requested to execute the test cases listed below. All test cases in the list are Mandatory and must be attempted, although the sequence of execution is not important. Participating teams should execute the Registration test first
.

4.3.1 Presence Features

	Test Case
	Test Case Description
	Test Area

	Presence-1.0-int-0100
	Verify that presence information published by an UE will be received by another UE, which subscribes for that information.
	Presence Features

	Presence-1.0-int-0101
	Verify that presence information modified by an UE will be displayed accordingly in another UE, which subscribes for that information.
	Presence Features

	Presence-1.0-int-0106
	Verify that a Presence Server can store and manage presence information coming from multiple UEs, acting as Presence Sources and related to several Users, and correctly notify one UE, acting as a Watcher the presence information.
	Presence Features

	Presence-1.0-int-0107
	Verify that a User is able to define policies so that different presence information can be sent to different Users, acting as Watchers.
	Presence Features


4.3.2 Resource List 

	Test Case
	Test Case Description
	Test Area

	Presence-1.0-int-0150
	Verify that an RLS can handle subscriptions to resource lists and distribute notifications including presence information to the Watcher.
	Resource Lists


4.3.3 Watcher Information Subscriber

	Test Case
	Test Case Description
	Test Area

	Presence-1.0-int-0200
	Verify that a UE successfully Subscribes to Watcher Information
	Watcher Information Subscriber



4.3.4 Presence XDM

	Test Case
	Test Case Description
	Test Area

	Presence-XDM-1.0-int-0100
	Verify that UE can be successfully authenticated by the Aggregation Proxy when retrieving documents over the XCAP interface.
	Presence XDM

	Presence-XDM-1.0-int-0200
	Verify that the user can create and retrieve an XML document from the Presence XDMS.
	Presence XDM


4.3.5 RLS XDM

	Test Case
	Test Case Description
	Test Area

	RLS-XDM-1.0-int-0100
	Verify that UE can be successfully authenticated by the Aggregation Proxy when retrieving documents over the XCAP interface.
	RLS XDM

	RLS-XDM-1.0-int-0200
	Verify that the user can create and retrieve an XML document from the RLS XDMS.
	RLS XDM


4.4 Recommended Test Cases Supported

4.4.1 Basic Level Test Cases

The following is a list of test cases that vendors should expect to execute during basic level Test Fest.  Once a vendor completes executing appropriate  Test cases (supported by all participants in a test session), other test cases in the Presence ETS may be executed. Test cases supported by Participants shall mark “YES” in the Support column.

	Index
	Test Case Number
	Test Case Description
	What is Tested
	Total
	Support (Y/N)

	
	
	 

	
	
	
	
	 
	 

	
	
	
	
	
	 

	
	
	 


4.4.2 Second Level Test Cases

The following set includes test cases to be executed by the mature implementations.

4.4.3 Optional Features Test Cases

The following tests are to be executed by early and mature implementations after the mandatory features test cases were executed. That means that early implementations will execute Basic Level Tests before attempting Optional Features set. Similarly, mature implementations will attempt Second Level tests before attempting Optional Features tests.

4.5 Optimal Test Fest Achievement Guidelines

OMA Test Fest participants are supposed to complete the set of test cases defined in Minimal Pre-Test Guidelines during the  Pre-Test day at an OMA Test Fest. Additionally, each level from Basic Level Test Cases, Second Level Test Cases and Optional Features Test Cases is supposed to be completed per Test Session (lasting approximately 3 hours). 

5. Enabler Test Requirements

5.1 Test Infrastructure Requirements

The purpose of the content of the following sections is to give a better understanding and clarity to a configuration of the UEs and Servers during the Presence Test Fest.

Please note that all the examples in the text are informative and shall be used for that purpose only. The actual syntax of the headers should follow the referenced standards.

5.1.1 Configuration Parameters in the UE

	Fields Used by the UE
	Used Example
	Description

	UE Host Port
	User1_HOSTPORT

User2_HOSTPORT 
	The address of the UE. It is an address and the port, where the UE wants to be contacted. Host portion of the HOSTPORT can be either the UE IP address or the UE FQDN.

	UE IP address
	User1_IP

User2_IP
	The IP address the UE learns during the registration with the access network.

	Outbound proxy address (IMS Entry point)
	networkA.net

networkB.net
	The address of the IMS Core (Pcscf) preconfigured in the UE. It is usually a domain that is resolved by the UE to the IP and port through the DNS lookup procedures.

	MSISDN
	User1_MSISDN

User2_MSISDN
	MSISDN resides on the SIM card. It can be used for the username of the public Id and username of the Contact information send to the IP network. It can also be used as a username of a private Id for the SIP and HTTP authentication in the IP network.

	IMSI
	User1_IMSI

User2_IMSI


	IMSI resides on the SIM card. It is used for the access network registration of the UE. It may also be used as a password for the SIP and the HTTP authentication in the IP network.

	UE port
	User1_PORT

User2_PORT
	The port that the UE chooses to listen on for the IP traffic (UE configuration dependent value).
If the UE does not specify the port value in the Contact header field and the hostport value contains an IP address, the IP Network shall assume a default SIP port of 5060 according to the RFC 3261.

	APN
	TerminalVendor1_APN

TerminalVendor2_APN
	Access Network Point is either an UE configuration parameter or is entered manually to the UE.


5.1.2 Signalling during attachment to the Packet-Switched Access Network
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Figure 1: Access Network
UE ( Access Network

The UE issues an Attach message to the Access Network. The UE includes an IMSI.

UE ( Access Network

The UE issues a PDP Context Activation request. The UE includes an IMSI and APN values.

Access Network ( UE

The UE receives its IP address, a PDP Id and the access network DNS IP address (optional).

The SGSN stores an active PDP context for the UE. Once the UE has its IP address it can start the IP messaging.

5.1.3 IP Network Setup
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Figure 2: IP Network – SIP Interface

The NNI will not be tested during next Test Fest event. Each terminal vendor will test against one IP network at the time. This means that the originating and terminating side of the session are processed by the same network.

The SIP authentication is optional for the next Test Fest event. It may be attempted by the vendors that support the same type of authentication.

NOTE!!! When the terminal vendor is set up for testing with the networkA.net, this vendor’s APN points to networkA.net for routing. All the UEs with IP addresses that belong to that APN and routing to Pcscf in networkA.net will have their messages routed to the address of Pcscf in the networkA.net.

If the terminal vendor wants to test with the networkB.net, the only thing that needs to change is the APN configuration.  Now, the same UE IPs routing to a new server will have their messages routed to Pcscf in the networkB.net. The only change in the configuration is the address of the IP Network entry point (router or a Pcscf) in networkB.net.

No SIM card exchange is needed in the configuration. The only change would be done in the APN configuration. After the change all the IP addresses would trigger APN routing to the networkB.net.

The UE would have to only reconfigure the domain of the new IMS System.

5.1.4 Signalling during SIP registration with the IP Network

The registration shall be consistent with the rules and procedures of 3GPP TS24.229 or 3GPP2 X.S0013.4 depending on the type of IMS Core.

A. User1 ( IMS Core
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The UE issues a SIP REGISTER message and sends it to the outbound proxy in the IMS network. The address of the outbound proxy is preconfigured in the UE and is usually in the form of a domain. The UE does the DNS lookup for routing purpose and sends the message to the resolved IP address and port of the Pcscf. 

With the usage of APN, the access network (through a router) will route the messages from the preconfigured range of IP addresses to a corresponding IMS Core.
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REGISTER

 sip:networkA.net SIP/2.0

 

To

: <sip:User1_MSISDN@networkA.net>

 

From

: <sip:User1_MSISDN@networkA.net>;tag= User1_REGISTER_FromTag

 

Contact

: <sip:User1_MSISDN@User1_HOSTPORT>

 

…

 

 

 


Optionally, when the terminal and server vendors agree to test SIP authentication, the IMS Core authorizes and authenticates the UE. The authentication is not required for the next Test Fest. 

When attempted,  the SIP authentication is done based on the public Id included in the From and To header and private Id included in the Authorization header of the REGISTER message.

B. IMS Core ( User1

Once the authorization and the SIP authentication is successful (optional), the IMS Core sends a 200 OK to the UE.

UE is now registered with the IP network’s SIP side.

5.1.5 Signalling during Publication, Subscription and Notification of Presence Information

This section presents publication, subscription and notification of presence information using TEL URI, where User1 publishes User1 presence information, and where User2 subscribes to User1’s presence information. Both users are registered with the IMS Core prior to the call:

· User1 is registered in networkA.net.

· User2 is registered in networkA.net.

Both UEs have SIM cards whose IMSI numbers will resolve to IP addresses in the range configured in APN with networkA.net for routing.

NOTE!!! When the terminal vendor wants to test with networkB.net, the APN configuration can be changed (for all the IP addresses associated with APN) to networkB.net for routing. No SIM card exchange is needed in this type of configuration.

A. User1 ( IMS Core
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The example is informative. For the details on the message see TS
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User1 issues a PUBLISH request about his presence information. The PUBLISH is issued to the address of the preconfigured in the UE outbound proxy (Pcscf).
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PUBLISH

 sip:User1_MSISDN@networkA.net SIP/2.0

 

To

: <sip:User1_MSISDN@networkA.net>

 

P

-

Preferred

-

Identity:

 <sip:User1_MSISDN@networkA.net>

 

From

: <sip:User1_MSISDN@networkA.net>;tag= User1_PUBLISH_FromTag

 

Contact

: <sip:User1_MSISDN@User1_HOSTPORT>

 

Event:

 pre

sence

 

…

 

<?xml version="1.0" encoding="UTF

-

8"?>

 

<presence xmlns="urn:ietf:params:xml:ns:pidf"

 

xmlns:pdm=" urn:ietf:params:xml:ns:pidf:data

-

model"

 

xmlns:o

p

="urn:oma:params:xml:ns:pidf:oma

-

pres

"

 

entity="sip:User1_MSISDN@networkA.net”>

 

<pdm:person id="a1233">

 

      <op:overriding

-

willingness>

 

         <op:basic>open</op:basic>

 

      </op:overriding

-

willingness>

 

</pdm:person>

 


B. IMS Core ( Presence-Server (networkA.net)

The IMS Core receives the PUBLISH request, authorizes the User1 (optional) and adds P-Asserted-Identity header with the public Id of the User1.

Looking at the domain and the header Event: presence, the IMS Core forwards the request to the Presence Server with the networkA.net domain. This determination is done through pre-configured triggers in the IMS Core system. The DNS resolution from domain to IP address is done for routing purpose. 

C. Presence-Server (networkA.net)  ( IMS Core

Presence Server with the domain networkA.net looks at the SDP in the body of the PUBLISH message, checks the authorization policy for the published presentity and sends back a 200 OK to the IMS Core / User1

D. User2 ( IMS Core
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The example is informative. For the details on the message see TS

-
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User2 issues a SUBSCRIBE request about User1’s presence information. The SUBSCRIBE is issued to the address of the preconfigured in the UE outbound proxy (Pcscf).

          
[image: image9.wmf] 

SUBSCRIBE

 sip:User1_MSISDN@networkA.net SIP/2.0

 

To

: <sip:User1_MSISDN@networkA.net>

 

P

-

Preferred

-

Identity:

 <sip:User2_MSISDN@networkA.net>

 

From

: <sip:User2_MSISDN@networkA.net>;tag= User2_SUBSCRIBE_FromTag

 

Contact

: <sip:User2_MSISDN@User1_HOSTPORT>

 

Event:

 presence

 

 


E. IMS Core ( Presence-Server (networkA.net)

The IMS Core receives the SUBSCRIBE request, authorizes the User2 (optional) and adds P-Asserted-Identity header with the public Id of the User2.

Looking at the domain and the header Event: presence, the IMS Core forwards the request to the Presence Server with the networkA.net domain. This determination is done through pre-configured triggers in the IMS Core system. The DNS resolution from domain to IP address is done for routing purpose. 

F. Presence-Server (networkA.net) ( IMS Core
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The example is informative. For the details on the message see TS

-

Presence_SIMPLE

 


Presence Server with the domain networkA.net checks the authorization policy for the pair “SUBSCRIBE presentity” AND “P-Asserted-Identity  watcher” and sends back a 200 OK to the IMS Core / User1.

Presence Server also sends back a NOTIFY with User1’s presence information.
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NOTIFY

 sip:User2_MSISDN@networkA.net SIP/2.0

 

To

: <sip:User2_MSISDN@networkA.net>

 

From

: <sip:presence_server@networkA.net>

 

Contact

: <sip:presence_server@presence_server_HOSTPORT>

 

Event:

 presence

 

…

 

<?xml version="1.0" encoding="UTF

-

8"?>

 

<presence xmlns="ur

n:ietf:params:xml:ns:pidf"

 

xmlns:pdm=" urn:ietf:params:xml:ns:pidf:data

-

model"

 

xmlns:o

p

="urn:oma:params:xml:ns:pidf:oma

-

pres

"

 

entity="sip:User1_MSISDN@networkA.net”>

 

<pdm:person id="a1233">

 

      <op:overriding

-

willingness>

 

         <op:basic>open</op:basi

c>

 

      </op:overriding

-

willingness>

 

</pdm:person>

 

 

5.1.6 Initial Filter Criteria

5.1.6.1 General
The 3GPP IMS/ 3GPP2 MMD SIP/IP core uses initial Filter Criteria to determine the routing of initial SIP requests between the home network SIP/IP core and Application Servers such as the Presence Server, Resource List Server, Presence XDM server and RLS XDM server. The initial Filter Criteria is part of the user subscription information and represent the provisioned subscription of a user to an application(s). This clause is only informative because it is likely that the Presence Enabler Service needs to be integrated with other SIP based services potentially hosted on different platforms from the Presence, Resource List Presence, XDM and RLS XDM Servers. In this case the initial Filter Criteria for the Presence enabler service needs to be integrated with initial Filter Criteria for the other applications. 

If some other SIP/IP core than 3GPP IMS/ 3GPP2 MMD that does not use initial Filter Criteria is used to deploy the Presence enabler Service then the logic identified here needs to be implemented by the SIP/IP core to route the Presence related SIP requests to the Presence, Resource List, Presence XDM and RLS XDM Servers.

Further details on initial Filter Criteria are specified in [3GPP TS 23.218] , [3GPP TS 29.228] , [3GPP2 X.S0013-003-A] and [3GPP2 X.S0013-006-A].
5.1.6.2 Originating Filter Criteria

NOTE:  Originating Filter Criteria is indexed on the P-Asserted-Identity header

CASE method="SUBSCRIBE" AND header="event" = “presence” AND header=” Supported” = ”eventlist”


THEN: ROUTE request to the specified Resource List Server Originating Port Address

CASE method="SUBSCRIBE" AND header="event" = “presence.winfo” 


THEN: ROUTE request to the specified Presence Server Originating Port Address

CASE method="SUBSCRIBE" AND header="event" =”ua-profile” AND header=”event”=”profile-type=application” AND header=”event” =”auid=org.openmobilealliance.pres-rules”


THEN: ROUTE request to the Presence XDM Server Originating Port Address.

CASE method="SUBSCRIBE" AND header="event" =”ua-profile” AND header=”event”= “profile-type=application” AND header=“event”=”auid=rls-services”


THEN: ROUTE request to the RLS XDM Server Originating Port Address. 

CASE method="PUBLISH" AND header="Event" =”presence” 


THEN: ROUTE request to the specified Presence Server Originating Port Address
5.1.6.3 Terminating Filter Criteria Unregistered end user service

NOTE:  Terminating Filter Criteria is indexed based on the Request-URI.

CASE method="SUBSCRIBE" AND header="event" = “presence”  


THEN: ROUTE request to the specified Presence Server Terminating Port Address

CASE method="SUBSCRIBE" AND header="event" =”ua-profile” AND header=”event”=”profile-type=application” AND header=”event”=”auid=org.openmobilealliance.pres-rules”


THEN: ROUTE request to the Presence XDM Server Terminating Port Address.

CASE method="SUBSCRIBE" AND header="event" =”ua-profile” AND header=”event”=”profile-type=application” AND header=”event”=”auid=rls-services”


THEN: ROUTE request to the RLS XDM Server Terminating Port Address.

CASE method="PUBLISH" AND header="Event" =”presence” 


THEN: ROUTE request to the specified Presence Server Terminating Port Address

5.1.6.4 Terminating Filter Criteria Registered end user.

NOTE:  Terminating Filter Criteria is indexed based on the Request-URI.

CASE method="SUBSCRIBE" AND header="event" = “presence”  


THEN: ROUTE request to the specified Presence Server Terminating Port Address

CASE method="SUBSCRIBE" AND header="event" =”ua-profile” AND header=”event”=”profile-type=application” AND header=”event”=”auid=org.openmobilealliance.pres-rules”


THEN: ROUTE request to the Presence XDM Server Terminating Port Address.

CASE method="SUBSCRIBE" AND header="event" =”ua-profile” AND header=”event”=”profile-type=application” AND header=”event”=”auid=rls-services”


THEN: ROUTE request to the RLS XDM Server Terminating Port Address.

CASE method="PUBLISH" AND header="Event" = Presence” 


THEN: ROUTE request to the specified Presence Server Terminating Port Address
5.2 Enabler Execution Flow
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Figure 3: Example Call Flow

5.3 Test Content Requirements

The reference content to be used to execute Presence Simple v1.0 conformance tests is available in Annex C in OMA-ETS-Presence_SIMPLE_Conf-V1_0-20050816-A. This reference content consists of several PIDF documents in XML format, according to the OMA Presence Simple v1.0 latest Enabler Release package

5.4 Test Limitations

5.4.1 Physical

Describe any physical limitations that will constrain testing. 

DELETE THIS COMMENT

<text>

5.4.2 Resources

Describe any limitations, either human, machine or software availability, that will impact or restrict testing. 

DELETE THIS COMMENT

<text>

5.5 Test Restrictions

Describe any restrictions placed on testing by OMA or any other appropriate body.

DELETE THIS COMMENT

<text>

5.6 Test Tools

It is expected that the PoC test tool platform selected by OMA (TBD
) provides also the appropriate software components to test the Presence capabilities defined in OMA Presence Simple v1.0 Enabler Release. For more details on how this test tool may be acquired, see XXX

5.6.1 Existing Tools to be Used

It is expected that the PoC test tool platform selected by OMA (TBD
) provides also the appropriate software components to test the Presence capabilities defined in OMA Presence Simple v1.0 Enabler Release. For more details on how this test tool may be acquired, see XXX

Once the Presence test capabilities are included in the test tool, the conformance test cases contained in OMA-ETS-Presence_SIMPLE_Conf-V1_0-20050806-A
 need to be coded for this test platform and the conformance tests related to Mandatory functionality will be required to pass before entering an OMA Presence Simple v1.0 Test Fest, according to the policy defined in the OMA IOP process. The conformance tests related to Optional functionality will be required to pass when the functionality is implemented. The execution of the appropriate conformance tests will become a mandatory requirement to enter the OMA Test Fests at the discretion of the OMA IOP group, who may decide to go for a validation period to verify the correct behaviour of the tool.

These conformance tests need reference content to be executed. Please see section 5.3 Test content Requirements for more details

The results of the Presence conformance tests will be submitted to the OMA Trusted Zone 2 weeks 
 before the beginning of the Test Fest for each implementation intended for testing in an OMA Test Fest. The results of the conformance tests will be reviewed by the OMA Trusted Zone, who will decide whether to let the implementation enter the OMA Test Fest or not. The submission of conformance test results will not be needed when the event is categorized as ‘Prototype testing’ for the OMA Presence Simple v1.0 Enabler

5.6.2 Test Tool Requirements

The tool selected by OMA fulfils all test tool requirements

5.7 Resources Required

With the current testing coverage compiled in OMA-ETS-Presence_SIMPLE_INT-V1_0-20051202-D
 it is expected that each test session takes around 3 hours
 to allow for meaningful testing to take place during each test session. The minimum amount of testing to be carried out in each test session should be around 60% of all interoperability tests contained in the Interoperability Enabler Test Specification.

It is recommended that the testing team for each test session consists of 1 person on the client side and 1 person on the server side to complete testing in the 3 hours scheduled for each test session. In any case, the test teams can always decide how much resource they can put into testing of the enabler implementation

6. Enabler Test Reporting

6.1 Problem Reporting Requirements

Describe any additional information that the OMA Working Group or OMA IOP Sub Working Group would like to receive about problems and issues raised during a Test Fest or Bi-Lateral Testing. If no special requirements are necessary, then note in the text “Normal Reporting, no special reporting required”. 

DELETE THIS COMMENT

<text>

6.2 Enabler Test Requirements

Describe any special Tests Results report requirements that the OMA Working Group or OMA IOP Sub Working Group might have that will affect the standard ETR and PTR reports normally produced by OMA and the Trusted Zone. If no special requirements are necessary, then note in the text “Normal Reporting, no special reporting required”. 

DELETE THIS COMMENT

<text>

6.3 Approval Criteria

Describe any criteria that the testing of the enabler should fulfil before the enabler can be recognised as Approved by OMA. 

DELETE THIS COMMENT.

<text>

Appendix A. Change History
(Informative)
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PUBLISH sip:User1_MSISDN@networkA.net SIP/2.0



To: <sip:User1_MSISDN@networkA.net>



P-Preferred-Identity: <sip:User1_MSISDN@networkA.net>



From: <sip:User1_MSISDN@networkA.net>;tag= User1_PUBLISH_FromTag



Contact: <sip:User1_MSISDN@User1_HOSTPORT>



Event: presence



…



<?xml version="1.0" encoding="UTF-8"?>



<presence xmlns="urn:ietf:params:xml:ns:pidf"



xmlns:pdm=" urn:ietf:params:xml:ns:pidf:data-model"



xmlns:op="urn:oma:params:xml:ns:pidf:oma-pres"



entity="sip:User1_MSISDN@networkA.net”>



<pdm:person id="a1233">



      <op:overriding-willingness>



         <op:basic>open</op:basic>



      </op:overriding-willingness>



</pdm:person>
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NOTIFY sip:User2_MSISDN@networkA.net SIP/2.0



To: <sip:User2_MSISDN@networkA.net>



From: <sip:presence_server@networkA.net>



Contact: <sip:presence_server@presence_server_HOSTPORT>



Event: presence



…



<?xml version="1.0" encoding="UTF-8"?>



<presence xmlns="urn:ietf:params:xml:ns:pidf"



xmlns:pdm=" urn:ietf:params:xml:ns:pidf:data-model"



xmlns:op="urn:oma:params:xml:ns:pidf:oma-pres"



entity="sip:User1_MSISDN@networkA.net”>



<pdm:person id="a1233">



      <op:overriding-willingness>



         <op:basic>open</op:basic>



      </op:overriding-willingness>



</pdm:person>
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SUBSCRIBE sip:User1_MSISDN@networkA.net SIP/2.0



To: <sip:User1_MSISDN@networkA.net>



P-Preferred-Identity: <sip:User2_MSISDN@networkA.net>



From: <sip:User2_MSISDN@networkA.net>;tag= User2_SUBSCRIBE_FromTag



Contact: <sip:User2_MSISDN@User1_HOSTPORT>



Event: presence
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The example is informative. For the details on the message see TS-Presence_SIMPLE �
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REGISTER sip:networkA.net SIP/2.0



To: <sip:User1_MSISDN@networkA.net>



From: <sip:User1_MSISDN@networkA.net>;tag= User1_REGISTER_FromTag



Contact: <sip:User1_MSISDN@User1_HOSTPORT>



…
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The example is informative. For the details on the message see TS-Presence_SIMPLE�
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