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PoC-1.0-con-S-0146 – A Terminating PoC Server functioning as a Controlling server receives a SIP MESSAGE with an Originator PoC Address that is incorrect


1478.1.2.48
PoC-1.0-con-S-0147 – A Terminating PoC Server functioning as a Controlling server receives a valid SIP MESSAGE


1488.1.2.49
PoC-1.0-con-S-0148 – A Terminating PoC Server functioning as a Controlling server receives a SIP UPDATE message


1488.1.3
Requests Initiated by the Controlling PoC Function


1488.1.3.1
PoC-1.0-con-S-0175 – An Originating PoC Server functioning as a Controlling server needs to remove a participant from a PoC session


1488.1.3.2
PoC-1.0-con-S-0176 – An Originating PoC Server functioning as a Controlling server sends a SIP UPDATE


1498.1.4
Requests Terminated to the Participating PoC Function


1498.1.4.1
PoC-1.0-con-S-0200 – A Terminating PoC Server functioning as a Participating server receives a SIP INVITE with an invalid Accept-Contact header


1498.1.4.2
PoC-1.0-con-S-0201 – A Terminating PoC Server functioning as a Participating server receives a SIP INVITE with an incorrect inviting user PoC address


1508.1.4.3
PoC-1.0-con-S-0202 – A Terminating PoC Server functioning as a Participating server receives a SIP INVITE with unsupported Media Parameters


1508.1.4.4
PoC-1.0-con-S-0203 – A Terminating PoC Server functioning as a Participating server receives a SIP INVITE with a MAO request from a user who is not authorized for MAO


1518.1.4.5
PoC-1.0-con-S-0204 – A Terminating PoC Server functioning as a Participating server receives a SIP INVITE for a simultaneous session after the user has reach the limit for simultaneous sessions


1518.1.4.6
PoC-1.0-con-S-0205 – A Terminating PoC Server functioning as a Participating server receives a valid SIP INVITE


1528.1.4.7
PoC-1.0-con-S-0206 – A Terminating PoC Server functioning as a Participating server receives a SIP 180 “Ringing” from a served PoC User


1538.1.4.8
PoC-1.0-con-S-0207 – A Terminating PoC Server functioning as a Participating server receives a SIP 200 “OK”


1548.1.4.9
PoC-1.0-con-S-0208 – A Terminating PoC Server functioning as a Participating server receives a SIP UPDATE with Media Parameters it does not support


1558.1.4.10
PoC-1.0-con-S-0209 – A Terminating PoC Server functioning as a Participating server receives a valid SIP UPDATE


1558.1.4.11
PoC-1.0-con-S-0210 – A Terminating PoC Server functioning as a Participating server receives a SIP CANCEL


1558.1.4.12
PoC-1.0-con-S-0211 – A Terminating PoC Server functioning as a Participating server receives a SIP BYE


1568.1.4.13
PoC-1.0-con-S-0212 – A Terminating PoC Server functioning as a Participating server receives a SIP MESSAGE with an Originator PoC Address that is not authorized for Group Advertisement


1568.1.4.14
PoC-1.0-con-S-0213 – A Terminating PoC Server functioning as a Participating server receives a SIP MESSAGE and anonymity is requested


1578.1.4.15
PoC-1.0-con-S-0214 – A Terminating PoC Server functioning as a Participating server receives a valid SIP MESSAGE


1578.1.4.16
PoC-1.0-con-S-0215 – A Terminating PoC Server functioning as a Participating server sends a SIP BYE upon SIP Session Timer Expiry


1588.1.4.17
PoC-1.0-con-S-0216 – A Terminating PoC Server functioning as a Participating server receives a PoC SIP Settings’ PUBLISH request with an invalid Accept-Contact header


1588.1.4.18
PoC-1.0-con-S-0217 – A Terminating PoC Server functioning as a Participating server receives a PoC SIP Settings’ PUBLISH request with an invalid Event header


1588.1.4.19
PoC-1.0-con-S-0218 – A Terminating PoC Server functioning as a Participating server receives a PoC SIP Settings’ PUBLISH request with an invalid originating user address


1598.1.4.20
PoC-1.0-con-S-0219 – A Terminating PoC Server functioning as a Participating server receives a valid PoC SIP Settings’ PUBLISH request


1598.1.5
Requests Initiated by the Participating PoC Function


1598.1.5.1
PoC-1.0-con-S-0251 – A Terminating PoC Server functioning as a Participating server receives a 1-1 session SIP INVITE with Auto-Answer


1608.1.5.2
PoC-1.0-con-S-0252 – A Terminating PoC Server functioning as a Participating server sends a SIP NOTIFY


1618.1.5.3
Handling of Requests unrelated to PoC Sessions
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1. Scope

This document describes in detail available test cases for Enabler PoC V1.0 (http://www.openmobilealliance.org).

The conformance test cases are split into two categories: Client and Server test cases.

The conformance test cases are intended to verify the adherence to normative requirements described in the technical specifications.

2. References

3. Terminology and Conventions

3.1 Conventions
3.2 Definitions

3.3 Abbreviations

3.4 Testing Assumptions

3.4.1 Client Testing

For all client test cases throughout the document, the following assumptions are valid unless stated otherwise.  Therefore, these assumptions shall be seen as a part of the preconditions:

General:

· The PoC Client does not have an active PoC session ongoing.

· Each PoC User[N] has a valid SIP/IP Core subscription. The XDMS is capable of accessing the user-specific data.

· The PoC Client is deregistered (see section 3.4.1).

· All timers set to default values according to UserPlane document section 9 except where specified otherwise.

The simulated PoC Server executes the following policies:

· AutoRelease=True

· Number-of-Remaining-Participants = 0 (Note: This is the same as ReleaseLastParty=False.)
· Session Max Length = is disabled (i.e. session length is infinite).

· Talk Burst Inactivity Timeout = is infinite (i.e. timer is disabled).

· All sessions are to be responded to using the “Confirmed Indication”, unless otherwise specified.

The simulated SIP/IP Core executes the following policies:

· SIP/IP Core re-registration timer is set to 60 minutes or greater. (Note: This will help avoid erroneous failures in test cases verifying Unconfirmed Indication.)

· SIP/IP Core authentication is disabled.

· Aggregation Proxy (XDM) authentication is disabled.

Note:

1. This combination was merely chosen to reduce the amount of description needed in the test cases. It must not be understood as a real set of static configuration parameters.  There are situations where this combination of policies is contradictory.  These policy settings in combination with the changes specified for each test case are consistent, however.

2. Session timeouts and Talk Burst Inactivity Timeout are set very high to avoid interfering with the test case.

The PoC Client is configured with the following basic settings which shall be the default settings unless otherwise specified in the particular test case or the setting is not supported by the PoC Client:

For On-Demand Sessions:

· PoC User has Incoming PoC Session Barring disabled (IncomingPoCSessionBarring (ISB) = False)

· PoC User has Incoming Instant Personal Alert Barring disabled (IncomingInstantPersonalAlertBarring (IAB) = False)

· Access Lists (Access List: Accept, Access List: Reject, and Access List: Pass) are empty and have no entries

· PoC User Answer Mode = Manual Answer

For Pre-Established Sessions:

· PoC User has Incoming PoC Session Barring disabled (IncomingPoCSessionBarring (ISB) = False)

· PoC User has Incoming Instant Personal Alert Barring (IAB) mode disabled (InstantPersonalAlertBarring (IAB) = False)

· Access Lists (Access List: Accept, Access List: Reject, and Access List: Pass) are empty and have no entries

· Poc User Answer Mode = Manual Answer

· The simulated PoC Server is configured to support Pre-Established Session procedures.

3.4.1.1 Test case execution
This section provides guidance how to execute Client Conformance test cases to allow reproducibility and traceability of test case results.
Five different states are introduced to describe the client’s state at the beginning of a test case:

· “Deregistered”

· “Registered”

· “In-MTCall”

· “In-MOCall”
· “Pre-established”
When executing several test cases in a sequence every test case starts again with the client in state “Deregistered”. Every test case is referencing an initial state of the client in the preconditions. Appendix B provides macros (preambles and postambles) that shall be used to:

· bring a client from state “Deregistered” to the initial state mentioned in the precondition of each test case, and 
· at the end of each test case to take the client to the state “Deregistered”.
Note: More than one macro might be needed to bring the client from Deregistered state to the initial state required in the precondition of the test cases and also to bring the client to the state Deregistered after end of the test procedure.

Note: The macros to use are referenced in the Test Procedure in each test case in curly brackets (“{“ and “}”).

3.4.1.2 Test case results
When a Client is not able to pass the preamble or postamble the test case’s verdict is INCONCLUSIVE. If the Client fails a pass criterion in the test case main part the verdict is FAIL.
Optional Message Handling
The PoC specification allows a PoC Client to send optional messages (e.g. SUBSCRIBE) at almost any time. In order to allow the test tool to handle these messages in a defined way, and more especially to respond correctly, macros are needed. Appendix C defines macros that can be executed when an optional message is received by the test tool.
3.4.2 Server Testing

· PoC ServerX is the server under test.

· PoC UserX is a generic term used either for a PoC client flexible enough to carry out the conformance test cases or a conformance test tool simulating a PoC client.

· The PoC Client is always registered for the PoC Service with the SIP/IP Core, unless otherwise stated in the test case.

3.5 Testing Parameters

Certain identities and protocol parameters will be dependent upon either the test implementation or the device under test.  The following standard parameters have been used in this ETS with the expectation that these parameters will be substituted with actual values in the realisation of the test implementation or by means of a declaration by the company submitting the object for test.

3.5.1 XDM Parameters

	Parameter Name
	Default Value
	Description

	[XCAPRootURL1]
	
	The XCAP Root URL of the primary XDMS in the test implementation.  A DNS lookup will resolve to the address of the Aggregation Proxy in the test implementation.

	[XUI1]
	sip:PoC-User1@networkA.com
	An XCAP User Identifier used as the primary XUI for the purposes of identifying the “users” tree on the XDMS where the test documents may be accessed.  XUI1 will correspond to the agreed public user identity (Public SIP URI) following GAA (or HTTP Digest) Authentication of the PoC XDM Client.

	[XUI2]
	sip:PoC-User2@[DNHomeA].com
	An XCAP User Identifier used as a secondary XUI (where required) for the purposes of identifying the “users” tree on the XDMS where the test documents may be accessed.  XUI2 will correspond to the agreed public user identity (Public SIP URI) following GAA (or HTTP Digest) Authentication of a secondary PoC User of the device under test.

	[DNHomeA]
	networkA.com
	Domain Name of the Home network for the device under test

	[DNOtherB]
	networkB.com
	Domain Name of another PoC Service provider.

	[AnyValidFilename]
	
	Any valid XDM document filename.


3.5.2 SIP Parameters

	Parameter Name
	Default Value
	Description

	[DNHomeA]
	networkA.com
	Domain name of home network for device under test.

	[PublicUserID1]
	sip:PoC-User1@networkA.com
	Public user ID for the default user of the device under test. (i.e. where reference is made “PoC User” this shall mean PoC User 1)

	[PublicFriendID1]
	sip:PoC-Friend1@networkA.com
	Public User ID for the primary target of  PoC session setup attempts.


4. Introduction

The purpose of this document is to provide conformance test cases for PoC Enabler Release V1.0.

Test cases testing Optional features must be executed if Optional features are implemented.

5. PoC Client - Control Plane

5.1 Originating Procedures

5.1.1 PoC service registration

5.1.2 PoC service settings procedure

5.1.2.1 PoC-1.0-con-C-0021 – Initiation of SIP PUBLISH request

	Test Case ID
	PoC-1.0-con-C-0021

	Test Object
	PoC Client 

	Test Case Description
	Verify that the PoC Client can publish the PoC service settings to the SIP/IP Core as required.

	Specification Reference
	[OMA-PoC-CP] 6.1.1.2 (For details refer to Appendix A.1)

[OMA-PoC-CP] 6.1.2

	SCR Reference
	PoCCPSpec-CSP-C-001

	Tool
	PoC Conformance Tool

	Test code
	Validated test code for test case PoC-1.0-con-C-0021

	Preconditions
	PoC Client is in state Deregistered.

	Test Procedure
	1.
PoC User registers for PoC service.

2.
PoC Client sends the REGISTER message.

3.
PoC Client receives the “200 OK”.

4.
PoC Client sends the PUBLISH.

5.
PoC Client receives the “200 OK”.
6.
{Deregister macro} (see B.5)

	Pass Criteria
	4a.
The Request-URI is set to the PoC Address confirmed in step 3.

4b.
The P-asserted-Identity header shall be set to the same PoC Address as in point 4a.

4c.
In the Accept-Contact header the PoC feature-tag “+g.poc.talkburst” is setalong with the parameters “require” and “explicit”.

4d.
The Event header is set to “poc-settings”.

4e.
In the message body the following PoC settings are included and set with valid values:

-
Answer mode setting (manual or automatic answer)

-
Incoming PoC Session Barring (ISB active or ISB not active)

-
Incoming Instant Personal Alert Barring setting (IAB active or IAB not active)

-
Simultanous PoC Sessions Support setting (SSS active or SSS not active)


5.1.3 PoC Session initiation

5.1.3.1 PoC-1.0-con-C-0030 – Pre-established Session establishment

5.1.3.2 PoC-1.0-con-C-0034 – Pre-established Session /  Pre-arranged PoC Group Session setup / Confirmed Indication

5.1.3.3 PoC-1.0-con-C-0042 – On-Demand Session / Ad-hoc PoC Group Session setup / Confirmed Indication

	Test Case ID
	PoC-1.0-con-C-0042

	Test Object
	PoC Client 

	Test Case Description
	Verify that the PoC Client can correctly setup an On-Demand Ad-hoc PoC Group Session with Confirmed Indication signalling from the network.

	Specification Reference
	[OMA-PoC-CP] 6.1.3.3.1

	SCR Reference
	PoCCPSpec-CSI-C-001, PoCCPSpec-CSI-C-010, PoCCPSpec-CSI-C-011, PoCCPSpec-CSI-C-013

	Tool
	PoC Conformance Tool

	Test code
	Validated test code for test case PoC-1.0-con-C-0042

	Preconditions
	PoC Client is in state “Registered”

	Test Procedure
	1.
PoC User initiates an Ad-hoc PoC Group Session to PoC Friend 1 and PoC Friend 2.

2.
PoC Client sends the INVITE message to the Test tool.

3.
Test tool sends a “100 Trying” response to PoC Client.

4.
Test tool sends a “180 Ringing” response to PoC Client.

5.
Test tool sends a “200 OK” response to the PoC Client.

6.
Client sends SIP ACK request in response to 200 OK.
7
{ ReleaseSession macro} (see B.4)

8.
{Deregister macro} (see B.5)

	Pass Criteria
	2a.
Test tool receives the INVITE message

2b.
The Accept-Contact header contains the PoC feature-tag “+g.poc.talkburst” along with the parameters “require” and “explicit”.

2c.
The User-Agent header indicates the PoC Release version.

2d.
The PoC feature-tag “+g.poc.talkburst” is included in the Contact header.

2e.
The Authenticated Originator’s PoC Address is provided in the P-Asserted-Identity header.

2f.
The Request-URI is set to the Conference-factory-URI .

2g.
The Content-Type header is set to multipart/mixed.

2h.
In the message body a SDP part is included with at least the following parameters specified:


- IP address and port of RTP Session


- codecs and media parameter offered by the PoC Client

2i.
In the message body the PoC Addresses of [POC_FRIEND1_URI] and [POC_FRIEND2_URI] are the only entries in the URI-list. The XML document is valid and conform with the schema.

6.
The test tool receives an ACK request.


Appendix A. Specification References and Requirement Text (Informative)

Appendix B. Preambles and Postambles  for Client tests
As described in section 3.4.1 there is a need of macros to bring a client from state “Deregistered” to the different initial states a test case states in the preconditions and after test case execution back to the state “Deregistered”. A schematic overview is provided in Figure 1.
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Figure 1 state diagram visualising the macros to use as preambles and postambles
B.1 Register macro – Deregistered to Registered transition
This macro SHALL be used to bring the client from state Deregistered to state Registered.
	Preconditions
	PoC Client is in state Deregistered.

	Macro steps
	1.
PoC client is triggered to register for PoC service
2.
PoC Client sends SIP REGISTER request.

3.
PoC Client receives 200 OK response containing a P-Associated-URI header with a single authenticated Public User Identity [PublicUserID1].
4.
PoC Client sends SIP PUBLISH request.
5.
PoC Client receives a 200 OK response.

	PostCondition
	PoC Client is in state Registered


B.2 MOInvite macro – Registered to In-MOCall transition

This macro SHALL be used to bring the client from state Registered to state In-MOCall.

	Preconditions
	PoC Client is in state Registered.

	Macro steps
	1.
PoC User initiates a 1-to-1OnDemand PoC Session to PoC Friend 1.

2.
PoC Client sends an INVITE message.

3.
PoC Client receives a “100 Trying” response.

4.
PoC Client receives a “180 Ringing” response.

5.
PoC Client receives a “200 OK” response.

6.
PoC Client sends a SIP ACK request to acknowledge receipt of the SIP “200 OK”.

	PostCondition
	PoC Client is in state In-MOCall.


B.3 MTInvite macro – Registered to In-MTCall transition

This macro SHALL be used to bring the client from state Registered to state In-MTCall.
	Preconditions
	PoC Client is in state Registered
The Answer-Mode PoC Service Setting of the PoC Client is set to auto-answer

	Macro steps
	1.
PoC Client receives an INVITE message containing the Answer-Mode header set to “Auto” to establish an 1-1 OnDemand session.

2.
PoC Client sends a SIP 200 ‘OK’ response.

3.
PoC Client receives an ACK request to acknowledge the SIP 200 response..

	PostCondition
	PoC Client is in state In-MTCall


B.4 ReleaseSession macro – In-XXCall to Registered transition

This macro SHALL be used to bring the client from the InCall state to state Registered.
	Preconditions
	PoC Client is either in state In-MTCall or In-MOCall.

	Macro steps
	1.
PoC Client receives a BYE request.
2.
PoC Client sends a 200 OK response.

	PostCondition
	PoC Client is in state Registered


B.5 Deregister macro –Registered to Deregistered transition

This macro SHALL be used to bring the client from state Registered to state deregistered.

	Preconditions
	PoC Client is in state Registered.

	Macro steps
	1.
PoC User requests that PoC Client de-registers from the PoC Service and also the SIP/IP Core.

2.
PoC Client sends a SIP REGISTER containing an Expires header with value set to zero.
3.
Test tool  sends a 200 OK response

	PostCondition
	PoC Client is in state Deregistered


B.6 PEInvite macro –Registered to Pre-established transition

This macro SHALL be used to bring the client from state Registered to state Pre-established.
	Preconditions
	PoC Client is in state Registered.

	Macro steps
	1.
PoC User initiates establishment of a pre-established PoC session.

2.
PoC Client sends SIP INVITE request.

3.
PoC Client receives a  SIP 200 ‘OK’ response. 

4.
PoC Client sends an ACK request to acknowledge receipt of the SIP 200 response.

	PostCondition
	PoC Client is in state Pre-established


B.7 PERelease macro –Pre-established to Registered transition

This macro SHALL be used to bring the client from state Pre-established to state Registered.

	Preconditions
	PoC Client is in state Pre-established.

	Macro steps
	1.
PoC User requests that the PoC Client releases the Pre-established Session.

2.
PoC Client sends a BYE request.

3.
PoC Client receives a 200 OK response.

	PostCondition
	PoC Client is in state Registered


Appendix C. Optional Message handling macros

C.1 Handling SUBSCRIBE

Note: The test tool will not send NOTIFY requests towards the PoC Client.
C.1.1 Subscription to the Conference State Event Package
	Preconditions
	PoC client has an active session on going

	Macro steps
	1.
PoC Client sends a SUBSCRIBE request with the event type in the Event header set to “conference”

2.
PoC Client receives a SIP 403 “Forbidden”response.



C.1.2 Un-Subscription from the conference state
	Preconditions
	The PoC Client is subscribed to the conference state package.

	Macro steps
	1.
PoC Client sends a SUBSCRIBE request.

2.
Test tool sends a 200 OK response 


C.1.3 Subscription to the registration state
	Preconditions
	PoC client is registered for PoC service

	Macro steps
	1.
PoC Client sends a SUBSCRIBE request with the event type in the  Event header set to “reg”

2.
Test tool sends a 200 OK response.
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