OMA-ETG-IMPS-V1_3-20060119-D
Page 21  V(22)


	[image: image10.wmf]
	

	Enabler Test Guidelines for IMPS 1.3

	Draft Version 1.3 – 19 Jan 2006

	Open Mobile Alliance

	OMA-ETG-IMPS-V1_3-20060119-D

	
	

	

	
	


Use of this document is subject to all of the terms and conditions of the Use Agreement located at http://www.openmobilealliance.org/UseAgreement.html.

Unless this document is clearly designated as an approved specification, this document is a work in process, is not an approved Open Mobile Alliance™ specification, and is subject to revision or removal without notice.

You may use this document or any part of the document for internal or educational purposes only, provided you do not modify, edit or take out of context the information in this document in any manner.  Information contained in this document may be used, at your sole risk, for any purposes.  You may not use this document in any other manner without the prior written permission of the Open Mobile Alliance.  The Open Mobile Alliance authorizes you to copy this document, provided that you retain all copyright and other proprietary notices contained in the original materials on any copies of the materials and that you comply strictly with these terms.  This copyright permission does not constitute an endorsement of the products or services.  The Open Mobile Alliance assumes no responsibility for errors or omissions in this document.

Each Open Mobile Alliance member has agreed to use reasonable endeavors to inform the Open Mobile Alliance in a timely manner of Essential IPR as it becomes aware that the Essential IPR is related to the prepared or published specification.  However, the members do not have an obligation to conduct IPR searches.  The declared Essential IPR is publicly available to members and non-members of the Open Mobile Alliance and may be found on the “OMA IPR Declarations” list at http://www.openmobilealliance.org/ipr.html.  The Open Mobile Alliance has not conducted an independent IPR review of this document and the information contained herein, and makes no representations or warranties regarding third party IPR, including without limitation patents, copyrights or trade secret rights.  This document may contain inventions for which you must obtain licenses from third parties before making, using or selling the inventions.  Defined terms above are set forth in the schedule to the Open Mobile Alliance Application Form.

NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

© 2006 Open Mobile Alliance Ltd.  All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms set forth above.

Contents

51.
Scope

1.1
Assumptions
5
1.2
Exclusions
5
2.
References
6
2.1
Normative References
6
2.2
Informative References
7
3.
Terminology and Conventions
8
3.1
Conventions
8
3.2
Definitions
8
3.3
Abbreviations
8
4.
Enabler Test Guidelines
10
4.1
Minimal Test Configuration
10
4.2
Minimal Participation Guidelines
10
4.2.1
Prerequisites for a CSP test session
10
4.2.2
Prerequisites for an SSP test session
11
4.3
Minimal Pre-Test Guidelines
11
4.4
Optimal TestFest Achievement Guidelines
11
5.
Enabler Test Requirements
12
5.1
Test Infrastructure Requirements
12
5.2
Enabler Execution Flow
14
5.2.1
IMPS over WSP / HTTP transport with CIR over SMS
14
5.2.2
IMPS over WSP / HTTP with no SMS support
15
5.2.3
IMPS over SMS
17
5.2.4
IMPS Server to Server flow
18
5.3
Test Content Requirements
18
5.4
Test Limitations
19
5.4.1
Physical
19
5.4.2
Resources
19
5.5
Test Restrictions
19
5.6
Test Tools
19
5.6.1
Existing Tools to be Used
19
5.6.2
Test Tool Requirements
19
5.7
Resources Required
20
6.
Enabler Test Reporting
21
6.1
Problem Reporting Requirements
21
6.2
Enabler Test Requirements
21
6.3
Approval Criteria
21
6.3.1
Pass criteria for CSP part of the enabler
21
6.3.2
Pass criteria for SSP part of the enabler
21
6.3.3
Pass criteria for the IMPS 1.3 enabler
21
Appendix A.
Change History (Informative)
22
A.1
Approved Version History
22
A.2
Draft/Candidate Version <current version> History
22


Figures

13Figure 1: Overall Test Environment


14Figure 2: Complete Test Configuration


15Figure 3: Minimal Test Configuration


17Figure 4: IMPS over WSP/HTTP transport with CIR over SMS


18Figure 5: IMPS over WSP/HTTP with no SMS support


19Figure 6: IMPS over SMS


20Figure 7: IMPS Server to Server flow




Tables

Error! No table of figures entries found.
1. Scope

This document details the Conformance and Interoperability Test Guidelines for Enabler Release IMPS 1.3 that are required for the Enabler to allow it to be included in the list of Enablers scheduled to be tested at an OMA TestFest. 

The scope of this document includes the Enabler Release specifications, the Enabler Test Requirements (ETR), and the Enabler Test Specification (ETS) for the particular enabler and this documents details infrastructure, operational and participation requirements identified for conformance or interoperability testing that will be addressed by OMA testing of the Enabler.

The testing scenarios in the case of IMPS 1.3 are as described below:
· Testing CSP (Client-Server Protocol) using two or more Clients from at least two different Vendors and one server from yet a different Vendor (Client-to-Server-to-Client) 

· Testing SSP (Server-Server Protocol) using two or more Clients and two Servers from two different Vendors (Client-to-Server-to-Server-to-Client).

NOTE: SSP Testing in not included in the present ETG version, and it is left for further study.

1.1 Assumptions

It is assumed that the network elements that are considered supportive of the IMPS enabler are fully functional and compliant to the relevant supporting specifications (e.g. WAP, HTTP, SMPP etc).

Clients that participate in the testing have the ability to function in the wireless environment without modification to the test network environment.
It is assumed that each implementation, Client or Server, participating in a Test Fest supports at least one of the four IMPS Service Elements (SE) defined in the specifications, Instant Messaging SE, Presence SE, Groups chat SE, or Shared Content SE. 
If an implementation, Client or Server, supports a certain SE, then all the Conditional requirements under that SE, i.e. those requirements that are defined as mandatory but only subject to the support of the SE, are to be considered as Mandatory requirements.  
1.2 Exclusions

NOTE: SSP testing is not included in the present ETG version, and it is left for further study.   
2. References

2.1 Normative References

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.3, Open Mobile Alliance™,
OMA-ORG-IOP_Process-V1_3, URL:http://www.openmobilealliance.org/

	[IOPTFG]
	“OMA TestFest Participation Guidelines”, Version 1.0, Open Mobile AllianceTM,
OMA-IOP-TestFest-Participation-Guidelines-V1_0, URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RD]
	“IMPS Requirements Document Version 1.3”, OMA-RD_IMPSDelta-V1_3. Open Mobile Alliance™ URL : http ://www.openmobilealliance.org  

	[AD]
	“IMPS Architecture Version 1.3”, OMA-AD-IMPS-Architecture-V1_3. Open Mobile Alliance™ URL: http://www.openmobilealliance.org 

	[CSP]
	“Client-Server Protocol Session and Transactions Version 1.3”, OMA-TS-IMPS-CSP-V1_3. Open Mobile Alliance™. URL: http://www.openmobilealliance.org 

	[CSP Data Types]
	“Client-Server Protocol Data Types Version 1.3”, OMA-TS-IMPS-CSP_Data_Types-V1_3. Open Mobile Alliance™.  URL: http://www.openmobilealliance.org

	[CSP Trans]
	“Client-Server Protocol Transport Bindings Version 1.3”, OMA-TS-IMPS-CSP_Transport-V1_3. Open Mobile Alliance™. URL: http://www.openmobilealliance.org 

	[CSP PTS]
	“Client-Server Protocol Plain Text Syntax Version 1.3”, OMA-TS-IMPS-CSP_PTS-V1_3. Open Mobile Alliance™. URL: http://www.openmobilealliance.org 

	[CSP XMLS]
	“Client-Server Protocol XML Syntax Version 1.3”, OMA-TS-IMPS-CSP-XMLS-V1_3. Open Mobile Alliance™. URL: http://www.openmobilealliance.org 

	[CSP WBXML]
	“Client-Server Protocol Binary XML Definition and Examples Version 1.3”, OMA-TS-IMPS-CSP_WBXML-V1_3. Open Mobile Alliance™. URL: http://www.openmobilealliance.org 

	[PA]
	“Presence Attributes Version 1.3”, OMA-TS-IMPS-PA-V1_3. Open Mobile Alliance™. URL: http://www.openmobilealliance.org 

	[PA XMLS]
	“Presence Attributes XML Syntax Version 1.3”, OMA-TS-IMPS-PA_XMLS-V1_3. Open Mobile Alliance™. URL:http://www.openmobilealliance.org 

	[AppChar]
	“Application Characteristic for IMPS”, OMA-TS-wA-Application-Characteristic-for-IMPS-V1_0. Open Mobile Alliance™. URL:http://www.openmobilealliance.org 

	[MO]
	“OMA IMPS Management Object Version 1.0”, OMA-TS-IMPS-MO-V1_0. Open Mobile Alliance™. URL: http://www.openmobilealliance.org 

	[SSP]
	“Server-Server Protocol Semantics Document Version 1.3”,  OMA-TS-IMPS-SSP-V1_3. Open Mobile Alliance™. URL: http://www.openmobilealliance.org 

	[SSP XMLS]
	“Server-Server Protocol XML Syntax Document Version 1.3”, OMA-TS-IMPS-SSP_XMLS-V1_3. Open Mobile Alliance™. URL: http://www.openmobilealliance.org 

	[SSP Trans]
	“Server-Server Protocol Transport Binding Version 1.3”, OMA-TS-IMPS-SSP_Transport-V1_3. Open Mobile Alliance™. URL: http://www.openmobilealliance.org 

	[IOPETR]
	“Enabler Test Requirements for IMPS Version 1.3”, OMA-ETR-IMPS-V1_3. Open Mobile Alliance™. URL: http://www.openmobilealliance.org 

	[IOPETS]
	<work in progress; permanent document already available>

	[IOPEICS Client]
	<work in progress>

	[IOPEICS Server]
	<work in progress>

	
	


2.2 Informative References

	<empty>
	<empty>


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope”, are normative, unless they are explicitly indicated to be informative.
In this document, the term ‘Mandatory requirements’ includes also the conditional requirements, i.e. those requirements that are labeled Optional but are in fact Mandatory subject to another (Optional) requirement being supported. For example, support of Send IM functionality is conditional, because support of IMSE itself is Optional, but if IMSE is supported, then support of Send IM functionality becomes Mandatory. Therefore the support of Send IM is considered as a Mandatory requirement in this document.
3.2 Definitions

	IMPS Client
	The IMPS service endpoint located on the IMPS terminal.

	IMPS Terminal
	A mobile station (MS, terminal) or any other type of implementation that implements the IMPS Client to provide the IMPS service.

	IMPS Server
	The Server which receives messages and service request from the IMPS client.


3.3 Abbreviations

	CDMA
	Code Division Multiple Access 

	CIR
	Communications Initiation Request

	CSP
	Client to Server Protocol

	GPRS
	General Packet Radio Service

	GPRS AP
	GPRS Access Point

	GSM
	Groupe Spécial Mobile  (Global System for Mobile Communication)

	HTTP
	Hypertext Transfer Protocol

	IMPS
	Instant Messaging and Presence Services

	IMPS Service
	Any of the IMPS specified service elements: Instant Messaging, Group chat, Presence, Shared Content

	MS
	Mobile Station, Terminal

	NAS
	Network Access Point, e.g. GPRS AP 

	OMA
	Open Mobile Alliance

	PAP
	Push Access Protocol

	PPG
	Push Proxy Gateway

	RFC
	Request For Comments

	SE
	Service Element; synonym of ‘IMPS Service’ (see)

	SIM
	(GSM) Subscriber Identity Module

	SMPP
	Short Message Peer to Peer protocol

	SMS
	Short Message Service

	SMSC
	Short Message Service Center

	SSP
	Server to Server Protocol

	TDMA
	Time Division Multiple Access

	Test Fest 
	Test event endorsed by OMA and open to all members of OMA


	URL
	Uniform Resource Locator

	WAP
	Wireless Application Protocol

	
	


4. Enabler Test Guidelines

IMPS is an enabler by which two or more clients and one or more servers are able to provide one or more of the service elements which are defined in the IMPS specifications, i.e. Instant Messaging, Presence, Group chat and Shared Content. 

The services are described in terms of actions initiated either by the IMPS Client or by the IMPS Server. Additional service aspects are supported by the IMPS Server as well as other messaging servers, such as a WAP server and wireless messaging systems (e.g. SMSC).
4.1 Minimal Test Configuration

The minimal test configurations for IMPS are as described below:
· CSP Testing (Client-to-Server-to-Client) requires two or more Clients from at least two different Vendors and one Server from yet a different Vendor.

· SSP Testing (Client-to-Server-to-Server-to-Client) requires two or more Clients and two Servers from two different Vendors.
NOTE: SSP Testing is left for further study and not included in the present version of the ETG.
4.2 Minimal Participation Guidelines

For a Prototype Test Fest the overall participation requirements are as follows:

· CSP Testing: at least two (3) different Client vendors and at least one (1) Server vendor, where all the implementations have implemented at least all the Mandatory requirements (including “conditional” requirements).
· SSP Testing: (for further study).   
For a Full Test Fest the overall participation requirements are as follows:

· CSP Testing: at least four (4) different Client vendors and at least two (2) Server vendors, where all the implementations have implemented at least all the Mandatory requirements (including “conditional” requirements). 
· SSP Testing: at least three (3) Servers from different Vendors and not being one of the client Vendors, which have at least implemented all the Mandatory requirements (including “conditional” requirements).
The above requirements can be overridden by the IOP Working Group if consensus can be found.
4.2.1 Prerequisites for a CSP test session

· Two or more IMPS clients from at least two different vendors supporting IMPS 1.3
· One IMPS server supporting IMPS 1.3 and not from any of the client Vendors.
4.2.1.1 Service specific

Group

· Three or more IMPS clients from at least two different vendors supporting IMPS 1.3
4.2.2 Prerequisites for an SSP test session

· Two IMPS clients supporting IMPS 1.3
· Two IMPS servers from different vendors supporting IMPS 1.3
4.3 Minimal Pre-Test Guidelines

Details of which test cases in the Enabler ETS should an OMA TestFest participant demonstrate that they can execute to attend a TestFest. (Unless there is a Test Tool already established, this list will be used to direct Connectivity Setup and Pre-Testing on the Monday of the TestFest. Do not include any details of the tests, just a list of Test Case references that relate to the Enabler ETS). 

DELETE THIS COMMENT

EDITOR’S NOTE: before this section can be compiled, the TC’s numbering must be completed in the ETS.
4.4 Optimal TestFest Achievement Guidelines

The ETS Test Cases listed below represent a subset of all the Test Cases for the Enabler that it is thought can be executed in a 3 hour test session at an OMA TestFest. This list is intended to facilitate maximum test coverage of the functionality of the enabler within a test session. It is not intended to be the only tests executed at a TestFest, and teams are encouraged to execute more tests if they are able to do in the time allowed.

The list includes: 

Details of which test cases in the Enabler ETS should an OMA TestFest participant attempt to complete in a Test Session lasting approximately 3 hours. (Again, do not include any details of the tests, just a list of Test Case references that relate to the Enabler ETS). 

DELETE THIS COMMENT
EDITOR’S NOTE: before this section can be compiled, the TC’s numbering must be completed in the ETS.
5. Enabler Test Requirements

5.1 Test Infrastructure Requirements

The test environment for IMPS 1.3 consists of the following infrastructure:
· A WAP 1.2.1 / WAP 2.0 Gateway, Push Proxy or IP Proxy for IP based transactions (depending on the capabilities of the client) in the case of CDMA IMPS 
and SMS-C (if applicable).
· SMSC supporting SMPP 3.4 for SMS based transactions.
· Network connectivity for the types of clients being tested (e.g. GSM/GPRS/UMTS, CDMA/CDMA2000, TDMA, etc.).
· Network Access Points (NAS) for data access, e.g. GPRS Access Point. 

· IP network interconnecting together the NAS, the WAP/PPG, the IMPS server, and the SMSC.

· Appropriate availability of Sale of Service (SIM cards etc.).
· Correct IMPS settings in the IMPS Clients and IMPS Server (preconditions of individual test cases may override these settings).

The overall Test Environment for IMPS 1.3 is shown in Figure 1.
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Figure 1: Overall Test Environment
The diagrams below are designed to show connections between IMPS systems and complimentary systems which may be either IP based systems or Cellular network systems to various support levels. These network connections are required for the enablers to be tested in a Test Fest.  Details of the configuration can be found in the IMPS v.1.3 specification for the enabler (e.g. [CSP Trans], [SSP Trans]) and other referenced documentation. The diagram does not show Cellular connections, but only data connections between various network components.
The box titled “GSM / GPRS, TDMA, or CDMA commercial network” represents the network of an Operator supporting the FEST. The “FireWall” and all components inside this box are under the complete control of the Operator.

The box titled “Test FEST LAN” represents the LAN provided by the facility in which the FEST occurs. This box also includes any Test Host components which the Test Host may be providing. These components may not be physically located at the FEST facility but are accessible by any system that is in the FEST facility.

The box titled “INTERNET” represents any OMA network component not located specifically in the Test FEST LAN or the Operator’s network but still actively participates in the FEST. These implementations are traditionally called Remote participants. Each enabler may allow for Remote participants or may require at least one person from the participant be located physically at the FEST.
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Figure 2: Complete Test Configuration
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Figure 3: Minimal Test Configuration

5.2 Enabler Execution Flow

The following diagram provides a high level overview of the message exchanges between an IMPS Client and an IMPS Server through the local network for validating IMPS at an OMA Test Fest.

5.2.1 IMPS over WSP / HTTP transport with CIR over SMS
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Figure 4: IMPS over WSP/HTTP transport with CIR over SMS
(1) The IMPS Client uses a production SIM card configured to use the production WAP Gateway to connect to the IMPS servers that are located on the Internet. The Servers on the Internet may be on the OMA Test Fest network or openly available on the Internet. 
Note: The client may also use a secure WAP session (WTLS) or HTTP or HTTP-S through the WAP Gateway.
(2) Servers will reply to the client as defined in the IMPS protocol.
(3) The IMPS Server sends a Push message using PAP over HTTP to the production Push Proxy Gateway to send information to the IMPS Client. This is assuming that the production PPG is accessible and the IMPS Client is using a SIM in the production network. 
(4) It is assumed that the Push notification will be sent via SMS (i.e. the PPG / WAP Gateway forwards the SMS to the SMS to be forwarded to the handset) or the WAP Gateway sends the Push on an existing data channel. 
(5) The request from the IMPS Server is sent to the handset by SMS. 
5.2.2 IMPS over WSP / HTTP with no SMS support

There some IMPS Clients and Servers that only support a WSP or HTTP transport and do not support SMS. In this case the call flow will be as follows:
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Figure 5: IMPS over WSP/HTTP with no SMS support

(1) IMPS Client will connect to the WAP Gateway over WSP or HTTP and TCP/IP. The WAP Gateway acting as a HTTP proxy will forward the IMPS messages to the IMPS Server. 

(2) Servers will reply to the client as defined in the IMPS protocol. 

(3) The IMPS Server sends a Push message using PAP over HTTP to the production Push Proxy Gateway to send information to the IMPS Client. This is assuming that the production PPG is accessible and the IMPS Client is able to receive IP based Push messages.

(4) The request from the IMPS Server is sent to the handset either by WSP or UDP.

5.2.3 IMPS over SMS
Some IMPS Clients and Server may only support the SMS Transport.  In this case the call flow will be as follows:
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Figure 6: IMPS over SMS

(1) For an IMPS session over SMS, the IMPS Client will send to the IMPS server via the OMA Test Fest network operator using a local SIM. The SMSC must be able to route the messages from the IMPS client to the IMPS Server via SMPP. The IMPS Server will typically communicate with the SMS over SMPP v3.4.


(2) Servers will reply to the client as defined in the IMPS protocol. 

Alternatively, if there is no connection for SMPP directly to the SMSC of the OMA Test Fest network operator, the IMPS server may use their local SMSC and rely upon SMS roaming. 


(3) The IMPS Client will send a SMS to the IMPS Server and rely upon there being a roaming agreement with the SMSC used by the IMPS Server in their local network. 


(4) The IMPS Server will use the SMPP interface to their local SMSC and not that of the OMA Test Fest network operator. 

5.2.4 IMPS Server to Server flow
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The above flow shows very crude the setup for testing the SSP protocol using two clients as actors and how the message flow could be. All SSP traffic between the two IMPS servers is over HTTP.
NOTE: SSP Testing is not discussed in details in the present ETG version and it’s left for further study.
Figure 7: IMPS Server to Server flow
5.3 Test Content Requirements

Describe any additional Test Content or Test Materials that should be used during OMA testing of the enabler. Include and set-up instructions a participant will need to perform before he/she can use the Test Content. Be sure to provide a URL or other reference to where the Test Content is expected to be found. Noting the OMA Content Server at (http://testfest.openmobilealliance.org/) is sufficient.

DELETE THIS COMMENT

<tbc>

5.4 Test Limitations

5.4.1 Physical

Server Vendors may have their Server equipment onsite or remotely.
5.4.2 Resources

Required Test Fest resources:

1. One expert per Client.

2. At least one expert per  IMPS Server, although it is recommended one expert per each protocol, i.e. one per CSP and one per SSP.

3. Adequate personnel to test within the allocated time slot per test pair (minimum one person per device).

Onsite Support personnel to assist in the technical and administrative aspects of the test sessions.
5.5 Test Restrictions

For a test FEST there is a recommended 3 hour time limit per session.

5.6 Test Tools

For conformance testing, the use of a tool would facilitate efficient and repeatable testing. A test tool is needed for testing of the SSP protocol as most transactions are between servers and never seen by the monitoring client. A client can also only indirectly provoke the server to take actions and thus will not be feasible as an actor for a complete coverage of the specification.
The following items require a test tool:

· Content of the PDU’s

· CSP session, negotiations, and status messages

· SSP Relay Transactions.
5.6.1 Existing Tools to be Used

Describe any existing tools that are or can be used to assist testing. Also describe when the tool is to be used and what results/reports from using the tools are to be reported to OMA. Clearly state whether it is optional or mandatory that the tool is to be used in testing. Where a tool is referenced, provide clear guidelines about how the tool may be acquired, or where the reader may find more information about acquiring the tool

DELETE THIS COMMENT

<tbc>

5.6.2 Test Tool Requirements

Where no tools already exist, or where a limited tool exists, describe any new or additional requirements that Test Tools should have to support the testing other OMA Enabler. 

DELETE THIS COMMENT
<tbc>

5.7 Resources Required

This section should set out the optimum human resources required to complete the testing in the expected timescales.  It should also indicate what the minimum/maximum acceptable requirement would be for meaningful testing to take place.  It should also note that the creator of an implementation decides how much resource he/she can put into testing of the enabler implementation. 

DELETE THIS COMMENT.

<tbc>

6. Enabler Test Reporting

6.1 Problem Reporting Requirements

Normal Reporting, no special reporting required
6.2 Enabler Test Requirements

Normal Reporting, no special reporting required. 
6.3 Approval Criteria

The below requirements can be overridden by the IOP Working Group if consensus can be found.
6.3.1 Pass criteria for CSP part of the enabler

· At least 4 clients from different vendors which have passed all mandatory test cases 
per IMPS service

· At least 2 servers from different vendors which have passed all mandatory test cases

· A test suite with a coverage of at least 75% of all mandatory SCR’s for CSP

· A test suite with a coverage of  all IMPS Services and at least a 50% coverage of all optional SCR items per individual IMPS Service

6.3.2 Pass criteria for SSP part of the enabler

· A test suite with a coverage of at least 75% of all mandatory SCR’s for SSP 

· At least 3 servers which have passed all mandatory test cases

· A test suite with a coverage of  all IMPS Services and at least a 50% coverage of all optional SCR items per individual IMPS Service

6.3.3 Overall pass criteria for the IMPS 1.3 enabler
· Passing the CSP criteria above is a mandatory requirement for the overall approval of the IMPS 1.3 enabler.  At least two test FESTs fulfilling CSP-related criteria above are sufficient for IMPS 1.3 approval.

· In the present version of the ETG, passing the SSP criteria above is a recommended but not mandatory requirement for the overall approval of the IMPS 1.3 enabler. At least two test FESTs fulfilling SSP-related criteria above are recommended for IMPS 1.3 approval.

The above requirements can be overridden by the IOP Working Group if consensus can be found.
Appendix A. Change History
(Informative)

A.1 Approved Version History
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�Is this 100% accurate?


I propose to change to “…and to which all OMA members can register for participation”.


�Why only CDMA? I propose to delete it.


�Still applicable? We don’t have Mandatory/Optional TC’s any longer….


�Same comment as above.
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