Doc# OMA-IOP-MEC-2006-0174R01-MMS-ETS-INT-1_3-DRM-new-TC
Change Request

Doc# OMA-IOP-MEC-2006-0174R01-MMS-ETS-INT-1_3-DRM-new-TC[image: image1.jpg]"sOMaQa

Open Mobile Alliance




Change Request


Change Request

	Title:
	MMS CR INT ETS 1.3 DRM new Test Cases
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	OMA-IOP-MMS

	Doc to Change:
	OMA-ETS-MMS-INT-V1_3-20060216-D.doc

	Submission Date:
	28 Mar. 06

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Markus Hanhisalo; Nokia, Markus.Hanhisalo@nokia.com

	Replaces:
	n/a


1 Reason for Change

MMS 1.3 has new DRM functionality that is not tested in IOP site of ETS when messages are sent via MMSC.
R01 – precondition added based on comments in the IOP-MEC conference call on 28th of March 
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to agree on the following changes. 

6 Detailed Change Proposal

Change 1:  MMS-1.3-int-xxx - Message presentation with valid rights: Combined delivery
MMS-1.3-int-xxx - Message presentation with valid rights: Combined delivery

	Test Case Id
	MMS-1.3-int-xxx

	Test Object
	Client B, MMSC

	Test Case Description
	The purpose of this test is to verify that the Client is able to present a MM containing DRM combined delivery protected content when the valid rights are available to the user. 

	Specification Reference
	[MMSCONF] 16.2

	SCR Reference
	

	Tool
	Test Tool or Server

	Test Code
	

	Preconditions
	-Client B

terminal supports OMA DRM Combined delivery protection mechanisms 
- Test Tool or Server available and configured so that an MM with DRM content can be submitted via the MMSC under test.

	Test Procedure
	1. In test tool or content server, create MM that contains a combination of DRM Message(s) and DCF’s protected objects and send together with the valid rights to visualize the content (Combined delivery)

2. In test tool, send MM via MMSC to Client B

3. In Client B, receive MM

4. Verify pass criteria below

	Pass Criteria
	Client B presents the MM with the protected content


Change 2:  MMS-1.3-int-xxx - Message presentation with valid rights: Separate delivery
MMS-1.3-int-xxx - Message presentation with valid rights: Separate delivery

	Test Case Id
	MMS-1.3-int-xxx

	Test Object
	Client B, MMSC

	Test Case Description
	The purpose of this test is to verify that the MMS Client is able to present the protected content using separate delivery when the valid rights are available to the user. 

	Specification Reference
	[MMSCONF] 16.2

	SCR Reference
	

	Tool
	Test Tool or Server

	Test Code
	

	Preconditions
	-Client B

terminal supports OMA DRM Separate delivery protection mechanisms 
- Test Tool or Server available and configured so that an MM with DRM content can be submitted via the MMSC under test.

	Test Procedure
	1. In test tool or content server, create MM that contains a combination of DRM Message(s) and DCF’s protected objects (note: rights to be delivered separately)

2. In test tool, send MM via MMSC to Client B

3. In Client B, receive MM

4. In Client B, retrieve valid rights to handle the protected content if necessary

5. Verify pass criteria below

	Pass Criteria
	Client B presents the MM with the protected content


Change 3:  MMS-1.3-int-xxx - Message presentation with rights expired: Combined delivery

MMS-1.3-int-xxx - Message presentation with rights expired: Combined delivery

	Test Case Id
	MMS-1.3-int-xxx

	Test Object
	Client B, MMSC

	Test Case Description
	The purpose of this test case is to verify that the client can not visualize a multimedia message containing an DRM combined delivery protected object if the rights are expired.

	Specification Reference
	[MMSCONF] 16.2

	SCR Reference
	

	Tool
	Test Tool or Server

	Test Code
	

	Preconditions
	-Client B

          terminal supports OMA DRM Combined delivery protection mechanisms
- Test Tool or Server available and configured so that an MM with DRM content can be submitted via the MMSC under test.

	Test Procedure
	1. In test tool or content server, create MM that contains a combination of DRM Message(s) and DCF’s protected objects and send together with the expired rights to visualize the content (Combined delivery)

2. In test tool, send MM via MMSC to Client B

3. In Client B, receive MM

4. Verify pass criteria (a) or (b) below

	Pass Criteria
	a) Client B presents the MM but without any protected content (note: the terminal could prompt a message indicating that the DRM protected content could not be presented) part.
b) Client B restricts the presentation of the whole MM (note: the terminal could prompt a message indicating that the MM message could not be presented because a valid rights object was not available to present the protected content contained in the MM)


Change 4:  MMS-1.3-int-xxx - Message presentation without valid rights: Separate delivery

MMS-1.3-int-xxx - Message presentation without valid rights: Separate delivery

	Test Case Id
	MMS-1.3-int-xxx

	Test Object
	Client B, MMSC

	Test Case Description
	The purpose of this test is to verify that, in the absence of a required valid rights object for a protected content within an MM, the MMS Client presents the MM without the protected content, or restricts the presentation of the whole MM 

	Specification Reference
	[MMSCONF] 16.2

	SCR Reference
	

	Tool
	Test Tool or Server

	Test Code
	

	Preconditions
	-Client B

terminal supports OMA DRM Separate delivery protection mechanisms 
- Test Tool or Server available and configured so that an MM with DRM content can be submitted via the MMSC under test.

	Test Procedure
	1. In test tool or content server, create MM that contains a combination of DRM Message(s) and DCF’s protected objects  (note: rights to be delivered separately) 
2. In test tool, send MM via MMSC to Client B

3. In Client B, receive MM without retrieving a valid rights object

4. Verify pass criteria (a) or (b) below

	Pass Criteria
	a) Client B presents the MM but without any protected content (note: the terminal could prompt a message indicating that the DRM protected content could not be presented)

b) Client B restricts the presentation of the whole MM (note: the terminal could prompt a message indicating that the MM message could not be presented because a valid rights object was not available to present the protected content contained in the MM)
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