Doc# OMA-Template-InputContribution-20050101-I.doc[image: image1.jpg]"sOMaQa

Open Mobile Alliance




Input Contribution

Doc# OMA-Template-InputContribution-20050101-I.doc
Input Contribution



Input Contribution

	Title:
	OMA-IOP-MEC-2006-0245R01-XDM-INC_Answer_to_IOP_PR_7
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	IOP-MEC

	Submission Date:
	25 April, 2006

	Source:
	Agnieszka Szczurowska, Ericsson, Agnieszka.r.Szczurowska@ericsson.com

	Attachments:
	N/A
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	Replaces:
	N/A


1 Reason for Contribution

This contribution proposes rejection of IOP PR 0007 for XDM. More details on the PR can be found under:
http://www.opengroup.org:8000/OMA-publicPR/PoC/PRView?PR=0007
	Problem Report Number
	0007

	Submitter's Classification
	Test Suite Problem (TSD)

	State
	TSMA Review

	Resolution
	No Resolution Given

	Problem Resolution ID
	No Resolution ID Given

	Raised
	2005-11-15 08:23

	XDM Version
	XDM 1.0

	Test Specification
	Test Specification - OMA-ETS-XDM-V1_0-20050719-D

	Test Number
	general

	Problem Summary
	Verification by second client in every TC

	Problem Text
	From my point of view it doesn’t make sense to verify every XDM 
operation by the second client. For example for PoC it’s clear that you 
must be interoperable with other clients, because you don’t know which 
client will use the other side. But all XDM documents belongs only to 
one client, so the only usecase in real life that needs verification by 
second client is that the user has XDM client from one vendor and he 
buys new one from different vendor. 

The main problem is even if you have well working client, you can’t Pass 
testcase, because the second client is not able to verify your XDM 
requests. The conclusion is that there should be most of TCs independent 
on second client (verified only by server or by the same client) and 
only several TCs verified by different vendor client. 


2 Summary of Contribution

Answer to IOP PR 0007 for XDM. Proposal is to reject the PR 0007 and provide reason specified in this contribution.
3 Detailed Proposal

XDM functionality includes storage of information in the network. To insure that the storage of information is done properly, the verification is obtained by retrieval of  previously stored data. If the same client that stores the information is verifying it, it does not prove the correct storage and interoperability. It only shows that this particular client can store the data and understand it. To test interoperability of the XDM functionality, it is needed that a second client is used to retrieve the data; and thus, verify its correct storage in the network in the first place.
The real life scenario will occur when the user buys a different handset with different client on it and uses his/her old SIM card. That happens all the time. In this scenario, the XDM User will still have the same XDM subscription with his/her XDM service provider , but he/she will only change the XDM enabled equipment. In that case, we need to make sure that the client on the new equipment can retrieve the XDM data the old equipment stored in the network for the XDM User.

The second client is therefore used as verifying client.

Proposal: include the above text in the PR rejection.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To review by the IOP-MEC, agree and update the PR tool with the answer from this contribution.
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