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1. Scope

This document describes in detail available test cases for Enabler XDM V2.0 ( http://www.openmobilealliance.org ).

The interoperability test cases are aimed to verify that implementations of the specifications work satisfactory.

The coverage of the tests includes Aggregation Proxy, Shared XDMS and Search Proxy.

For the enabler specific XDM tests, see the corresponding enabler XDM ETS document (s).
2. References

2.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.3, Open Mobile Alliance™, OMA-ORG-IOP-Process-V1_3, www.openmobilealliance.org

	[ERELD_XDMv1]
	 “Enabler Release Document for XDM”, Version 1.0, Open Mobile Alliance™,
OMA-ERELD-XDM-V1_0, URL:http://www.openmobilealliance.org/

	[OMA_XDMv1_ETS]
	“Enabler Test Specification for XML Document Management Interoperability”, Version 1.0, Open Mobile Alliance™, OMA-ERELD-XDM-V1_0, URL:http://www.openmobilealliance.org/

	[OMA_PoC_XDMv1_ETS]
	“Enabler Test Specification for PoC XDM Interoperability” , Version 1.0, Open Mobile Alliance™, OMA-ETS-PoC_XDM-V1_0, URL:http://www.openmobilealliance.org/

	[ERELD_XDMv2]
	 “Enabler Release Document for XDM”, Version 2.0, Open Mobile Alliance™,
OMA-ERELD-XDM-V2_0, URL:http://www.openmobilealliance.org/

	[OMA_XDM_AD]
	“XML Document Management Architecture”, Version 2.0. Open Mobile Alliance(. OMA-AD-XDM-V2_0, URL:http://www.openmobilealliance.org/

	[OMA_XDM_CORE]
	“XML Document Management (XDM) Specification”, Version 2.0, Open Mobile Alliance(, OMA-TS-XDM_Core-V2_0, URL:http://www.openmobilealliance.org/

	[OMA_XDM_GROUP]
	“OMA Shared Group XDM Specification”, Version 2.0, Open Mobile Alliance™, OMA-TS-XDM_Shared_Group-V2_0, URL:http://www.openmobilealliance.org/

	[OMA_XDM_LIST]
	“OMA Shared List XDM Specification”, Version 2.0, Open Mobile Alliance™, OMA-TS-XDM_Shared_List-V2_0, URL:http://www.openmobilealliance.org/

	[OMA_XDM_POLI]
	“OMA Shared Policy XDM Specification”, Version 2.0, Open Mobile Alliance™, OMA-TS-XDM_Shared_Policy-V2_0, URL:http://www.openmobilealliance.org/

	[OMA_XDM_PROF]
	“OMA Shared Profile XDM Specification”, Version 2.0, Open Mobile Alliance™, OMA-TS-XDM_Shared_Profile-V2_0, URL:http://www.openmobilealliance.org/

	[OMA_XDM_RD]
	“OMA XML Document Management Requirements”, Version 2.0. Open Mobile Alliance(. OMA-RD-XDM-V2_0, URL:http://www.openmobilealliance.org/

	[OMA_XDM_ETR]
	“ Enabler Test Requirements for XML Document Management (XDM)”, Draft Version 2.0, Open Mobile Alliance(, OMA-ETR-XDM-V2_0, URL:http://www.openmobilealliance.org/


2.2 Informative References

	[OMADICT]
	“Dictionary for OMA Specifications”, Version 2.4, Open Mobile Alliance™,
OMA-ORG-Dictionary-V2_4, URL:http://www.openmobilealliance.org/

	[XCAP]
	“The Extensible Markup Language (XML) Configuration Access protocol (XCAP)”, J. Rosenberg, May 05, 2006, URL: http://www.ietf.org/internet-drafts/draft-ietf-simple-xcap-12.txt 

Note: IETF Draft work in progress.


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope”, are normative, unless they are explicitly indicated to be informative.

Following test case numbering scheme is followed in the ETS for different Test Sections.
Note: In following numbering scheme “int” stands for “Interoperability Test Cases”. 

Following is the definition of fields in the naming convention:

	XDM-2.0
	int
	01
	00

	Specification Release (XDM Version) number.
	int – interoperability
	Test-category
	Test Sequence Number


3.2 Definitions

	Shared Group
	A group which can be used by multiple enablers.

	User
	A person using UE.

	User[N]
	A subscriber assigned to UE, where N is an integer number (i.e User1, User2, etc).

	UE
	A client terminal with assigned User[N] used for testing.

	URI List
	A list of URIs.

	XDM Client
	An HTTP client that understands how to follow the naming and validation constraints defined in [XCAP]

	XDM Server
	An HTTP server that understands how to follow the naming and validation constraints defined in [XCAP]


3.3 Abbreviations

	AD
	Architecture Document

	AUID
	Application Unique ID

	OMA
	Open Mobile Alliance

	RD
	Requirements Document

	URI
	Uniform Resource Identifier

	XCAP
	XML Configuration Access Protocol

	XDM
	XML Document Management

	XDMC
	XDM Client

	XDMS
	XDM Server

	XML
	Extensible Markup Language

	XUI
	XCAP User Identifier


4. Introduction

The purpose of this document is to provide test cases for XDM Enabler Release V2.0.

The following items on an overall level are needed to adequately test the XDM Enabler:

· A Client that is comprised of XDMC plus one or more of the following: IM Client, PoC Client, Watcher and/or Presence Source logical components,
· Services specific XDM Servers, for instance, IM XDMS, PoC XDMS, Presence XDMS and/or RLS XDMS.

Detailed information will be included in the specific test cases description. 

The XDM Enabler tests are carried out using XCAP and SIP protocols. The transport protocols used are UDP, TCP and/or TLS.

5. XDM Interoperability Test Cases

This section lists the steps needed for the execution of the XDM test cases.

5.1 Aggregation Proxy Test Cases

This section represents the test cases that will be executed by the following configurations of enablers:

· Client with XDMC

· Aggregation Proxy with a Shared XDMS

5.1.1 Security Test Cases

5.1.1.1 Normal flow
5.1.1.1.1 XDM-2.0-int-0100 Authentication of XMDC in the UE
Please refer to [OMA_XDMv1_ETS] test case XDM-1.0-int-0100.
5.1.1.2 Error flow

5.1.1.2.1 XDM-2.0-int-0150 Too Many Failed Authentication Attempts by XDMC in UE
Please refer to [OMA_XDMv1_ETS] test case XDM-1.0-int-0150.
5.1.2 XML Documents Directory Test Cases

5.1.2.1 Normal flow
5.1.2.1.1 XDM-2.0-int-0160 XCAP Directory Retrieval

	Test Case Id
	XDM-2.0-int-0160

	Test Object
	UE with XDMC, Aggregation Proxy, Shared XDMS

	Test Case Description
	Verify the interoperability of entities supporting the Application Usage “org.openmobilealliance.xcap-directory”.

TEST CASE GOAL: Verify that a XDMC can retrieve the list of documents from the correct XDMS and for a given XUI.

	Specification Reference
	[OMA_XDM_CORE] 6.3.3.3, 6.7.2

	SCR Reference
	ETR: DIR-001

	Tool
	Not available.

	Test code
	Not available.

	Preconditions
	· Equipment:

· UE (with User1 credentials)

· Aggregation Proxy

· Shared XDMS

· Prerequisite for this test:

· XDM-2.0-int-0100 executes successfully.

· There is at least one document for User 1.

· UE is powered off.

· UE supports the Application Usage. “org.openmobilealliance.xcap-directory”.

· There is a directory.xml file for one XDMS and for User 1.

	Test Procedure
	1. UE is powered on.

2. XDMS is contacted via the Aggregation Proxy to retrieve a list of all XML documents for User1.

	Pass-Criteria
	2. The document directory.xml is delivered to XDMC (compiled by the Aggregation Proxy).


5.2 Shared XDMS Test Cases

XDM V2.0 extends the Shared XDMS concept. Shared XDMS supports URI lists, Groups, Profiles and Policies that can be used and shared by all OMA Enablers. Application specific enablers might name URI Lists differently, for instance, PoC application treats URI List as a Contact List. The test cases in this section can be executed using application non-specific XDMC or application specific XDMC (e.g. IM XDMC, PoC XDMC, or Presence XDMC).  

5.2.1 URI List Test Cases

Please refer to [OMA_XDMv1_ETS].
5.2.2 Group Test Cases

Please refer to [OMA_PoC_XDMv1_ETS].
5.2.3 User Profile Test Cases

5.2.3.1 Normal flow

5.2.3.1.1 XDM-2.0-int-0240 User Profile creation and retrieval
	Test Case Id
	XDM-2.0-int-0240

	Test Object
	UE with XDMC, Aggregation Proxy, User Profile XDMS

	Test Case Description
	Verify that an XMDC sends a request for creating a new User Profile document, and a Shared Profile XDMS creates a new User Profile document upon receiving such a request from an XDMC.

	Specification Reference
	[OMA_XDM_CORE] 6.1.1, 6.2.1

[OMA_XDM_PROF] 5.1

	SCR Reference
	ETR: UP-001, UP-003

	Tool
	Not available.

	Test code
	Not available.

	Preconditions
	· Equipment:

· 2 UEs (with User1 credentials)

· Aggregation Proxy

· Shared XDMS

· Prerequisite for this test:

· XDM-2.0-int-0100 executes successfully.

· Shared User Profile XDMS doesn’t have any document for User1.

· UE1 XDMC supports User Profile creation.
· UE2 XDMC supports User Profile retrieval.
· UE1 and UE2 are capable of displaying the User Profile for a given user.

· UE1 and UE2 are powered off.

· UE1 and UE2 are able to see the User Profile for a user (e.g. from an application that uses a URI List).

	Test Procedure
	1. UE1 is powered on.

2. A User Profile is created for User1 using UE1.

3. UE1 is powered off.

4. UE2 is powered on.

5. The User Profile for User1 is retrieved using UE2.

	Pass-Criteria
	2. UE1 displays the User Profile for User1.

3. UE2 displays the User Profile for User1.


5.2.3.1.2 XDM-2.0-int-0241 User Profile modification and retrieval

	Test Case Id
	XDM-2.0-int-0241

	Test Object
	UE with XDMC, Aggregation Proxy, User Profile XDMS

	Test Case Description
	Verify that an XMDC sends a request for modifying and retrieving a User Profile document, and a Shared User Profile XDMS modifies a User Profile document upon receiving such a request from an XDMC.

TEST CASE GOAL: Modify the <display-name> element of the <user-information> belonging to the <shared-user-profile> of a user and verify that the Shared Profile XML document is updated correctly in the Shared User Profile XDMS.

	Specification Reference
	[OMA_XDM_CORE] 6.1.1, 6.2.1

[OMA_XDM_PROF] 5.1

	SCR Reference
	ETR: UP-002, UP-003

	Tool
	Not available.

	Test code
	Not available.

	Preconditions
	· Equipment:

· 2 UEs (with User1 credentials)

· Aggregation Proxy

· Shared XDMS

· Prerequisite for this test:

· XDM-2.0-int-0100 executes successfully.

· UE1 and UE2 support <display-name> element.

· Shared User Profile XDMS has a document for User1 and the value for <display-name> is User2.

· UE1 is powered on and UE2 is powered off.

· UE1 XDMC supports User Profile modification.
· UE2 XDMC supports User Profile retrieval.

· UE1 and UE2 are capable of displaying the User Profile for a given user.

	Test Procedure
	1. User Profile of User2 is selected using UE1.

2. The URI of User2 is noted.

3. The <display-name> of the User2 is changed from User2 to User3 using UE1.

4. UE1 is powered off.

5. UE2 is powered on.

6. The User Profile for the user named User3 is retrieved using UE2.

7. The URI of User3 is selected using UE2 and compared to the noted URI in Step 2.

	Pass-Criteria
	1. UE1 displays the display name for User1.

2. UE2 displays URI for User1.

7. UE2 displays the URI for UE3. The URI displayed on UE2 is identical to the URI noted in Step 2.


5.2.3.1.3 XDM-2.0-int-0242 User Profile deletion

	Test Case Id
	XDM-2.0-int-0242

	Test Object
	UE with XDMC, Aggregation Proxy, User Profile XDMS

	Test Case Description
	Verify that an XMDC sends a request for deleting a User Profile document, and a Shared User Profile XDMS deletes a User Profile document upon receiving such a request from an XDMC.

	Specification Reference
	[OMA_XDM_CORE] 6.1.1, 6.2.1

[OMA_XDM_PROF] 5.1

	SCR Reference
	ETR: UP-004

	Tool
	Not available.

	Test code
	Not available.

	Preconditions
	· Equipment:

· 2 UEs (with User1 credentials)

· Aggregation Proxy

· Shared XDMS

· Prerequisite for this test:

· XDM-2.0-int-0100 executes successfully.

· UE1 and UE2 support <display-name> element.

· Shared User Profile XDMS has a document for User1 and the value for <display-name> is User1.

· UE1 is powered on and UE2 is powered off.

· UE1 XDMC supports User Profile retrieval and deletion.

· UE1 and UE2 are capable of displaying the User Profile for a given user.

	Test Procedure
	1. User Profile of User1 is retrieved using UE1.

2. User1 User Profile is selected and deleted using UE1.

3. UE1 is powered off.

4. UE2 is powered on.

5. User1 User Profile manipulated in Step 2 is retrieved using UE2.

	Pass-Criteria
	1. UE1 displays the User Profile for User1.

2. There is no User Profile for User1.

5. There is no User Profile for User1.


5.2.3.2 Error flow

Not available. 
5.2.4 User Access Policy Test Cases

5.2.4.1 Normal flow

5.2.4.1.1 XDM-2.0-int-0250 User Access Policy creation and retrieval
	Test Case Id
	XDM-2.0-int-0250

	Test Object
	UE with XDMC, Aggregation Proxy, Shared Policy XDMS

	Test Case Description
	Verify that an XMDC sends a request for creating a new User Access Policy document, and a Shared Policy XDMS creates a new User Access Policy document upon receiving such a request from an XDMC.

	Specification Reference
	[OMA_XDM_CORE] 6.1.1, 6.2.1

[OMA_XDM_POLI] 5.1

	SCR Reference
	ETR: UAP-001, UAP-003

	Tool
	Not available.

	Test code
	Not available.

	Preconditions
	· Equipment:

· 2 UEs (UE1 and UE2 with User1 credentials).
· Aggregation Proxy.
· Shared XDMS.
· Prerequisite for this test:

· XDM-2.0-int-0100 executes successfully.

· Shared Policy XDMS doesn’t have any document for User1.

· UE1 XDMC supports User Access Policy creation.

· UE1 and UE2 are capable of displaying the policy rule <allow-invite> element for contacts.

· UE1 and UE2 are powered off.

	Test Procedure
	1. UE1 is powered on.

2. A User Access Policy is created for User1 using UE1 and the access policy rule <allow-invite> element is set to 0 for User2 (indicating “pass”).
3. UE1 is powered off.

4. UE2 is powered on.

5. The User Access Policy for User1 is retrieved using UE2.

	Pass-Criteria
	2. The contacts for User1 are displayed on UE1 with the following values of <allow-invite> element: 0 for User2 (indicating “pass”).

5. The contacts for User1 are displayed on UE2 with the following values of <allow-invite> element: 0 for User2 (indicating “pass”).


5.2.4.1.2 XDM-2.0-int-0251 User Access Policy modification and retrieval 

	Test Case Id
	XDM-2.0-int-0251

	Test Object
	UE with XDMC, Aggregation Proxy, Shared Policy XDMS

	Test Case Description
	Verify that an XMDC sends a request for modifying and retrieving a User Access Policy document, and a Shared Policy XDMS modifies a User Access Policy document upon receiving such a request from an XDMC.

TEST CASE GOAL: Modify the policy rule <allow-invite> element of a user and verify that the Shared Policy XML document is updated correctly in the Shared Policy XDMS.

	Specification Reference
	[OMA_XDM_CORE] 6.1.1, 6.2.1

[OMA_XDM_POLI] 5.1

	SCR Reference
	ETR: UAP-002, UAP-003

	Tool
	Not available.

	Test code
	Not available.

	Preconditions
	· Equipment:

· 2 UEs (UE1 and UE2 with User1 credentials).
· Aggregation Proxy

· Shared XDMS

· Prerequisite for this test:

· XDM-2.0-int-0100 executes successfully.

· Shared Policy XDMS has a document for User1 with the following values of <allow-invite> element: 0 for User2 (indicating “pass”).

· UE1 is powered on and UE2 is powered off.

· UE1 XDMC supports User Access Policy modification.

· UE2 XDMC supports User Access Policy retrieval.

· UE1 and UE2 are capable of displaying the policy rule <allow-invite> element for contacts.

	Test Procedure
	1. User1 on UE1 sets the access policy rule <allow-invite> element to 2 for User2 (indicating “accept”).

2. UE1 is powered off.

3. UE2 is powered on.

4. The <allow-invite> elements for User1 contacts are retrieved using UE2.

	Pass-Criteria
	1. The contacts for User1 are displayed on UE1 with the following values of <allow-invite> element: 2 for User2 (indicating “accept”).
4. The contacts for User1 are displayed on UE2 with the following values of <allow-invite> element: 2 for User2 (indicating “accept”).


5.2.4.1.3 XDM-2.0-int-0252 User Access Policy deletion

	Test Case Id
	XDM-2.0-int-0252

	Test Object
	UE with XDMC, Aggregation Proxy, Shared Policy XDMS

	Test Case Description
	Verify that an XMDC sends a request for deleting a User Access Policy document, and a Shared Policy XDMS deletes a User Access Policy document upon receiving such a request from an XDMC.

	Specification Reference
	[OMA_XDM_CORE] 6.1.1, 6.2.1

[OMA_XDM_POLI] 5.1

	SCR Reference
	ETR: UAP-004

	Tool
	Not available.

	Test code
	Not available.

	Preconditions
	· Equipment:

· 2 UEs (with User1 credentials)

· Aggregation Proxy

· Shared XDMS

· Prerequisite for this test:

· XDM-2.0-int-0100 executes successfully.

· Shared Policy XDMS has a document for User1.

· UE1 is powered on and UE2 is powered off.

· UE1 XDMC supports User Access Policy retrieval and deletion.

· UE1 and UE2 are capable of displaying the policy rule <allow-invite> element for contacts.

	Test Procedure
	1. The <allow-invite> elements for User1 contacts are retrieved using UE1.

2. User1 User Access Policy is selected and deleted using UE1.

3. UE1 is powered off.

4. UE2 is powered on.

5. User1 User Profile manipulated in Step 2 is retrieved using UE2.

	Pass-Criteria
	1. UE1 displays the User Access Policy for User1.

2. There is no User Access Policy for User1.

5. There is no User Access Policy for User1.


5.2.4.2 Error flow

Not available. 
5.2.5 Subscription Test Cases

5.2.5.1 Normal flow

5.2.5.1.1 XDM-2.0-int-0260 Subscription to changes in URI List documents

	Test Case Id
	XDM-2.0-int-0260

	Test Object
	UE with XDMC, SIP/IP Core, Shared List XDMS

	Test Case Description
	Verify that an XMDC subscribes to changes in URI List document and handles the notifications.

TEST CASE GOAL: Verify that a XDMC subscribes to document changes and handles the notification and the Shared List XDMS handles the subscription request and sends the notifications as required.

	Specification Reference
	[OMA_XDM_CORE] 6.1.2, 6.2.2

[OMA_XDM_LIST] 6

	SCR Reference
	ETR: LSU-001

	Tool
	Not available.

	Test code
	Not available.

	Preconditions
	· Equipment:

· 2 UEs (UE1 with User1 and UE2 with User2 credentials)

· Aggregation Proxy

· Shared XDMS

· Prerequisite for this test:

· XDM-2.0-int-0100 executes successfully.

· Shared List XDMS has a URI List document for User1.

· UE2 has a XDMC that supports changes subscription.
· UE1 and UE2 are powered off.

	Test Procedure
	1. UE1 is powered on.

2. UE2 is powered on.

3. UE2 subscribes to changes in the URI List document of User 1.

4. User2 member is added to the URI List using UE1.

5. The change made to the URI List modified in Step 4 is notified to UE2.

	Pass-Criteria
	4. UE1 displays a URI List with User2 as a member.
5. UE2 displays a URI List with User2 as a member.


5.2.5.1.2 XDM-2.0-int-0261 Subscription to changes in Group documents

	Test Case Id
	XDM-2.0-int-0261

	Test Object
	UE with XDMC, SIP/IP Core, Shared Group XDMS

	Test Case Description
	Verify that an XMDC subscribes to changes in Group document and handles the notifications.

TEST CASE GOAL: Verify that a XDMC subscribes to document changes and handles the notification and the Shared Group XDMS handles the subscription request and sends the notifications as required.

	Specification Reference
	[OMA_XDM_CORE] 6.1.2, 6.2.2

[OMA_XDM_GROUP] 6

	SCR Reference
	ETR: GSU-001

	Tool
	Not available.

	Test code
	Not available.

	Preconditions
	· Equipment:

· 2 UEs (with User1 credentials)

· Aggregation Proxy

· Shared XDMS

· Prerequisite for this test:

· XDM-2.0-int-0100 executes successfully.

· Shared Group XDMS has a Group with display name Group1 document for User1 (User to be added is not in this group).

· UE1 and UE2 are capable of displaying the members of the groups (Groups created by the User provisioned on the UE).

· UE2 has a XDMC that supports changes subscription.
· UE1 and UE2 are powered off.

	Test Procedure
	1. UE1 is powered on.

2. UE2 is powered on.

3. UE2 subscribes to changes in the Group document, Group1 of User 1.

4. Another user member (User2) is added to Group1 using UE1.

5. The change made to the URI List modified in Step 4 is notified to UE2.

	Pass-Criteria
	5. UE2 displays the group with User1 and User2 as members.


5.2.5.1.3 XDM-2.0-int-0262 Subscription to changes in User Profile documents

	Test Case Id
	XDM-2.0-int-0262

	Test Object
	UE with XDMC, SIP/IP Core, Shared Profile XDMS

	Test Case Description
	Verify that an XMDC subscribes to changes in User Profile document and handles the notifications.

TEST CASE GOAL: Verify that a XDMC subscribes to document changes and handles the notification and the Shared Profile XDMS handles the subscription request and sends the notifications as required.

	Specification Reference
	[OMA_XDM_CORE] 6.1.2, 6.2.2

[OMA_XDM_PROF] 6

	SCR Reference
	ETR: PSU-001

	Tool
	Not available.

	Test code
	Not available.

	Preconditions
	· Equipment:

· 2 UEs (with User1 credentials)

· Aggregation Proxy

· Shared XDMS

· Prerequisite for this test:

· XDM-2.0-int-0100 executes successfully.

· Shared Profile XDMS has a User Profile document for User1.

· UE2 has a XDMC that supports changes subscription.
· UE1 and UE2 are powered off.

	Test Procedure
	1. UE1 is powered on.

2. UE2 is powered on.

3. UE2 subscribes to changes in the User Profile document of User 1.

4. User1 changes its profile (one of the <user-information> elements) using UE1.

5. The change made to the User Profile modified in Step 4 is notified to UE2.

	Pass-Criteria
	5. UE2 displays the new User Profile for User2 with the respective changes.


5.2.5.1.4 XDM-2.0-int-0263 Subscription to changes in User Access Policy documents

	Test Case Id
	XDM-2.0-int-0263

	Test Object
	UE with XDMC, SIP/IP Core, Shared Policy XDMS

	Test Case Description
	Verify that an XMDC subscribes to changes in User Policy document and handles the notifications.

TEST CASE GOAL: Verify that a XDMC subscribes to document changes and handles the notification and the Shared Policy XDMS handles the subscription request and sends the notifications as required.

	Specification Reference
	[OMA_XDM_CORE] 6.1.2, 6.2.2

[OMA_XDM_POLI] 6

	SCR Reference
	ETR: APSU-001

	Tool
	Not available.

	Test code
	Not available.

	Preconditions
	· Equipment:

· 2 UEs (with User1 credentials)

· Aggregation Proxy

· Shared XDMS

· Prerequisite for this test:

· XDM-2.0-int-0100 executes successfully.
· Shared Policy XDMS has a document for User1 with the following values of <allow-invite> element: 0 for User2 (indicating “pass”).
· Shared Policy XDMS has a document for User1.
· UE1 XDMC supports User Access Policy modification.

· UE2 XDMC supports User Access Policy retrieval.
· UE2 has a XDMC that supports changes subscription.
· UE1 and UE2 are powered off.

	Test Procedure
	1. UE1 is powered on.

2. UE2 is powered on.

3. UE2 subscribes to changes in the User Policy document of User 1.

4. User1 on UE1 sets the access policy rule <allow-invite> element to 2 for User2 (indicating “accept”).

5. The change made to the User Policy modified in Step 4 is notified to UE2.

	Pass-Criteria
	4. The contacts for User1 are displayed on UE1 with the following values of <allow-invite> element: 2 for User2 (indicating “accept”).

5. The contacts for User1 are displayed on UE2 with the following values of <allow-invite> element: 2 for User2 (indicating “accept”).


5.2.5.2 Error flow

Not available. 
5.3 Search Proxy Test Cases

5.3.1 Search Test Cases
5.3.1.1 Normal flow

5.3.1.1.1 XDM-2.0-int-0300 Search request

	Test Case Id
	XDM-2.0-int-0300

	Test Object
	UE with XDMC, Aggregation Proxy, Search Proxy, Shared XDMS

	Test Case Description
	Verify the interoperability of entities supporting the Application Usage “org.openmobilealliance.search”.

TEST CASE GOAL: Verify that if a XDMC can make search requests and handle the responses, and other entities such as Aggregation Proxy, Search Proxy and Shared XDMS collaborate to handle the search requests.

	Specification Reference
	[OMA_XDM_CORE] 5.4, 6.1.3, 6.2.3, 6.3.3.4, 6.7.3, 6.9.1, 6.9.2

	SCR Reference
	ETR: SRC-001

	Tool
	Not available.

	Test code
	Not available.

	Preconditions
	· Equipment:

· UE (with User1 credentials)

· Aggregation Proxy

· Search Proxy

· Shared XDMS

· Prerequisite for this test:

· XDM-2.0-int-0100 executes successfully.

· UE has a XDMC that supports search.
· XDMS supports “org.openmobilealliance.search” Application Usage.
· The user which User1 wants to search (User2) exists in a URI List.

· UE1 is powered off.

	Test Procedure
	1. UE1 is powered on.
2. User1 submits a search to find User2 by its name.

3. XDMC forwards the query to the Search Proxy via the Aggregation Proxy.
4. The Search Proxy routes the query to the Shared List XDMS based on the AUID.

5. Shared List XDMS returns the results to the Search Proxy.
6. The Aggregation Proxy returns the identifier of User 2 to the XDMC of UE1.

7. UE1 displays the search result to User1.

	Pass-Criteria
	7. User1 can see the result with User2 data.


5.3.1.2 Error flow

5.3.1.2.1 XDM-2.0-int-0350 Invalid search request – no HTTP POST method

	Test Case Id
	XDM-2.0-int-0350

	Test Object
	UE with XDMC, Aggregation Proxy, Search Proxy, Shared XDMS

	Test Case Description
	Verify that a Search Proxy provides error response back when using a method other than HTTP POST to do a search request.

	Specification Reference
	[OMA_XDM_CORE] 6.9.1.1

	SCR Reference
	ETR: SRC-002

	Tool
	Not available.

	Test code
	Not available.

	Preconditions
	· Equipment:

· UE (with User1 credentials)

· Aggregation Proxy

· Search Proxy

· Shared XDMS

· Prerequisite for this test:

· XDM-2.0-int-0100 executes successfully.

· UE has a XDMC that supports search.

· XDMC uses an HTTP method other than POST to submit search requests.

	Test Procedure
	1. UE1 is powered on.

2. User 1 submits a search to find User2 by its name.

3. XDMC forwards the query to the Search Proxy via the Aggregation Proxy.

	Pass-Criteria
	3. Search Proxy rejects the request with an HTTP 405 (Method Not Allowed) error response.


5.3.1.2.2 XDM-2.0-int-0351 Invalid search request – invalid XML

	Test Case Id
	XDM-2.0-int-0351

	Test Object
	UE with XDMC, Aggregation Proxy, Search Proxy, Shared XDMS

	Test Case Description
	Verify that a Search Proxy provides error response back when the body of the search request is not a valid XML.

	Specification Reference
	[OMA_XDM_CORE] 6.9.1.1

	SCR Reference
	ETR: SRC-002

	Tool
	Not available.

	Test code
	Not available.

	Preconditions
	· Equipment:

· UE (with User1 credentials)

· Aggregation Proxy

· Search Proxy

· Shared XDMS

· Prerequisite for this test:

· XDM-2.0-int-0100 executes successfully.

· UE has a XDMC that supports search.

· XDMC uses an invalid XML in the body of the search request.

	Test Procedure
	1. UE1 is powered on.

2. User 1 submits a search to find User 2 by its name.

3. XDMC forwards the query to the Search Proxy via the Aggregation Proxy.

	Pass-Criteria
	3. Search Proxy rejects the request with an HTTP 400 (Bad request) error response.


5.3.1.2.3 XDM-2.0-int-0352 Invalid search request – no collection input function

	Test Case Id
	XDM-2.0-int-0352

	Test Object
	UE with XDMC, Aggregation Proxy, Search Proxy, Shared XDMS

	Test Case Description
	Verify that a Search Proxy provides error response back when no collection input function is used in the body of the request.

	Specification Reference
	[OMA_XDM_CORE] 6.9.1.1

	SCR Reference
	ETR: SRC-002

	Tool
	Not available.

	Test code
	Not available.

	Preconditions
	· Equipment:

· UE (with User1 credentials)

· Aggregation Proxy

· Search Proxy

· Shared XDMS

· Prerequisite for this test:

· XDM-2.0-int-0100 executes successfully.

· UE has a XDMC that supports search.

· XDMC doesn’t use a collection input function in the request body (XQuery expression).

	Test Procedure
	1. UE1 is powered on.

2. User 1 submits a search to find User 2 by its name.

3. XDMC forwards the query to the Search Proxy via the Aggregation Proxy.

	Pass-Criteria
	3. Search Proxy rejects the request with an HTTP 400 (Bad request) error response.


5.3.1.2.4 XDM-2.0-int-0353 Invalid search request – invalid collection input function

	Test Case Id
	XDM-2.0-int-0353

	Test Object
	UE with XDMC, Aggregation Proxy, Search Proxy, Shared XDMS

	Test Case Description
	Verify that a Search Proxy provides error response back when using an invalid collection input function in the request body.

	Specification Reference
	[OMA_XDM_CORE] 6.9.1.1

	SCR Reference
	ETR: SRC-002

	Tool
	Not available.

	Test code
	Not available.

	Preconditions
	· Equipment:

· UE (with User1 credentials)

· Aggregation Proxy

· Search Proxy

· Shared XDMS

· Prerequisite for this test:

· XDM-2.0-int-0100 executes successfully.

· UE has a XDMC that supports search.

· XDMC uses a collection input function in the request body (XQuery expression) that is not recognized as known Application Usage.

	Test Procedure
	1. UE1 is powered on.

2. User 1 submits a search to find User 2 by its name.

3. XDMC forwards the query to the Search Proxy via the Aggregation Proxy.

	Pass-Criteria
	3. Search Proxy rejects the request with an HTTP 409 (Conflict) error response.


5.3.1.2.5 XDM-2.0-int-0354 Invalid search request – unknown user domain

	Test Case Id
	XDM-2.0-int-0354

	Test Object
	UE with XDMC, Aggregation Proxy, Search Proxy, Shared XDMS

	Test Case Description
	Verify that a Search Proxy provides error response back when part of the collection function is not recognized as a known user domain.

	Specification Reference
	[OMA_XDM_CORE] 6.9.1.1

	SCR Reference
	ETR: SRC-002

	Tool
	Not available.

	Test code
	Not available.

	Preconditions
	· Equipment:

· UE (with User1 credentials)

· Aggregation Proxy

· Search Proxy

· Shared XDMS

· Prerequisite for this test:

· XDM-2.0-int-0100 executes successfully.

· UE has a XDMC that supports search.

· XDMC uses a collection input function in the request body (XQuery expression) that is not recognized as known user domain.

	Test Procedure
	1. UE1 is powered on.

2. User 1 submits a search to find User 2 by its name.

3. XDMC forwards the query to the Search Proxy via the Aggregation Proxy.

	Pass-Criteria
	3. Search Proxy rejects the request with an HTTP 409 (Conflict) error response.
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