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1. Scope

This document is the (Interoperability/Conformance) Testing Guideline for MMS 1.3. The scope includes the Enabler Release specifications and the detailed needs to properly exercise all the mandatory features of the enabler as identified in the EICS (Enabler Implementation Conformance Specification).

The scenarios in this case via MM1 are as described below:
· Testing two different Clients (section Client-to-Client), and

· Testing one Client and one Server (section Client-to-Server. Mobile Originating)

· Testing one Client and one Server (section Server-to- Client. Mobile Terminating)

The scenarios in this case via MM4 are as described below:
· Testing two different Servers (section Server –to-Server)

· Testing two different Servers and two different Clients (Section Server –to-Server)

1.1 Assumptions

The network elements that are considered supportive of the MMS enabler are fully functional and compliant to the relevant specifications. (E.g. WAP, HTTP)

MMS clients that participate in the testing have the ability to function in the wireless environment without modification to the test network environment.

1.2 Exclusions

None 
2. References

2.1 Normative References

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.5, Open Mobile Alliance™,
OMA-ORG-IOP_Process-V1_5, URL:http://www.openmobilealliance.org/

	[IOPTFG]
	“OMA TestFest Participation Guidelines”, Version 1.2, Open Mobile AllianceTM,
OMA-IOP-TestFest-Participation-Guidelines-V1_2, URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	OMA-ETR-MMS –V1_2-20030703
	“Enabler Test Requirements for MMS V1.2”

URL: http://www.OpenMobileAlliance.org/

	[IOPETR]
	

	[IOPETS]
	

	[IOPEICS]
	

	
	

	
	


2.2 Informative References

	[WAPARCH]
	“WAP Architecture”. Open Mobile Alliance(. WAP‑210‑WAPArch-20001130-p. 

URL: http://www.OpenMobileAlliance.org/


	
	


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

This section introduces terminology that will be used throughout this document.

	Multimedia Messaging Service (MMS)
	A system application by which a WAP client is able to provide a messaging operation with a variety of media types

	MMS Encapsulation
	The definition of the protocol data units, the fields and their encoding necessary to send and receive multimedia messages including multimedia objects

	MMS Entity
	MMS Proxy-Relay or MMS Client

	MMS Proxy-Relay
	A server, which provides access to various messaging systems. It may operate as WAP origin server in which case it may be able to utilise features of the WAP system

	MMS Client
	The MMS service endpoint located on the WAP client device

	MMS Terminal
	A mobile station (MS, terminal) that implements the MMS Client to provide the MMS service

	MMS Originating Terminal
	The MMS Terminal, which sends a multimedia message

	MMS Recipient Terminal
	The MMS Terminal, which sends a multimedia message

	MMS Recipient Terminal
	The MMS Terminal, which receives a multimedia message

	MMS Originating Server
	The MMS Server, which sends a multimedia message to another distinct MMS domain

	MMS Recipient Server
	The MMS Server, which receives a multimedia message from another distinct MMS domain


3.3 Abbreviations

	OMA
	Open Mobile Alliance

	HTTP
	Hypertext Transfer Protocol

	MIME
	Multipurpose Internet Mail Extensions

	MM
	Multimedia Message

	MMS
	Multimedia Messaging Service

	PDU
	Protocol Data Unit

	SMIL 
	Synchronized Multimedia Integration Language

	WAP
	Wireless Application Protocol


4. Enabler Test Guidelines

Detailed prerequisite for a test session is very much depending on the test cases to be executed. Therefore each test case has its individual prerequisites within the test cases. The latest approved ETS and content package shall be used to perform the testing of the MMS 1.3 Enabler as defined by the IOP process document. Please note that the ETS for MMS 1.3 will consist of 2 different documents: 

1. for Conformance testing

2. for Interoperability testing 

 In the following paragraph general preconditions for the client-2-client and the client-2-server test sessions can be found: 

Prerequisite for Client – to –Client Tests Session: 

· MMS Relay Server (MMSC with MMS 1.2 and/or MMS 1.0 Enabler Release) 
· MMS terminal with MMS 1.0 Enabler Release
· MMS terminal with MMS 1.2 Enabler Release
· Reference content

· A WAP 1.2.1 / WAP 2.0 Gateway, Push Proxy or IP Proxy in the case of CDMA MMS and SMSC (if applicable)
· Network connectivity for the types of clients being tested (e.g. GSM/GPRS or CDMA)

· Correct MMS settings in the Clients & MMSC (preconditions of individual test cases may override these settings).
Prerequisite for Client – to –Server Tests Session:

· Reference content

· MMS terminal with MMS 1.0 Enabler Release
· MMS terminal with MMS 1.2 Enabler Release
· A WAP 1.2.1 / WAP 2.0 Gateway, Push Proxy or IP Proxy in the case of CDMA MMS and SMSC (if applicable)
· Network connectivity for the types of clients being tested (e.g. GSM/GPRS or CDMA)

· Email server which supports all required character sets and content types and Email client environment

· Valid email accounts 

· Email server that is capable of supporting the various MIME types and addressing schemes e.g. UTF-8

· MMS Relay Server (MMSC with MMS 1.2 and/or MMS 1.0 Enabler Release)
4.1 Minimal Test Configuration
The minimal test configuration for the MMS 1.3 testing at a TestFest should not be limited to a bearer such as 2G, 3G or PC emulation. As long as all MMS 1.3 Mandatory SCR Items are implemented testing can take place with a phone or a PC based solution. The following technical requirements shall be need to be met for minimum configuration:  

General Technical Requirements:

· Availability of SIM Cards or handsets provisioning

· Network connectivity for GSM/GPRS or CDMA2000 

· Access to SMTP server of any Email server

· Access to commercial or test MMSC 

· Test Center Settings like WAP GW IP, MMSC URL and Network Access Point

· Network Access Points (NAS) for data access 

· IP network interconnecting the NAS, the WAP GW and the MMSC

· Adequate personnel to test within the allocated time slot per test session.

· Onsite Support from the host to assist in technical issues

Trusted zone and OMA staff to schedule test sessions and to assist in the technical, administrative and network aspects

WAP Gateway Technical Requirements:

· WAP 1.x with minimum support for port 9201

· WAP 2.0 with minimum support of http 

· Access to PPG

SMSC Technical Requirements:

· Access to SMSC and appropriate interface support
4.2 Minimal Participation Guidelines
Participation Requirements for MMS 1.3 testing:

· A minimum number of 3 independent Client implementations need to be present at the TestFest
· A minimum number of 2 independent Server implementations need to be present at the TestFest or remotely connected to the test environment
· The minimum number of engineers per implementation shall be one. Please not that the maximum number of participation per enabler can vary form TestFest to TestFest as the maximum allowed number of participation can be restricted by the hosts capability or availability of room space. 
4.3 Minimal Pre-Test Guidelines

Not applicable as there will be a test tool for MMS 1.3. In case the test suite for MMS 1.3 is not available by the start of the first MMS 1.3 TestFest, the conformance test suite for MMS 1.2 shall be used to verify the compliancy of the core specification. 
4.4 Optimal TestFest Achievement Guidelines

The ETS Test Cases listed below represent a subset of all the Test Cases for the Enabler that it is thought can be executed in a 3 hour test session at an OMA TestFest. This list is intended to facilitate maximum test coverage of the functionality of the enabler within a test session. It is not intended to be the only tests executed at a TestFest, and teams are encouraged to execute more tests if they are able to do in the time allowed.

The list includes: 

	Test Case:
	Test Case Description:
	Comments:

	MMS-1.2-int-113
	The purpose is to verify that a text object with UTF-8  encoding is correctly sent from Client A to Client B and that the received message is textually correct.
	

	MMS-1.2-int-115
	The purpose is to verify that a JPG image of the size 80x60 is correctly sent from Client A to Client B and that the received message is reasonably presented.
	

	MMS-1.2-int-127
	The purpose is to verify that a WBMP image of the size 80x60 is correctly sent from Client A to Client B and that the received message is reasonably presented.
	

	MMS-1.2-int-123
	The purpose is to verify that an animated GIF89a image of the size 80x60 is correctly sent from Client A to Client B and that the received message is reasonably presented.
	

	MMS-1.2-int-131
	The purpose is to verify that an AMR audio NB object/content is correctly sent from Client A to Client B and that the AMR audio NB file/object is reasonably presented.
	

	MMS-1.2-int-143
	The purpose is to verify that a vCard object correctly sent from Client A to Client B and that the received vCard is textually correct.
	

	MMS-1.2-int-106
	The purpose is to verify that multiple objects (one image, one text and one audio file) are correctly sent from Client A to Client B and that all contents of the received message is reasonably presented.
	

	MMS-1.2-int-107
	The purpose is to verify that multiple pages are correctly sent from Client A to Client B and that all pages are reasonably presented in the correct order.
	


5. Enabler Test Requirements

5.1 Test Infrastructure Requirements
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Figure 1 - Complete Test Configuration Example Figure

5.2 Enabler Execution Flow

The following diagram provides a high level overview of the message exchanges between a MMS client and a MMS Server through the local network for validating MMS at an OMA Test Fest:
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Figure 2: Call Flow on MM1 

(1) The initiating MMS Client will connect through the production network via the WAP GW to the MMSC Server located at the OMA Test Fest. 


(2) MMSC confirms the message is sent successfully. 


(3) MMSC sends notification to the recipient of the message by pushing the message using the Push Proxy Gateway. 


(4) WAP GW/ PPG will forward the SMS to the SMS-C via SMPP


(5) The receiving MMS client will receive the M-Notification.ind via SMS. 

The message is retrieved by the 2nd client as follows:
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(6) Receiving Client will retrieve the MMS message from the MMS Server. 


(7) The message will be retrieved from the MMSC. 


(8) The client may send an acknowledgement on receiving the message. 


5.3 Test Content Requirements

All MMS 1.3 test cases are developed and written in such a way that reference content shall be used. Therefore the latest approved set of reference content for MMS 1.3 shall be used to perform the appropriate test cases. For the sending test cases, the attending company has to ensure that the reference content can be transmitted to the device using Bluetooth, USB wire or any other means. The MMS 1.3 reference content can be found at the OMA IOP MMS Permanent Document Areas. E.g.: http://www.openmobilealliance.org/ftp/PD/OMA-IOP-MMS-ETS-Content-V1_32005-xx-xx-A.zip
5.4 Test Limitations

5.4.1 Physical

There are no physical testing limitations. Vendors may test onsite or remotely

5.4.2 Resources

There are no resource limitations
5.5 Test Restrictions

In the event that an MMSC and/or MMS client supporting the previous MMS Release is not available, the requirement for testing backwards compatibility may not be met.. 

Testing can only be performed in case enough registrations for a test fest are available as defined within the Test Fest Participants document.  

Any test restriction identified during the test fest should be reported to the IOP MMS SWG either by an observation within the Enabler Test Report or by using the PR Tool (Problem Reporting Tool) which is available at the OMA Web page. 
5.6 MMS Test Tools

MMS  test tool is available and can be found under the OMA IOP TestFest portal. 

5.6.1 Test Tool Requirements

Test tool for MMS 1.3 is not required as an entry criteria for TestFests 

6. Enabler Test Reporting

6.1 Problem Reporting Requirements

For any problem reported by individuals at a TestFest or bilateral testing a detailed explanation of the issue shall be provided. Furthermore for inconclusive or failed test case a detailed comment shall be provided within the ETR to classify the problem. 

6.2 Enabler Test Requirements

n/a
6.3 Approval Criteria for MMS 1.3

As the approval of a certain Enabler Release is always a very critical topic, this section of the enabler test plan will describe the criteria to approve the MMS 1.3 Enabler Release. As a high level description of the criteria the following requirements will be considered: 

· All mandatory SCR shall be tested, where appropriate test case exists 

· All new MMS 1.3 introduced features shall be tested where appropriate test case exists

· The list of selected IOP test cases should be executed in 8 different test sessions at 3 different test fest

· The list of selected conformance test cases should be executed in 8 different test sessions for 3 different test fest 

The list of selected interoperability and conformance test cases which shall be used to approve the MMS 1.3 Release will be defined based on the agreed Enabler Test Specification. 

Note: The selected test cases shall be updated in a new revision of the ETP within the following tables: 

	Interoperability prioritised Test Cases 

	ETS TC id
	ETS TC description 
	Requirement

	MMS-1.3-int-102
	MMS-1.3-int-102 - SMIL layout portrait with text above the image
	MMSCONF-MED-C-025

	MMS-1.3-int-103
	MMS-1.3-int-103 - SMIL layout portrait with text below the image
	MMSCONF-MED-C-025

	MMS-1.3-int-104
	MMS-1.3-int-104 - SMIL layout landscape with text to the left of the image
	MMSCONF-MED-C-025

	MMS-1.3-int-105
	MMS-1.3-int-105 - SMIL layout landscape with text to the right of the image
	MMSCONF-MED-C-025

	MMS-1.3-int-108
	MMS-1.3-int-108 - Multiple pages with page timing and time dependent content
	MMSCONF-MED-C-023

	MMS-1.3-int-118
	MMS-1.3-int-118 - JPG Image size 640x480
	MMSCONF-MED-C-007

	MMS-1.3-int-122
	MMS-1.3-int-122 - GIF Image size 640x480
	MMSCONF-MED-C-009

	MMS-1.3-int-126
	MMS-1.3-int-126 - Animated GIF Image size 640x480
	MMSCONF-MED-C-010

	MMS-1.3-int-133
	MMS-1.3-int-133 - 3GPP Video QCIF
	MMSCONF-MED-C-020

	MMS-1.3-int-203
	MMS-1.3-int-203 - Image Rich - Message Size 100k
	MMSCONF-CMO-C-002

	MMS-1.3-int-204
	MMS-1.3-int-204 - Video Rich - Message Size 300k
	MMSCONF-CMO-C-002

	MMS-1.3-int-301
	MMS-1.3-int-301 - Insert Address Token
	MMSE-S-082

	MMS-1.3-int-302
	MMS-1.3-int-302 - Validity Period (Expiry Time) set by Client
	MMSE-S-085

	MMS-1.3-int-306
	MMS-1.3-int-306 - Retrieve status code – Error-permanent-service-denied
	MMSE-C-075, MMSE-S-088

	MMS-1.3-int-307
	MMS-1.3-int-307 - Retrieve status code – Error-permanent-message-not-found
	MMSE-C-075

	MMS-1.3-int-308
	MMS-1.3-int-308 - Retrieve text – Error-permanent-service-denied
	MMSE-C-076, MMSE-S-088

	MMS-1.3-int-309
	MMS-1.3-int-309 - Retrieve text – Error-permanent-message-not-found
	MMSE-C-076, MMSE-S-088

	MMS-1.3-int-402
	MMS-1.3-int-402 - Delivery report – Rejected message
	MMSE-C-031, MMSCTR-DRP-S-001, MMSCTR-DRP-C-001

	MMS-1.3-int-403
	MMS-1.3-int-403 - Delivery report – Expired message
	MMSE-C-031, MMSCTR-DRP-S-001, MMSCTR-DRP-C-001

	MMS-1.3-int-404
	MMS-1.3-int-404 - Delivery report – Multiple recipients each with Different Delivery Status
	MMSE-C-031, MMSCTR-DRP-S-001, MMSCTR-DRP-C-001

	MMS-1.3-int-409
	MMS-1.3-int-409 - Forward without Prior retrieval - Previously sent By field
	MMSE-C-081

	MMS-1.3-int-410
	MMS-1.3-int-410 - Forward without Prior retrieval - Previously sent Date field
	MMSE-C-082

	MMS-1.3-int-502
	MMS-1.3-int-502 - Download options – Deferred retrieval
	MMSCTR-FTC-S-002, MMSCTR-NTF-C-003

	MMS-1.3-int-503
	MMS-1.3-int-503 - Download options – Rejected retrieval
	MMSCTR-FTC-S-002, MMSCTR-NTF-C-003

	MMS-1.3-int-504
	MMS-1.3-int-504 - DRM support – Forward Lock
	MMSCONF-MED-C-022

	MMS-1.3-int-505
	MMS-1.3-int-505 – UAProf header exists when using WSP
	MMSCONF-CAD-C-002
MMSCTR-SLF-S-004

	MMS-1.3-int-506
	MMS-1.3-int-506 – UAProf header exists when using HTTP
	MMSCONF-CAD-C-002
MMSCTR-SLF-S-004

	MMS-1.3-int-604
	MMS-1.3-int-604 - Send text, image and audio objects to email recipient
	MMSCONF-MED-C-023

	MMS-1.3-int-605
	MMS-1.3-int-605 - Receive text, image and audio objects from email
	MMSE-C-005, MMSE-C-013

	MMS-1.3-int-801
	MMS-1.3-int-801 - Function to enable or disable major content adaptation
	MMSCONF-CAG-S-003, MMSCONF-CAG-S-004

	MMS-1.3-int-802
	MMS-1.3-int-802 - Availability of original content after major content adaptation
	MMSCONF-CAG-S-005, MMSCONF-CAG-S-006

	MMS-1.3-int-803
	MMS-1.3-int-803 - Update labels in the presentation after media type adaptation
	MMSCONF-CAG-S-007,

	MMS-1.3-int-804
	MMS-1.3-int-804 - Update file extensions and MIME types after media format
	MMSCONF-CAG-S-008


	MMS-1.3-int-805
	MMS-1.3-int-805 - Image resolution set to 160x120
	MMSCONF-AMJ-S-003, MMSCONF-AMN-S-001

	MMS-1.3-int-806
	MMS-1.3-int-806 - Size reduction to 30k, GIF87
	MMSCONF-AMN-S-002

	MMS-1.3-int-807
	MMS-1.3-int-807 - Size reduction to 30k, JPEG
	MMSCONF-AMN-S-002

	MMS-1.3-int-808
	MMS-1.3-int-808 - GIF89a image larger than 30k
	MMSCONF-AMN-S-002

	MMS-1.3-int-809
	MMS-1.3-int-809 - SP-MIDI sound
	MMSCONF-AMJ-S-001

	MMS-1.3-int-810
	MMS-1.3-int-810 - Video QCIF to Image reduced to 160x120
	MMSCONF-AMJ-S-003

	MMS-1.3-int-818
	MMS-1.3-int-818 – Video Rich to Image Basic
	MMSCONF-CAG-S-002; MMSCONF-AMJ-S-002; MMSCONF-MIN-S-003

	MMS-1.3-int-819
	MMS-1.3-int-819 – SP-MIDI to AMR
	MMSCONF-CAG-S-002

	MMS-1.3-int-819
	MMS-1.3-int-819 – Image Rich with multiple objects to Image Basic
	MMSCONF-CAG-S-002; MMSCONF-MAJ-S-001

	MMS-1.3-int-811
	MMS-1.3-int-811 - Video to Image
	MMSCONF-AMJ-S-002

	MMS-1.3-int-820
	MMS-1.3-int-820 – Video Rich to image GIF 87a
	MMSCONF-CAG-S-002; MMSCONF-AMJ-S-002

	MMS-1.3-int-821
	MMS-1.3-int-821 – Video Rich to image GIF89a
	MMSCONF-CAG-S-002; MMSCONF-AMJ-S-002

	MMS-1.3-int-812
	MMS-1.3-int-812 - Size reduction to 100k
	MMSCONF-AMN-S-003

	MMS-1.3-int-822
	MMS-1.3-int-822 – Video MPEG4 to H263
	MMSCONF-CAG-S-001

	MMS-1.2-int-813
	MMS-1.2-int-813 - Image resolution reduction
	MMSCONF-AMJ-S-003, MMSCONF-AMN-S-002, MMSCONF-AMN-S-001, MMSCONF-CAG-S-003, MMSCONF-CAG-S-004, MMSCONF-CAG-S-005, MMSCONF-CAG-S-006,

	MMS-1.2-int-814
	MMS-1.2-int-814 - Size reduction
	MMSCONF-AMN-S-002, MMSCONF-CAG-S-003, MMSCONF-CAG-S-004, MMSCONF-CAG-S-005, MMSCONF-CAG-S-006, MMSCONF-CAG-S-007

	MMS-1.2-int-815
	MMS-1.2-int-815 - Drop unsupported object type
	MMSCONF-AMJ-S-001, MMSCONF-CAG-S-003, MMSCONF-CAG-S-004, MMSCONF-CAG-S-005, MMSCONF-CAG-S-006, MMSCONF-CAG-S-007

	MMS-1.2-int-817 
	MMS-1.2-int-817 - Video Basic: Size reduction to 100kB
	MMSCONF-AMN-S-003, MMSCONF-CAG-S-003, MMSCONF-CAG-S-004, MMSCONF-CAG-S-005, MMSCONF-CAG-S-006, MMSCONF-CAG-S-007

	MMS-1.3.int-823
	MMS-1.3.int-823 - Blind carbon copy only through MM4
	

	MMS-1.3.int-824
	MMS-1.3.int-824 - Delivery reports generated by MMSC1 due to the message being rejected by MMSC2
	

	MMS-1.3.int-825
	MMS-1.3.int-825- Read-Reply report / single recipient
	

	MMS-1.3.int-826
	MMS-1.3.int-826- Read-Reply Report / multiple recipients
	

	MMS-1.3.int-827
	MMS-1.3.int-827- Text only message through MM4; UTF-8 characters used in text and subject fields
	

	MMS-1.3.int-828
	MMS-1.3.int-828- Message Priority
	

	MMS-1.3.int-829
	MMS-1.3.int-829- Subject field with 40 Characters
	

	MMS-1.3.int-830
	MMS-1.3.int-830- Sending the maximum sized message through MM4
	

	MMS-1.3.int-831
	MMS-1.3.int-831- Sending an oversized message through MM4
	

	MMS-1.3.int-832
	MMS-1.3.int-832- Message Classes
	


	Conformance prioritised Test Cases 

	ETS TC id
	ETS TC description 
	Requirement

	MMS-1.3-con-102
	SMIL layout portrait with text above the image
	

	MMS-1.3-con-104 
	SMIL layout landscape with text to the left of the image
	

	MMS-1.3-con-108
	Multiple pages with page timing and time dependent content
	

	MMS-1.3-con-111 
	Subject field with UTF8 encoding
	

	MMS-1.3-con-161 
	Send MMS message without defining the <par> dur value
	

	MMS-1.3-con-162 
	Send MMS message with user specific <par> dur value
	

	MMS-1.3-con-113 
	Text with UTF-8 encoding
	

	MMS-1.3-con-118 
	JPG Image size 640x480
	

	MMS-1.3-con-122
	GIF Image size 640x480
	

	MMS-1.3-con-126 
	Animated GIF Image size 640x480
	

	MMS-1.3-con-130 
	WBMP Image size 640x480
	

	MMS-1.3-con-160 
	Sending MM with JPEG and Huffman table
	

	MMS-1.3-con-133 
	3GPP Video QCIF
	

	MMS-1.3-con-134 
	3GPP Video sub-QCIF
	

	MMS-1.3-con-143 
	vCard
	

	MMS-1.3-con-144 
	vCalendar
	

	MMS-1.3-con-157 
	Full conformance to mega pixel class – creation and submission of single object
	

	MMS-1.3-con-158 
	Rich Text in megapixel content class
	

	MMS-1.3-con-159 
	Full conformance to mega pixel class – creation and submission of multiple objects
	

	MMS-1.3-con-201 
	Empty message
	

	MMS-1.3-con-203 
	SMIL layout portrait with text below the image
	

	MMS-1.3-con-205 
	SMIL layout landscape with text to the right of the image
	

	MMS-1.3-con-206 
	Multiple objects in same page
	

	MMS-1.3-con-208 
	Multiple pages with page timing and time dependent content
	

	MMS-1.3-con-276 
	Support of  3GPP PSS6 SMIL Language Profile – Attributes and values supported
	

	MMS-1.3-con-277 
	Support of  3GPP PSS6 SMIL Language Profile – Attributes and/or Values not supported
	

	MMS-1.3-con-278 
	Hyperlinks – Recognition
	

	MMS-1.3-con-279 
	Hyperlinks - No impact on presentation
	

	MMS-1.3-con-280 
	Hyperlinks - Not followed automatically
	

	MMS-1.3-con-211 
	Subject field with UTF8 encoding
	

	MMS-1.3-con-272 
	Long X-Mms-Content-Location field in Notification
	

	MMS-1.3-con-273 
	Size Indication in Notification – Non-rejection of incoming MM
	

	MMS-1.3-con-281
	Receive unrecognised header field
	

	MMS-1.3-con-282
	Receive recognised fields with unrecognised values
	

	MMS-1.3-con-274 
	Corrupted Content
	

	MMS-1.3-con-275 
	Content not supported by Client B (e.g. PDF content)
	

	MMS-1.3-con-212 
	Text with US-ASCII encoding
	

	MMS-1.3-con-213 
	Text with UTF-8 encoding
	

	MMS-1.3-con-218 
	JPG Image size 640x480
	

	MMS-1.3-con-222 
	GIF Image size 640x480
	

	MMS-1.3-con-226 
	Animated GIF Image size 640x480
	

	MMS-1.3-con-230 
	WBMP Image size 640x480
	

	MMS-1.3-con-254
	Support of EXIF compressed image file format as JPEG interchange format
	

	MMS-1.3-con-255 
	Support of JFIF as JPEG interchange format
	

	MMS-1.3-con-256 
	Receiving MM with JPEG and Huffman table
	

	MMS-1.3-con-233 
	3GPP Video QCIF
	

	MMS-1.3-con-234 
	3GPP Video sub-QCIF
	

	MMS-1.3-con-243
	vCard
	

	MMS-1.3-con-244 
	vCalendar
	

	MMS-1.3-con-245 
	Full conformance to mega pixel class – retrieval and presentation of single page
	

	MMS-1.3-con-246 - 
	Full conformance to mega pixel class – retrieval and presentation of multiple objects
	

	MMS-1.3-con-247 
	Rich Text in megapixel content class
	

	MMS-1.3-con-248 
	XHTML Family User Agent conformance
	

	MMS-1.3-con-250 
	Retrieval and presentation of Content Basic content class
	

	MMS-1.3-con-252 
	Rich Text in Content Basic content class
	

	MMS-1.3-con-251 
	Retrieval and presentation of Content Rich content class
	

	MMS-1.3-con-253 
	Rich Text in Content Rich content class
	

	MMS-1.3-con-302 
	Creation mode - Restricted - inclusion of non core domain content
	

	MMS-1.3-con-303 
	Creation mode - Restricted - oversize image resolution
	

	MMS-1.3-con-305 
	Creation mode - Restricted – forwarding non conformant message
	

	MMS-1.3-con-310 
	Ability to reduce in size any image taken by the integrated camera to fit into an MM of the Core MM Content Domain
	

	MMS-1.3-con-611 
	Forward without Prior retrieval
	

	MMS-1.3-con-612  
	Forward without prior retrieval - Validity Period (Expiry Time) set by Client when forwarding
	

	MMS-1.3-con-704 
	DRM support – Forward Lock
	

	MMS-1.3-con-705 
	Combined delivery restrictions on the submission of MM
	

	MMS-1.3-con-706 
	Message presentation with valid rights: Combined delivery
	

	MMS-1.3-con-707 
	Message presentation with valid rights: Separate delivery
	

	MMS-1.3-con-711 
	Message presentation with rights expired: Combined delivery
	

	MMS-1.3-con-712 
	Message presentation without valid rights: Separate delivery
	

	MMS-1.3-con-715 
	Re-submission of MM not conformant to MM Content Class: re-submission FREE
	

	MMS-1.3-con-716 
	Re-submission of MM not conformant to MM Content Class: re-submission WARNING
	

	MMS-1.3-con-717 
	Re-submission of MM adding media object conformant to MM class with total size lower than maximum supported
	

	MMS-1.3-con-721 
	No Re-submission of MM not conformant to MM Content Class: re-submission RESTRICTED
	

	MMS-1.3-con-722 
	No Re-submission of MM adding media object not conformant to the Core MM Content Domain
	

	MMS-1.3-con-723 
	No Re-submission of MM adding media object conformant to MM class with total size larger than maximum supported
	

	MMS-1.3-con-724 
	Creation mode set to FREE; Re-submission mode follows Creation mode
	

	MMS-1.3-con-725 
	Creation mode set to WARNING; Re-submission mode follows Creation mode
	

	MMS-1.3-con-732 
	Support for X-Mms-Transaction-ID field
	

	MMS-1.3-con-734 
	Support for From field
	

	MMS-1.3-con-735 
	Support for To field
	

	MMS-1.3-con-749 
	Support for X-MMS-Adaptation-Allowed field
	


Appendix A. Change History
(Informative)

A.1 Approved Version History

	Reference
	Date
	Description

	OMA-ETG-MMS-V-1_3-20060202-A
	02 March 2006
	First Approved version of  the ETG for MMS 1.3

	
	10 August 2007
	Updated to reflect the changes in the IOP Process


Appendix B. <Additional Information>

B.1 App Headers

<More text>

B.1.1 More Headers

<More text>

B.1.1.1 More Headers

<More text>

	
	Column 1
	Column 2

	Row 1
	Grid 1,1 data
	Grid 1,2 data

	Row 2
	Grid 2,1 data
	Grid 2,2 data


Table 1: Example Table
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