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1. Scope

This document provides information needed by the OMA Technical Plenary to consider the approval of Presence-SIMPLE Enabler Release Version 1.1 from an IOP perspective.
2. References

	[EICS-Client]
	Presence-SIMPLE Version 1.1 Client Enabler Implementation Conformance Statement, Open Mobile Alliance™, http://www.openmobilealliance.org/

	[EICS-Server]
	Presence-SIMPLE Version 1.1 Server Enabler Implementation Conformance Statement, Open Mobile Alliance™, http://www.openmobilealliance.org/

	[ERELD]
	“OMA Presence-SIMPLE 1.1 Enabler Release Definition”, Open Mobile Alliance™, http://www.openmobilealliance.org/

	[ETR-PRS-1.1]
	Enabler Test Requirements for Presence SIMPLE v1.1, Open Mobile Alliance™, http://www.openmobilealliance.org/

	[ETRRR-PRS-1.1]
	Enabler Test Requirements Review Report for Presence SIMPLE v1.1, Open Mobile Alliance™, http://www.openmobilealliance.org/

	[ETS-PRS]
	Enabler Test Specification for Presence-SIMPLE v1.1 (Interoperability), Open Mobile Alliance™, http://www.openmobilealliance.org/

	[ETS-PRS-XDM]
	Enabler Test Specification for Presence-XDM v1.1 (Interoperability), Open Mobile Alliance™, http://www.openmobilealliance.org/

	[ETS-RLS-XDM]
	Enabler Test Specification for RLS-XDM v1.1 (Interoperability), Open Mobile Alliance™, http://www.openmobilealliance.org/

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.5, Open Mobile Alliance™, OMA-IOP-Process-V1_3, URL:http://www.openmobilealliance.org/

	[PRES]
	“Presence SIMPLE Specification”, Version 1.1, Open Mobile Alliance™,  OMA-TS-Presence_SIMPLE-V1_1, http://www.openmobilealliance.org/

	[PRES-XDM]
	“Presence XDM Specification”, Version 1.1, Open Mobile Alliance™,  OMA-TS-Presence_SIMPLE_XDM-V1_1, http://www.openmobilealliance.org/

	[RSL-XDM]
	“Resource List Server XDM Specification”, Version 1.1, Open Mobile Alliance™, OMA-TS-Presence_SIMPLE_RLS_XDM-V1_1, http://www.openmobilealliance.org/ 


3. Terminology and Conventions

3.1 Conventions

This is an informative document, which is not intended to provide testable requirements to implementations.

3.2 Definitions

3.3 Abbreviations

	EICS
	Enabler Implementation Conformance Statement

	OMA
	Open Mobile Alliance

	PR
	Problem Report

	RLS
	Resource List Server

	SIMPLE
	SIP Instant Message and Presence Leveraging  Extensions

	SIP
	Session Initiation Protocol

	URI
	Uniform Resource Identifier

	XDM
	XML Document Management


4. Summary
Presence 1.1 Enabler is a slight evolution of its predecessor Presence 1.0 enabler with an only change that can be summarized as that subscription to XML Document changes is not supported by XDM 1.1 so this is feature is not applicable anymore for Presence 1.1. Further information and justification of this functional change and the associated changes to the testing requirements can be found in [ETR-PRS-1.1] and [ETRRR-PRS-1.1].

Moreover, the stability and maturity of the Presence SIMPLE 1.0 Enabler has been extensively tested in a few Test Fest events. The test results and statistics can be found in the TestFest Enabler Test Reports are in the OMA website: www.openmobilealliance.org.

Based on this reasons, the OMA IOP-MEC recommends approval of the Presence-SIMPLE v1.1 enabler.
5. Testing of Presence SIMPLE v1.1
5.1 Documentation

This chapter lists the details of the enabler and any documentation, tools or test suites used to prove the enabler.

	Enabler:
	Presence-SIMPLE v1.1

	Process:
	OMA Interoperability Policy and Process [IOPPROC]

	Type of Testing
	Interoperability Testing

	Implementations tested:
	Clients and Servers

	Validation Plan:
	Not applicable

	Test Specification:
	Presence-SIMPLE Enabler Test Specification [ETS-PRS]
Presence XDM Enabler Test Specification [ETS-PRS-XDM]

RLS XDM Enabler Test Specification [ETS-XDM-RLS]

	Test Tool:
	None

	Test Code:
	None

	# of TestFests:
	0

	# of Bilateral Test sessions:
	0


Table 1: Test Documentation

5.2 Test Case Statistics

This chapter usually lists the statistics for all test cases included in [ETS]. However, as no testing has been conducted for this enabler (see Section 4. Summary) this chapter does not include any result from Test Fests.
The following status is used in the tables below:

· Runs (R): Used to indicate the total number of times the test case have been run (R = P + F + I).
· Pass (P): Used to indicate how many times the test case have been run and successfully passed.

· Fail (F): Used to indicate how many times the test cases have been run and failed (used when the failure reason is known).

· Inconclusive (I): Used to indicate how many times the test cases have been run and did not pass due to other nature than conclusive implementation or specification failure (e.g.: the failure reason cannot be clearly determined).

· Not Applicable (N/A): Used to indicate how many times the test cases have not be run due to lack of support for the required functionality to run this test case by one or more involved implementations.

· Out of Time (O): Used to indicate how many times the test cases have not been run due to lack of time.

· Problem Report (PR): Used to indicate how many PRs have been issued for the test case.

· Note: Used to indicate the cause of the Inconclusive or Failed results.

	Test Case Id
	Description
	Test Counts
	PR
	Note

	
	
	R
	P
	F
	I
	N/A
	O
	
	

	Presence-1.1-int-0100
	Verify that presence information published by an UE will be received by another UE, which subscribes for that information. 
	
	
	
	
	
	
	
	

	Presence-1.1-int-0101
	Verify that presence information modified by an UE will be displayed accordingly in another UE, which subscribes for that information.
	
	
	
	
	
	
	
	

	Presence-1.1-int-0102
	Verify that presence publications terminated by an UE will be displayed in another UE.
	
	
	
	
	
	
	
	

	Presence-1.1-int-0104
	An UE, acting as a Watcher terminates its subscriptions, and another UE, the presence source, updates the presence information.
	
	
	
	
	
	
	
	

	Presence-1.1-int-0105
	Verify that Presence Server keeps sending presence information to a UE, acting as a watcher, after subscription refresh.
	
	
	
	
	
	
	
	

	Presence-1.1-int-0106
	Verify that presence information modified by an UE via partial publication will be displayed accordingly in another UE, which subscribes for that information.
	
	
	
	
	
	
	
	

	Presence-1.1-int-0107
	Verify that a Presence Server can store and manage presence information coming from multiple UEs, acting as Presence Sources and related to several Users, and correctly notify one UE, acting as a Watcher the presence information.
	
	
	
	
	
	
	
	

	Presence-1.1-int-0108
	Verify that presence information modified by an UE will be displayed accordingly in another UE, which subscribes via partial subscription to that information.
	
	
	
	
	
	
	
	

	Presence-1.1-int-0109
	Verify that a User is able to define policies so that different presence information can be sent to different Users, acting as Watchers.
	
	
	
	
	
	
	
	

	Presence-1.1-int-0110
	Verify that a User is able to define policies so that the same presence information elements but with different can be sent to different Users, acting as Watchers.
	
	
	
	
	
	
	
	

	Presence-1.1-int-0111
	Verify that a Presence Server supports the combination of different presence information elements of a particular User coming from different UEs, acting as presence sources.
	
	
	
	
	
	
	
	

	Presence-1.1-int-0120
	Verify that a UE successfully publishes and retrieves presence information by polling.
	
	
	
	
	
	
	
	

	Presence-1.1-int-0121
	Verify that a User is able to define policies so that defined presence information can be sent to an anonymous User, acting as a Watcher.
	
	
	
	
	
	
	
	

	Presence-1.1-int-0122
	Verify that a User is able to define policies so that defined presence information can be sent to unspecified Users (not known in the Presence Rules document), acting as Watchers.
	
	
	
	
	
	
	
	

	Presence-1.1-int-0123
	Verify that a Presence Server can handle the Presence Rules document for groups of watchers stored in the Shared XDMS.
	
	
	
	
	
	
	
	

	Presence-1.1-int-0124
	Verify that a Presence Server can handle changes for the Presence Rules document for Watchers (individual Watchers or groups) stored in the Shared XDMS.
	
	
	
	
	
	
	
	

	Presence-1.1-int-0130
	Verify that User1 successfully publishes presence information.
User2 will not be able to Subscribe to the presence information when blocked by User1.
	
	
	
	
	
	
	
	

	Presence-1.1-int-0140
	Verify that User1 successfully publishes presence information.
User2 will not be able to Subscribe to the presence information when blocked by User1.
	
	
	
	
	
	
	
	

	Presence-1.1-int-0141
	Verify that a UE, acting as a Watcher, can subscribe using notification filtering and that the Presence Server applies filtering and notifies the correct information.
	
	
	
	
	
	
	
	

	Presence-1.1-int-0142
	Verify that a UE, acting as a Watcher, can subscribe using event notification filtering and that the Presence Server applies filtering and notifies the correct information whenever the filter is triggered.
	
	
	
	
	
	
	
	

	Presence-1.1-int-0143
	Verify that a watcher is notified of a specified subset of the presence information of a presentity, if the watcher falls into a group that the presentity decides to reveal a subset of his/her presence information to.
	
	
	
	
	
	
	
	

	Presence-1.1-int-0144
	Verify that a presentity can authorize a group of watchers to subscribe to his/her presence information when the request from that watcher arrives (Reactive Authorization).
	
	
	
	
	
	
	
	

	Presence-1.1-int-0145
	Verify that presence information with non-OMA elements published by an UE will be handled correctly by another UE, which subscribes for that information.
	
	
	
	
	
	
	
	

	Presence-1.1-int-0150
	Verify that an RLS can handle subscriptions to resource lists and distribute notifications including presence information to the Watcher.
	
	
	
	
	
	
	
	

	Presence-1.1-int-0151
	Verify that an RLS can handle subscriptions to resource lists and distribute notifications including presence information to the Watcher.
	
	
	
	
	
	
	
	

	Presence-1.1-int-0152
	Verify that an RLS can handle subscriptions to resource lists pointing to groups in the Shared XDMS, and distribute notifications including presence information to the Watcher.
	
	
	
	
	
	
	
	

	Presence-1.1-int-0153
	Verify that an RLS can handle subscriptions to resource lists pointing to groups in the Shared XDMS and distribute notifications including presence information to the Watcher.
	
	
	
	
	
	
	
	

	Presence-1.1-int-0160
	Verify that a UE, acting as a Watcher, can subscribe using event notification filtering to a resource list and that the Resource List Server applies filtering and notifies the correct information whenever the filter is triggered.
	
	
	
	
	
	
	
	

	Presence-1.1-int-0200
	Verify that a UE successfully Subscribes to Watcher Information
	
	
	
	
	
	
	
	

	Presence-1.1-int-0210
	Verify that UE successfully publishes and receives presence information after reactive authorization.
	
	
	
	
	
	
	
	

	Presence-1.1-int-0211
	Verify that a Watcher Information Subscriber can receive notifications whenever one of the subscription to his/her Presence Information expires.
	
	
	
	
	
	
	
	

	Presence-XDM-1.1-int-0100
	Verify that UE can be successfully authenticated by the Aggregation Proxy when retrieving documents over the XCAP interface.
	
	
	
	
	
	
	
	

	Presence-XDM-1.1-int-0150
	Verify that the Aggregation Proxy rejects too many failed authentication attempts by the UE.
	
	
	
	
	
	
	
	

	Presence-XDM-1.1-int-0200
	Verify that the user can create and retrieve an XML document from the Presence XDMS.
	
	
	
	
	
	
	
	

	Presence-XDM-1.1-int-0201
	Verify that the user can retrieve an XML document from the Presence XDMS.
	
	
	
	
	
	
	
	

	Presence-XDM-1.1-int-0202
	Verify that the UE can create and retrieve XML elements from the Presence XDMS.
	
	
	
	
	
	
	
	

	Presence-XDM-1.1-int-0203
	Verify that the UE can modify and retrieve XML elements and documents from the Presence XDMS.
	
	
	
	
	
	
	
	

	Presence-XDM-1.1-int-0204
	Verify that the UE can delete XML elements from the Presence XDMS.
	
	
	
	
	
	
	
	

	Presence-XDM-1.1-int-0205
	Verify that the UE can delete an XML document  from the Presence XDMS.
	
	
	
	
	
	
	
	

	RLS-XDM-1.1-int-0100
	Verify that UE can be successfully authenticated by the Aggregation Proxy when retrieving documents over the XCAP interface.
	
	
	
	
	
	
	
	

	RLS-XDM-1.1-int-0150
	Verify that the Aggregation Proxy rejects too many failed authentication attempts by the UE.
	
	
	
	
	
	
	
	

	RLS-XDM-1.1-int-0200
	Verify that the user can create and retrieve an XML document from the RLS XDMS.
	
	
	
	
	
	
	
	

	RLS-XDM-1.1-int-0201
	Verify that the user can retrieve an XML document from the RLS XDMS.
	
	
	
	
	
	
	
	

	RLS-XDM-1.1-int-0202
	Verify that the UE can create and retrieve XML elements from the RLS XDMS.
	
	
	
	
	
	
	
	

	RLS-XDM-1.1-int-0203
	Verify that the UE can modify and retrieve XML elements and documents from the RLS XDMS.
	
	
	
	
	
	
	
	

	RLS-XDM-1.1-int-0204
	Verify that the UE can delete XML elements from the RLS XDMS.
	
	
	
	
	
	
	
	

	RLS-XDM-1.1-int-0205
	Verify that the UE can delete an XML document  from the RLS XDMS.
	
	
	
	
	
	
	
	


Table 2: Test Case Statistics

5.3 Test Evidence

As previously discussed, Presence SIMPLE 1.1 is an enabler tightly related with its predecessor Presence SIMPLE 1.0: 

· Presence SIMPLE v1.1 only removes functionality (subscription to XML document changes) from the specified in the Presence 1.0 enabler. See [ETR-PRS-v1.1] and [ETRRR-PRS-v1.1].

Moreover, the stability and maturity of Presence SIMPLE v1.0 has been extensively tested in a number of Test Fest events (test results and statistics can be found in the TestFest Enabler Test Reports are in the OMA website) and it is already moved to Approved status.

So, no more test evidence is considered needed for Presence SIMPLE v1.1 Enabler.

5.4 PRS V1.1 PR Status

No Problem Reports for PRS V1.1 have been raised.

Appendix A. Change History
(Informative)

A.1 Approved Version History

	Reference
	Date
	Description

	n/a
	n/a
	No prior version

	
	
	


A.2 Draft/Candidate Version <current version> History

	Document Identifier
	Date
	Sections
	Description

	OMA-IOP_RPT-Presence-SIMPLE-V1_1-20080122-D
	22 Jan 2008
	All
	First draft
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