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1. Scope

This document details the Validation plan for the SIMPLE IM 1.0 Enabler Release.  The successful accomplishment of the validation activities will be required for the Enabler to be considered for Approved status. 

The validation plan for the SIMPLE IM 1.0 Enabler Release specifications is based on testing expectations in the Enabler Test Requirements (ETR).  While the specific test activities to be performed are described in the Enabler Test Specification (ETS) the test environment is described in this plan.  This test environment details infrastructure, operational and participation requirements identified for the needed testing activities.

The list of specifications, defining the scope of SIMPLE IM1.0, as stated in [ERELD] is according to the following:

· SIMPLE IM Requirements V1.0 [SIMPLE/IM-RD]

· SIMPLE IM Architecture V1.0 [SIMPLE/IM-AD]

· SIMPLE IM Specification V1.0 [SIMPLE/IM-TS]

1.1 Assumptions

None

1.2 Exclusions

None

2. References

2.1 Normative References

	[3GPP_TS26141]
	“IP Multimedia System (IMS) Messaging and Presence; Media formats and codecs”, TS 26.141, V6.1.0 (2005-03), URL: http://www.3gpp.org/ 


	[ERELD]
	“Enabler Release Document for IM SIMPLE”, Version 1.0, Open Mobile Alliance™,
OMA-ERELD-SIMPLE_IM-V1_0, URL: http://www.openmobilealliance.org/ 

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.3, Open Mobile Alliance™, 
OMA-ORG-IOP_Process-V1_3, URL: http://www.openmobilealliance.org/ 

	[OMA_IM_AD]
	“Instant Messaging using SIMPLE Architecture”, Version 1.0, Open Mobile Alliance™, 
OMA-AD-SIMPLE_IM-V1_0, URL: http://www.openmobilealliance.org/  

	[OMA_IM_RD]
	“Instant Messaging Requirements”, Version 1.0, Open Mobile Alliance™, OMA-RD-IM-V1_0,
URL: http://www.openmobilealliance.org/  

	[OMA_IM_TS]
	“Instant Messaging using SIMPLE”, Version 1.0, Open Mobile Alliance™, 
OMA-TS-SIMPLE_IM-V1_0, URL: http://www.openmobilealliance.org/  

	[OMA_IM_XDM]
	“IM XDM Specification”, Version 1.0, Open Mobile Alliance™, OMA-TS-IM_XDM-V1_0, 
URL: http://www.openmobilealliance.org/  

	[OMA_IM_XDM_
Schema]
	“XDM - IM Conversation History and Deferred Message Metadata”, Version 1.0, 
Open Mobile Alliance™, OMA-SUP-XSD_xdm_hist_and_def_metadata-V1_0, 
URL: http://www.openmobilealliance.org/  

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, 
URL: http://www.ietf.org/rfc/rfc2119.txt 


2.2 Informative References

	[SIMPLE/IM ETS-v1.0]
	“Enabler Test Specification for Instant Messaging using SIMPLE V1.0”, Open Mobile Alliance™, OMA-ETS-SIMPLE_IM_INT-V1_0-20080415-D, http://www.openmobilealliance.org/


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	Access control
	Procedures for controlling incoming or outgoing requests to an entity.

For IM System, the IM Server controls the access according to pre-defined access policy rules.

For the IM User, the User defines/modifies the Access Lists to be enforced by the IM Server for controlling other user’s access to the served IM user.

	Access Policy
	Rules defined for the Access Control purposes. E.g., User defined rules for describing who is allowed to contact him/her using the IM Service.

	Ad-hoc Group Session 
	An IM session for multiple users that does not involve the use of predefined groups. The list of users for the Ad hoc Group Session is created dynamically and is disbanded after the Ad hoc Group session ends. 

	Authenticated Originator's IM Address
	The Authenticated Originator's IM Address is the IM Address of the originating IM Client that has been authenticated by the SIP/IP Core. E.g. the P-Asserted Identity.

	Availability for IM
	Indicates whether the IM User is able to join IM Communication e.g. the user is registered. See [OMA-Pres-RD]

	Chat Alias
	A name defined by a user to describe his preferred identity in a chat room. A Chat Alias serves as a temporary, routable identity of an IM User who wants to keep his real identity anonymous from other IM participants in a chat room, and MUST be unique in a particular chat room. Chat alias consist of two parts, Display name part and a URL part. The Display Name part may be temporarily modified by the IM Server to ensure that the Chat Alias is unique within a chat session.

	Conference
	A multi-party conversation with a central point of control, also called a chat session in SIMPLE IM.

	Conference-factory-URI
	A Conference-factory-URI for IM service is a provisioned SIP URI that identifies the Conference Server in the Home Network.

	Conference focus
	A central element in the ‘Controlling IM Function’ that maintains direct relationship with each participant by means of a SIP dialog. Each dialog can belong to a different SIP session i.e. Maintains the SIP dialogue in the IM conference session.

	Contact
	An address (expressed as a SIP URI) at which a user can be reached. This is generally dynamically associated with an address-of-record using a SIP REGISTER request. Defined in [RFC3261].

	Controlling IM Function
	The Controlling IM Function provides centralized IM session handling which includes MSRP Media distribution between conference participants, participants information, and executes conference control policies i.e acts as a IM conference server. For pager mode messages (e.g. SIP MESSAGEs), the controlling IM function acts as a message exploder.

	Controlling IM Server
	A SIP application server responsible for IM Service functionality in the network side. Function of the Controlling IM Server relates to group communication, e.g., acting as a conference focus in an IM Session.

	Conversation
	An ordered exchange of immediate messages in the context of a session between users.

	Conversation History
	A record of a user’s IM communication during all modes of operation (Pager, Large message, and Session modes). The Conversation History includes both the messages exchanged as well as supplementary descriptive information (e.g., topics and time of communication).

	Conversation History Function
	Conversation History Function provides the capabilities to manage storage, retrieval and manipulation (e.g., delete, rename) of conversation histories including obtaining descriptive information about conversations.

	Deferred Message
	If an intended recipient of an IM pager-mode or large mode message communication is not available, either due to the recipient’s Inbox settings or the recipient being IM offline, the message is stored in the IM Server for later delivery. I.e. the IM becomes deferred message.

	Event Package
	A specification for a set of events to be used with subscription and notification. The event package defines the semantics of the notification message body and of subscriptions to that event. Event packages are defined in [RFC3265].

	File Transfer
	A one-way transfer of data between entities in real-time fashion. The Session ends when the data has been transferred.

	Group
	A group is a nested collection of addresses or identifiers such as an address or record called as Group Members, and other information related to the group.  A group is identified by a single address called Group Identity.  

	Group Advertisement
	A message advertising a Group to Users. A Group Advertisement typically informs Users about a new Group and contains information about how to get access to the Group. The IM enabler uses the extended group advertisement as specified in [Group-XDM-Specification] for group advertisment messages

	(Group) Member
	An entity belonging to a Group according to the group definition.

	Group Session
	A session at which two or more users participate.

	History
	Stored conversation, which may also be called conversation history. There are two types of data related to the history: metadata and the actual conversation.

	Home Network
	Network comprising of the SIP/IP core and the IM Server of the local IM Client.

	IM Address
	An IM Address identifies an IM User. The IM Address can be used by one IM User to request communication with other IM Users.

	IM Client
	An IM Service endpoint.

	IM Server
	A network entity that provides messaging service.

	IM Service
	The instant message offering presented by a service provider that utilizes the IM Enabler and potentially other enablers.

	IM Session
	Exchange of near real-time messages where the senders and receivers join together for a period of time (session). The session is established at some moment in time, continues for a finite duration and then is dissolved. Messages exchanged are associated together in the context of this session.

	IM Session Identity
	SIP URI received by the IM Client during the IM Session establishment in the Contact header. SIP URI, which identifies the IM Session, and which can be used for routing initial SIP requests. It is received by the IM Client during the IM Session establishment in the Contact header.

	Instant Message (IM)
	A message delivered to a user in an instant, interactive manner. Generally short, even brief. Instant Messages are often called IMs. IMs are often exchanged back-and-forth between users in a conversational fashion. Defined in [RFC2778]. 

In other words, a type of messaging service by which the sender expects immediate message delivery in (near) real time fashion. 

	Invited IM User
	An IM User receiving invitation or has been invited to an IM Session.

	Inviting IM Client
	An IM Client either initiating or triggering initiation of the IM Session.

	Joining IM Client
	An IM Client joining in a Group Session.

	Large Message Mode
	This mode is used to send a single large instant message using MSRP. Since MSRP is used, a SIP session must be established, but it is torn down after the single message is transmitted.

	MSRP Switch
	A media level entity that receives MSRP messages and delivers them to the other conference participants 

	Media Parameter
	Data provided in SDP to describe preferred or used media settings for an IM Session and large message mode. 

	Multimedia Encapsulation
	Also called MIME. A formatting technique for rich messages originally used for email, but now used for HTTP and many other things. MIME allows serializing one or more message elements into a simple text stream.  The message elements may be text, pictures, and many other types of data, or external references using a URI to an element actually stored elsewhere such as a web page.

	Notification
	A message, delivered in response to a subscription, which delivers information about an associated event in the format defined by the relevant event package. Defined in [RFC3265].

	One-to-One IM Session
	One user communicates with a single user. It includes Peer-to-Peer, and Ad hoc Group Session with only two participants.

	Originating participating function
	The Participating IM function that performs the IM Session handling  in the network of the originating client.

	Pager Mode Message
	A small size, one-shot message from an IM User to other IM User(s). SIP MESSAGE is used for carrying the message.

	Participant
	An entity participating in a Group Session.

	Participating IM Function
	The Participating IM Function provides IM Session handling and policy enforcement for incoming and outgoining IM Sessions (i.e.offers IM access and service policies ), and may provide the media convey function between IM Client and the Controlling IM Function.

	Pre-defined Group
	A Group whose members are permanently stored in XDMS before the actual group communication starts. The IM Server creates the IM Group Session according to the definition in the group, e.g., when the creator of the group definition joins in, the IM Server may invite other users to the IM Group Session.

	Presence
	Information about the status and reachability of a specific individual, usually a person. See "Presentity". Defined in [RFC2778].

	Presence Server (PS)
	A node/application server (or set of nodes/application servers, in a clustering environment) that acts as an intermediate for the user to provide Presence information to other users and other users to subscribe or get Presence information of a certain user, i.e. Presentity.

	(Presence) Tuple
	A data model element of Presence information containing service specific information; e.g. status and communications means for a given Presentity.

	Presentity
	A distinguished entity or resource for which presence information may be available. A presentity is most commonly a reference for a person.

	Proxy
	A SIP node that forwards messages according to the proxy rules defined in [RFC3261]. SIP requests made by nodes using SIMPLE are processed by proxies just like any other SIP request would be.

	Public Conference 
	A Pre-defined Group that is uniquely identified by a URI. A Public conference is usually hosted by a Service Provider which creates, maintains and manipulates the conferencing features.

	Registrar
	A SIP server node that receives and responds to SIP REGISTER messages. A registrar is generally associated with an administrative domain and may be associated with a presence server. The purpose of the registrar is to store the association of a "contact with presentity". This association may also be called a "binding". Defined in [RFC3261].

	Service Setting
	User and/or IM Client provided settings for the IM Service execution. User and/or IM Client may e.g. activate barring of SIP requests or activate storing of History.

	Session based messaging
	A type of IMS Messaging service by which the sender expects immediate message delivery in (near) real time fashion. In addition the sender(s) and the receiver(s) have to join to a messaging session e.g. chat room, before message exchange can take place [3GPP TS 22.340].

	SIMPLE
	A methodology and set of extensions to SIP supporting the Instant Messaging requirements defined by IETF.

	SIP Session
	A SIP Session is a SIP dialog. From [RFC 3261], a SIP dialog is defined as follows: A dialog is a peer-to-peer SIP relationship between two UAs that persists for some time. A dialog is established by SIP

messages, such as a 2xx response to an INVITE request. 

	Subscription
	A persistent relation between a subscriber and an event source (often a presence server for a presentity) by which the subscriber requests notifications of a specific even for a set duration. Defined in [RFC3265].

	System
	Assembly of entities comprising a whole with each and every element interacting or related to one another.

	System Message
	A special type of message sent by the IM Server for different purposes (e.g. advice of charge, service notifications, advertisements, instructions, etc). System Messages MAY contain a list of possible options and require actions or response from the user.

	Terminating participating function
	The Participating IM function that performs the IM Session handling  in the network of the terminating client.

	URI-list
	A list of URIs issued by an IM Client to IM Server for exploding a SIP request to URIs contained in the list. The IM Client uses a URI-list for either creating an Ad-hoc Group Session or exploding a one-shot message to multiple recipients. The IM Server takes care of sending individual requests to URIs.

	User
	A human using the described features through a terminal device.

	User equipment
	User equipment is a hardware device (e.g. phone) with IM software used by users.

	User Profile
	User related data stored in XDMS.

	Visibility
	Service setting, indicating whether the IM User wants to be visible (e.g. presence status shown as “available for IM”) to other IM users. This allows an IM user to remain invisible to other IM users, even when registered to the IM service.

	Watcher
	A node/Application Server that requests presence information for a particular presentity. 

	Willingness for IM
	Indicates whether the IM User is currently willing to accept new incoming IM request. See [OMA-Pres-RD]


3.3 Abbreviations

	AD
	Architecture Document

	B2BUA
	Back to Back User Agent

	HTTP
	Hyper Text Transfer Protocol

	IETF
	Internet Engineering Task Force

	IM
	Instant / Immediate Messaging

	IMS
	IP Multimedia Subsystem

	IP
	Internet Protocol

	MIME
	Multipurpose Internet Mail Extension 

	MMD
	Multi Media Domain

	MSRP
	Message Session Relay Protocol

	OMA
	Open Mobile Alliance

	PoC
	Push to talk over Cellular

	PS
	Presence Server

	RFC
	Request for Comments

	SDP
	Session Description Protocol

	SIMPLE
	SIP Instant Message and Presence Leveraging  Extensions

	SIP
	Session Initiation Protocol

	UE
	User Equipment

	URI
	Uniform Resource Identifier

	URL
	Uniform Resource Locator

	XCAP
	Extensible mark-up language (XML) Configuration Access Protocol

	XDMS
	XML Document Management Server

	XML
	Extensible Mark-up Language


4. Enabler Validation Description

It is intended that Test Fests will be the primary validation method for OMA SIMPLE IM1.0. Please refer to section ‎5 for further information.

5. TestFest Activities

5.1 Enabler Test Guidelines

A full description of SIMPLE IM 1.0 can be found in [SIMPLE/IM-ERELD] and related specifications.

Instant Messaging (IM) is a form of 2-way communications that allows users to exchange information with others in an interactive nature, i.e., users exchange messages in near real time to engage in conversations. This requires low latency in the delivery of messages. Typically, text messages are exchanged but this enabler supports content types beyond text. Communication can be in one-to-one or one-to-many configurations, meaning that the messaging can be between two individuals or within a group where everyone in the group can see what everyone else is sending. There is no need to maintain any type of floor control since messages are posted to the individual (or group) in the order they are received, and can be read as needed

5.1.1 Minimal Test Configuration

The minimal (hardware and software) configuration for testing SIMPLE IM1.0 is:

· Two or more Clients from at least two different Vendors and one Server from yet a different Vendor.

5.1.2 Minimal Participation Guidelines

Minimum Client Participants: TBD
Minimum Server Participants: TBD
5.1.3 Optimal TestFest Achievement Guidelines

The ETS Test Cases listed below represent a subset of all the Test Cases for the Enabler that it is thought can be executed in a test session at an OMA Test Fest. This list is intended to facilitate maximum test coverage of the functionality of the enabler within a test session. It is not intended to be the only tests executed at a Test Fest, and teams are encouraged to execute more tests if they are able to do in the time allowed.
The list includes: 

	Test Case ID
	Test Case Title

	SIMPLE/IM-1.0-int-01xx
	Establishing One to One IM Session

	SIMPLE/IM-1.0-int-01xx
	IM Ad-hoc Conference

	SIMPLE/IM-1.0-int-01xx
	Pre-Defined IM Conference

	SIMPLE/IM-1.0-int-01xx
	Joining a chat room

	SIMPLE/IM-1.0-int-01xx
	Sending Private message

	SIMPLE/IM-1.0-int-01xx
	Adding Users to an IM Conference session

	SIMPLE/IM-1.0-int-01xx
	Extending One-to-One to One-to-Many

	SIMPLE/IM-1.0-int-01xx
	Expelling a User from a Session

	SIMPLE/IM-1.0-int-01xx
	Sending a Page Mode Message to a User

	SIMPLE/IM-1.0-int-01xx
	Sending a Page Mode Message to a Group

	SIMPLE/IM-1.0-int-01xx
	Sending a Page Mode Message to Multiple Users

	SIMPLE/IM-1.0-int-01xx
	IM Server Sending a System Message

	SIMPLE/IM-1.0-int-01xx
	Sending Large Message to One User

	SIMPLE/IM-1.0-int-01xx
	Sending a Large Message to a Group

	SIMPLE/IM-1.0-int-01xx
	Sending a Large Message to an Ad-hoc Group

	SIMPLE/IM-1.0-int-01xx
	IM Client Large Message Release

	SIMPLE/IM-1.0-int-01xx
	Retrieving Deferred Message Metadata

	SIMPLE/IM-1.0-int-01xx
	Deferred Messages Pushed to an IM Client

	SIMPLE/IM-1.0-int-01xx
	IM Client Retrieves Deferred Messages

	SIMPLE/IM-1.0-int-01xx
	Deleting Deferred Messages

	SIMPLE/IM-1.0-int-01xx
	Storing Deferred Messages


5.2 Enabler Test Requirements

Testing requirements for SIMPLE IM are specified in [SIMPLE/IM-ETR].
The testing assertions shall reflect all possible high-level functionality of the mentioned areas, both in a normal and error flow.

5.2.1 Test Infrastructure Requirements

To prove interoperability of implementations it is essential to conduct the testing in an end-to-end environment. The environment has to be configured to allow clients under test easy access to the servers under test. The requirements on the testing environment are itemized as follows: 
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Figure 2 - SIMPLE IM Testing Infrastructure
5.2.2 Enabler Execution Flow

SIMPLE IM interoperability testing is limited to high-level functionality testing of SIMPLE IM client and SIMPLE IM Server implementations.  The testing shall cover:

· Client/server protocols (SIP SIMPLE protocol)

The following sub-sections detail the principle execution flows covered by the interoperability tests of OMA SIMPLE IM1.0. These flows demonstrate the interactions between a client and a server.


[image: image3]
Figure 3 – Really cool diagram showing IM flows
5.2.3 Test Content Requirements

It is recommended that Content for the file transfer test cases is available, for example:

· image/gif

· image/jpeg

· image/bmp

5.2.4 Test Limitations
5.2.4.1 Physical

None

5.2.4.2 Resources

None
5.2.5 Test Restrictions

The SIMPLE IM IOP testing can be done at the following locations:
· OMA TestFest (http://www.openmobilealliance.org/tf/index.asp)
· Bilateral testing by contracted companies: results should be reported back to OMA IOP
5.2.6 Test Tools

. None
5.2.6.1 Existing Tools to be Used

None.

5.2.6.2 Test Tool Requirements

None.
5.2.7 Resources Required

It is required that there is at least one dedicated human tester onsite at a Test Fest for each implementation tested. 

Server teams may be asked to test multiple client implementations during a single test session but only if the server test team has a tester assigned to each client implementation. 

Typically one tester per implementation is sufficient for mature implementations. However be aware that interoperability test cases defined for OMA SIMPLE IM1.0 are extensive and to complete all test cases in a single test session is only possible if all test cases run without any problems. Therefore, early implementations are recommended to assign at least two engineers for each implementation under test. This allows one engineer to run tests while another is investigating the cause of any problems.

5.3 Tests to be Performed

The following sections describe the tests related to the formal Test Fest validation activities. 

5.3.1 Entry Criteria for TestFest

The following tests need to be performed and passed by implementations by members wishing to participate in the TestFest.  This ensures minimal requisite capability of the implementations.  The tests are defined in the ETS [SIMPLE/IM ETS-v1.0] and any special comments are noted. 

Note: TBD for Prototype

	Test Case Id
	Special Conditions

	
	

	
	

	
	

	
	

	
	


Table 1: Mandatory IOP Test Cases
5.4 Enabler Test Reporting
5.4.1 Problem Reporting Requirements

Normal Reporting, no special reporting required. 

5.4.2 Enabler Test Requirements

Normal Reporting, no special reporting required. 

6. Alternative Validation Activities

There is no need for alternative validation activities for OMA SIMPLE IM1.0. Additionally bi-lateral testing might be specified later.
6.1 Bilateral Testing
Bi-lateral testing organized by any mutually agreed companies can be an alternative to validate the SIMPLE IM1.0 enabler. During bilateral testing, all the test requirements must be compliant with 5.2 in this document. Also, all of the test cases described in 5.1.3 and 5.3.2 must be supported. All the reports required for Test Fests must be submitted to the OMA Trusted Zone.
7. Approval Criteria

The SIMPLE IM 1.0 Enabler can be put in the Approved state when:
· The Enabler has been tested successfully at 2 Test Fests or

· There has been at least 2 successful bi-lateral test sessions that have reported results and any issues to OMA. 
· No open PRs exist.

Appendix A. TBD
Appendix B. TBD
Appendix C. TBD
Appendix D. Change History
(Informative)

D.1 Approved Version History

	Reference
	Date
	Description

	n/a
	n/a
	No prior version –or- No previous version within OMA


D.2 Draft/Candidate Version 1.0 History

	Document Identifier
	Date
	Sections
	Description

	Draft Versions

OMA-EVP-SIMPLE IMV1_0
	24 Apr 2008
	All
	Initial draft
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