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1. Scope

This document describes in detail available test cases for Presence SIMPLE V 2.0 enabler (http://www.openmobilealliance.org).
The test cases are split in two categories, conformance and interoperability test cases.

The interoperability test cases are aimed to verify that implementations of the specifications work satisfactory.

If either conformance or interoperability tests do not exists at the creation of the test specification this part should be marked not available.
2. References

	[ERELD]
	“Enabler Release Document for Presence”, Open Mobile Alliance™, OMA-ERELD-SIMPLE-V2_0, URL:http://www.openmobilealliance.org/

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.5, Open Mobile Alliance™, OMA-IOP-Process-V1_5, URL:http://www.openmobilealliance.org/

	[OMA-Presence-XDM]
	“Presence XDM Specification”, Version 2.0, Open Mobile Alliance™, OMA-Presence_SIMPLE_XDM _Specification-V2_0, URL:http://www.openmobilealliance.org/

	[OMARDPRES]
	“Presence Requirements”, Version 2.0, Open Mobile Alliance™, OMA-RD_Presence_SIMPLE-V2_0, URL:http://www.openmobilealliance.org/

	[OMA-RLS-XDM]
	“Resource List Server (RLS) XDM Specification”, Version 2.0, Open Mobile Alliance™, OMA-Presence_SIMPLE_RLS_XDM _Specification-V2_0, URL:http://www.openmobilealliance.org/

	[OMATSPRES]
	“Presence SIMPLE Specification”, Version 2.0, Open Mobile Alliance™, OMA-TS-Presence_SIMPLE-V2_0,  URL:http://www.openmobilealliance.org/

	[OMAETRPRES]
	“Enabler Test Requirements for Presence SIMPLE”, Version 2.0, Open Mobile Alliance OMA-ETR-Presence_SIMPLE-V2_0-20080611-D,  URL:http://www.openmobilealliance.org/


2.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt


2.2 Informative References

	 [OMADICT]
	“Dictionary for OMA Specifications”, Version x.y, Open Mobile Alliance™,
OMA-ORG-Dictionary-V2_7_20080609, URL:http://www.openmobilealliance.org/

	[OMAADPRES]
	“Stage 2 - Presence using SIMPLE”, Version 2.0, Open Mobile Alliance™, OMA-AD-Presence_SIMPLE-V2_0, URL:http://www.openmobilealliance.org/


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope”, are normative, unless they are explicitly indicated to be informative.

The following numbering scheme is used:

xxx-y.z-int-number where:
xxx
Name of enabler, e.g. MMS or Browsing
y.z
Version of enabler release, e.g. 1.2 or 1.2.1
’int’
Indicating this test is a interoperability test case
number
Leap number for the test case
3.2 Definitions

	UE[N]
	A client terminal with assigned User[N], used for testing where N is an integer number (i.e. UE1, UE2, etc.).

	user
	A person using UE.

	User[N]
	A publisher/subscriber assigned to UE, where N is an integer number (i.e. User1, User2, etc.)


3.3 Abbreviations
	OMA
	Open Mobile Alliance

	PS
	Presence Server

	RD
	Requirements Document

	RLS
	Resource List Server

	SIP
	Session Initiation Protocol

	URI
	Universal Resource Identifier

	XCAP
	XML Configuration Access Protocol

	XDMC
	XML Document Management Client

	XDMS
	XML Document Management Server

	XML
	Extensible Mark-up Language


3.4 Testing Domains
This section is intended to describe the testing policies used throughout the document.

Below is shown a figure containing the main elements of a Presence 2.0 scenario.
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As shown on the above figure, Presence 2.0 architectural elements can be classified into three domains (represented by three different colors): 
· Presence 2.0 domain.

· XDM 2.0 domain

· Other domain (DM, SIP/IP)

The interoperability test cases included in this document are aimed to verify the specifications of elements belonging to Presence 2.0 and XDM 2.0 domains. Testing of elements from others domains like DM and/or SIP/IP is out of the scope of this document.
This document will contain test cases for XDM 2.0 elements wich are part of the Presence 2.0 architecture since, as stated by the OMA-ETS-XDM_INT-V2_0, “XDM cannot be tested stand-alone”.
3.5 Testing Assumptions

For all test cases throughout the document, the following assumptions are valid unless stated otherwise.  Therefore, these assumptions shall be seen as a part of the preconditions:

General:

· The UE will contain a Presence Source and/or a Watcher, and is able to communicate with a Presence Server, Resource List Server and Shared, Presence and RLS XDM Servers, Presence Content XDM Server and Watcher Agent. When necessary UE will also contain Watcher Information Subscriber and XDMC.
· The UE is able to show presence information.

· For all the Presence elements there are no restrictions of whether they have to be from the same or different vendors.

4. Introduction

The purpose of this document is to provide test cases for Presence SIMPLE V2.0 enabler.

The implementation of some features is optional for the Clients and/or the Servers in the Presence SIMPLE 2.0 Enabler.  The tests associated with these optional features are marked as "(Includes Optional Features)" in the test specification.

The following items on an overall level are needed to adequately test the Presence SIMPLE Enabler:

· Clients that contains Watcher, Watcher Information Suscriber and Presence Source logical components

· Clients with XDMC capabilities.

· Presence Server

· Shared XDMS´s, Presence XDMS and RLS XDMS with Aggregation Proxy

· Resource List Server

· Content Server

· Presence Content XDMS

· SIP/IP Core

· Watcher Agent

Detailed information will be included in the specific test case descriptions. 

The Presence SIMPLE Enabler tests are carried out using XCAP and SIP protocols. The transport protocols used are UDP, TCP and TLS.

5. Interoperability Test Cases from Presence SIMPLE 1.1
This section lists the test cases defined for interoperability testing of the Presence SIMPLE enabler in its version 1.1 and that are still applicable to version 2.0 due to the fact that those functionalities remain unchanged in Presence 2.0 but they still should be tested.

The following tables show references to the test cases that have already been tested for Presence SIMPLE V1.1 (according to [OMA-ETS-Presence_SIMPLE_INT-V1_1], [OMA-ETS-Presence_XDM_INT-V1_1] and [OMA-ETS-Presence_RLS_XDM_INT-V1_])
· Publication of Presence Information

	Test Case Presence V1.1 ID
	Test Case name
	Test Case Description

	Presence-1.1-int-0100
	Publication of Presence information
	Verify that presence information published by an UE will be received by another UE, which subscribes for that information. 

	Presence-1.1-int-0101
	Publication of Presence information, publish modification


	Verify that presence information modified by an UE will be displayed accordingly in another UE, which subscribes for that information. 

	Presence-1.1-int-0102
	Publication of Presence information, removal
	Verify that presence publications terminated by an UE will be displayed in another UE.

	Presence-1.1-int-0111
	Combining presence elements from different presence sources
	Verify that a Presence Server supports the combination of different presence information elements of a particular User coming from different UEs, acting as presence sources.

	Presence-1.1-int-0106
	Partial Publication of Presence information (Includes Optional Features)
	Verify that presence information modified by an UE via partial publication will be displayed accordingly in another UE, which subscribes for that information. 


· Subscription to Presence Information

	Test Case Presence V1.1 ID
	Test Case name
	Test Case Description

	Presence-1.1-int-0100
	Publication of Presence information
	Verify that presence information published by an UE will be received by another UE, which subscribes for that information. 

	Presence-1.1-int-0104
	Publication of Presence information, subscription removal
	An UE, acting as a Watcher terminates its subscriptions, and another UE, the presence source, updates the presence information.

	Presence-1.1-int-0105
	Publication of Presence information, subscription refresh
	Verify that Presence Server keeps sending presence information to a UE, acting as a watcher, after subscription refresh.

	Presence-1.1-int-0107
	Notification of Presence information from multiple Presentities
	Verify that a Presence Server can store and manage presence information coming from multiple UEs, acting as Presence Sources and related to several Users, and correctly notify one UE, acting as a Watcher the presence information.

	Presence-1.1-int-0108
	Partial Notification of Presence information (Includes Optional Features)
	Verify that presence information modified by an UE will be displayed accordingly in another UE, which subscribes via partial subscription to that information. 

	Presence-1.1-int-0109
	Distribution Policy (Presence Content Rules I)
	Verify that a User is able to define policies so that different presence information can be sent to different Users, acting as Watchers.

	Presence-1.1-int-0110
	Distribution Policy (Presence Content Rules II)
	Verify that a User is able to define policies so that the same presence information elements but with different can be sent to different Users, acting as Watchers.

	Presence-1.1-int-0120
	Publication of presence information, Subscription Poll Request
	Verify that a UE successfully publishes and retrieves presence information by polling.

	Presence-1.1-int-0121
	Anonymous Distribution Policy
	Verify that a User is able to define policies so that defined presence information can be sent to an anonymous User, acting as a Watcher.

	Presence-1.1-int-0122
	Default Policy
	Verify that a User is able to define policies so that defined presence information can be sent to unspecified Users (not known in the Presence Rules document), acting as Watchers.

	Presence-1.1-int-0130
	Publication of presence information, Watcher is blocked
	Verify that User1 successfully publishes presence information.
User2 will not be able to Subscribe to the presence information when blocked by User1.

	Presence-1.1-int-0140
	Publication of presence information, Watcher is politely blocked
	User2 will be able to Subscribe and receive notifications, but presence information will not be revealed, since the user is politely blocked.

	Presence-1.1-int-0143
	Notification of Only Authorized Presence Information is sent to Watchers (Includes Optional Features)
	Verify that a watcher is notified of a specified subset of the presence information of a presentity, if the watcher falls into a group that the presentity decides to reveal a subset of his/her presence information to.

	Presence-1.1-int-0145
	Publication of Presence information not supported by watcher
	Verify that presence information with non-OMA elements published by an UE will be handled correctly by another UE, which subscribes for that information. 

	Presence-1.1-int-0144
	Reactive Authorization for a specific group (Includes Optional Features)
	Verify that a presentity can authorize a group of watchers to subscribe to his/her presence information when the request from that watcher arrives (Reactive Authorization).

	Presence-1.1-int-0150
	Subscription to a resource list
	Verify that an RLS can handle subscriptions to resource lists and distribute notifications including presence information to the Watcher. 

	Presence-1.1-int-0151
	Adding a Presentity to an ongoing list subscription
	Verify that an RLS can handle subscriptions to resource lists and distribute notifications including presence information to the Watcher. 

	Presence-1.1-int-0152
	Subscription to shared lists
	Verify that an RLS can handle subscriptions to resource lists pointing to groups in the Shared XDMS, and distribute notifications including presence information to the Watcher. 

	Presence-1.1-int-0153
	Adding a Presentity to an ongoing shared list subscription
	Verify that an RLS can handle subscriptions to resource lists pointing to groups in the Shared XDMS and distribute notifications including presence information to the Watcher. 

	Presence-1.1-int-0141
	Notification Filtering (Includes Optional Features)
	Verify that a UE, acting as a Watcher, can subscribe using notification filtering and that the Presence Server applies filtering and notifies the correct information. 

	Presence-1.1-int-0142
	Event Notification Filtering (Includes Optional Features)
	Verify that a UE, acting as a Watcher, can subscribe using event notification filtering and that the Presence Server applies filtering and notifies the correct information whenever the filter is triggered. 

	Presence-1.1-int-0160
	RLS Event notification filtering (Includes Optional Features)
	Verify that a UE, acting as a Watcher, can subscribe using event notification filtering to a resource list and that the Resource List Server applies filtering and notifies the correct information whenever the filter is triggered. 


· Subscription to Watcher Information

	Test Case Presence V1.1 ID
	Test Case name
	Test Case Description

	Presence-1.1-int-0200
	Subscribe to Watcher Information
	Verify that a UE successfully Subscribes to Watcher Information 

	Presence-1.1-int-0210
	Publication of presence information, Watcher is pending
	Verify that UE successfully publishes and receives presence information after reactive authorization.

	Presence-1.1-int-0211
	Notification to Watcher Information Subscriber when a subscription to His/Her Presence Information Expires (Includes Optional features)
	Verify that a Watcher Information Subscriber can receive notifications whenever one of the subscription to his/her Presence Information expires. 


· XDM Operations
	Test Case Presence V1.1 ID
	Test Case name
	Test Case Description

	Presence-1.1-int-0123
	Authorization management for groups
	Verify that a Presence Server can handle the Presence Rules document for groups of watchers stored in the Shared XDMS. 

	Presence-1.1-int-0124
	Combining permissions on an ongoing subscription
	Verify that a Presence Server can handle changes for the Presence Rules document for Watchers (individual Watchers or groups) stored in the Shared XDMS. 

	Presence-XDM-1.1-int-0200
	Presence XDMS Document Creation,  Retrieval and Validation
	Verify that the user can create and retrieve an XML document from the Presence XDMS.

	Presence-XDM-1.1-int-0202
	Presence XDMS Element Creation, Retrieval and Validation
	Verify that the UE can create and retrieve XML elements from the Presence XDMS.

	Presence-XDM-1.1-int-0203
	Presence XDMS Document and Element Modification, Retrieval and Validation
	Verify that the UE can modify and retrieve XML elements and documents from the Presence XDMS.

	Presence-XDM-1.1-int-0204
	Presence XDMS Element Deletion, Retrieval and  Validation
	Verify that the UE can delete XML elements from the Presence XDMS.

	Presence-XDM-1.1-int-0205
	Presence XDMS Document Deletion, Retrieval and Validation
	Verify that the UE can delete an XML document  from the Presence XDMS.

	RLS-XDM-1.1-int-0200
	RLS XDMS Document Creation, Retrieval and Validation
	Verify that the user can create and retrieve an XML document from the RLS XDMS.

	RLS-XDM-1.1-int-0202
	RLS XDMS Element Creation, Retrieval and Validation
	Verify that the UE can create and retrieve XML elements from the RLS XDMS.

	RLS-XDM-1.1-int-0203
	RLS XDMS Document and Element Modification, Retrieval and Validation
	Verify that the UE can modify and retrieve XML elements and documents from the RLS XDMS.

	RLS-XDM-1.1-int-0204
	RLS XDMS Element Deletion, Retrieval and Validation
	Verify that the UE can delete XML elements from the RLS XDMS.

	RLS-XDM-1.1-int-0205
	RLS XDMS Document Deletion, Retrieval and Validation
	Verify that the UE can delete an XML document from the RLS XDMS.


6. Interoperability Test Cases for Presence SIMPLE 2.0

< Under this chapter the test cases should be grouped according to the ETR feature key grouping as specified in the ETR document for the Enabler. This is done for the ease of association of the test cases to the corresponding ETR requirements and the SCRs.>

<Test Cases should not address anything not explicitly mentioned in the Specifications or ETR. They should also not address any quality of service issues. The Pass/Fail verdict for a Test Case should be clearly specified and not be open to interpretation.>

<If there are no interoperability test cases available, please indicate with 'Not Available'>

<If information for a heading of the test case is not available, please indicate that with 'Not Available' in the appropriate row of a test case.>
<Section 6.1 shows examples on headings for one test case.  It should be replicated, as needed, for each test case. >
<If the test case tests one or more optional SCR Items, the title of the test case should have "(Includes Optional Features)" string appended to it. >
This chapter lists the interoperability test cases for Presence 2.0 that are designed to test the new features included in Presence 2.0 and not in any other previous version of the enabler.
6.1 Presence Information

6.1.1 PRES-2.0-int-000

	Test Case Id
	<xxx-y.z-int-number, e.g. IMPS-1.2-int-001>

	Test Object
	<Client and/or Server device under test>

	Test Case Description
	<Short description of the test case, e.g. To test delivery functionality.>

	Specification Reference
	<[REFERENCE EXAMPLE 1] Chapter x.> 

	SCR Reference
	<Reference to explicitly tested SCR items, e.g. xxx-C-001-M>
The SCR (s) listed in this section should directly apply to this test case's Test Object and to the ETR requirement(s) listed in the below ETR Reference section. Listing of the SCRs tested implicitly should be avoided.

	ETR Reference
	<Reference to the applicable ETR requirement (s), e.g. xxx-04>

The ETR requirement (s) listed in this section should directly apply to this test case's Test Object. 

	Tool
	<List any tool including version available for this test case, if any>

	Test code
	<List any code including version available for this test case, if any>

	Preconditions
	<List the preconditions needed to execute the test case, e.g.

· Equipment:

· 2 clients (A, B) / 1 server

· Functioning SAP with the 2 user accounts (A, B) existing on it 

· State:

· Both clients are logged in

· Both client and server support the same type of the delivery mechanism (Push or Notify/Get or both)

· Both clients and server support Delivery Report functionality

· Client A is capable of displaying a successful delivery report

· Continuation of / Can be tested at the same time as:

· IMPS-1.1-int-IMSE-001 – Verify that a message sent by one client is delivered to the other client

· Prerequisite for this test:

· IMPS-1.1-int-IMSE-001 – Verify that a message sent by one client is delivered to the other client >

	Test Procedure
	<Describe the procedure to execute the test case, e.g.

1. User sends MMS message with terminal A to terminal B. 

The message should be received in terminal B.

Any additional tips and tricks to the test procedure can also be added here >

	Pass-Criteria
	<Describe the criteria for passing the test case, e.g.

2. MMS is received in terminal B

MMS is readable>


Table 2: Test Information for <zzz> Interoperability Test
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