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1. Scope

This document provides the Enabler Implementation Conformance Statement (EICS) for Server implementations of XDM 2.0 Enabler Release.
Details of the Enabler Release package used to generate this document: OMA XML Document Management v2.0 Enabler.
2. References

2.1 Normative References

	 [OMASCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™. OMA-ORG-SCRRulesAndProcedures-V1_0. URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC4234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. October 2005, URL:http://www.ietf.org/rfc/rfc4234.txt

	[XDM_Core_SPEC]
	"XML Document Management (XDM) Specification", Open Mobile Alliance™, OMA-TS-XDM_Core-V2_0, URL:http://www.openmobilealliance.org/

	[XDM_Shared_Group_SPEC]
	"Shared Group XDM Specification", Open Mobile Alliance™, OMA-TS-XDM_Shared_Group-V1_0, URL:http://www.openmobilealliance.org/

	[XDM_Shared_Profile_SPEC]
	"Shared Profile XDM Specification", Open Mobile Alliance™, OMA-TS-XDM_Shared_Profile-V1_0, URL:http://www.openmobilealliance.org/

	[XDM_Shared_List_SPEC]
	"Shared List XDM Specification", Open Mobile Alliance™, OMA-TS-XDM_Shared_List-V2_0, URL:http://www.openmobilealliance.org/

	[XDM_Shared_Policy_SPEC]
	"Shared Policy XDM Specification", Open Mobile Alliance™, OMA-TS-XDM_Shared_Policy-V1_0, URL:http://www.openmobilealliance.org/


2.2 Informative References

	 [IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.3, Open Mobile Alliance™,
OMA-IOP-Process-V1_3, URL:http://www.openmobilealliance.org/

	[OMADICT]
	“Dictionary for OMA Specifications”, Version x.y, Open Mobile Alliance™,
OMA-ORG-Dictionary-Vx_y, URL:http://www.openmobilealliance.org/


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	
	

	
	


3.3 Abbreviations

	EICS
	Enabler Implementation Conformance Statement

	HTTP
	Hyper Text Transfer Protocol

	MIME
	Multipurpose Internet Mail Extension

	OMA
	Open Mobile Alliance

	SIP
	Session Initiation Protocol

	URI
	Uniform Resource Identifier

	XCAP
	XML Configuration Access Protocol

	XDM
	XML Document Management

	XDMC
	XDM Client

	XDMS
	XDM Server


4. Implementation Information
This document outlines the conformance requirement structure for Server devices as defined by Open Mobile Alliance across all specifications included in the XDM 2.0 Enabler Release.  The structure defines the conformance requirements collected from the technical specifications included in the release into a summary table.  In other words, the products can identify implementation of the high level requirements in terms of mandatory features and optional features of the technical specifications.
	Manufacturer
	

	Device Type
	

	Device Model
	

	Contact 
	

	Date
	


Table 1 – Information on the device involved in the testing

5. Server Enabler Implementation Statement
The notation in the table below is according to [OMAOMASCRRULES].

Support column shall be marked “YES” for those features that are supported by the device.

5.1 Support for XDM Core Specification

The following table addresses features of specification XML Document Management Specification [XDM_Core_SPEC].

5.1.1 XDM Server
	Item
	Function
	Reference
	Requirement
	Support

	XDM_Core-XCAP-S-001-M
	Support for XCAP  (XDMv1.1)
	6.2, 6.2.1
	XDM_Core-XOP-S-001-M
	

	XDM_Core-XOP-S-001-M
	Processing different HTTP requests (XDMv1.1)
	6.2.1.1,
6.2.1.2,
6.2.1.3
	
	

	XDM_Core-SUB-S-001-O
	Support Initial Subscription when SIP SUBSCRIBE message received
(XDMv2.0)
	6.2.2.1
	XDM_Core-SUB-S-002-O
	

	XDM_Core-SUB-S-002-O
	Generating a SIP NOTIFY request (XDMv2.0)
	6.2.2.2
	XDM_Core-SUB-S-001-O
	

	XDM_Core-SEC-S-001-M
	Support XDMC identity access authorization (XDMv1.1)
	6.2,5.1.5 , 5.1.5
	
	

	XDM_Core- ERR-S-001-M
	Support Error Handling
(XDMv1.1)
	5.1.1, 5.1.5, 6.2, 6.2.1.1, 6.2.2, 6.3.1.2,
	
	

	XDM_Core-CAPS-S-001-M
	Support Application Usage “xcap-caps” (XDMv1.1)
	5.3.1
	
	

	XDM_Core-DIR-S-001-M
	Support Application Usage “org.openmobilealliance.xcap-directory” (XDMv1.1)
	5.3.2
	
	

	XDM_Core-SRC-S-001-O
	Support Search document
	5.4.1
	XDM_Core -SRC-S-002-O
	

	XDM_Core-SRC-S-002-O
	Searching for XML documents (XDMv2.0)
	6.2.3
	XDM_Core-SRC-S-001-O
	

	XDM_Core-XOP-S-002-O
	Including “Server” HTTP header with the required value in HTTP response to XDMC (XDMv2.0)
	6.2
	
	

	XDM_Core-ERR-S-002-O
	Not using other types of <error-element> than what is recommended.
(XDMv1.1)
	5.2.3
	
	


Table 2 – Support for XDM Specification Features (XDM Server)
5.1.2 Aggregation Proxy
	Item
	Function
	Reference
	Requirement
	Support

	XDM_Core-XOP-S-003-M
	Acting as an HTTP Proxy [RFC2616] and configuration as an HTTP Reverse Proxy [RFC3040] (XDMv1.1)
	6.3
	
	

	XDM_Core-SEC-S-002-M
	Support HTTP Digest authentication (XDMv1.1)
	6.3, 5.1.1
	
	

	XDM_Core-SEC-S-003-M
	Support HTTP over TLS using the required cipher suite (XDMv1.1)
	6.3.1.1, 5.1.4


	
	

	XDM_Core-SEC-S-004-O
	Support other cipher suites defined in RFC2246
(XDMv1.1)
	6.3.1.1,

5.1.4
	
	

	XDM_Core-SEC-S-005-M
	Support XDMC Identity Assertion (XDMv1.1)
	6.3, 5.1.2


	
	

	XDM_Core-XOP-S-004-M
	Support XCAP request forwarding (XDMv1.1)
	6.3, 6.3.1


	
	

	XDM_Core-XOP-S-005-M
	Sending XCAP response back (XDMv1.1)
	6.3, 6.3.1.1
	
	

	XDM_Core-ERR-S-003-M
	Handling error cases with appropriate HTTP  error response (XDMv1.1mod)
	6.3.1.2
	
	

	XDM_Core-HCOM-S-001-O
	Support Compression (XDMv1.1)
	6.3.2
	
	

	XDM_Core-SEC-S-006-O
	Support for GAA (XDMv1.1)
	6.3, 5.1.1


	
	

	XDM_Core-CAPS-S-002-M
	XCAP Server Capabilities retrieval (Application Usage “xcap-caps”) (XDMv1.1 – SCR item was missing)
	6.3.1.3, 5.3.1
	XDM_Core-XRF-S-001-M AND XDM_Core-XRF-S-002-M AND XDM_Core-XRF-S-003-M
	

	XDM_Core-DIR-S-002-M
	XCAP Directory retrieval (Application Usage “org.openmobilealliance.xcap-directory”) (XDMv1.1)
	6.3.1.4, 5.3.2
	XDM_Core-XRF-S-001-M AND XDM_Core-XRF-S-002-M AND XDM_Core-XRF-S-003-M
	

	XDM_Core-ERR-S-004-M
	Support Error Handling (XDMv1.1)
	5.1.1, 6.3.1.3
	
	

	XDM_Core-SEC-S-007-M
	XDM Client identity sharing
(XDMv2.0)
	5.1.3
	
	


Table 3 – Support for XDM Specification Features (Aggregation Proxy)

5.1.3 Search Proxy
	Item
	Function
	Reference
	Requirement
	Support

	XDM_Core-SRC-S-003-M
	Forwarding Search Requests (XDMv2.0)
	6.4.1
	XDM_Core -SEC-S-006-M
	

	XDM_Core-SRC-S-004-M
	Aggregating Search results from XDMSs and forwarding those back (XDMv2.0)
	6.4.2
	XDM_Core -SEC-S-006-M
	

	XDM_Core-ERR-S-005-M
	Handling error cases (XDMv2.0)
	6.4.1.1
	
	

	XDM_Core-SEC-S-008-M
	Integrity and Confidentiality Protection support (XDMv2.0)
	6.4, 5.1.4 
	
	

	XDM_Core -SEC-S-009-M
	Sharing XDMC authentication and its identity assertion provided by the Aggregation Proxy (XDMv2.0)
	6.4, 5.1.3
	
	

	XDM_Core -SEC-S-010-M
	Integrity and confidentiality protection
(XDMv2.0)
	5.1.4
	
	


Table 4 - Support for XDM Specification Features (Search Proxy)
5.1.4 Aggregation Proxy of Remote Network
	Item
	Function
	Reference
	Requirement
	Support

	XDM_Core-XOP-S-006-M 
	Acting as an HTTP Proxy [RFC2616] and configuration as an HTTP Reverse Proxy [RFC3040] (XDMv2.0)
	6.5
	
	

	XDM_Core-XOP-S-007-M
	Forwarding XCAP requests (XDMv2.0)
	6.5
	
	

	XDM_Core-XOP-S-008-M
	Aggregating and forwarding responses back to trusted domains (XDMv2.0)
	6.5
	
	

	XDM_Core-SEC-S-011-M
	Protecting HTTP traffic (XDMv2.0)
	6.5, 5.1.4
	
	

	XDM_Core -ERR-S-006-M
	Reject a request from untrusted remote network with an HTTP “403 Forbidden” error response (XDMv2.0)
	6.5
	
	

	XDM_Core-ERR-S-007-M
	Reject a request for a target domain that is not responsible for with an HTTP “404 Not Found” error response (XDMv2.0)
	6.5
	
	

	XDM_Core -SEC-S-012-M
	Sharing the XDMC identity assertion with the originating Aggregation Proxy (XDMv2.0) 
	6.5, 5.1.3
	
	


Table 5 - Support for XDM Specification Features (Aggregation Proxy of Remote Network)

5.2 Support for Shared Group XDM Specification

The following table addresses features of specification Shared Group XDM Specification [XDM_Shared_Group_SPEC].

5.2.1 Shared Group Application Usages of XDMS
	Item
	Function
	Reference
	Requirement
	Support

	XDM_Group-XOP-S-001-M
	Support Group document structure 
	5.1.1 
	XDM_Core -XCAP-S-001-M
	

	XDM_Group-XOP-S-002-M
	Support Application Unique ID of Group document
	5.1.2 
	
	

	XDM_Group-XOP-S-003-M
	Support XML schema of Group document 
	5.1.3

	
	

	XDM_Group-XOP-S-004-M
	Support validation constraints of Group document 
	5.1.6
	
	

	XDM_Group-XOP-S-005-M
	Support MIME type of Group document 
	5.1.5

	
	

	XDM_Group-XOP-S-006-M
	Support data semantics of Group document
	5.1.7
	
	

	XDM_Group-XOP-S-007-M
	Support naming conventions for Group document 
	5.1.8
	
	

	XDM_Group-XOP-S-008-M
	Support authorization policies for manipulating Group document 
	5.1.11
	
	

	XDM_Group-XOP-S-009-O
	Search procedures for Group Application Usage
	5.1.12
	XDM_Core-SRC-S-001-O AND XDM_Core-SRC-S-002-O
	

	XDM_Group-SRC-S-001-O
	Support Search capabilities 
	5.1.12
	
	

	XDM_Group-SUB-S-001-M
	Subscribing to changes in XML documents 
	6
	XDM_Core -SUB-S-001-O AND XDM_Core -SUB-S-002-O
	

	XDM_Group-GA-S-001-O
	Sending Extended Group Advertisement 
	7.2
	XDM_Group-GA-S-002-O AND XDM_Group-GA-S-003-O 
	

	XDM_Group-GA-S-002-O
	Procedures of creating an Extended Group Advertisement 
	7.2.1
	XDM_Group-GA-S-001-O 
	

	XDM_Group-GA-S-003-O
	Support structure and data constraints of Extended Group Advertisement 
	7.2.2
	XDM_Core -XCAP-S-001-M AND XDM_Group-GA-S-001-O 
	

	XDM_Group-BC-S-001-M
	Backward compatibility PoC Group Application Usage.
	8.1
	
	


Table 6 - Support for XDM Shared Group Specification Features (Shared Group Application Usages of XDMS)

5.2.2 Aggregation Proxy
	Item
	Function
	Reference
	Requirement
	Support

	XDM_Group-BC-S-002-M
	Backward compatibility Procedures at the Aggregation Proxy.
	8.2
	
	


Table 7 - Support for XDM Shared Group Specification Features (Aggregation Proxy)

5.3 Support for Shared Profile XDM Specification

The following table addresses features of specification Shared Profile XDM Specification [XDM_Shared_Profile _SPEC].

5.3.1 XDM Application Usages (Server)
	Item
	Function
	Reference
	Requirement
	Support

	XDM_Profile-XOP-S-001-M
	Support User Profile structure

	5.1.1 
	XDM_Core -XCAP-S-001-M
	

	XDM_Profile-XOP-S-002-M 
	Support Application Unique ID in User Profile 
	5.1.2
	
	

	XDM_Profile-XOP-S-003-M 
	Support XML schema of User Profile

	5.1.3
	
	

	XDM_Profile-XOP-S-004-M 
	User Profile conforms to MIME type 
	5.1.5 
	
	

	XDM_Profile-XOP-S-005-M 
	Support validation constraints, in addition to the XML schema 
	5.1.6
	
	

	XDM_Profile-XOP-S-006-M
	Support data semantics of User Profile

	5.1.7
	
	

	XDM_Profile-XOP-S-007-M
	Support naming conventions for Shared User Profile 
	5.1.8 
	
	

	XDM_Profile-XOP-S-008-M
	Authorization policies 
	5.1.11 
	
	

	XDM_Profile-SUB-S-001-M
	Subscribing to changes in XML documents 
	6
	XDM_Core -SUB-S-001-O AND XDM_Core -SUB-S-002-O
	

	XDM_Profile-SRC-S-001-O
	Search capabilities 
	5.1.12
	
	

	XDM_Profile-XOP-S-009-M
	Support Locked User Profile structure 
	5.2.1
	XDM_Core -XCAP-S-001-M
	

	XDM_Profile-XOP-S-010-M
	Support Application Unique ID in Locked User Profile 
	5.2.2
	
	

	XDM_Profile-XOP-S-011-M
	Support XML schema of Locked User Profile 
	5.2.3
	
	

	XDM_Profile-XOP-S-012-M
	Locked User Profile conforms to MIME type 
	5.2.5
	
	

	XDM_Profile-XOP-S-013-M
	Supprot validation constraints, in addition to the XML schema 
	5.2.6
	
	

	XDM_Profile-XOP-S-014-M
	Support data semantics of Locked User Profile 
	5.2.7
	
	

	XDM_Profile-XOP-S-015-M
	Support naming conventions for Locked User Profile 
	5.2.8
	
	

	XDM_Profile-XOP-S-016-M
	Support authorization policies 
	5.2.11
	
	


Table 8 - Support for Shared Profile XDM Specification (XDM Application Usages (Server))

5.4 Support for Shared List XDM Specification

The following table addresses features of specification Shared List XDM Specification [XDM_Shared_List_SPEC].

5.4.1 XDM Application Usages (Server)
	Item
	Function
	Reference
	Requirement
	Support

	XDM_List-XOP-S-001-M 
	URI list structure (XDMv1.1)
	5.1.1 
	XDM_Core -XCAP-S-001-M
	

	XDM_List-XOP-S-002-M 
	Application Unique ID in URI list (XDMv1.1)
	5.1.2
	
	

	XDM_List-XOP-S-003-M 
	XML schema of URI list (XDMv1.1)
	5.1.3
	
	

	XDM_List-XOP-S-004-M 
	URI list conforms to MIME type (XDMv1.1)
	5.1.5 
	
	

	XDM_List-XOP-S-005-M 
	Validation constraints, in addition to the XML schema (XDMv1.1)
	5.1.6 
	
	

	XDM_List-XOP-S-006-M 
	Data semantics of URI list (XDMv1.1)
	5.1.7 
	
	

	XDM_List-XOP-S-007-M 
	Naming conventions for URI list (XDMv1.1)
	5.1.8 
	
	

	XDM_List-XOP-S-008-M 
	Authorization policies (XDMv1.1)
	5.1.11 
	XDM_Core-SEC-S-001-M
	

	XDM_List-SUB-S-001-M 
	Subscribing to changes in XML documents (XDMv2.0)
	6
	XDM_Core-SUB-S-001-O AND XDM_Core-SUB-S-002-O
	

	XDM_List-XOP-S-009-M 
	Default name space for URI list (XDMv1.1)
	5.1.4
	
	

	XDM_List-XOP-S-010-O 
	Support for Group Usage List  (XDMv1.1) 
	5.2.1
	XDM_List-XOP-S-011-O AND XDM_List-XOP-S-012-O AND XDM_List-XOP-S-013-O AND XDM_List-XOP-S-014-O AND XDM_List-XOP-S-015-O AND XDM_List-XOP-S-016-O AND XDM_List-XOP-S-017-O AND XDM_List-XOP-S-018-O AND XDM_List-XOP-S-019-O
	

	XDM_List-XOP-S-011-O 
	Group Usage List document structure (XDMv1.1)
	5.2.1
	XDM_Core -XCAP-S-001-M AND XDM_List-XOP-S-010-O 
	

	XDM_List-XOP-S-012-O 
	Application Unique ID in Group Usage List document (XDMv1.1)
	5.2.2
	XDM_List-XOP-S-010-O 
	

	XDM_List-XOP-S-013-O
	Default name space for Group Usage List (XDMv1.1)
	5.2.4
	XDM_List-XOP-S-010-O 
	

	XDM_List-XOP-S-014-O 
	XML schema of Group Usage List document (XDMv1.1)
	5.2.3
	XDM_List-XOP-S-010-O 
	

	XDM_List-XOP-S-015-O 
	Group Usage List document conforms to MIME type (XDMv1.1)
	5.2.5
	XDM_List-XOP-S-010-O 
	

	XDM_List-XOP-S-01607-O 
	Validation constraints, in addition to the XML schema (XDMv1.1)
	5.2.6
	XDM_List-XOP-S-010-O 
	

	XDM_List-XOP-S-017-O 
	Data semantics of Group Usage List (XDMv1.1)
	5.2.7
	XDM_List-XOP-S-010-O 
	

	XDM_List-XOP-S-018-O 
	Naming conventions for Group Usage List (XDMv1.1)
	5.2.8
	XDM_List-XOP-S-010-O 
	

	XDM_List-XOP-S-019-O 
	Authorization policies for Group Usage List (XDMv1.1)
	5.2.11
	XDM_List-XOP-S-010-O 
	


Table 9 - Support for Shared List XDM Specification (XDM Application Usages (Server))

5.5 Support for Shared Policy XDM Specification

The following table addresses features of specification Shared Policy XDM Specification [XDM_Shared_Policy_SPEC].

5.5.1 XDM Application Usages (Server)
	Item
	Function
	Reference
	Requirement
	Support

	XDM_Policy-XOP-S-001-M
	Shared User Access Policy structure 
	5.1.1
	XDM_Core -XCAP-S-001-M
	

	XDM_Policy-XOP-S-002-M
	Application Unique ID in Shared User Access Policy 
	5.1.2
	
	

	XDM_Policy-XOP-S-003-M
	XML schema of Shared User Access Policy 
	5.1.3
	
	

	XDM_Policy-XOP-S-004-M
	Shared User Access Policy conforms to MIME type 
	5.1.5
	
	

	XDM_Policy-XOP-S-005-M
	Validation constraints, in addition to the XML schema 
	5.1.6
	
	

	XDM_Policy-XOP-S-006-M
	Data semantics of Shared User Access Policy 
	5.1.7
	
	

	XDM_Policy-XOP-S-007-M
	Naming conventions for Shared User Access Policy 
	5.1.8
	
	

	XDM_Policy-XOP-S-008-M
	Authorization policies 
	5.1.11
	
	

	XDM_Policy-SUB-S-001-M
	Subscribing to changes in Shared Access Policy documents 
	6
	XDM_Core -SUB-S-001-O AND XDM_Core -SUB-S-002-O
	

	XDM_Policy-BC-S-001-M
	Backward compatibility PoC User Access Policy Application Usage.
	7.1
	
	


Table 10 - Support for Shared Policy XDM Specification (XDM Application Usages (Server))

5.5.2 Aggregation Proxy
	Item
	Function
	Reference
	Requirement
	Support

	XDM_Policy-BC-S-002-M
	Backward compatibility Procedures at the Aggregation Proxy.
	7.2
	
	


Table 11 - Support for Shared Policy XDM Specification (Aggregation Proxy)
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