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1 Reason for Change

The following test cases require the usage of a rights object with a <datetime> element:

· MMS-1.3-con-705 (“Combined delivery restrictions on the submission of MM”)
· MMS-1.3-con-706 (“Message presentation with valid rights: Combined delivery”)
· MMS-1.3-con-707 (“Message presentation with valid rights: Separate delivery”)
· MMS-1.3-con-711 (“Message presentation with rights expired: Combined delivery”)
However, in DRM 1.0 referenced by MMS 1.3, support of the <datetime> RO element is optional (extract from DRMREL-V1_0-20040615-A, Appendix B (SCR) below):
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Therefore, these tests are not applicable to MMS conformant clients that do not support the <datetime> RO constraint.
The CR proposes to use the <count> RO element instead, which is mandatory for MMS 1.3, so that these test cases become applicable to all MMS conformant clients. The MM contents with the <count> RO elements are provided in a companion CR (OMA-IOP-MEC-2009-0075).
R01: increases the <count> RO element value to 100
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The group is recommended to agree on the proposed changes.
6 Detailed Change Proposal

Change 1:  Change in MMS-1.3-con-705
5.5.2.1.2 MMS-1.3-con-705 - Combined delivery restrictions on the submission of MM

	Test Case Id
	MMS-1.3-con-705

	Test Object
	Client B

	Test Case Description
	The purpose of this test is to verify that when submitting an already received MM containing DRM combined delivery protected content and a text file, the MMS Client either submits the MM without enclosing the DRM content or restricts the submission of the MM

	Specification Reference
	[MMSCONF] 16.2.1.1

	SCR Reference
	MMSCONF-DRM-C-004

	Tool
	MMS Conformance tool

	Test Code
	Validated test code for test case MMS-1.3-con-705

	Preconditions
	-Client B

terminal supports OMA DRM Combined delivery protection mechanisms 

	Test Procedure
	1. In test tool, create MM containing DRM combined delivery protected content and a text file.
2. In test tool, send MM to Client B.
3. In Client B, render and present MM.
4. In Client B, submit MM to test tool.
5. Verify pass criteria (a) or (b) below.

	Pass Criteria
	a) Test tool verifies that Client B submits the MM without enclosing the DRM content. 

b) Client B restricts the submission of the MM. 


MM Content specific to this Test Case.

	MM Content:
	MMS Headers:
	To
<address of Client B>

	
	MMS Content: 
	· CombinedValid_100.dm (content type: application/vnd.oma.drm.message)

· Generic_Text.txt
· a SMIL object


Change 2:  Change in MMS-1.3-con-706
5.5.2.1.3 MMS-1.3-con-706 - Message presentation with valid rights: Combined delivery

	Test Case Id
	MMS-1.3-con-706

	Test Object
	Client B

	Test Case Description
	The purpose of this test is to verify that the Client is able to present a MM containing DRM combined delivery protected content when the valid rights are available to the user. 

	Specification Reference
	[MMSCONF] 16.2

	SCR Reference
	

	Tool
	MMS Conformance tool

	Test Code
	Validated test code for test case MMS-1.3-con-706

	Preconditions
	-Client B

terminal supports OMA DRM Combined delivery protection mechanisms 

	Test Procedure
	1. In test tool, create MM containing DRM combined delivery protected content with the valid rights to visualize the content.
2. In test tool, send MM to Client B

3. In Client B, receive MM

4. Verify pass criteria below

	Pass Criteria
	Client B presents the MM with the protected content


MM Content specific to this Test Case.

	MM Content:
	MMS Headers:
	To
<address of Client B>

	
	MMS Content: 
	· CombinedValid_100.dm (content type: application/vnd.oma.drm.message)


Change 3:  Change in MMS-1.3-con-707
5.5.2.1.4 MMS-1.3-con-707 - Message presentation with valid rights: Separate delivery

	Test Case Id
	MMS-1.3-con-707

	Test Object
	Client B

	Test Case Description
	The purpose of this test is to verify that the MMS Client is able to present the protected content using separate delivery when the valid rights are available to the user. 

	Specification Reference
	[MMSCONF] 16.2

	SCR Reference
	

	Tool
	MMS Conformance tool

	Test Code
	Validated test code for test case MMS-1.3-con-707

	Preconditions
	-Client B

terminal supports OMA DRM Separate delivery protection mechanisms 

	Test Procedure
	1. In test tool, create MM containing DCF separate delivery protected content (note: rights to be delivered separately).
2. In test tool, send MM to Client B

3. In Client B, receive MM

4. In test tool, send the corresponding valid rights using WAP push technology.
5. Verify pass criteria below

	Pass Criteria
	Client B presents the MM with the protected content


MM Content specific to this Test Case.

	MM Content:
	MMS Headers:
	To
<address of Client B>

	
	MMS Content: 
	· SeparateContent.dcf (content type: application/vnd.oma.drm.content)


	WAP Push Content:
	MMS Content:
	SeparateContent.dr (content type: application/vnd.oma.drm.rights+xml)


Change 4:  Change in MMS-1.3-con-711
5.5.2.2.1 MMS-1.3-con-711 - Message presentation with non-valid rights: Combined delivery

	Test Case Id
	MMS-1.3-con-711

	Test Object
	Client B

	Test Case Description
	The purpose of this test case is to verify that the client can not visualize a multimedia message containing a DRM combined delivery protected object if the rights are not valid.

	Specification Reference
	[MMSCONF] 16.2

	SCR Reference
	

	Tool
	MMS Conformance tool

	Test Code
	Validated test code for test case MMS-1.3-con-711

	Preconditions
	-Client B

          terminal supports OMA DRM Combined delivery protection mechanisms

	Test Procedure
	1. In test tool, create MM that contains a combination of DRM Message(s) and DCF’s protected objects and send together with the non-valid rights to visualize the content (Combined delivery)

2. In test tool, send MM to Client B

3. In Client B, receive MM

4. Verify pass criteria (a) or (b) below

	Pass Criteria
	a) Client B presents the MM but without any protected content (note: the terminal could prompt a message indicating that the DRM protected content could not be presented) part.

b) Client B restricts the presentation of the whole MM (note: the terminal could prompt a message indicating that the MM message could not be presented because a valid rights object was not available to present the protected content contained in the MM)


MM Content specific to this Test Case.

	MM Content:
	MMS Headers:
	To
<address of Client B>

	
	MMS Content: 
	· CombinedValid_0.dm
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