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1 Reason for Contribution

Proposal for DM Problem Reports.
2 Summary of Contribution

DM PRs.
3 Detailed Proposal

DM PR:
DM112-0009 - v1.1.2 - 20 Jan 2005
Test 10 is so loosely defined that it is pointless
It is not clear what the test is trying to do. Should the client be continuing the interrupted session or starting a new one? Are error reports required? I Suspect that there can be little standardization here so the test has thus been loosely worded that it is effectively pointless.
Proposal to “Reject – legacy data”.

DM112-0011 - v1.1.2 - 20 Jan 2005

Tests 14 is wrong - it should say " ... multiple messages ...
Large Objects test a command split over multiple messages not multiple commands as defined in the test.
Proposal to “Reject – legacy data”.

DM12-0016 - v1.2 - 16 Jun 2005

CaseSense property missing SCR
OMA-TS-DM-TND-V1_2-20050607-C.pdf document contains the new optional 

CaseSense property in section 9.4.3. See: 

9.4.3.23 CaseSense 

Usage: Specifies whether the node name and names of descendant nodes in 

the tree below should be treated as case sensitive 

or case insensitive. 

Parent Elements: DFProperties 

Restrictions: MUST only contain value CS or CIS. 

Content Model: (CS | CIS) 

9.4.3.24 CS 

Usage: Case sensitivity declaration. Specifies that child node names 

MUST be treated as case sensitive. 

Parent Elements: CaseSense 

Restrictions: None. 

Content Model: EMPTY 

9.4.3.25 CIS 

Usage: Case insensitivity declaration. Specifies that child node names 

MUST be treated as case insensitive. 

Parent Elements: CaseSense 

Restrictions: None. 

Content Model: EMPTY 

Sections 9.4.3.23 9.4.3.24, and 9.4.3.25 all refer to the CaseSense property 

These items are missing from the SCR table. 

No test cases will be generated for cases missing an SCR reference.

Proposal to “Reject – legacy data”.

DM112-0017 - v1.1.2 - 09 Dec 2005

SCTS DM Server can not parse the absolute URI
SCTS DM Server can not parse the absolute URI  such as ?POST http://localhost/Manage?session=1 HTTP/1.1?. It can only parse the relative URI  like this: parse ?POST /Manage HTTP/1.1?.

Test Result - SCTS DM server can not send any message after receiving message.

Proposal to “Reject – legacy data”.

DM112-0018 - v1.1.2 - 09 Dec 2005

SCTS DM Server can?t send the final message
If the message SCTS DM server received is not correct such as <Result> and </Result> pair is incomplete  the server can not send any message and the session end. So  the received message becomes the final one. But  the final message must be sent by the server instead of the client  based on the DM protocol.

Test result - The session is ended by the server. The final message is sent by the client instead of the server.

Proposal to “Reject – legacy data”.

DM12-0021 - 25 Mar 2006 - Server user name is not introduced in Security specification properly.

OMA-TS-DM-Security-V1_2
TS-DM-Security (OMA-TS-DM-Security-V1_2-20060208-C) in chapter 5.1 Credentials says: "1. Server Identifier (this is a unique ID that identifies the Device Management Server [DMTND])  a password – to be coupled with Server Identifier and a nonce – to allow for prevention of replay attacks where hashing algorithms are used with static data." 

The text has not been updated to introduce the server user name which appeared as part of the DM 1.2 account as the AAuthName of the AppAuth with the AAuthLevel "SRVCRED". This leads to some confusion about whether the "username" in latter chapters of the same specification (especially in digest calculation formulae) means the server id or the server name in case of server credentials. Since AAuthName is exactly the authentication name of the server it seems obvious that the intent is that the server name is to be used in digest calculations.

Proposal to “Reject – legacy data”.

DM12-0023 - Concept of Inbox URI needs clarification 
The Standard Object specification (OMA-TS-DM-StdObj-V1_2-20060208-C) 

says: 

"For example a device?s DDF description may indicate if that device is 

supporting the ./Inbox concept. In that definition it is possible to 

define the only access type Add. Then a server may send a Management 

Object to that device with the URI: ./Inbox and then the device 

should use the management object identifier to resolve the correct 

location in the management tree to add that Management Object. In this 

case the server can not Get that object from the URI: ./Inbox after 

it is added. The client?s ACL for ./Inbox may also set access rights 

so only some servers are allowed to use this feature." 

This text is unclear and is definitely not enough to derive correct 

client and server behavior regarding the Inbox URI. 

The spec says that the server may "send a Management Object to that 

device with the URI: ./Inbox". To begin with, the meaning of "sending 

a management object" is not clear. A possible an
Proposal to “Reject – legacy data”.

DM12-0029 - The target uri in XML TNDS example can lead confusion

The representation protocol (OMA-TS-DM-RepPro-V1_2-20060406-C.pdf) at 

page 23 says (about Add command): 

-------------- 

Paths in DMTNDS objects are interpreted relative to the target URI in 

the Add command. 

-------------- 

Same thing about Replace command at page 33. 

The example in OMA-TS-DM-TNDS-V1_2-20060406-C, at page 9, contains: 

<Add> 

... 

... 

<Target> 

<LocURI>/OperatorX/E-Mail</LocURI> 

</Target> 

... 

... 

<Path>/OperatorX</Path> 

<NodeName>E-Mail</NodeName> 

... 

... 

Seeing this example it seems the target uri must be the complete uri of 

the root node in the MgmtTree (path + / + name) 

The target uri in the example should be just "."
Socialize with DM group
DM12-0033 - TNDS encoding ambiguity
Socialize with DM group
DM12-0038 - The SCTS v1.2 tool for OMA DM v1.2 has a few problems that prevent the client to run the tests again

Proposal to “Reject – legacy data”.

DM12-0039 - The SCTS v1.2 tool for OMA DM v1.2 has a few problems that prevent the client to run the tests again

Proposal to “Reject – legacy data”.

DM12-0042 - When run OMA DM v1.2 SCTS tool as a Server we identified an issue for test case #1203 and would li

Proposal to “Reject – legacy data”.

DM12-0044 - While trialling with SCTS DM v1.2 as a server device discovery fails and no test cases can be execu

Proposal to “Reject – legacy data”
DM12-0045 - While trialling with SCTS DM v1.2 as a server device discovery fails and no test cases can be execu

Proposal to “Reject – legacy data”
DM12-0046 - While trialling with SCTS DM v1.2 as a server and to test a client manual configuration of the dev

Proposal to “Reject – legacy data”
DM12-0048 - The meaning of "challenge" in section 8 of OMA DM Protocol spec is ambiguous.
Socialize with DM group
DM12-0049 - IOT test case #9 "error handling when connection failure occurs" needs clarification

Keep open
DM12-0050 - Incomplete preconditions in Test Case DeviceManagement-v1.2-int-015 create misleading results

According to the specifications  the bootstrap information (e.g. w7 AC) can be stored in any provisioning file (EF_Bootstrap  EF_Config1 and EF_Config2). Also  the device must be able to bootstrap from any/all of those files.

DeviceManagement-v1.2-int-015 does not define which provisioning file must be used  and this leads to multiple possible scenarios. Because of this Test Case should be modified to specify several clear preconditions for the smartcard (i.e. EF_bootstrap=w7 AC and EF_config1=emtpy ...)

The test procedure should contemplate that test is successful only when the provisioning data can successfully bootstrap the device regardless of the provisioning file used.
Proposal to “Reject – legacy data”
DM12-0051 - OMA DM ETS document needs to be updated to align with approved Common Representation spec 1.2

Keep this open
DM12-0052 - 15 Dec 2008 - management tree dead zone issue after removal of a DM account

As suggested in section of 7.7.1.2 of TND specification, the root ACL was set to the default value Add=*&Get=*. After remove of DM account S1, all the references to Server Identifier ?S1? were removed resulting in an ACL with no value for ?OperatorX? node. Then it inherits the ACL from root node as ?Add=*&Get=*?. Then no server can delete or take over the node. Hence the subtree becomes a dead zone which can not be managed by any server. It is a leak of a protocol.
OMA-ETS-DM-V1_2-20070717-C

TWG

DM group
DM12-0053 - 21 May 2009 - OMA-ETS-DM-V1_2-20080718-C.pdf, TNDS example page 142

Back in OMA-ETS-DM-V1_2-20080718-C.pdf, TNDS example page 142. 

Example 1: 

<Data> 

<![CDATA[ 

<SyncML xmlns=syncml:dmddf1.2> 

<MgmtTree> 

<VerDTD>1.2</VerDTD> 

... 

</Data> 

Based on 

OMA-SUP-dtd_dm_ddf-V1_2-20070209-A.dtd, we think this should be: 

Example 2: 

<SyncML> 

<MgmtTree xmlns=syncml:dmddf1.2> 

... 

or no <SyncML> at all, just: 

Example 3: 

<MgmtTree xmlns=syncml:dmddf1.2> 

We think that the DTD should have precedence, but are wondering what is correct. Do clients usually support example 1, or is example 2 and 3 all that is required? We think that 3 is probably the correct way of doing things.
Send to DM group
DM12-0054 - 21 May 2009  - OMA-ETS-DM-V1_2-20080718-C.pdf, TNDS example page 143

Back in OMA-ETS-DM-V1_2-20080718-C.pdf, TNDS example page 143: 

<Type>text/plain</Type> 

The dtd says: 

<!ELEMENT Type (MIME | DDFName)> 

<!ELEMENT MIME (#PCDATA)> 

<!ELEMENT DDFName (#PCDATA)> 

Our understanding is that the format will have to be thus: 

<Type><MIME>text/plain</MIME></Type> 

or like this: 

<Type><DDFName>urn:oma:mo:oma-dm-dmacc:1.0<DDFName></Type> 

What is in use today? Must we accept the type and DDF content directly 

within the Type tag? 

<Type>text/plain</Type> 

<Type>urn:oma:mo:oma-dm-dmacc:1.0</Type> 

Or is it sufficient, and correct, to expect tags enclosing the data 

element? 

<Type><MIME>text/plain</MIME></Type> 

<Type><DDFName>urn:oma:mo:oma-dm-dmacc:1.0<DDFName></Type>
Send to DM group.
DM12-0055 - 22 May 2009 - OMA-TS-DM_TNDS, error in example on page 9.

The document OMA-TS-DM_TNDS-V1_2-20070209-A, in the example on page 9 

says the following: 

<Data> 

<MgmtTree xmlns=syncml:dmddf1.2> 

.... 

No CDATA here. OMA-TS-DM_RepPro-V1_2_1-20080617-A states that: 

6.3.1 Data 

Restrictions: It is REQUIRED that either the mark-up characters of the Data element content are properly escaped according to [XML] specification rules or that the CDATA sections are used. 

We think the example on page 9 is wrong. There should either be CDATA, or the XML data should be escaped.

Proposal send DM group.
DM12-0056 - 06/12/2010 - Unsure exactly how to perform test OMA-ETS-DM-V1_2-20100819-C 7.37 DeviceManagement-v 1.2-int-031 

During Virtual Test Event-03 (06 Dec 2010)there was uncertainty on exactly how to perform the test OMA-ETS-DM-V1_2-20100819-C 7.37 DeviceManagement-v 1.2-int-031. An example script to use to perform the test would have been ideal. The participants were unsure whether the scripts being used were correct or not.
[image: image1.png]7.25.1 Correct mapping of information in ./Inbox node

Test Case Id

DeviceManagement-v 1.2-int-031

Test Object

Client and Server device

Test Case Description

Purpose of this test is to check that a DM client supports the Inbox object
and that the information in the Inbox is correctly mapped onto the DM
tree

Specification Reference

[DMSTDOBI] Section 5.3.4

SCR Reference DM-STDOBJ-C-004
DM-STDOBJ-S-004
Preconditions Z  ADM client and DM server supporting the Inbox object

Test Procedure

1. The DM Client and Server establish a DM session

2. The DM server sends an “ADD” command for a Standardized
Management Object (e.g. DMAcc) with the URI: *./Inbox™

Pass-criteria

1 The device. using the management object identifier.
resolves the correct location in the management tree to add that
Management Object initially stored in the */Inbox™





Proposal to close PR. Anybody in the group that would be willing to enhance test case 31 is welcome to create a CR for test case 31.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is requested for IOP MEC groups to agree this proposal and then update the Problem Reporting tool accordingly.
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