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1. Scope

This document describes in detail available test cases for the deployment suite of RCS-e 1.2.2, http://www.gsma.com/rcs/wp-content/uploads/2012/03/rcs-e_advanced_comms_specification_v1_2_2_approved.pdf.

The test cases are split in two categories, conformance and interoperability test cases.

The conformance test cases are aimed to verify the adherence to normative requirements described in the technical specifications. 

The interoperability test cases are aimed to verify that implementations of the specifications work satisfactory.


2. References

2.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[OMA_IM_TS]
	“Instant Messaging Requirements”, Version 1.0, Open Mobile Alliance™, OMA-RD-IM-V1_0, URL:http://www.openmobilealliance.org/

	[OMA_IM_XDM]
	“IM XDM Specification”, Version 1.0, Open Mobile Alliance™, OMA-TS-IM_XDM-V1_0,                      URL:http://www.openmobilealliance.org/



2.2 Informative References
	[OMADICT]
	“Dictionary for OMA Specifications”, Version 2.9, Open Mobile Alliance™,
OMA-ORG-Dictionary-V2_9, URL:http://www.openmobilealliance.org/

	[RCS-e]
	RCS-e Specifications

http://www.gsma.com/rcs/wp-content/uploads/2012/03/rcs-e_advanced_comms_specification_v1_2_2_approved.pdf

	
	


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope”, are normative, unless they are explicitly indicated to be informative.

The following numbering scheme is used:

xxx-y.z-con-number where:
xxx
Name of enabler, e.g. MMS or Browsing
y.z
Version of enabler release, e.g. 1.2 or 1.2.1
’con’
Indicating this test is a conformance test case
number
Leap number for the test case

Or

xxx-y.z-int-number where:
xxx
Name of enabler, e.g. MMS or Browsing
y.z
Version of enabler release, e.g. 1.2 or 1.2.1
’int’
Indicating this test is a interoperability test case
number
Leap number for the test case
3.2 Definitions
	Auto-Configuration Service
	A component of RCS-e functionality that provides an interoperable way to provision RCS-e configuration information from a Service Providerto an RCS-e Client.

	Client
	Uses definition from [OMADICT].

	Component
	Uses definition from [OMADICT].

	RCS-e Client
	A Client which adheres and conforms to GSMA RCS-e specifications and is capable to receive RCS-e service.

	Service
	Uses definition from [OMADICT].

	Service Provider
	Uses definition from [OMADICT].


3.3 Abbreviations
	RCS-e
	Rich Communications Suite-enhanced

	SIM
	Subscriber Identity Module

	USIM
	Universal Subscriber Identity Module

	UX
	User eXperience

	
	


4. Introduction

The purpose of this document is to provide test cases for RCS-e version 1.2.2.
The implementation of some features is optional for the Clients and/or the Servers in the RCS-e Enabler.  The tests associated with these optional features are marked as "(Includes Optional Features)" in the test specification.

5. RCS-e Client Conformance Test Cases
5.1.1 Configuration

5.2 RCS-e-1.2-con-001 First-time unsuccessful configuration: Subscriber unauthorized (Auto-Configuration Server)
	Test Case Id
	RCS-e-1.2-con-001

	Test Object
	RCS-e Client

	Test Case Description
	First-time unsuccessful configuration: Subscriber unauthorized

	Specification Reference
	RCS-e 2.2.2.1.2

	SCR Reference
	

	
	

	Test code
	Verified TTCN-3 code

	Preconditions
	· Auto-Configuration Server ready
· User A NOT IMS registered for RCS-e
· RCS-e services have NOT been previously configured on the phone/(U)SIM pair

	Test Procedure
	1) Handset is powered on

2) The handset should contact the Auto-Configuration Server
3) The Auto-Configuration Server validates the (U)SIM/phone, and generates a response containing validity and version XML set to 0

4) Following a reboot the handset retries the RCS-e autoconfiguration procedure



	Pass-Criteria
	1) Configuration takes places seamlessly to user A
2) RCS-e UX elements not enabled (i.e. handset exhibits non RCS-e UX) as user A  not authorized to utilize RCS-e services


Editor’s Note: Whether Annex-A of RCS-e 1.2.2 specification needs to be referenced, is FFS.

5.3 RCS-e-1.2-con-002 Configuration triggered by a reboot: No update needed (Auto-Configuration Server)
	Test Case Id
	RCS-e-1.2-con-002

	Test Object
	RCS-e Client

	Test Case Description
	Configuration triggered by a reboot: No need for update

	Specification Reference
	RCS-e 2.2.2.1.2

	SCR Reference
	

	
	

	Test code
	Verified TTCN-3 code

	Preconditions
	· Auto-Configuration Server ready
· User A IMS registered for RCS-e

· RCS-e services configured on the phone/(U)SIM pair

· The validity of the previous RCS-e configuration has NOT expired 

	Test Procedure
	1) Handset is powered on

2) The handset should contact the Auto-Configuration Server
3) The Auto-Configuration Server validates the (U)SIM/phone and provides a response without configuration data except from the version (same as the one in the phone) and the validity (set to an updated validity period based on a default period configured in the Auto-Configuration Server)

4) The configuration is transparent, the RCS-e services are available just after boot is completed

	Pass-Criteria
	1) Configuration takes places seamlessly to user A
2) The RCS-e UX and services remain in the same state as they were prior to re-evaluating RCS-e autoconfiguration


5.4 RCS-e-1.2-con-003 Configuration triggered by a reboot: Update needed (Auto-Configuration Server)
	Test Case Id
	RCS-e-1.2-con-003

	Test Object
	RCS-e Client

	Test Case Description
	Configuration triggered by a reboot: Update needed

	Specification Reference
	RCS-e 2.2.2.1.2

	SCR Reference
	

	
	

	Test code
	Verified TTCN-3 code

	Preconditions
	· Auto-Configuration Server ready
· User A IMS registered for RCS-e

· RCS-e services configured on the phone/(U)SIM pair

· The validity of the previous RCS-e configuration has expired

	Test Procedure
	1) Handset is powered on

2) The handset should contact the Auto-Configuration Server
3) The Auto-Configuration Server validates the (U)SIM/phone and responds with a valid RCS-e configuration to the phone with a new version and the validity (set to an updated validity period based on a default period configured in the Auto-Configuration Server)

4) Once the configuration is successfully sent, it is possible for user A to access RCS-e services (test a successful chat to verify RCS-e UX)

	Pass-Criteria
	1) Configuration takes places seamlessly to the user

2) RCS-e UX enabled and user A able to carry out a 1-1 chat after successful provisioning and first-time IMS registration based on the updated RCS-e configuration


5.5 RCS-e-1.2-con-004 Configuration triggered by a reboot: No update needed (DM Server)
	Test Case Id
	RCS-e-1.2-con-004

	Test Object
	RCS-e Client

	Test Case Description
	Configuration triggered by a reboot: No reconfiguration as the parameters are still valid

	Specification Reference
	RCS-e ID_RCSE_1_2_4

	SCR Reference
	

	
	

	Test code
	Verified TTCN-3 code

	Preconditions
	· OMA-DM server ready to fulfil the requirements described in section 2.2.2.1.2 of the specification and Annex A

· RCS-e services have been successfully configured on the phone/SIM pair

· The validity of the previous configuration is NOT expired

	Test Procedure
	1) Handset is powered on

2) The handset/client should NOT contact the OMA-DM server as the configuration is still valid

3) The configuration is transparent, the RCS-e services are available just after boot is completed

	Pass-Criteria
	1) The RCS-e UX and services remain in the same condition as prior to the configuration


5.6 RCS-e-1.2-con-005 Configuration triggered by a reboot: Update needed (DM Server)
	Test Case Id
	RCS-e-1.2-con-005

	Test Object
	RCS-e Client

	Test Case Description
	Configuration triggered by a reboot: Update needed

	Specification Reference
	RCS-e ID_RCSE_1_2_5

	SCR Reference
	

	
	

	Test code
	Verified TTCN-3 code

	Preconditions
	· OMA-DM server ready to fulfil the requirements described in section 2.2.2.1.2 of the specification and Annex A

· RCS-e services have been successfully configured on the phone/SIM pair

· The validity of the previous configuration is now expired

	Test Procedure
	1) Handset is powered on

2) The handset should contact the OMA-DM server

3) The OMA-DM server validates the SIM/phone and sends a valid configuration to the phone with a new version

4) Once the configuration is successfully sent, it is possible to access

	Pass-Criteria
	1) Configuration takes places seamlessly to the user

2) RCS-e UX elements are enabled and the user can perform a successful chat after the successful configuration and first-time registration with the new configuration


5.7 User discovery 
5.8 RCS-e-1.2-con-010 User discovery in addressbook: Non-RCS-e user
	Test Case Id
	RCS-e-1.2-con-010

	Test Object
	RCS-e Client

	Test Case Description
	User discovery in addressbook: Discovery of users via checking capabilities (Non-RCS-e user)

	Specification Reference
	RCS-e ID_RCSE_2_1_6

	SCR Reference
	

	
	

	Test code
	Verified TTCN-3 code

	Preconditions
	· RCS-e services have been previously configured successfully on the phone/SIM pair

· The phone/client is registered and the registration timer is far from expiration

	Test Procedure
	1) The user selects user A who is in the list of known RCS-e users, however, the result of the capability query shows that the user is no longer a RCS-e user (It receives an error response (404) or a 200 OK response without, the RCS-e IM capability tag)

2) The list can be verified from the IM application (available users to initiate a chat)

	Pass-Criteria
	1) User A is removed from the list of RCS-e users


5.9 RCS-e-1.2-con-011 Remove a user from the RCS-e list (how is this different from test case above?)
	Test Case Id
	RCS-e-1.2-con-011

	Test Object
	RCS-e Client

	Test Case Description
	Remove a user from the RCS-e list

	Specification Reference
	RCS-e ID_RCSE_2_1_7

	SCR Reference
	

	
	

	Test code
	Verified TTCN-3 code

	Preconditions
	· RCS-e services have been previously configured successfully  on the phone/SIM pair

· The phone/client is registered and the registration timer is far from expiration

	Test Procedure
	1) User A is a known RCS-e user (in the RCS-e users list)

2) The capabilities are queried by selecting the contact from the addressbook

3) A 404 response or 200 OK without the IM tag is received, therefore user A is not longer an RCS-e user

4) The list can be verified from the IM application (available users to initiate a chat)

	Pass-Criteria
	1) User A is removed from the list of RCS-e users


5.10 
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5.12 Keep Alive

5.12.1 RCS-e-1.2-con-020 Keep-Alive for SIPoUDP (STUN)

	Test Case Id
	RCS-e-1.2-con-020

	Test Object
	RCS-e Client

	Test Case Description
	Keep-alive for SIPoUDP (STUN)

	Specification Reference
	Sec 2.8 of GSMA RCS-e 1.2.2 specifications

	SCR Reference
	

	Test code
	Verified TTCN-3 code

	Preconditions
	· The client A is a registered RCS-e user.

· The client A’s handset coverage is Wi-Fi.

	Test Procedure
	1) The client A exchanges initial STUN message.

2) The client A’s handset registers for the RCS-e service.

3) The client A’s constantly sends keep-alive message.

	Pass-Criteria
	1) During the step 3, the test tool receives STUN keep-alive messages from the client A.


5.12.2 RCS-e-1.2-con-021 Keep-Alive for SIPoTLS
	Test Case Id
	RCS-e-1.2-con-021

	Test Object
	RCS-e Client

	Test Case Description
	Keep-alive for SIPoTLS

	Specification Reference
	Sec 2.8 of GSMA RCS-e 1.2.2 specifications

	SCR Reference
	

	Test code
	Verified TTCN-3 code

	Preconditions
	· The PC client A is a registered RCS-e user.

· The PC client A’s handset coverage is Wi-Fi.

	Test Procedure
	1) The PC client A exchanges initial TLS handshake message.

2) The PC client A’s handset registers for the RCS-e service.

3) The PC client A’s constantly sends keep-alive message.

	Pass-Criteria
	1) During the step 3, the test tool receives keep-alive messages from the PC client A.
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5.16 Mobile Initiated Capability Discovery
5.17 RCS-e-1.2-con-030 Mobile Initiated Capability Discovery - Successful
	Test Case Id
	RCS-e-1.2-con-030

	Test Object
	RCS-e Client

	Test Case Description
	Mobile Initiated Capability Discovery - Successful

	Specification Reference
	RCS-e 2.3.1

	SCR Reference
	

	
	

	Test code
	Verified TTCN-3 code

	Preconditions
	· User A is IMS registered for RCS-e
· User A’s RCS-e device is provisioned for RCS-e

	Test Procedure
	1.  User A triggers a capability discovery procedure towards User B at User A’s device. This can be done by the following:

a. Adding new User B entry new to User A’s address book

b. Refreshing User B’s status manually

2. User A’s RCS-e client sends a SIP OPTIONS message towards User B.

3. The test tool responds with a 200 OK towards User A’s RCS-e client.

4. Check that User B is shown as available for RCS-e on User A’s RCS-e client

	Pass-Criteria
	At step 2 the SIP OPTION message contains the following information:

· Request-URI is set to User-B’s IMS identity (e.g. SIP-URI or TEL-URI/MSISDN)

· The Contact header includes all tags according to ICS

· The Accept-Contact header includes all tags according to ICS

At step 4 User A’s RCS-e client shows User B as available.


5.18 RCS-e-1.2-con-031 Mobile Initiated Capability Discovery – Unsuccessful – 480 Temporary Unavailable
	Test Case Id
	RCS-e-1.2-con-031

	Test Object
	RCS-e Client

	Test Case Description
	Mobile Initiated Capability Discovery – Unsuccessful – 480 Temporary Unavailable

	Specification Reference
	RCS-e 2.3.1

	SCR Reference
	

	
	

	Test code
	Verified TTCN-3 code

	Preconditions
	· User A is IMS registered for RCS-e
· User A’s RCS-e device is provisioned for RCS-e

	Test Procedure
	1. User A triggers a capability discovery procedure towards User B on User A’s device. This can be done by the following:

a. Adding new User B entry new to User A’s address book

b. Refreshing User B’s status manually

2. User A’s RCS-e client sends a SIP OPTIONS message towards User B.

3. The test tool responds with a 480 TEMPORARILY UNAVAILABLE towards User A’s RCS-e client.

4. Check that User B is shown as not available for RCS-e on User A’s RCS-e client

	Pass-Criteria
	At step 2 the SIP OPTION message contains the following information:

· Request-URI is set to User-B’s IMS identity (e.g. SIP-URI or TEL-URI/MSISDN)

· The Contact header includes all tags according to ICS

· The Accept-Contact header includes all tags according to ICS

At step 4 User A’s RCS-e client shows User B as not available.


5.19 RCS-e-1.2-con-032 Mobile Initiated Capability Discovery – Unsuccessful –408  Request Timeout
	Test Case Id
	RCS-e-1.2-con-032

	Test Object
	RCS-e Client

	Test Case Description
	Mobile Initiated Capability Discovery – Unsuccessful –408  Request Timeout

	Specification Reference
	RCS-e 2.3.1

	SCR Reference
	

	
	

	Test code
	Verified TTCN-3 code

	Preconditions
	· User A is IMS registered for RCS-e

· User A’s RCS-e device is provisioned for RCS-e

	Test Procedure
	1. User A triggers a capability discovery procedure towards User B on User A’s device. This can be done by the following:

a. Adding new User B entry to User A’s address book

b. Refreshing User B’s status manually

2. User A’s RCS-e client sends a SIP OPTIONS message towards User B.

3. The test tool responds with a 408 REQUEST TIMEOUT towards the RCS-e client.

4. Check that User B is shown as not available for RCS-e on User A’s RCS-e client

	Pass-Criteria
	At step 2 the SIP OPTION message contains the following information:

· Request-URI is set to User-B’s IMS identity (e.g. SIP-URI or TEL-URI/MSISDN)

· The Contact header includes all tags according to ICS

· The Accept-Contact header includes all tags according to ICS

At step 4 User A’s RCS-e client shows User B as not available.


5.20 RCS-e-1.2-con-033 Mobile initiated Capability discovery – Unsuccessful – 404 Not Found
	Test Case Id
	RCS-e-1.2-con-033

	Test Object
	RCS-e Client

	Test Case Description
	Mobile initiated Capability discovery – Unsuccessful – 404 Not Found

	Specification Reference
	RCS-e 2.3.1

	SCR Reference
	

	
	

	Test code
	Verified TTCN-3 code

	Preconditions
	· User A is IMS registered for RCS-e
· User A’s RCS-e device is provisioned for RCS-e

	Test Procedure
	1. User A triggers a capability discovery procedure towards User B on User A’s device. This can be done by the following:

a. Adding new User B entry to User A’s address book

b. Refreshing User B’s status manually

2. User A’s RCS-e client sends a SIP OPTIONS message towards User B.

3. The test tool responds with a 404 NOT FOUND towards User A’s RCS-e client.

4. Check that User B is shown as not available for RCS-e on User A’s RCS-e client

	Pass-Criteria
	At step 2 the SIP OPTION message contains the following information:

· Request-URI is set to User-B’s IMS identity (e.g. SIP-URI or TEL-URI/MSISDN)

· The Contact header includes all tags according to ICS

· The Accept-Contact header includes all tags according to ICS

At step 4 User A’s RCS-e client shows User B as not available.


5.21 RCS-e-1.2-con-034 Mobile Initiated Capability Discovery – Successful – Multiple Identities
	Test Case Id
	RCS-e-1.2-con-034

	Test Object
	RCS-e Client

	Test Case Description
	Mobile Initiated Capability Discovery – Successful – Multiple Identities

	Specification Reference
	RCS-e 2.3.1

	SCR Reference
	

	
	

	Test code
	Verified TTCN-3 code

	Preconditions
	· User A is IMS registered for RCS-e
· User A’s RCS-e device is provisioned for RCS-e

· User A’s address book contains an entry for User C with a SIP-URI as contact and a phone number

	Test Procedure
	1. User A triggers a capability discovery procedure towards User C on User A’s device. This can be done by the following:

a. Refreshing User C’s status manually

2. User A’s RCS-e client sends two SIP OPTIONS messages towards User C with the following difference:

a. Using the SIP-URI as identity.

b. Using the phone number as identity

3. The test tool responds with 200 OK towards User A’s RCS-e client for each OPTIONS message.

4. Check that User C’s two identities are shown as available for RCS-e on User A’s RCS-e client

	Pass-Criteria
	At step 2 the SIP OPTION messages contains the following information:

· In one message Request-URI is set to User-C’s SIP-URI 

· In the other message Request-URI is set to User-C’s phone number (TEL-URI)

· The Contact header includes all tags according to ICS

· The Accept-Contact header includes all tags according to ICS

At step 4 User A’s RCS-e client shows User C’s two identities as available.


5.22 Mobile Terminated Capability Discovery
5.23 RCS-e-1.2-con-040 Mobile Terminated Capability Discovery – Correct Presentation of Remote Capabilities
	Test Case Id
	RCS-e-1.2-con-040

	Test Object
	RCS-e Client

	Test Case Description
	Mobile Terminated Capability Discovery – Correct Presentation of Remote Capabilities

	Specification Reference
	RCS-e 2.4.1

	SCR Reference
	

	
	

	Test code
	Verified TTCN-3 code

	Preconditions
	· User A is IMS registered for RCS-e
· User A’s RCS-e device is provisioned for RCS-e

· User B is stored in User A’s address book

	Test Procedure
	1. The test tool sends a SIP OPTIONS message with the RCS-e IM service tag in the Contact header towards User A’s RCS-e client.

2. User A’s RCS-e client responds with a 200 OK towards the test tool.

3. Check that User B is shown as available for RCS-e on User A’s RCS-e client.



	Pass-Criteria
	At step 2 the 200 OK message contains the following information:

· The Contact header includes all tags according to ICS

· The Accept-Contact header includes all tags according to ICS

At step 3 User A’s RCS-e client shows User B as available for RCS-e.


5.24 RCS-e-1.2-con-041 Mobile Terminated Capability Discovery – Learning Unknown New Users RCS-e Capabilities
	Test Case Id
	RCS-e-1.2-con-041

	Test Object
	RCS-e Client

	Test Case Description
	Mobile Terminated Capability Discovery – Learning Unknown New Users RCS-e Capabilities

	Specification Reference
	RCS-e 2.4.1

	SCR Reference
	

	
	

	Test code
	Verified TTCN-3 code

	Preconditions
	· User A is IMS registered for RCS-e
· User A’s RCS-e device is provisioned for RCS-e

· User X is not in User A’s address book

	Test Procedure
	1. The test tool sends a SIP OPTIONS message with the below condition towards User A’s RCS-e client:

a. The RCS-e IM service tag in the Contact header 

b. User X as originator

2. User A’s RCS-e client responds with a 200 OK towards the test tool.

3. Check that User X is shown as temporarily available for RCS-e on User A’s RCS-e client.

	Pass-Criteria
	At step 2 the 200 OK message contains the following information:

· The Contact header includes all tags according to ICS

· The Accept-Contact header includes all tags according to ICS

At step 3 User A’s RCS-e client shows User X as temporarily available for RCS-e.


5.25 Capability Update
5.26 RCS-e-1.2-con-050 Capability update during a MO call for video /image sharing

	Test Case Id
	RCS-e-1.2-con-050

	Test Object
	RCS-e Client

	Test Case Description
	When a voice call is established the participants have to update their capabilities 

	Specification Reference
	RCS-e 3.3.1

	SCR Reference
	

	
	

	Test code
	Verified TTCN-3 code

	Preconditions
	· User A is IMS registered for RCS-e
· User A’s RCS-e device is provisioned for RCS-e

· User A’s RCS-e device as 3G, HSPA or Wifi connectivity

	Test Procedure
	1. User A initiates a voice call to User B at User A’s device. 

2. User A’s RCS-e client sends a SIP OPTIONS message towards User B to indicate video and/or image share capability..

3. The test tool responds with a 200 OK towards User A’s RCS-e client indicating video and image share capability and a SDP body.

4. Check that User B is shown as available for video and image sharing on User A’s RCS-e client if supported by User A’s RCS-e client.

	Pass-Criteria
	At step 2 the SIP OPTION message contains the following information:

· Request-URI is set to User-B’s IMS identity (e.g. SIP-URI or TEL-URI/MSISDN)

· The Contact header includes at least the video and/or image share tag according to ICS.

· The Accept-Contact header includes at least the video and/or image share tags according to ICS.

At step 4 User A’s RCS-e client shows User B as available for video / image sharing if supported by User A’s RCS-e client.


5.27 RCS-e-1.2-con-051 Capability update during a MT call for video /image sharing

	Test Case Id
	RCS-e-1.2-con-051

	Test Object
	RCS-e Client

	Test Case Description
	When a voice call is established the participants have to update their capabilities 

	Specification Reference
	RCS-e 3.3.1

	SCR Reference
	

	
	

	Test code
	Verified TTCN-3 code

	Preconditions
	· User A is IMS registered for RCS-e
· User A’s RCS-e device is provisioned for RCS-e

· User A’s RCS-e device as 3G, HSPA or Wifi connectivity

	Test Procedure
	1. User A accepts a voice call from User B at User A’s device. 

2. The test tool sends a SIP OPTIONS message towards User A to indicate video and image share capability of User B.

3. User A’s RCS-e client responds with a 200 OK towards User B’s RCS-e client indicating image and/or video share capability and a SDP body.

4. Check that User B is shown as available for video and/or image sharing on User A’s RCS-e client according to ICS.

	Pass-Criteria
	At step 3 the 200 OK message contains the following information:

· The Contact header includes at least the video and/or image share tag according to ICS.

· The Accept-Contact header includes at least the video and/or image share tags according to ICS.

· The SDP body should indicate at least support for “H.264/MPEG-4 Part 10 // AVC“ and “H.263-2000” according to RCS-e 2.7.3 if video sharing is supported by User A’s RCS-e client.
At step 4 User A’s RCS-e client shows User B as available for video and/or image sharing according to ICS.


5.28 RCS-e-1.2-con-052 Capability update during a MO voice call fails as other end has no capability

	Test Case Id
	RCS-e-1.2-con-052

	Test Object
	RCS-e Client

	Test Case Description
	When a voice call is established the participants have to update their capabilities. The callee should not be shown as available for video / image share if the corresponding tags are not included in the 200 OK response

	Specification Reference
	RCS-e 3.3.1

	SCR Reference
	

	
	

	Test code
	Verified TTCN-3 code

	Preconditions
	· User A is IMS registered for RCS-e
· User A’s RCS-e device is provisioned for RCS-e

· User A’s RCS-e device as 3G, HSPA or Wifi connectivity

	Test Procedure
	1. User A initiates a voice call to User B at User A’s device. 

2. User A’s RCS-e client sends a SIP OPTIONS message towards User B to indicate video and/or image share capability according to ICS.

3. The test tool responds with a 200 OK towards User A’s RCS-e client indicating NO video and image share capability and no SDP body.

4. Check that User B is shown as not available for video and image sharing on User A’s RCS-e client.

	Pass-Criteria
	At step 2 the SIP OPTION message contains the following information:

· Request-URI is set to User-B’s IMS identity (e.g. SIP-URI or TEL-URI/MSISDN)

· The Contact header includes at least the video and/or image share tag according to ICS.

· The Accept-Contact header includes at least the video and/or image share tags according to ICS.

At step 4 User A’s RCS-e client shows User B as not available for video andimage sharing.


5.29 RCS-e-1.2-con-053 Capability Exchange Optimization During a Call

	Test Case Id
	RCS-e-1.2-con-053

	Test Object
	RCS-e Client

	Test Case Description
	Capability exchange optimization during a call

	Specification Reference
	Sec 2.3.1 of GSMA RCS-e 1.2.2 specifications

	SCR Reference
	

	Test code
	Verified TTCN-3 code

	Preconditions
	· The client A is RCS-e registered user.

· The client A’s handset is in an on-going voice call with a test tool (simulating an RCS-e user) and the test tool delivers its RCS-e capabilities to the client A.

· The client A’s handset is under 3G coverage.

· The displayed capabilities on the client A’s handset for the current call include both image and video share.

	Test Procedure
	1) The client A’s handset’s coverage is changed to HSPA.

2) Wait for 15 seconds.

3) The client A’s handset’s coverage is changed to 3G.

4) Wait for 15 seconds.

	Pass-Criteria
	1) Client A is not sending SIP OPTIONS message at the step #2 and the step #4.


5.30 Chat

5.30.1 RCS-e-1.2-con-060 SIP and MSRP protocol transport over PS (is this not tested implicitly in many other test cases?)
	Test Case Id
	RCS-e-1.2-con-060

	Test Object
	RCS-e Client

	Test Case Description
	SIP and MSRP protocol transport over PS

	Specification Reference
	RCS-e ID_RCSE_7_1_1

	SCR Reference
	

	Test code
	Verified TTCN-3 code

	Preconditions
	· User A and B is registered and able to access IMS/RCS-e core network and relevant servers.

· Supported by network: 2G, 3G, HSPA

	Test Procedure
	1) User A starts a chat from the addressbook with User B

2) User B sees the notification and opens the chat window

3) User B writes a new message

	Pass-Criteria
	1) User B gets the first message from user A

2) User A gets the message back from user B

3) User A and B get the delivery and displayed notifications for both messages


5.30.2 RCS-e-1.2-con-061 Chat inactivity timeout
	Test Case Id
	RCS-e-1.2-con-061

	Test Object
	RCS-e Client

	Test Case Description
	Chat inactivity timeout

	Specification Reference
	RCS-e ID_RCSE_6_1_14

	SCR Reference
	

	Test code
	Verified TTCN-3 code

	Preconditions
	· Terminals are registered and able to access IMS/RCS-e core network and relevant servers.

· Supported by network: 2G, 3G, HSPA, Wi-Fi

	Test Procedure
	1. Remain chat inactive till timeout (configurable period of time) expires.

	Pass-Criteria
	1) The network will close the IM establish session when no activity in the chat is detected.

2) The user does not get any indication


5.30.3 RCS-e-1.2-con-062 Re-Opening a chat / conversation history
	Test Case Id
	RCS-e-1.2-con-062

	Test Object
	RCS-e Client

	Test Case Description
	Re-Opening a chat / conversation history

	Specification Reference
	RCS-e ID_RCSE_6_1_16

	SCR Reference
	

	Test code
	Verified TTCN-3 code

	Preconditions
	· Terminals are registered and able to access IMS/RCS-e core network and relevant servers.

· Supported by network: 2G, 3G, HSPA, Wi-Fi

	Test Procedure
	1) User A selects a previous chat history with user B from the IM/chat application.

	Pass-Criteria
	1) The previous stored conversation are displayed

2) User A can continue the conversation with user B from the point when chat was released

3) IM session will be established only when a new message is sent and user B accepts the chat by opening the chat window


5.31 File transfer

5.31.1 RCS-e-1.2-con-070 Successful file transfer from FT/gallery app (one-to-one)
	Test Case Id
	RCS-e-1.2-con-070

	Test Object
	RCS-e Client

	Test Case Description
	Successful file transfer from FT/gallery app (one-to-one)

	Specification Reference
	RCS-e ID_RCSE_4_2_1

	SCR Reference
	

	Test code
	Verified TTCN-3 code

	Preconditions
	· User A has RCS-e contacts

· User B is an RCS-e user who is online

· User A is on Wi-Fi coverage, user B is on EDGE/3G/HSPA coverage

· All users have enough free storage space to receive file/s

	Test Procedure
	1. User A browses his/her files.

2. User A selects a file

3. User A selects file transfer option

4. User A selects one contact from his/her RCS-e contacts list and press file sharing option

5. User B accepts the invitation and opens the file

	Pass-Criteria
	1) User B receives the invitation stating the file type and the size

2) If it is a supported file type, user B should visualize the relevant MIME icon or mini-preview should be displayed within the chat window (all FT take place on a chat window)

3) User A can progress the transfer in the notification bar (the transfer does not block the UI)

4) User B receives file

5) User B can open the file properly


5.31.2 RCS-e-1.2-con-071 Successful multiple file transfer from chat application (one-to-one)
	Test Case Id
	RCS-e-1.2-con-071

	Test Object
	RCS-e Client

	Test Case Description
	Successful multiple file transfer from chat application (one-to-one)

	Specification Reference
	RCS-e ID_RCSE_4_3_2

	SCR Reference
	

	Test code
	Verified TTCN-3 code

	Preconditions
	· User A has RCS-e contacts

· User B is an RCS-e contact of User A who is online

· User A is on Wi-Fi coverage, user B is on EDGE/3G/HSPA coverage

· All users have enough free storage space to receive file/s

	Test Procedure
	1. User A starts an IM/Chat with User B.

2. User A selects file transfer option

3. User A selects two files from the internal memory, and two files from the external memory list, and select share option

4. User B accepts the invitation and opens the files

	Pass-Criteria
	For each user/file, the following steps can be verified:

1) User B receives the invitation stating the file type and the size

2) If it is a supported file type, user B should visualize the relevant MIME icon or mini-preview should be displayed within the chat window (all FT take place on a chat window)

3) User A can progress the transfer in the notification bar (the transfer does not block the UI)

4) User B receives file

5) User B can open the file properly


5.31.3 RCS-e-1.2-con-072 - File Size Limit (receiver)

	Test Case Id
	RCS-e-1.2-con-072

	Test Object
	RCS-e Client

	Test Case Description
	File size limit (receiver)

	Specification Reference
	Sec 3.4.6 of GSMA RCS-e 1.2.2 specifications

	SCR Reference
	

	Test code
	Verified TTCN-3 code

	Preconditions
	· The client A is a registered RCS-e user.

· The client A’s handset coverage is 3G, HSPA or Wi-Fi.

· The client A’s handset confirms that the remote client (which is simulated by a test tool) is capable of image share.

	Test Procedure
	1) The test tool sends SIP INVITE message – indicating a file sharing session – for a file larger in size than the FTMAXSIZE (which is the maximum size the client A’s handset is allowed to receive).

	Pass-Criteria
	1) The client A’s handset gets a warning with the only option to reject the session.

2) The invitation is auto rejected by the client A’s handset with 603 response.


5.31.4 RCS-e-1.2-con-073 - File Size Warn Limit (receiver)

	Test Case Id
	RCS-e-1.2-con-073

	Test Object
	RCS-e Client

	Test Case Description
	File size limit (receiver)

	Specification Reference
	Sec 3.4.6 of GSMA RCS-e 1.2.2 specifications

	SCR Reference
	

	Test code
	Verified TTCN-3 code

	Preconditions
	· The client A is a registered RCS-e user.

· The client A’s handset coverage is 3G, HSPA or Wi-Fi.

· The client A’s handset confirms that the remote client (which is simulated by a test tool) is capable of image share.

	Test Procedure
	1) The test tool sends SIP INVITE message – indicating a file sharing session – for a file larger in size than the FTWARNSIZE and smaller than FTMAXSIZE.

2) The user accepts the file transfer.

	Pass-Criteria
	1) The client A’s handset gets a warning.

2) The invitation is accepted by the client A’s handset with 200 OK response and the file is transferred successfully.


5.32 Mobile Originated Video sharing
5.33 RCS-e-1.2-con-080 MO video sharing call establishment - successful

	Test Case Id
	RCS-e-1.2-con-080

	Test Object
	RCS-e Client

	Test Case Description
	Success full mobile originated video sharing call establishment

	Specification Reference
	RCS-e 3.3.3

	SCR Reference
	

	
	

	Test code
	Verified TTCN-3 code

	Preconditions
	· RCS-e device is configured for IETF mode
· User A is IMS registered for RCS-e
· User A’s RCS-e device is provisioned for RCS-e

· User A has an established voice call to User B

· OPTIONS capability exchange happened successful.

	Test Procedure
	1. User A initiates a video share call to User B at User A’s device. 

2. User A’s RCS-e client sends a SIP INVITE message towards User B to start the video share call.

3. The test tool responds with a 180 RINGING towards User A’s RCS-e client.

4. The test tool responds with a 200 OK towards User A’s RCS-e client.

5. User A’s RCS-e client sends a SIP ACK message towards User B.

6. Test tool receives a RTP video stream from User A’s RCS-e client.

	Pass-Criteria
	At step 2 the SIP INVITE message contains the following information:

· Request-URI is set to User-B’s IMS identity (e.g. SIP-URI or TEL-URI/MSISDN)

· The Accept-Contact header includes at least the video share tag.

· The supported header does not have the tag “preconditions”.

· The SDP body includes a line “a=sendonly”.

· The SDP body includes the supported video codecs.

At step 6 the test tool receives RTP packets from User A’s RCS-e client.


5.34 Mobile Terminated Video sharing
5.35 RCS-e-1.2-con-090 MT video sharing call establishment - successful

	Test Case Id
	RCS-e-1.2-con-090

	Test Object
	RCS-e Client

	Test Case Description
	Success full mobile originated video sharing call establishment

	Specification Reference
	RCS-e 3.3.3

	SCR Reference
	

	
	

	Test code
	Verified TTCN-3 code

	Preconditions
	· RCS-e device is configured for IETF mode
· User A is IMS registered for RCS-e
· User A’s RCS-e device is provisioned for RCS-e

· User A has an established voice call to User B

· OPTIONS capability exchange happened successful.

	Test Procedure
	1. The test tool sends a SIP INVITE message towards User A’s RCS-e client to start the video share call.

2. User A’s RCS-e client responds with a 180 RINGING.

3. User A accepts the incoming video share request.

4. User A’s RCS-e client responds with a 200 OK.

5. The test tool sends a SIP ACK message.

6. User A’s RCS-e device presents a RTP video stream from the test tool.

	Pass-Criteria
	At step 4 the SIP 200 OK response contains the following information:

· The Contact header includes at least the video share tag.

· The SDP body includes a line “a=recvonly”.

· The SDP body includes one of the offered video codecs.

At step 6 on User A’s RCS-e client a video stream can be seen.
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Appendix B. Conformance Test Case applicability

B.1 Introduction

This section shall help implementers of the <xxx> Enabler to select appropriate Conformance test cases that are applicable to the features implemented.

This appendix lists all test cases testing only mandatory features, ICS (Implementation  Conformance Specification) , IXIT (Implementation eXtra Information)  and a mapping from ICS/IXIT to applicable test cases as defined by the Open Mobile Alliance.

B.2 Test Cases testing only mandatory features

These Conformance test cases are independent from any applicability, are testing only mandatory SCRs and SHALL be run with every implementation.

	Test Case

	


B.3 Applicability

B.3.1 Client ICS

	ICS
	Description
	SCR
Reference(s)
	Supported (yes/no)

	
	
	
	


B.3.2 Client IXIT

	IXIT
	Description
	Unit
<(Range of values)>
	Value

	
	
	

	


B.3.3 Server ICS

	ICS
	Description
	SCR
Reference(s)
	Supported (yes/no)

	
	
	
	


B.3.4 Server IXIT

	IXIT
	Description
	Unit
<(Range of values)>
	Value

	
	
	

	


B.4 ICS to test case mapping

According to the ICS described above the applicable test cases can be derived from the following table.

	Applicability
	Test Cases
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