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1. Scope

This document describes in detail available test cases for SUPL V2.0, OMA-ERP-SUPL-V2_0.
URL:http://www.openmobilealliance.org/
The test cases are split in two categories, conformance and interoperability test cases.

The conformance test cases are aimed to verify the adherence to normative requirements described in the technical specifications. 

The interoperability test cases are aimed to verify that implementations of the specifications work satisfactory.

If either conformance or interoperability tests do not exists at the creation of the test specification this part should be marked not available.

2. References

2.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.8, Open Mobile Alliance™, 
OMA-ORG-IOP_Process-V1_8, URL:http://www.openmobilealliance.org/ 

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC2234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. November 1997, URL:http://www.ietf.org/rfc/rfc2234.txt

	[ERELD]
	“Enabler Release Document for SUPL”, Version 2.0, Open Mobile Alliance™,
OMA-ERELD-SUPL-V2_0, URL:http://www.openmobilealliance.org/

	[OMA-RLP]
	“Inter-Location Server Interface Specification”, Version 1.0, Open Mobile Alliance(, 
OMA-TS-RLP-Spec-V1.0, URL:http://www.openmobilealliance.org/

	[TLS]
	“Transport Layer Security (TLS) Version 1.0”, IETF RFC 2246, Jan 1999
URL:http://www.ietf.org/rfc/rfc2446.txt

	[WAP]
	“Wireless Application Protocol”, Version 2.0, Open Mobile Alliance™, Aug 2002, 
URL:http://www.openmobilealliance.org/tech/affiliates/wap/technical_wap2_0-20020813.zip

	[WAP PAP]
	“WAP Push Access Protocol”, Open Mobile Alliance™, Apr 2001,
URL:http://www.openmobilealliance.org/tech/affiliates/wap/wap-247-pap-20010429-a.pdf

	[WAP POTAP]
	“WAP Push Over The Air Protocol”, Open Mobile Alliance™, Apr 2001
URL:http://www.openmobilealliance.org/tech/affiliates/wap/wap-235-pushota-20010425-a.pdf

	[WAP PUSH]
	“WAP Push Message”, Open Mobile Alliance™, Mar 2001,
URL:http://www.openmobilealliance.org/tech/affiliates/wap/wap-251-pushmessage-20010322-a.pdf

	[GBA]
	3GPP TS 33.220 v6.2.0 “3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; Generic Authentication Architecture (GAA); Generic bootstrapping architecture (Release 6) “3GPP TS 33.220 v6.2.0. URL:http://www.3gpp.org/ftp/Specs/html-info/33220.htm

	[GAA] 


	3GPP TS 33.222 v6.1.0 “3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; Generic Authentication Function; Access to Network Application Functions using Hypertext Transfer Protocol over Transport Layer Security (HTTPS); (Release 6)”. URL:http://www.3gpp.org/ftp/Specs/html-info/33222.htm

	[TLS-AES]
	“Advanced Encryption Standard (AES) Ciphersuites for Transport Layer Security (TLS)”, IETF RFC 3268, June 2002. URL:http://www.ietf.org/rfc/rfc3268.txt

	[OMA-ULP]
	“UserPlane for Location Protocol”, Version 2.0, Open Mobile Alliance™, OMA-TS-ULP-Spec-V2.0, URL:http://www.openmobilealliance.org/

	[OMA-ILP]
	“Internal Location Protocol”, Version 2.0, Open Mobile Alliance™, OMA-TS-ILP-Spec-V2.0, URL:http://www.openmobilealliance.org/

	[3GPP TS 34.108]
	3GPP TS 34.108 “3rd Generation Partnership Project; Technical Specification Group Radio Access Network; Common test environments for User Equipment (UE); Conformance testing)” “3GPP TS 34.108”. URL:http://www.3gpp.org/ftp/Specs/html-info/34108.htm

	[3GPP TS 51.010] 


	3GPP TS 51.010-1 “3rd Generation Partnership Project; Technical Specification Group GSM/EDGE Radio Access Network Digital cellular telecommunications system (Phase 2+); Mobile Station (MS) conformance specification; Part 1: Conformance specification.” URL:http://www.3gpp.org/ftp/Specs/html-info/51010-1.htm

	

	

	[3GPP2 TIA-916]
	TBD

	[3GPP TS 37.571]
	3GPP TS 37.571-2 “3rd Generation Partnership Project; Technical Specification Group Radio Access Network; Universal Terrestrial Radio Access (UTRA) and Evolved UTRA (E-UTRA) and Evolved Packet Core (EPC); User Equipment (UE) conformance specification for UE positioning; Part 2: Protocol conformance”. URL:http://www.3gpp.org/ftp/Specs/html-info/37571-2.htm


2.2 Informative References
	[OMADICT]
	“Dictionary for OMA Specifications”, Version 2.7, Open Mobile Alliance™,
OMA-ORG-Dictionary-V2_7, URL:http://www.openmobilealliance.org/


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope”, are normative, unless they are explicitly indicated to be informative.

The following numbering scheme is used:

xxx-y.z-con-number where:
xxx
Name of enabler, e.g. MMS or Browsing
y.z
Version of enabler release, e.g. 1.2 or 1.2.1
’con’
Indicating this test is a conformance test case
number
Leap number for the test case

Or

xxx-y.z-int-number where:
xxx
Name of enabler, e.g. MMS or Browsing
y.z
Version of enabler release, e.g. 1.2 or 1.2.1
’int’
Indicating this test is a interoperability test case
number
Leap number for the test case
3.2 Definitions

	MLS application
	An application which requests and consumes the location information

	Network Initiated SUPL Services
	Network Initiated SUPL Services are services which originate from within the SUPL network as opposed to the SET. For these services, the SUPL Agent resides in the Network.

	Non-Proxy Mode
	The SPC system will have direct communication with the SET.

	Proxy Mode
	The SPC system will not have direct communication with the SET. In this environment the SLC system will act as a proxy between the SET and the SPC.

	SET Initiated SUPL Services
	SET Initiated SUPL Services are services which originate from the SET. For these services, the SUPL Agent resides within the SET.

	SUPL Agent
	Service access point which accesses the network resources to obtain location information.

	SUPL Enabled Terminal (SET)
	A device that is capable of communicating with a SUPL network. Examples of this could be a UE in UMTS, a MS in GSM or IS-95, or a PC over an IP-based transport.

	SUPL Location Centre (SLC)
	Coordinates the operations of SUPL in the network and interacts with the SUPL Enabled Terminal (SET) over User Plane bearer.

	SUPL Location Platform (SLP)
	Entity responsible for SUPL Service Management and Position Determination. SLP contains the SLC and SPC Functions.

	SUPL Positioning Centre (SPC)
	Entity in the SUPL network responsible for all messages and procedures required for position calculation and for the delivery of assistance data.


3.3 Abbreviations
	
	

	ACA
	Alternative Client authentication

	AFLT
	Advanced Forward Link Trilateration

	A-GPS
	Assisted GPS

	B-TID
	Bootstrap Transaction Identifier

	CI
	Cell Identity (3GPP)

	ECID
	Enhanced Cell ID

	EOTD
	Enhanced Observed Time Difference

	E-SLP
	Emergency SLP

	FFS
	For Further Study

	FQDN
	Fully Qualified Domain Name

	GANSS
	Galileo and Additional Navigation Satellite Systems

	GBA
	Generic Bootstrap Architecture

	GLONASS
	GLObal'naya NAvigatsionnaya Sputnikovaya Sistema (Engl.: Global Navigation Satellite System)

	GNSS
	Global Navigation Satellite System

	GPS
	Global Positioning System

	H-SLP
	Home SLP

	IMSI
	International Mobile Subscriber Identity

	IP
	Internet Protocol

	LAC
	Location Area Code (3GPP)

	LCS
	Location Services

	LPP
	LTE Positioning Protocol

	MAC
	Message Authentication Code

	MCC
	Mobile Country Code (3GPP)

	MLP
	Mobile Location Protocol

	MLS
	Mobile Location Services

	MNC
	Mobile Network Code (3GPP)

	MSID
	Mobile Station Identifier

	NMR
	Network Measurement Report

	OMA 
	Open Mobile Alliance

	OTDOA
	Observed Time Difference of Arrival

	PAP
	WAP Push Access Protocol

	PPG
	Push Proxy Gateway

	PSK
	Pre-shared Key

	QoP
	Quality of Position

	QZSS
	Quasi-Zenith Satellite System

	RLP
	Roaming Location Protocol

	RRC
	Radio Resource Control

	RRLP
	Radio Resource LCS Protocol

	R-SLP
	Requesting SLP

	SET
	SUPL Enabled Terminal

	SIM
	Subscriber Identity Module

	SIP
	Session Initiation Protocol

	SLC
	SUPL Location Centre

	SLIA
	Standard Location Immediate Answer

	SLIR
	Standard Location Immediate Request

	SLP
	SUPL Location Platform

	SMLC
	Serving Mobile Location Centre

	SMS
	Short Message Service

	SMSC
	Short Message Service Centre

	SPC
	SUPL Positioning Centre

	SPCF
	SUPL Position Calculation Function

	SPF
	SUPL Privacy Function

	SRLIA
	Standard Roaming Location Immediate Answer

	SRLIR
	Standard Roaming Location Immediate Request

	TBD
	To Be Developed

	TLS
	Transport Layer Security

	UE
	User Equipment

	ULP
	Userplane Location Protocol

	URI
	Uniform Resource Identifier

	URL
	Uniform Resource Locator

	V-SLP
	Visited SLP

	V-SPC
	Visited SPC

	WAP
	Wireless Application Protocol


4. Introduction

The purpose of this document is to provide test cases for SUPL Enabler Release 2.0.

The implementation of some features is optional for the Clients and/or the Servers in the SUPL Enabler.  The tests associated with these optional features are marked as "(Includes Optional Features)" in the test specification.

4.1 Running Test Cases

Some Test Cases are made up of multiple Tests (e.g. Test 1, Test 2, …….). These Tests are independent of each other and are only grouped together for convenience. These Tests may or may not all be relevant to a particular SET or SLP and applicabilities are given separately for each Test.
These Tests may be referred to by adding “-1”, or “-2” etc. after the Test number, e.g. SUPL-2.0.con-008-1, SUPL-2.0.con-008-2 etc.
Some Test Cases are made up of multiple Cases (e.g. Case 1, Case 2, …….). These Cases are all part of the one Test Case and should all be run as part of the Test Case. In particular, to pass the complete Test Case the SET or SLP must pass every Case. 

4.2 Applicability of Client Conformance Test Cases

The Client Conformance test cases in section 5 contain test cases for both mandatory and optional features in a client implementation. In order to assist in the selection of the necessary Client Conformance test cases in the case of a client that has implemented a number of optional features, appendix B lists all the possible optional features in the client in the form of an ICS (Implementation Conformance Specification) table and it provides a mapping from the optional client applicabilities (ICS) to the applicable test cases from section 5. It also provides an IXIT (protocol Implementation eXtra Information) table to note any extra information necessary to run the test cases.
4.3 Acceptable Position Estimates 

Many Test Cases in this document require that a Location Session completes successfully; it is assumed that for a Test Case to complete successfully it will produce an acceptable Position Estimate. In addition some Test Cases in this document specifically require that a Location Session produces an acceptable Position Estimate. 

The OMA does not specify any requirements for the accuracy of a Position Estimate in order for it to be judged as being acceptable, therefore finally this must be left to the judgment and experience of those running the tests. However some guidance is given below which may be used if deemed useful. 

The figures given below are based on expected accuracies of Position Estimates from various sources in the industry, with an additional allowance for the fact that no requirements are specified by the OMA. 

In all cases ideal test conditions are assumed with strong, noise free, signals. For A-GNSS and GNSS testing, these test conditions should be similar to an “outdoor” or “clear view of sky” environment; for other testing, these test conditions should be similar to an urban or city environment. Otherwise, the accuracy figures mentioned below may not hold and under less than ideal conditions they should be relaxed further.

	Positioning Method used in Location Session
	Acceptable accuracy of Position Estimate

	A-GNSS
	+/- 100m

	Autonomous GNSS
	+/- 100m

	AFLT
	+/- 250m

	Cell ID
	+/- 5km

	Enhanced Cell / sector
	+/- 1km

	EOTD
	+/- 250m

	OTDOA
	+/-250m


Table 1:  Acceptable accuracies of Position Estimates
4.4 A-GNSS Scenarios and Assistance Data 

Many Conformance Test Cases in this document require that an A-GNSS Location Session is run. Normally this will take place under laboratory conditions using a simulated GNSS constellation and suitable Assistance Data for that simulation. The OMA does not specify the GNSS constellation or Assistance Data to be used under these circumstances, however suitable scenarios and associated Assistance Data is specified by 3GPP and 3GPP2 for similar testing. The details can be found in the following documents:

· For testing using RRLP: [3GPP TS 51.010]

·  For testing using RRC protocol: [3GPP TS 37.571]

· For testing using TIA-801 protocol: [3GPP2 TIA-916]
· For testing using LPP: [3GPP TS 37.571]
4.5 OTDOA Scenario and Assistance Data 

Some Conformance Test Cases in this document require that an OTDOA Location Session is run. OMA does not specify the scenario or Assistance Data to be used under these circumstances, however a suitable scenario and associated Assistance Data is specified by 3GPP for similar testing. The details can be found in [3GPP TS 37.571].
4.6 ECID using LPP Scenario 

Some Conformance Test Cases in this document require that an ECID Location Session is run using LPP. OMA does not specify the scenario to be used under these circumstances; however a suitable scenario is specified by 3GPP for similar testing. The details can be found in [3GPP TS 37.571].
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