Doc# OMA-IOP-MEC-2013-0020R04-CR_RCS_e_CON_ETS_notifications[image: image1.jpg]"sOMaQa

Open Mobile Alliance



.doc
Change Request

Doc# OMA-IOP-MEC-2013-0019R01-CR_RCSe_Con_FinalPass.doc
Change Request



Change Request

	Title:
	RCS-e CON notifications
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	IOP-MEC

	Doc to Change:
	OMA-ETS-RCS_e_INT-V1_0-20130131-D

	Submission Date:
	February 21, 2013

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Editorial

	Source:
	Kimmo Halonen, Nokia, kimmo.k.halonen@nokia.com


	Replaces:
	OMA-IOP-MEC-2013-0020R03-CR_RCS_e_CON_ETS_notifications.doc


1 Reason for Change

There are several tests in the RCS-e Conformance ETS that conflict with the GSMA UX Guidelines or are otherwise  impossible to run using real devices.
2 Impact on Backward Compatibility

n/a

3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The IOP MEC agrees the document and corresponding changes are done to the RCS-e Conformance ETS.
6 Detailed Change Proposal

Change 1:  5.2.1 UX changes only apply to embedded clients. More generic statement would be “RCS-e service is enabled/not enabled.
5.2.1 RCS-e-1.2-con-001 First-time unsuccessful configuration - Subscriber unauthorized (Auto-Configuration Server)

	Test Case Id
	RCS-e-1.2-con-001

	Test Object
	RCS-e Client

	Test Case Description
	First-time unsuccessful configuration: Subscriber unauthorized

	Specification Reference
	RCS-e 2.2.2.1.2

	SCR Reference
	

	Test code
	Verified TTCN-3 code

	Preconditions
	· User A NOT IMS registered for RCS-e

	Test Procedure
	1. Handset is powered on

2. Execute "Successful autoconfiguration" (C.6.1.1). 
In step 4 set the version in the XML body to "0".

3. Reboot the handset.
4. Execute "Successful autoconfiguration" (C.6.1.1). 

	Pass-Criteria
	1. After step 2 RCS-e service is not enabled. on the handset
2. At step 4 of the test procedure in step 3 of C.6.1.1 "vers" parameter SHALL be 0.

3. After step 4 RCS-e service is enabled. on the handset


Change 2:  5.4.5 RCS-e1.2-con-034 Mobile Originated Capability Discovery – Successful – Multiple Identities
This test case is against RCS-e spec chapter 2.3.1:
“one SIP OPTIONS is sent per IMS identity (that is TEL_URI/MSISDN or SIP-URI) stored in the address book”

“If it is discovered that more than one of the associated TEL-URIs/SIP-URIs are IMS provisioned, each will be treated as a separate RCS-e user.”

Modified test case
5.4.5 RCS-e-1.2-con-034 Mobile Originated Capability Discovery – Successful – Multiple Identities

	Test Case Id
	RCS-e-1.2-con-034

	Test Object
	RCS-e Client

	Test Case Description
	Mobile Originated Capability Discovery – Successful – Multiple Identities

	Specification Reference
	RCS-e 2.3.1

	SCR Reference
	

	Test code
	Verified TTCN-3 code

	Preconditions
	· User A is IMS registered for RCS-e

· User A’s RCS-e device is provisioned for RCS-e

· 

	Test Procedure
	1. User A creates a new contact (User C) in address book with the following four unique entries

1. MSISDN number 1 (RCS-e capable)

2. MSISDN number 2 (without RCS-e capabilities)

3. MSISDN number 3 (RCS-e capable, different from 1)

4. SIP-URI (RCS-e capable, if supported by the UI, independent from 1, 2 or 3).  
2. Execute step 1 of "Mobile Originated Capability Exchange" (C.1.1) for all four entries (three if SIP-URI was not supported).
3. The test tool responds with 200 OK towards User A’s RCS-e client for each OPTIONS message.

4. Check that User C’s identities 1, 3 and 4 (if supported) are shown as available for RCS-e on User A’s RCS-e client

	Pass-Criteria
	1. At step 4 User A’s RCS-e client shows User C’s identities 1, 3 and 4 (if supported) as available.


Change 3:  Display notifications 
According to GSMA RCS-e UX Guidelines, support for display notifications is mandatory and by default they are always on.
Having an UI for switching off display notifications is optional (recommended) and only applies to the receiving client.

See UX Guidelines document chapter:

· 8.5 RCS-e Chat notifications (MANDATORY)

· 11.3 joyn management menu/options 

· 7.9.1 Notification customizations (Highly Recommended).
Proposed changes:

· Delete the following Precondition: “User A’s device is configured not to request notification of display”
· Add the following Precondition: “In case of User A’s device support UI for switching display notifications on/off then display notification are to be switched on.”.

· Do the necessary modifications to include display notifications (see attachment).

For these test cases:
5.8.1 RCS-e-1.2-con-100 Mobile Originated 1-to-1 Chat - session establishment – Mobile Originated session termination
5.8.2 RCS-e-1.2-con-101 Mobile Originated 1-to-1 Chat - session establishment – Mobile Terminated session termination

5.8.3 RCS-e-1.2-con-102 Mobile Originated 1-to-1 Chat – display notification (Includes Optional Features)
5.8.4 RCS-e-1.2-con-103 Mobile Originated 1-to-1 Chat– duplicate session
5.8.5 RCS-e-1.2-con-104 Mobile Originated 1-to-1 Chat - race condition

5.8.6 RCS-e-1.2-con-105 Mobile Originated 1-to-1 Chat – inactivity timeout
5.8.7 RCS-e-1.2-con-106 Mobile Originated 1-to-1 Chat - store and forward – sender still in active IM session
5.8.8 RCS-e-1.2-con-107 Mobile Originated 1-to-1 Chat - store and forward – sender still online
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