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1 MMS CONFORMANCE TEST CASES

1.1 CLIENT CONFORMANCE TESTING SENDING

1.1.1 Content

1.1.1.1 Support of sending JPEG/JFIF
	Test Case Id
	MMS-1.3-con-xxx

	Test Object
	Client A

	Test Case Description
	The purpose is to verify that a message containing JPEG/JFIF is supported.

Verification is done by sending the message from Client A to a test tool, which will verify that the Content type is correct and that the image file is included in its entirety in the MM sent by Client A

	Specification Reference
	[MMSCONF] 7.1.1

	SCR Reference
	MMSCONF-MED-C-032

	Tool
	MMS Conformance tool

	Test Code
	Validated test code for test case MMS-1.3-con-xxx

	Preconditions
	-Client A
   Uses JPEG/JFIF

	Test Procedure
	1. In Client A, create a new MM.

2. In MM header: To-field is set to Client B.

3. In MM content: add JPEG/JFIF image (SET Content ref here!).
4. In Client A, send MM to the test tool.

5. In Client B, receive and open the MM.

6. Verify the pass criteria below.

	Pass Criteria
	The MM sent by Client A contains a part with content type set to image/jpg jfif and this shall contain the complete contents of the image file.


1.1.1.2 Support of sending JPEG/EXIF
	Test Case Id
	MMS-1.3-con-xxx

	Test Object
	Client A

	Test Case Description
	The purpose is to verify that a message containing JPEG/JFIF is supported.

Verification is done by sending the message from Client A to a test tool, which will verify that the Content type is correct and that the image file is included in its entirety in the MM sent by Client A

	Specification Reference
	[MMSCONF] 7.1.1

	SCR Reference
	MMSCONF-MED-C-032

	Tool
	MMS Conformance tool

	Test Code
	Validated test code for test case MMS-1.3-con-xxx

	Preconditions
	-Client A
   Uses JPEG/JFIF

	Test Procedure
	7. In Client A, create a new MM.

8. In MM header: To-field is set to Client B.

9. In MM content: add JPEG/JFIF image (SET Content ref here!).
10. In Client A, send MM to the test tool.

11. In Client B, receive and open the MM.

12. Verify the pass criteria below.

	Pass Criteria
	The MM sent by Client A contains a part with content type set to image/jpg jfif and this shall contain the complete contents of the image file.


1.2 CLIENT CONFORMANCE TESTING RECEIVING

1.2.1 Message Structure and Preconditions

1.2.1.1 Preconditions

The client under test is set to immediate retrieval mode unless this feature is not supported, in this case the deferred retrieval mode is utilized.

The MM sent from the Test Tool to Client B in the Test Cases in this section are predefined and stored in the Test Tool, all messages share a common structure, while particular variants are created for the different test cases. The following table shows the common structure. Under each test case, the differences from this structure are specified.

1.2.1.2 Generic MM

	MM Content:
	HTTP Headers:
	Content-Type: 

"application/vnd.wap.mms-message"

Accept: 

*/*

Cache-Control: 

"no-cache"

Accept-Charset: 

"*"

	
	MMS Headers:
	X-Mms-Message-Type: 
m-retrieve-conf

X-Mms-Transaction-ID :
<new ID>

X-Mms-Version:

1.3
Date 

<current date>

From

<any legal value>*

Content-Type
application/vnd.wap.multipart.related

	
	MMS Content: 
	Multipart structure with the following sections (order is significant):

· SMIL: default layout with 1 slide, portrait oriented, Image on top and text below. 50% image, 50% text, best fit.

· None


.Not all phones may support anonymous messages. A legal value is added to avoid testing the anonymous feature.

1.2.2 Content

1.2.2.1 Support of receiving JPEG/JFIF
	Test Case Id
	MMS-1.3-con-xxx

	Test Object
	Client B

	Test Case Description
	The purpose is to verify that a message containing JPEG/JFIF is supported

Verification is done by sending the message from a Test Tool to Client B, and observe how the message is presented

	Specification Reference
	[MMSCONF] 7.1.1

	SCR Reference
	MMSCONF-MED-C-032

	Tool
	MMS Conformance tool

	Test Code
	Validated test code for test case MMS-1.3-con-xxx

	Preconditions
	--Client B

    able to present JPEG/JFIF (NOTE is this mandatory?)

	Test Procedure
	1. In Test Tool, send MM notification to Client B.

2. In Client B, receive the MM notification and retrieve  the MM.

3. Verify the pass criteria below.

	Pass Criteria
	Client B has received the message and the received message is reasonably presented


MM Content specific to this Test Case.

	MM Content:
	MMS Headers:
	To
<address of Client B>

	
	MMS Content: 
	· SMIL: no change

· Image Object:
JPG/JFIF_80x60.jpg


1.2.2.2 Support of receiving JPEG/EXIF
	Test Case Id
	MMS-1.3-con-xxx

	Test Object
	Client B

	Test Case Description
	The purpose is to verify that a message containing JPEG/EXIF is supported

Verification is done by sending the message from a Test Tool to Client B, and observe how the message is presented

	Specification Reference
	[MMSCONF] 7.1.1

	SCR Reference
	MMSCONF-MED-C-033

	Tool
	MMS Conformance tool

	Test Code
	Validated test code for test case MMS-1.3-con-xxx

	Preconditions
	--Client B

    able to present JPEG/EXIF (NOTE is this mandatory?)

	Test Procedure
	1. In Test Tool, send MM notification to Client B.

2. In Client B, receive the MM notification and retrieve  the MM.

3. Verify the pass criteria below.

	Pass Criteria
	Client B has received the message and the received message is reasonably presented


MM Content specific to this Test Case.

	MM Content:
	MMS Headers:
	To
<address of Client B>

	
	MMS Content: 
	· SMIL: no change

· Image Object:
JPG/EXIF_80x60.jpg


1.3 CLIENT CONFORMANCE TESTING CREATION

1.3.1 Postcard service

1.3.1.1 Postcard vCard attachment
	Test Case Id
	MMS-1.3-con-xxx

	Test Object
	Client A

	Test Case Description
	The purpose is to verify that in a postcard message the vCard contains the N, Version and ADR field.

	Specification Reference
	[MMSCONF] 17.1

	SCR Reference
	MMSCONF-PST-C-002

	Tool
	MMS Conformance tool

	Test Code
	Validated test code for test case MMS-1.3-con-xxx

	Preconditions
	-Client A
    Support of Postacard Service

	Test Procedure
	1. In Client A, create a new  postcard MM.

2. In MM header: To-field is set to Postcard service address

3. In MM content: add image (SET Content ref here!).
4. Add vCard

5. In test Tool, accept the MM

6. Verify the pass criteria below.

	Pass Criteria
	Client A has sent a message.and the test tool verify that the vCard attachment contains N, Version and ADR.


1.3.1.2 Postcard vCard attachment restriction

	Test Case Id
	MMS-1.3-con-xxx

	Test Object
	Client A

	Test Case Description
	The purpose is to verify that in a postcard message the vCard contains ONLY the N, Version and ADR field.

	Specification Reference
	[MMSCONF] 17.1

	SCR Reference
	MMSCONF-PST-C-002

	Tool
	MMS Conformance tool

	Test Code
	Validated test code for test case MMS-1.3-con-xxx

	Preconditions
	-Client A
    Support of Postacard Service

	Test Procedure
	1. In Client A, create a new MM.

2. In MM header: To-field is set to Postcard service address

3. In MM content: add image (SET Content ref here!).
4. Add vCard, add other field than N, Version and ADR

5. In test Tool, accept the MM

6. Verify the pass criteria below.

	Pass Criteria
	Client A has sent a message.and the test tool verify that the vCard attachment contains N, Version and ADR. (NOTE should the user be able to do the attachements and the client remove them, or should the user be disabled to insert them when creating?)


1.3.1.3 Postcard X-MMS-GREETINGTEXT
	Test Case Id
	MMS-1.3-con-xxx

	Test Object
	Client A

	Test Case Description
	The purpose is to verify that in a postcard message use the X-MMS-GREETINGTEXT correctly

	Specification Reference
	[MMSCONF] 17.2

	SCR Reference
	MMSCONF-PST-C-004

	Tool
	MMS Conformance tool

	Test Code
	Validated test code for test case MMS-1.3-con-xxx

	Preconditions
	-Client A
    Support of Postacard Service

	Test Procedure
	1. In Client A, create a new MM.

2. In MM header: To-field is set to Postcard service address

3. In MM content: add image (SET Content ref here!).
4. Add vCard

5. Edit a greeting text “Greetings from OMA”

6. In test Tool, accept the MM

7. Verify the pass criteria below.

	Pass Criteria
	Client A has sent a message.and the test tool verify that X-MMS-GREETINGTEXT is “Greetings from OMA”


1.4 SERVER CONFORMANCE TESTING - TRANSMISSION

1.5 MMSC TRANSACTION

1.5.1.1 Transcoding from JPEG/EXIF to JPEG/JFIF
	Test Case Id
	MMS-1.3-con-xxx

	Test Object
	MMSC

	Test Case Description
	The purpose is to verify that a message containing JPEG/EXIF will be transcoded by the MMSC to JPEG/JFIF. If the receiving Client is of lesser version than 1.3.

	Specification Reference
	[MMSCONF] 9.4.1

	SCR Reference
	MMSCONF-AMN-S-004

	Tool
	MMS Conformance tool

	Test Code
	Validated test code for test case MMS-1.3-con-xxx

	Preconditions
	-MMSC

	Test Procedure
	( THIS NEEDS TO BE CHANGED (also in MMS 1.2) 
1. In Client A, create a new  MM

2. In MM header: To-field is set to Client B.

3. In MM content: add JPEG/EXIF image (SET Content ref here!).
4. In Client A, send MM to Client B.

5. In Client B, receive and open the MM.

6. Verify the pass criteria below.

	Pass Criteria
	Client B has received the message successfully and the image appears correctly and is a JPEG/JFIF image.


1.6 CLIENT TRANSACTION

1.6.1.1 X-Mms-Content-Class field

	Test Case Id
	MMS-1.3-con-xxx

	Test Object
	Client A

	Test Case Description
	The purpose is to verify that the X-Mms-Content-Class is sent from Client A and that the value is valid.

	Specification Reference
	[MMSENC] Table 1


	SCR Reference
	MMSE-SND-C-035 (from latest MMSENC)

	Tool
	MMS Conformance tool

	Test Code
	Validated test code for test case MMS-1.3-con-xxx

	Preconditions
	-Client A
   Capability:To send its Content Class 



	Test Procedure
	1. In Client A, create a new MM.

2. In MM header: To-field is set to a legal address

3. In MM content: In the message text part, enter the text “Hello World”.

4. Add a picture ??

5. In Client A, send MM to Test Tool.

6. In test Tool, accept the MM

7. Verify the pass criteria below.

	Pass Criteria
	Client A has sent a message.and the test tool verify a valid value on the X-Mms-Content-Class.


Delivery Report Content specific to this Test Case. CHANGE
	MM Content:
	MMS Headers:
	X-Mms-Message-Type
m-delivery-ind

X-Mms-MMS-Version
1.3
Message-ID

<same as in the M-send.conf PDU from the Test Tool>
To

<same as in the sent MM>
Date

<current date>

X-Mms-Status

Retrieved


1.6.1.2 X-Mms-DRM-Content
	Test Case Id
	MMS-1.3-con-xxx

	Test Object
	Client A

	Test Case Description
	The purpose is to verify that the X-Mms-DRM-Content fileld is set from Client A  when sending MM with DRM protected material (Note: it is only possible to send DRM separate delivery content)

	Specification Reference
	[MMSENC] Table 1

	SCR Reference
	MMSE-SND-C-036 (from latest MMSENC)

	Tool
	MMS Conformance tool

	Test Code
	Validated test code for test case MMS-1.3-con-xxx

	Preconditions
	-Client A
   Capability:To set X-Mms-DRM-Content.


	Test Procedure
	8. In Client A, create a new MM.

9. In MM header: To-field is set to a legal address

10. In MM content: In the message text part, enter the text “Hello World”.

11. Add a DRM protected content (separate delivery)

12. In Client A, send MM to Test Tool.

13. In test Tool, accept the MM

14. Verify the pass criteria below.

	Pass Criteria
	Client A has sent a message.and the test tool verified that a valid value (YES) on the X-Mms-DRM-Content (NOTE: should it be tested if the client have content protected contentent if the value is YES, or  if it is set to NO should it be tested that the MM does not have content protected content)


Delivery Report Content specific to this Test Case. CHANGE
	MM Content:
	MMS Headers:
	X-Mms-Message-Type
m-delivery-ind

X-Mms-MMS-Version
1.3
Message-ID

<same as in the M-send.conf PDU from the Test Tool>
To

<same as in the sent MM>
Date

<current date>

X-Mms-Status

Retrieved


1.6.1.3 X-Mms-Adaptation-Allowed
	Test Case Id
	MMS-1.3-con-xxx

	Test Object
	Client A

	Test Case Description
	The purpose is to verify that the X-Mms-Adaptation-Allowed fileld is set from Client A  

	Specification Reference
	[MMSENC] Table 1

	SCR Reference
	MMSE-SND-C-037 (from latest MMSENC)

	Tool
	MMS Conformance tool

	Test Code
	Validated test code for test case MMS-1.3-con-xxx

	Preconditions
	-Client A
   Capability:To set X-Mms-Adaptation-Allowed.


	Test Procedure
	15. In Client A, create a new MM.

16. In MM header: To-field is set to a legal address

17. In MM content: In the message text part, enter the text “Hello World”.

18. Add a image larger that 30k (UPDATE!!!)

19. In Client A, send MM to Test Tool.

20. In test Tool, accept the MM

21. Verify the pass criteria below.

	Pass Criteria
	Client A has sent a message.and the test tool verified that a valid value of YES/NO (NOTE : Default value is YES, should this be tested?, When doing IOT test, the operator/service provider may ignore this, thus testing is difficult in IOT)


Delivery Report Content specific to this Test Case. CHANGE
	MM Content:
	MMS Headers:
	X-Mms-Message-Type
m-delivery-ind

X-Mms-MMS-Version
1.3
Message-ID

<same as in the M-send.conf PDU from the Test Tool>
To

<same as in the sent MM>
Date

<current date>

X-Mms-Status

Retrieved


1.7 CLIENT B (RECIPIENT)

1.7.1.1 content with unknown SMIL elements/attributes
	Test Case Id
	MMS-1.3-con-xxx

	Test Object
	Client B

	Test Case Description
	The purpose is to verify that the terminal is able to receive a message containing unknown SMIL attributes and able to ignore them..

	Specification Reference
	[MMSCONF] Chapter 7.1.4

	SCR Reference
	MMSCONF-MED-C-022

	Tool
	MMS Conformance tool

	Test code
	Validated test code for test case MMS-1.3-con-xxx

	Preconditions
	-Client B



	Test Procedure
	1. An MM , containing content with unknown SMIL elements/attributes is sent to Client B from the Test Tool (NOTE: this content has to be created…)

2. In Client B, receive and open the MM containing content with unknown SMIL elements/attributes

3. Verify the pass criteria below.

	Pass-Criteria
	Client B receives the content with unknown SMIL elements/attributes and the received message is reasonably presented. (NOTE Some elements/attributes could be supported in the client, should it be tested that it is not? This is like the creation conformance where it should not be possible to add non conformant content…)


1.7.1.2  OMA DRM Combined delivery method
	Test Case Id
	MMS-1.3-con-xxx

	Test Object
	Client B

	Test Case Description
	The purpose is to verify that the terminal is able to receive a message containing DRM protected content using OMA DRM Combined delivery method  and that the received objects are properly protected.

Verification is done by sending an MM with DRM content from a Test Tool to Client B. The Client B should be able to receive the MM and open the content, but should not be able to forward the MM nor the content.

	Specification Reference
	[MMSCONF] Chapter 7.1.5, 16

	SCR Reference
	MMSCONF-MED-C-030

	Tool
	MMS Conformance tool

	Test code
	Validated test code for test case MMS-1.3-con-xxx

	Preconditions
	-Client B



	Test Procedure
	1. An MM , containing DRM/ OMA DRM Combined delivery method -protected content is sent to Client B from the Test Tool

2. In Client B, receive and open the MM containing protected content

3. In client B, try to forward the MM to client A

4. Verify the pass criteria below.

	Pass-Criteria
	Client B receives the protected content and the received message is reasonably presented

The received objects are properly protected and cannot be forwarded.( NOTE: this is wrong in the forward lock, the test does not check if it is impossible to forward the content!)


1.7.1.3 OMA DRM Separate delivery method
	Test Case Id
	MMS-1.3-con-xxx

	Test Object
	Client B

	Test Case Description
	The purpose is to verify that the terminal is able to receive a message containing DRM protected content using OMA DRM Separate delivery method  and that the received objects are properly protected.

Verification is done by sending an MM with DRM content from a Test Tool to Client B. The Client B should be able to receive the MM and open the content.

	Specification Reference
	[MMSCONF] Chapter 7.1.5, 16

	SCR Reference
	MMSCONF-MED-C-030

	Tool
	MMS Conformance tool

	Test code
	Validated test code for test case MMS-1.3-con-xxx

	Preconditions
	-Client B



	Test Procedure
	5. An MM , containing DRM/ OMA DRM Separate delivery method -protected content is sent to Client B from the Test Tool

6. In Client B, receive and open the MM containing protected content

7. In client B, try to forward the MM to client A

8. Verify the pass criteria below.

	Pass-Criteria
	Client B receives the protected content and the received message is reasonably presented (NOTE: the client needs to receive the keys from somewhere!)

The received objects are properly protected.


1.7.1.4 Support of receiving JPEG/JFIF
	Test Case Id
	MMS-1.3-con-xxx

	Test Object
	Client B

	Test Case Description
	The purpose is to verify that a message containing JPEG/JFIF is supported

	Specification Reference
	[MMSCONF] 7.1.1

	SCR Reference
	MMSCONF-MED-C-032

	Tool
	

	Test Code
	

	Preconditions
	-Client A
   Uses JPEG/JFIF
  

-Client B
    able to present JPEG/JFIF (NOTE is this mandatory?)

-MMSC



	Test Procedure
	13. In Client A, create a new MM.

14. In MM header: To-field is set to Client B.

15. In MM content: add JPEG/JFIF image (SET Content ref here!).
16. In Client A, send MM to Client B.

17. In Client B, receive and open the MM.

18. Verify the pass criteria below.

	Pass Criteria
	Client B has received the message successfully and the image appears correctly and is a JPEG/JFIF. (NOTE: testable?)


1.7.1.5 Support of receiving JPEG/EXIF
	Test Case Id
	MMS-1.3-con-xxx

	Test Object
	Client B

	Test Case Description
	The purpose is to verify that a message containing JPEG/EXIF is supported

	Specification Reference
	[MMSCONF] 7.1.1

	SCR Reference
	MMSCONF-MED-C-032

	Tool
	

	Test Code
	

	Preconditions
	-Client A
   Uses JPEG/EXIF
  

-Client B
    able to present JPEG/EXIF (NOTE is this mandatory?)

-MMSC



	Test Procedure
	19. In Client A, create a new MM.

20. In MM header: To-field is set to Client B.

21. In MM content: add JPEG/EXIF image (SET Content ref here!).
22. In Client A, send MM to Client B.

23. In Client B, receive and open the MM.

24. Verify the pass criteria below.

	Pass Criteria
	Client B has received the message successfully and the image appears correctly and is a JPEG/EXIF (NOTE: testable?).


1.7.2 Hyperlinks

1.7.2.1 Hyperlink minimum length
	Test Case Id
	MMS-1.3-con-xxx

	Test Object
	Client B

	Test Case Description
	The purpose is to verify that the terminal is able to receive a message containing hyperlinks up to the minimum supported size (512 octets).

	Specification Reference
	[MMSCONF] Chapter 8.2

	SCR Reference
	MMSCONF-MED-C-031

	Tool
	MMS Conformance tool

	Test code
	Validated test code for test case MMS-1.3-con-xxx

	Preconditions
	-Client B

	Test Procedure
	1. An MM , containing a hyperlink with size 512 octets(NOTE: specify URL here?) is sent to Client B from the Test Tool

2. In Client B, receive and open the MM containing the hyperlink.

3. Verify the pass criteria below.

	Pass-Criteria
	Client B receives the message with the hyperlink and the hyperlink is identical to that sent from the test tool. 


1.8 CLIENT A-MMSC-EMAIL CLIENT B, EMAIL CLIENT A-MMSC-CLIENT B

When MM sent to email recipient the SMIL may be removed.

1.9 SERVER CONFORMANCE TESTING - ADAPTATION

2 MMS INTEROPERABILITY TEST CASES

2.1 CLIENT TO CLIENT

The tests in this section are performed in order to test interoperability between two clients of different brands. The following figure shows the set-up and principle for the tests

Client A ( Test Environment (inc. MMSC) ( Client B

· Messages are always sent from Client A

· Test environment will deliver a notification to Client B

· The Client B will retrieve the message

Tests are performed between two clients. In testing, one client acts first as a Client A and another client as a Client B. When all applicable test cases have been performed in this scenario, the roles will be interchange and the applicable test cases for this scenario will be executed.

The test environment in use (inc. MMSC) is considered be transparent to message content, i.e. content adaptation SHOULD not take place. 
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