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1. Scope

This document is the (Interoperability/Conformance) Test Plan for Enabler Release MMS 1.3. The scope includes the Enabler Release specifications and the detailed needs to properly exercise all the mandatory features of the enabler as identified in the EICS (Enabler Implementation Conformance Specification).

The scenarios in this case via MM1 are as described below:
· Testing two different Clients (section Client-to-Client), and

· Testing one Client and one Server (section Client-to-Server. Mobile Originating)

· Testing one Client and one Server (section Server-to- Client. Mobile Terminating)

The scenarios in this case via MM4 are as described below:
· Testing two different Servers (section TBD)

· Testing two different Servers and two different Clients (Section TBD)

1.1 Assumptions

The network elements that are considered supportive of the MMS enabler are fully functional and compliant to the relevant specifications. (E.g. WAP, HTTP)

MMS clients that participate in the testing have the ability to function in the wireless environment without modification to the test network environment.

1.2 Exclusions

None 
2. References

2.1 Normative References

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.3, Open Mobile Alliance™,
OMA-ORG-IOP_Process-V1_3, URL:http://www.openmobilealliance.org/

	[IOPTFG]
	“OMA TestFest Participation Guidelines”, Version 1.0, Open Mobile AllianceTM,
OMA-IOP-TestFest-Participation-Guidelines-V1_0, URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	OMA-ETR-MMS –V1_2-20030703
	“Enabler Test Requirements for MMS V1.2”

URL: http://www.OpenMobileAlliance.org/

	[IOPETR]
	

	[IOPETS]
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2.2 Informative References

	[WAPARCH]
	“WAP Architecture”. Open Mobile Alliance(. WAP‑210‑WAPArch-20001130-p. 

URL: http://www.OpenMobileAlliance.org/


	
	


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

This section introduces terminology that will be used throughout this document.

	Multimedia Messaging Service (MMS)
	A system application by which a WAP client is able to provide a messaging operation with a variety of media types

	MMS Encapsulation
	The definition of the protocol data units, the fields and their encoding necessary to send and receive multimedia messages including multimedia objects

	MMS Entity
	MMS Proxy-Relay or MMS Client

	MMS Proxy-Relay
	A server, which provides access to various messaging systems. It may operate as WAP origin server in which case it may be able to utilise features of the WAP system

	MMS Client
	The MMS service endpoint located on the WAP client device

	MMS Terminal
	A mobile station (MS, terminal) that implements the MMS Client to provide the MMS service

	MMS Originating Terminal
	The MMS Terminal, which sends a multimedia message

	MMS Recipient Terminal
	The MMS Terminal, which sends a multimedia message

	MMS Recipient Terminal
	The MMS Terminal, which receives a multimedia message

	MMS Originating Server
	The MMS Server, which sends a multimedia message to another distinct MMS domain

	MMS Recipient Server
	The MMS Server, which receives a multimedia message from another distinct MMS domain


3.3 Abbreviations

	OMA
	Open Mobile Alliance

	HTTP
	Hypertext Transfer Protocol

	MIME
	Multipurpose Internet Mail Extensions

	MM
	Multimedia Message

	MMS
	Multimedia Messaging Service

	PDU
	Protocol Data Unit

	SMIL 
	Synchronized Multimedia Integration Language

	WAP
	Wireless Application Protocol


4. Enabler Test Guidelines

Detailed prerequisite for a test session is very much depending on the test cases to be executed. Therefore each test case has its individual prerequisites within the test cases. The latest approved ETS and content package shall be used to perform the testing of the MMS 1.3 Enabler as defined by the IOP process document. Please note that the ETS for MMS 1.3 will consist of 2 different documents: 

1. for Conformance testing

2. for Interoperability testing 

 In the following paragraph general preconditions for the client-2-client and the client-2-server test sessions can be found: 

Prerequisite for Client – to –Client Tests Session: 

· MMS Relay Server (MMSC with MMS 1.2 and/or MMS 1.0 Enabler Release) 
· MMS terminal with MMS 1.0 Enabler Release
· MMS terminal with MMS 1.2 Enabler Release
· Reference content

· A WAP 1.2.1 / WAP 2.0 Gateway, Push Proxy or IP Proxy in the case of CDMA MMS and SMSC (if applicable)
· Network connectivity for the types of clients being tested (e.g. GSM/GPRS or CDMA)

· Correct MMS settings in the Clients & MMSC (preconditions of individual test cases may override these settings).
Prerequisite for Client – to –Server Tests Session:

· Reference content

· MMS terminal with MMS 1.0 Enabler Release
· MMS terminal with MMS 1.2 Enabler Release
· A WAP 1.2.1 / WAP 2.0 Gateway, Push Proxy or IP Proxy in the case of CDMA MMS and SMSC (if applicable)
· Network connectivity for the types of clients being tested (e.g. GSM/GPRS or CDMA)

· Email server which supports all required character sets and content types and Email client environment

· Valid email accounts 

· Email server that is capable of supporting the various MIME types and addressing schemes e.g. UTF-8

· MMS Relay Server (MMSC with MMS 1.2 and/or MMS 1.0 Enabler Release)
4.1 Minimal Test Configuration
The minimal test configuration for the MMS 1.3 testing at a TestFest should not be limited to a bearer such as 2G, 3G or PC emulation. As long as all MMS 1.3 Mandatory SCR Items are implemented testing can take place with a phone or a PC based solution. The following technical requirements shall be need to be met for minimum configuration:  
General Technical Requirements:

· Availability of SIM Cards or handsets provisioning

· Network connectivity for GSM/GPRS or CDMA2000 

· Access to SMTP server of any Email server

· Access to commercial or test MMSC 

· Test Center Settings like WAP GW IP, MMSC URL and Network Access Point

· Network Access Points (NAS) for data access 

· IP network interconnecting the NAS, the WAP GW and the MMSC

· Adequate personnel to test within the allocated time slot per test session.

· Onsite Support from the host to assist in technical issues

Trusted zone and OMA staff to schedule test sessions and to assist in the technical, administrative and network aspects

WAP Gateway Technical Requirements:

· WAP 1.x with minimum support for port 9201

· WAP 2.0 with minimum support of http 

· Access to PPG

SMSC Technical Requirements:

· Access to SMSC and appropriate interface support
4.2 Minimal Participation Guidelines
Participation Requirements for MMS 1.3 testing:

· A minimum number of 3 independent Client implementations need to be present at the TestFest
· A minimum number of 2 independent Server implementations need to be present at the TestFest or remotely connected to the test environment
· The minimum number of engineers per implementation shall be one. Please not that the maximum number of participation per enabler can vary form TestFest to TestFest as the maximum allowed number of participation can be restricted by the hosts capability or availability of room space. 
4.3 Minimal Pre-Test Guidelines

Not applicable as there will be a test tool for MMS 1.3. In case the test suite for MMS 1.3 is not available by the start of the first MMS 1.3 TestFest, the conformance test suite for MMS 1.2 shall be used to verify the compliancy of the core specification. 
4.4 Optimal TestFest Achievement Guidelines

The ETS Test Cases listed below represent a subset of all the Test Cases for the Enabler that it is thought can be executed in a 3 hour test session at an OMA TestFest. This list is intended to facilitate maximum test coverage of the functionality of the enabler within a test session. It is not intended to be the only tests executed at a TestFest, and teams are encouraged to execute more tests if they are able to do in the time allowed.

The list includes: 

Details of which test cases in the Enabler ETS should an OMA TestFest participant attempt to complete in a Test Session lasting approximately 3 hours. (Again, do not include any details of the tests, just a list of Test Case references that relate to the Enabler ETS). 
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5. Enabler Test Requirements

5.1 Test Infrastructure Requirements
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Figure 2 - Complete Test Configuration Example Figure

5.2 Enabler Execution Flow

The following diagram provides a high level overview of the message exchanges between a MMS client and a MMS Server through the local network for validating MMS at an OMA Test Fest:
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Figure 1: Call Flow on MM1 
(1) The initiating MMS Client will connect through the production network via the WAP GW to the MMSC Server located at the OMA Test Fest. 


(2) MMSC confirms the message is sent successfully. 


(3) MMSC sends notification to the recipient of the message by pushing the message using the Push Proxy Gateway. 


(4) WAP GW/ PPG will forward the SMS to the SMS-C via SMPP


(5) The receiving MMS client will receive the M-Notification.ind via SMS. 

The message is retrieved by the 2nd client as follows:
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(6) Receiving Client will retrieve the MMS message from the MMS Server. 


(7) The message will be retrieved from the MMSC. 


(8) The client may send an acknowledgement on receiving the message. 


5.3 Test Content Requirements

All MMS 1.3 test cases are developed and written in such a way that reference content shall be used. Therefore the latest approved set of reference content for MMS 1.3 shall be used to perform the appropriate test cases. For the sending test cases, the attending company has to ensure that the reference content can be transmitted to the device using Bluetooth, USB wire or any other means. The MMS 1.3 reference content can be found at the OMA IOP MMS Permanent Document Areas. E.g.: http://www.openmobilealliance.org/ftp/PD/OMA-IOP-MMS-ETS-Content-V1_32005-xx-xx-A.zip
5.4 Test Limitations

5.4.1 Physical

There are no physical testing limitations. Vendors may test onsite or remotely
5.4.2 Resources

There are no resource limitations
5.5 Test Restrictions

In the event that an MMSC and/or MMS client supporting the previous MMS Release is not available, the requirement for testing backwards compatibility may not be met.. 

Testing can only be performed in case enough registrations for a test fest are available as defined within the Test Fest Participants document.  

Any test restriction identified during the test fest should be reported to the IOP MMS SWG either by an observation within the Enabler Test Report or by using the PR Tool (Problem Reporting Tool) which is available at the OMA Web page. 
5.6 Test Tools

This section should state which Test Tools, if any, are to be used to to assist testing. 

This section should also state if any of the Test Tools to be used are optional or compulsary.

DELETE THIS COMMENT
<text>

5.6.1 Existing Tools to be Used

Describe any existing tools that are or can be used to assist testing. Also describe when the tool is to be used and what results/reports from using the tools are to be reported to OMA. Clearly state whether it is optional or mandatory that the tool is to be used in testing. Where a tool is referenced, provide clear guidelines about how the tool may be acquired, or where the reader may find more information about acquiring the tool

DELETE THIS COMMENT

<text>

5.6.2 Test Tool Requirements

Where no tools already exist, or where a limited tool exists, describe any new or additional requirements that Test Tools should have to support the testing other OMA Enabler. 

DELETE THIS COMMENT
<text>

5.7 Resources Required

This section should set out the optimum human resources required to complete the testing in the expected timescales.  It should also indicate what the minimum/maximum acceptable requirement would be for meaningful testing to take place.  It should also note that the creator of an implementation decides how much resource he/she can put into testing of the enabler implementation. 

DELETE THIS COMMENT.

<text>

6. Enabler Test Reporting

6.1 Problem Reporting Requirements

Describe any additional information that the OMA Working Group or OMA IOP Sub Working Group would like to receive about problems and issues raised during a TestFest or Bi-Lateral Testing. If no special requirements are necessary, then note in the text “Normal Reporting, no special reporting required”. 

DELETE THIS COMMENT

<text>

6.2 Enabler Test Requirements

Describe any special Tests Reults report requirements that the OMA Working Group or OMA IOP Sub Working Group might have that will affect the standard ETR and PTR reports normally produced by OMA and the Trusted Zone. If no special requirements are necessary, then note in the text “Normal Reporting, no special reporting required”. 
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<text>

6.3 Approval Criteria for MMS 1.3
As the approval of a certain Enabler Release is always a very critical topic, this section of the enabler test plan will describe the criteria to approve the MMS 1.3 Enabler Release. As a high level description of the criteria the following requirements will be considered: 

· All mandatory SCR shall be tested 

· All new MMS 1.3 introduced features shall be tested where appropriate test case exists

· . 

· The list of selected IOP test cases should be executed in 8 different test sessions at 3 different test fest

· The list of selected conformance test cases should be executed in 8 different test sessions for 3 different test fest 

The list of selected interoperability and conformance test cases which shall be used to approve the MMS 1.3 Release will be defined based on the agreed Enabler Test Specification.. 

Note: The selected test cases shall be updated in a new revision of the ETP within the following tables: 

	Interoperability prioritised Test Cases 

	ETS TC id
	ETS TC description 
	Requirement

	
	
	

	
	
	

	
	
	


	Conformance prioritised Test Cases 

	ETS TC id
	ETS TC description 
	Requirement
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Appendix B. <Additional Information>

If needed, add annex to provide additional information to support the document.  In general, this information should be informative, as normative material should be contained in the primary body of the document.

Note that the styles for the headers in the appendix (App1, App2, App3) are different than the main body.  The use below is intended to validate the styles to be used.  Remove if not needed.
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