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1 Reason for Contribution

Currently, there is an issue regarding the amount of time and resources that are consumed at our organized test events to establish the readiness of products. The ability to pre-test these products would drastically improve the overall quality of the test fest and would address the issue of conformance to the PoC EICS prior to an event.

In order to address this, the application of a test tool that has, as part of its features, the ability to automatically exercise the mandatory requirements identified in the EICS, is recommended by the working group.

The working group has collected and detailed the requirements for such a tool in this document. 

2 Summary of Contribution

This contribution outlines the requirements for an OMA PoC Test Tool.

3 Detailed Proposal
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1 Terminology and Conventions

1.1 Conventions

This is an informative document, which is not intended to provide testable requirements to implementations.

1.2 Definitions

Manufacturer
The company developing an implementation of the PoC enabler to be tested.
OMA IOP WG
The OMA Working Group in charge of Interoperability issues concerning the OMA specifications.
OMA IOP PoC
A sub-working group of the OMA IOP WG responsible for issues relating directly to the OMA PoC specifications.

TestFest
An interoperability event where different manufacturers’ servers and clients are tested towards each other to verify that they can interoperate correctly according to test classes.
Test Tool
The OMA PoC Protocol Test Tool.
Vendor
The author/supplier of the Test Tool.
1.3 Abbreviations


	ETS
	Enabler Test Specification

	EICS
	Enabler Implementation Conformance Statement

	CSP
	Client to Server Protocol

	HTTP
	Hyper Text Transfer Protocol

	IOP

	Interoperability


	IOT
	Interoperability Testing

	IUT
	Implementation Under Test

	OMA
	Open Mobile Alliance

	PoC
	Push To Talk Over Cellular

	RLS
	Resource List Server

	RTCP
	Real-time Transport Control Protocol

	RTP
	Real-time Transport Protocol

	SAP
	Service Access Point

	SCR
	Static Conformance Requirement

	SIP
	Session Initiation Protocol

	SIP/IP
	Session Initiation Protocol/Internet Protocol

	SSP
	Server to Server Protocol

	TBCP
	Talk Burst Control Protocol

	TCP
	Transmission Control Protocol

	UDP
	User Datagram Protocol

	XCAP
	XML Configuration Access Protocol

	XDMS
	XML Document Management Server


2 Introduction


In order to reduce the time and resources required at a Test Fest, the OMA-IOP-PoC Subgroup has seen the need for a Test Tool.  

2.1 Purpose

The purpose of the Test Tool is to provide a mechanism for companies to demonstrate that their implementation is ready to participate in an OMA TestFest.  The reports and test results generated by the Test Tool WILL be submitted to the OMA Trusted Zone and used to fulfill conformance testing as defined in the IOP Process.  It is not intended to serve as an OMA conformance indicator.

The Test Tool SHALL have the ability to be used for debugging and development purposes, as well as its role in being an aid to TestFest preparation.

The objects to be tested are, in priority order:
· PoC client

· SIP/IP core

· PoC server (Participating and Controlling functionality, if required)

· XDM Client

· Aggregation Proxy/PoC XDMS

· Aggregation Proxy/Shared XDMS

· Aggregation Proxy/Presence Server
2.2 Test Tool Logical Breakdown

It is envisaged by the OMA Members that the Test Tool SHALL be divided into three distinct components:
· Client Emulator,
· Server Emulator, and
· Protocol Capture and Logging Tool.

The Client Emulator description is broken down into two parts:  The Client Emulator itself and a scripting interface.  Each logical function will be defined further below.

The Server Emulator description is also broken down into two parts:  The Server Emulator itself and a scripting interface.  Again, each logical function will be defined further below.

The Protocol Capture and Logging Tool portion of the Test Tool SHALL run in a mode where it will capture all the data transferred between a client entity and a server entity.

2.3 Operating Environment

The Test Tool SHOULD be platform independent and be capable of running on all popular operating systems.

2.4 Multi Session Capability

To support interoperability TestFests, the Server Emulator SHALL be available in a form capable of testing multiple clients simultaneously.  However, it SHALL NOT allow call completion between two clients without involving itself as an emulated client.  It SHALL always serve as one of the terminating clients.  For example, in a 1-1 call session, the Test Engineer will place a invitation using a real client.   The Server Emulator will respond back with all the messages that a PoC server would send as well as all the messages that a terminating client would send.  This is intended to prevent the test tool from being used in commercial applications.  The Protocol Capture and Logging Tool SHALL also support multiple simultaneous test sessions.  This WILL allow a manufacturer to place make simulated PoC 1-1 and group calls using the test tool.

2.5 Multi Vendor Capability (Desired but Optional)

The Test Tool SHOULD be able to run concurrent manufacturer sessions without interference with each other.  Each manufacturer’s information, test results, and logs must be protected so that no manufacturer can gain access to another manufacturer’s account or logs without authorization.    The purpose of this feature is not to test manufacturer interoperability.  It simply allows multiple manufacturers to simultaneously use a single testbed while maintaining confidentiality.

2.6 Server Emulator

Clients will be tested against the Server Emulator that will emulate all the interfaces described in the PoC and GM Architectural Documents.  The Server Emulator will automate the construction of messages sent to the client under test.  It will either prompt a Test Engineer to initiate or automatically initiate the sending of messages for testing the client’s ability to originate and terminate messages.  The automated messages will be constructed using the scripting.

The Server Emulator SHALL:

1. Emulate the SIP/IP core so that the client can perform SIP authentication and registration.  It is preferred that a Test Engineer have the capability of turning off the SIP/IP core emulation so that the Server Emulator can be placed behind a commercial SIP/IP core.

2. Emulate PoC Server functionality so that the client can perform signaling for 1-1, 1-N, Preset group, and Chat group calls.

3. Emulate an Aggregation Proxy to allow the client to authenticate.

4. Emulate a Shared XDMS and allow, at the very least, the following operations:

a. Creating a contact, and
b. Adding a contact.
5. Emulate a PoC XDMS to support the following functionality:

a. Creating a preset group, 

b. Creating a chat group, and
c. Adding a contact to the access list.
6. Emulate a Presence Server by handling client PUBLISH messages.

7. Emulate an RLS:
a. Handling a client subscription, and
b. Sending full or partial notifications to clients when a PoC user’s presence status changes.
8. Allow the Test Engineer to test TBCP functionality.
9. Interpret test scripts that define the test purpose, test steps and pass/fail criteria.
10. Provide scripting capabilities that will:

a. Allow the Test Engineer to execute multiple test cases with little or no manual intervention, and
b. Allow the Test Engineer the flexibility to modify parameters in a message (e.g., SIP Registration timer).
11. Not require manual intervention when a test is being executed.

12. Provide a means for the Test Engineer to enter observations/result information into the test system when prompted.
13. Log all transactions and results. The logs should also contain a checksum or other authentication mechanism that will prevent the logs being modified.
14. Present results and logs to the Test Engineer.  The results should have different levels of output such as simple pass/fail or detailed test results.

15. Allow the Test Engineer the capability to view output in real-time via a console window.
16. Allow the execution of any test case multiple times without a restart.
17. Have a post-analysis tool.  This tool shall be capable of analyzing logs that are captured by the emulator and pointing out deviations from the standard.

2.7 Client Emulator

The server components will be tested using the Client Emulator that will emulate all the interfaces described in the PoC and GM specifications.  The Client Emulator will automate the construction of messages sent to the various servers under test.  It will either prompt a Test Engineer to initiate or automatically initiate the sending of messages for testing the servers’ ability to originate and terminate messages.  

The Client Emulator SHALL:

1. Allow registration with the SIP/IP core.
2. Have an available option to emulate the SIP/IP core.  This will allow a vendor who does not have a SIP/IP core to perform testing.

3. Allow establishment of 1-1, 1-N, Preset group, and Chat group calls.
4. Allow authentication with the Aggregation proxy server.
5. Allow the creation of contacts on the Shared XDMS.
6. Allow creation of preset groups, chat groups, and addition of contacts to an access list on the PoC XDMS.
7. Support the following Presence functionality:
a. Publishing the client’s presence status to the server,
b. Subscribing to the RLS server for status of other PoC users, and 
c. Receiving notifications about other PoC user’s presence status from the server.
8. Provide a means for the Test Engineer to be prompted when manual action is required by a test.
9. Provide scripting capabilities that will:

a. Allow the Test Engineer to execute multiple test cases with little or no intervention, and 
b. Allow the Test Engineer the flexibility to modify parameters in a message (e.g., SIP Registration timer).
10. Allow the Test Engineer to test TBCP functionality.
11. Provide a means for the Test Engineer to enter observations/result information into the test system when prompted.
12. Provide a means for the Test Engineer to test each functional entity independently.  For example, if a PoC user is not able to authenticate with the SIP/IP core, this should not prevent the Test Engineer from executing test cases against the Aggregation Proxy server

13. Log all transactions and results. The logs should also contain a checksum or other authentication mechanism that will prevent the logs being modified.
14. Present results and logs to the Test Engineer.  The results should have different levels of output such as simple pass/fail or detailed test results.

15. Allow the Test Engineer the capability to view output in real-time via a console window.
16. Present results and logs to the Test Engineer.  The results should have different levels of output such as simple pass/fail or detailed test results.

17. Allow the execution of any test case multiple times without a restart.
18. Allow a Test Engineer to be able to run multiple instances of a Client Emulator on the same machine.

19. Have a post-analysis tool.  This tool shall be capable of analyzing logs that are captured by the emulator and pointing out deviations from the standard.

2.8 Protocol Capture and Logging

The Protocol Capture and Logging Tool SHALL be used to capture and log the interactions between the client and the servers (SIP/IP Core, PoC Server, Presence Server, Group Management Server).  It SHALL NOT change the protocol that is being captured.  At a minimum, it SHALL be capable of capturing and parsing SIP, HTTP, XCAP, RTP, and RTCP.  The capture of the underlining protocol (i.e., UDP, TCP), where it may be inevitable, is not required and the storage of it is immaterial to the Test Tool functionality.

An example of a tool that may fulfill the Protocol Capture and Logging Tool functionality is Ethereal.  Modifications and extensions to Ethereal may be required in order to accommodate the specific functionality that is needed to test PoC.

The Protocol Capture and Logging Tool SHALL:
1. Be capable of operating stand-alone, without a client or server emulator present.

2. Have a defined filter that will separate PoC related traffic from all other traffic.

3. Be Ethernet based to allow simple connectivity in the test environment.
4. Handle sessions that may be identified by the client/server IP address or MSISDN.

5. Allow the session capture process to be capable of being started and stopped by the Test Engineer.
6. Have a user interface that allows the Test Engineer to handle file storage and retrieval.  It shall also allow the Test Engineer to be able to display the protocol logs.

7. Output protocol logs that are in a human-readable format, broken down by primitives. 
8. The logs shall be in ASCII text so they can be easily copied and pasted into other applications.

9. Allow the Test Engineer the capability to view the output logs in real time via a console window.

3 Test Tool Scenarios


3.1 Legend
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3.2 SIP/IP Core setup

3.2.1 Capture Tool
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Note:  This is just an example of how the Capture Tool may be used.  It shall be capable of monitoring all other interfaces as well.

3.2.2 Server Emulator
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3.2.3 Client Emulator
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3.3 PoC

3.3.1 Capture Tool
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Note:  This is just an example of how the Capture Tool may be used.  It shall be capable of monitoring all other interfaces as well.

3.3.2 Server Emulator
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3.3.3 Client Emulator
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3.4 Group Management

3.4.1 Capture Tool
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Note:  This is just an example of how the Capture Tool may be used.  It shall be capable of monitoring all other interfaces as well.

3.4.2 Server Emulator
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3.4.3 Client Emulator
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3.5 Presence

3.5.1 Capture Tool
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Note:  This is just an example of how the Capture Tool may be used.  It shall be capable of monitoring all other interfaces as well.

3.5.2 Server Emulator
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3.5.3 Client Emulator
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