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1. Scope

This document describes in detail available test cases for Enabler PoC V1.0 (http://www.openmobilealliance.org).

The test cases are split into two categories: conformance and interoperability test cases.

The conformance test cases are intended to verify the adherence to normative requirements described in the technical specifications.

The interoperability test cases are intended to verify that implementations of the specifications work satisfactorily.

If either conformance or interoperability tests do not exists at the creation of the test specification, this part should be marked not available.

2. References

2.1 Normative References

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.1, Open Mobile Alliance™, OMA-IOP-Process-V1_1, www.openmobilealliance.org

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, www.ietf.org/rfc/rfc2119.txt

	[RFC2246]
	“The TLS Protocol; Version 1.0”, T. Dierks, et al, January 1999, URL:http://www.ietf.org/rfc/rfc2246.txt

	[RFC2616]
	“Hypertext Transfer Protocol -- HTTP/1.1”, R. Fielding, June 1999, URL:http://www.ietf.org/rfc/rfc2616.txt

	[RFC2617]
	“HTTP Authentication: Basic and Digest Access Authentication”, J. Franks, et al, June 1999, URL:http://www.ietf.org/rfc/rfc2617.txt

	[RFC2818]
	“HTTP over TLS”, E. Rescorla, May 2000, URL:http://www.ietf.org/rfc/rfc2818.txt

	[RFC3261]
	“SIP: Session Initiation Protocol”, J. Rosenberg, H. Schulzrinne, G. Camarillo, A. Johnston, J. Peterson, R. Sparks, M. Handley, E. Schooler, June 2002, URL:http://www.ietf.org/rfc/rfc3261.txt

	[RFC3265]
	“Session Initiation Protocol (SIP)-Specific Event Notification”, A. B. Roach, June 2002.
URL: http://www.ietf.org/rfc/rfc3265.txt

	[RFC3966]
	“The tel URI for Telephone Numbers”, H. Schulzrinne, December 2004.
URL: http://www.ietf.org/rfc/rfc3966.txt

	[ERELD]
	“Enabler Release Document for Push to Talk over Cellular Requirement”, Open Mobile Alliance™, OMA-ERELD-PoC-V1_0, www.openmobilealliance.org

	[OMA-PoC-RD]
	“Push to Talk over Cellular Requirements”, Version 1.1, Open Mobile Alliance™, OMA-RD_PoC-V1_0, www.openmobilealliance.org

	[OMA-PoC-AD]
	“Push to Talk over Cellular Architecture”, Version 1.1, Open Mobile Alliance™, OMA-AD_PoC-V1_0, www.openmobilealliance.org

	[OMA-PoC-CP]
	“Push to Talk over Cellular Control Plane”, Version 1.1, Open Mobile Alliance™, OMA-CP_PoC-V1_0, www.openmobilealliance.org

	[OMA-PoC-UP]
	“Push to Talk over Cellular User Plane”, Version 1.1, Open Mobile Alliance™, OMA-UP_PoC-V1_0, www.openmobilealliance.org

	[OMA-GM]
	“Group Management Requirements/Architecture/Specifications”, Version 1.1, Open Mobile Alliance™, OMA-ERELD_XDM-V1_0, www.openmobilealliance.org

	[OMA-PR]
	“Presence Requirements/Architecture/Specifications”, Version 1.1, Open Mobile Alliance™, OMA-ERELD-Presence-V1_0, www.openmobilealliance.org

	[OMA-DM]
	“Device Management/Architecture/Specifications”, Version 1.1, Open Mobile Alliance™, OMA-ERELD-SyncML_DM-V1_1, www.openmobilealliance.org

	[OMA-XDM-Core]
	“XML Document Management (XDM) Specification”, Version 1.0, Open Mobile Alliance™, OMA-TS-XDM_Core-V1_0, www.openmobilealliance.org

	[OMA-XDM-Shared]
	“Shared XDM Specification”, Version 1.0, Open Mobile Alliance™, OMA-TS-XDM_Shared-V1_0, www.openmobilealliance.org

	[OMA-PoC-XDM]
	“PoC XDM Specification”, Version 1.0, Open Mobile Alliance™, OMA-TS-POC_XDM-V1_0, www.openmobilealliance.org

	[XCAP]
	“The Extensible Markup Language (XML) Configuration Access protocol (XCAP)”, J. Rosenberg, November 16, 2004, URL: http://www.ietf.org/internet-drafts/draft-ietf-simple-xcap-05.txt
Note: Work in progress

	[3GPP TS 33.222]
	3GPP TS 33.222 “Generic Authentication Architecture (GAA); Access to network application functions using Hypertext Transfer Protocol over Transport Layer Security (HTTPS) (Release 6)” . URL: http://www.3gpp.org/ftp/Specs/archive/33_series/33.222/


2.2 Informative References

	[OMADICT]
	“Dictionary for OMA Specifications”, Open Mobile Alliance™. OMA-Dictionary, www.openmobilealliance.org 

	[3GPP TR 33.919]
	3GPP TR 33.919 “3G Security; Generic Authentication Architecture (GAA); System Description (Release 6)” . URL: http://www.3gpp.org/ftp/Specs/archive/33_series/33.919/


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope”, are normative, unless they are explicitly indicated to be informative.

Following test case numbering scheme is followed in the ETS for different Test Sections.

Note: In following numbering scheme “int” stands for “Interoperability Test Cases”. For “Conformance Test Cases” “int” is replaced by “con”. E.g. Conformance test cases for registration will be “PoC-1.0-con-M-0100”.

Following is the definition of fields in the naming convention:

	PoC-1.0
	Int/con
	M/O
	01
	00

	Specification Release (PoC Version) number.
	Int – Interoperability

Con- Conformance
	M-Mandatory

O-Optional
	Test-category
	Test Sequence number


3.2 Definitions

	1-to-1 PoC Session
	A feature to establish a PoC Session with another PoC User.

	1-many-1 Session
	A PoC Group Session for a Pre-Arranged PoC Group in which one Participant is a Distinguished Participant and each other Participant is an Ordinary Participant.

	Access List: Accept
	A user is considered invitees accepted member when the invitee's PoC User Access Policy document specifies that invitations from the Inviting PoC User are to be automatically accepted (I.e., the <allow-invite> action is set to the value "accept").  Note that for calls to be automatically accepted the invitee must also have the Answer Mode setting set to Automatic, otherwise calls will be answered in manual answer mode.

	Access List: Reject
	A user is considered invitees Rejected member when the invitee's PoC User Access Policy document specifies that that invitations from the Inviting PoC User are to be rejected (I.e., the <allow-invite> action is set to the value "reject").

	Access List: Pass
	A user is considered invitees Pass member when the invitee's PoC User Access Policy document specifies that invitations from the Inviting PoC User are not to be rejected. (I.e., the <allow-invite> action is set to the value "pass"). Note that calls from an inviter with Pass will always be answered in Manual Answer mode.

	Ad-Hoc PoC Group
	A feature enabling a PoC User to establish a PoC Session with multiple PoC Users without first creating a PoC Group.

	Aggregation Proxy
	The Aggregation Proxy is the contact point for the XDM Client implemented in an UE to access XML documents stored in any XDMS.  An Aggregation Proxy is configured as an HTTP reverse proxy.

	AnswerMode
	Defines the incoming session answering mode. The options are Manual vs. Automatic.

	Application Unique ID (AUID)
	A unique identifier that differentiates XCAP resources accessed by one application from XCAP resources accessed by another. [Source: XCAP]

	Automatic Answer Mode
	A mode of operation where the PoC Client accepts the PoC Session invitations immediately and plays out the media as soon as it is received without requiring the intervention of the Invited PoC User.

	AutoRelease
	Indicates whether a session is released when the initiator leaves the session. This is part of the Session Release Policy enforced at the PoC Server (applicable to Pre-Arranged PoC Group Sessions only).

	Idempotent request
	HTTP specifies that PUT and DELETE requests are idempotent. This means that, if the client performs a PUT on a document and it succeeds, it can perform the same PUT, and the resulting document will look the same. Similarly, when a client performs a DELETE, if it succeeds, a subsequent DELETE to the same URL will generate a 404; the resource no longer exists on the server since it was deleted by the previous DELETE operation. [Source: XCAP]

	Incoming PoC Session Barring
	Incoming PoC Session Barring is a PoC service setting for the PoC Client that conveys the PoC User's desire for the PoC service to block all incoming PoC Session requests.

	Incoming Instant Personal Alert Barring
	Incoming Instant Personal Alert Barring is a PoC service setting for the PoC Client that conveys the PoC User's desire for the PoC service to block all incoming Instant Personal Alerts.

	Chat PoC Group
	Incoming Instant Personal Alert Barring is a PoC service setting for the PoC Client that conveys the PoC User's desire for the PoC service to block all incoming Instant Personal Alerts.

	Chat PoC Group Session
	A PoC Session established for a Chat PoC Group.

	Confirmed Indication
	The Confirmed Indication is returned by the PoC Server to confirm that it and all downstream elements are ready to receive media.

	Contact List
	A list available to the PoC User containing the addresses of other PoC Users or PoC Groups.

	Document Selector
	A sequence of path segments, with each segment being separated by a "/", that identify the XML document within an XCAP root that is being selected. (Source: [XCAP])

	Document URL
	The HTTP URL containing the XCAP root and document selector, resulting in the selection of a specific document.  (Source: [XCAP])

	Global Document
	A document placed under the XCAP global tree that applies to all users of that application usage.

	Global Tree
	A URL that represents the parent for all global documents for a particular application usage within a particular XCAP root. (Source: [XCAP])

	Group
	Group is a predefined set of PoC Users together with its attributes. The Group is used for easy PoC Session establishment and/or for defining PoC Session access policy. Each Group is identified by its SIP URI.

	Invited PoC Client
	The PoC Client who has been invited to a PoC Session.

	Inviting PoC Client
	The PoC Client inviting other PoC User(s) to a PoC Session.

	Manual Answer Mode
	A mode of operation where the PoC Client requires the PoC User to manually accept the PoC Session invitation before media is accepted and played.

	Node Selector
	A sequence of path segments, with each segment being separated by a "/", that identify the XML node (element or attribute) being selected within a document. (Source: [XCAP])

	Node URL
	The HTTP URL containing the XCAP root, document selector, path separator and node selector, resulting in the selection of a specific XML node. (Source: [XCAP])

	Number of Remaining Participants
	If the PoC Session has as many as or less than the specified number of Participants left, the PoC Server SHALL terminate the PoC Session. This is part of the Session Release Policy enforced at the PoC Server.

	On-Demand Session
	A PoC Session set-up mechanism, where all media parameters are negotiated at the same time as the PoC Session is set-up.

	Path Separator
	A single path segment equal to two tilde characters "~~" that is used to separate the document selector from the node selector within an HTTP URL. (Source: [XCAP])

	PoC Button
	Hardware or software button used to request various PoC functions.

	PoC Client
	A PoC functional entity on the PoC User equipment that supports the PoC service.

	PoC XDM Client
	An XDM functional entity that supports the PoC service.

	PoC XDM Client (AS)
	A PoC XDM Client implemented in an Application Server

	PoC XDM Client (UE)
	A PoC XDM Client implemented in an User Equipment

	PoC Group
	A PoC Group is a predefined set of PoC Users together with its attributes.

	PoC Server
	The PoC Server implements the application-level network functionality for the PoC service. The PoC Server may perform the role of the Controlling PoC Function and Participating PoC Function.

	PoC Session
	A session established by 1-to-1 PoC, Ad-Hoc PoC Group, or Pre-Arranged PoC Group Session.

	PoC User
	A user using the PoC service.

	Pre-Arranged PoC Group
	A persistent group created for a PoC Group Session.

	Pre-Established Session
	A signaling exchange to negotiate media parameters between the PoC Client and the home PoC Server before establishing a PoC Session.

	Primary Principal
	The principal who has full access rights (e.g., read, write, delete) for a given document, including the right to delegate some of these rights to other principals. (Source: [XDM RD])

	ReleaseLastParty
	Indicates when a session is released. This is part of the Termination Policies which are enforced at the PoC Server.

	Reverse Proxy
	A reverse proxy is a web server system that is capable of serving web pages sourced from other web servers (AS), making these pages look like they originated at the reverse proxy.
(Source: [3GPP TS 33.222])

	Talk Burst
	The media recording, transport, and playback that occurs from the point the PoC Client has got the permission to send a media until the permission is released.

	Talk Burst Control
	A control mechanism that arbitrates requests, from the PoC Clients, for the right to send media.

	Talk Burst Control Protocol
	A protocol for performing Talk Burst Control.

	Unconfirmed Indication
	The indication of readiness by the PoC Server to receive media before the PoC Server has received confirmation from downstream elements of readiness to receive media.

	Unrestricted group
	A Group that can be joined by any User.

	User
	A human using the described features through the User Equipment.

	XCAP Application Usage
	Detailed information on the interaction of an application with an XCAP server. (Source: [XCAP])

	XCAP Client
	An HTTP client that understands how to follow the naming and validation constraints defined in this specification. (Source: [XCAP])

	XCAP Root
	A context that includes all of the documents across all application usages and users that are managed by a server. [Source: XCAP]

	XCAP Root URL
	An HTTP URI that represents the XCAP root. Although a valid URI, the XCAP Root URI does not correspond to an actual resource. [Source: XCAP]

	XCAP Server
	An HTTP server that understands how to follow the naming and validation constraints defined in this specification. (Source: [XCAP])

	XCAP User Identifier (XUI)
	The XUI is a string, valid as a path element in an HTTP URI, that is associated with each user served by the XCAP server. [Source: XCAP]

	
	


3.3 Abbreviations

	AD
	Architecture Document

	AS
	Application Server

	AUID
	Application Unique ID

	CDR
	Charging Data Record

	DNS
	Domain Name Server

	GAA
	Generic Authentication architecture

	HTTP
	Hyper Text Transfer Protocol

	IAB
	Incoming Instant Personal Alert Barring

	ISB
	Incoming PoC Session Barring

	MAO
	Manual Answer Override

	MIME
	Multipurpose Internet Mail Extensions

	OMA
	Open Mobile Alliance

	PoC
	Push to talk over Cellular

	RD
	Requirements Document

	SIP
	Session Initiation Protocol

	UE
	User Equipment

	URI
	Universal Resource Identifier

	XCAP
	XML Configuration Access Protocol

	XDMS
	XML Document Management Server

	XML
	Extensible Mark-up Language

	XUI
	XCAP User Identifier


3.4 Testing Policies

This section is intended to describe the testing policies used throughout the document.

For the PoC Client testing, the focus is on PoC User1 (from Company1) and PoC User2 (from Company2).  As stated in the Enabler Test Plan, PoC User1, PoC User2, and the PoC Server MUST be from different vendors.  PoC User3 (could be from Company1 or other than Company2) and PoC User4 (could be from Company2 or other than Company1) and greater are used for session establishment, observation of the session, and other non-focus roles and therefore do not have any vendor limitations.

Number-of-Remaining-Participants [0,1]:

· Indicates the threshold in terms of number of participants after which the server shall terminate the PoC Session. If a Pre-Arranged or Ad-Hoc PoC Group Session has as many as or less than the specified number of Participants left, the PoC Server SHALL release the PoC Session.  This does not apply to Chat PoC Group Sessions.
AutoRelease [False|True]:

· Indicates if a Pre-Arranged PoC Group Session is released when the initiator leaves the session.  This is enforced by the PoC Server as part of its Session Release Policies.

False:

· The PoC Server SHALL NOT remove the rest of the Participants from the Pre-Arranged PoC Group Session nor release the PoC Session when the originator leaves the PoC Session.

True:

· The PoC Server SHALL remove the rest of the Participants from the Pre-Arranged PoC Group Session and release the PoC Session when the originator leaves the PoC Session.

AnswerMode [Manual|Automatic]:

· Defines the incoming session answering mode. (Note: AnswerMode setting is applied when the inviter is “accepted” by the “allow-invite” action indicated by the Request-URI stored in the PoC XDMS as described in the [POC XDM Specification]. If the inviter is not “accepted” then the PoC Server defaults the session to Manual Answer regardless of the answer mode setting. The answer mode settting can be overridden by MAO (if authorized) or ISB settings.)

Manual:

· Incoming PoC Sessions must be manually accepted by the invitee before being connected to the session.

Automatic

· Incoming PoC Sessions from an inviter who is “accepted” are automatically accepted and the inviter is connected to the session without any user intervention required.

IncomingPoCSessionBarring (ISB) [False|True]:

· Setting which allows the PoC User to block all incoming PoC Session invitations. The ISB setting has no effect on incoming Instant Personal Alerts. (Note: ISB is enforced at the PoC Server.):

False: ISB is deactivated (incoming PoC calls will get through).
True: ISB is activated (incoming PoC calls will be blocked and declined).

IncomingInstantPersonalAlertBarring (IAB) [False|True]:

· Setting which allows the PoC User to block all incoming Instant Personal Alerts. (Note: Blocking is enforced at the PoC Server.):

False: IAB is deactivated (incoming Instant Personal Alerts will get through).
True: IAB is activated (incoming Instant Personal Alerts will be blocked and declined).

Session Max Length [value in seconds]:

· Defines the maximum allowable duration of a session in seconds after which the PoC Server will release as per the Session Release Policy. (Note: The standard does not define an upper limit.)
SIP/IP Core Re-Registration Timer:

· Defines the value of the re-registration timer in the SIP/IP Core. The value range may be vendor-specific; no additional information is available at this time.
Timers: Controlling PoC function:

· All timers set to default values according UserPlane document section 9 except

· Talk Burst Inactivity Timeout [value in seconds]: Defines the maximum allowable duration (in seconds) without a Talk Burst request before the PoC Server will release the session. (i.e,. Timer T4 – Inactivity Timer - of the PoC User Plane Specification). (Note: The standard does not define an upper limit for this value so it will be vendor-specific.)

3.5 Testing Assumptions

For all test cases throughout the document, the following assumptions are valid unless stated otherwise.  Therefore, these assumptions shall be seen as a part of the preconditions:

General:

· For any PoC User, there is no active session ongoing unless stated otherwise.

· Each PoC User has a valid SIP/IP Core subscription. The XDMS is capable of accessing the user-specific data.

· Each PoC User is registered in the SIP/IP Core system.

· Each Client is reachable.

The PoC Server executes the following policies:

· AutoRelease=True

· Number-of-Remaining-Participants = 0 (Note: This is the same as ReleaseLastParty=False.)
· Session Max Length = set to higest possible value allowable by the PoC Server (or disable this feature completely if the PoC Server has such a capability).

· Talk Burst Inactivity Timeout = set to highest possible value allowable by the PoC Server (or disable this feature completely if the PoC Server has such a capability).

· All sessions are to be responded to using the “Confirmed Indication”, unless otherwise specified.

SIP/IP Core executes the following policies:

· SIP/IP Core re-registration timer is set to 60 minutes or greater. (Note: This will help avoid erroneous failures in test cases verifying Unconfirmed Indication.)

Note: This combination was merely chosen to reduce the amount of description needed in the test cases. It must not be understood as a real set of static configuration parameters.  There are situations where these combinations of policies are contradictory.  These policy settings in combination with the changes specified for each test case are consistent, however.

Session timeouts and Talk Burst Inactivity Timeout are set very high to avoid interfering with the test case.

Invited PoC Users mentioned in the test cases are configured with the following basic settings; the following shall be the default settings unless otherwise specified.

For On-Demand Sessions:

· User has Incoming PoC Session Barring disabled (IncomingPoCSessionBarring (ISB) = False)

· User has Incoming Instant Personal Alert Barring disabled (IncomingInstantPersonalAlertBarring (IAB) = False)

· Access Lists (Access List: Accept, Access List: Reject, and Access List: Pass) are empty and have no entries

· Answer Mode = Manual Answer

For Pre-Established Sessions:

· User has Incoming PoC Session Barring disabled (IncomingPoCSessionBarring (ISB) = False)

· User has Incoming Instant Personal Alert Barring (IAB) mode disabled (InstantPersonalAlertBarring (IAB) = False)

· Access Lists (Access List: Accept, Access List: Reject, and Access List: Pass) are empty and have no entries

· Answer Mode = Manual Answer

· The PoC Server is configured to support Pre-Established Session procedures

· User has a Pre-Established Session capable terminal

User has successfully created a Pre-Established Session with the PoC Server (At registration time user has successfully established a Pre-Established Session with the PoC Server)

3.6 Testing Parameters

Certain identities and protocol parameters will be dependent upon either the test implementation or the device under test.  The following standard parameters have been used in this ETS with the expectation that these parameters will be substituted with actual values in the realisation of the test implementation or by means of a declaration by the company submitting the object for test.

3.6.1 XDM Parameters

	Parameter Name
	Default Value
	Description

	[XCAPRootURL1]
	
	The XCAP Root URL of the primary XDMS in the test implementation.  A DNS lookup will resolve to the address of the Aggregation Proxy in the test implementation.

	[XUI1]
	sip:PoC-User1@networkA.com
	An XCAP User Identifier used as the primary XUI for the purposes of identifying the “users” tree on the XDMS where the test documents may be accessed.  XUI1 will correspond to the agreed public user identity (Public SIP URI) following GAA (or HTTP Digest) Authentication of the PoC XDM Client.

	
	
	


4. Introduction

The purpose of this document is to provide conformance test cases for PoC Enabler Release V1.0.

Separate sections are provided for mandatory and optional test cases for both PoC Clients and PoC Servers. Mandatory testcases and Optional testcases must be executed if Optional features are implemented.

5. Mandatory Client Test Cases

5.1 PoC Client - Control Plane

5.1.1 Originating Procedures

5.1.1.1 PoC service registration

5.1.1.2 PoC service settings procedure

5.1.1.3 PoC Session initiation

5.1.1.4 PoC Session modification

5.1.1.5 PoC client rejoining a PoC session

5.1.1.6 PoC client leaving a PoC session

5.1.1.7 PoC Session unrelated operations

5.1.2 Termination Procedures

5.1.2.1 Receiving PoC Session invitation

5.1.2.2 Receiving PoC Session modification request

5.1.2.3 Receiving PoC session release request

5.1.2.4 Receiving PoC Session unrelated requests

5.1.2.5 Simultaneous PoC Session control procedures

5.2 PoC Client - User Plane

5.2.1 Transport

5.2.2 Talk Burst Control

5.2.3 Media Control

5.2.4 Talker Identification

5.2.5 Timers

5.3 XDM Client

5.3.1 XDM Core Procedures

5.3.1.1 XDM Document Management

5.3.1.1.1 PoC-1.0-con-M-0201 - XDM URI Construction for Document Retrieval

	Test Case ID
	PoC-1.0-con-M-0201

	Test Object
	PoC XDM Client (UE)

	Test Case Description
	Verify PoC XDM client constructs a valid URI and follows the required procedures to request retrieval of a PoC Group document 

	Specification Reference
	Specification Reference
Requirement Text
 [OMA-XDM-Core] 6.1.1.1
An HTTP URI represents each element and attribute of an XML document in a XDM respository. The rules for constructing such URIs SHALL follow the rules described in [XCAP] Section 6 with the clarifications given in this sub-clause. Therefore, for example, a generic XCAP URI would be of the form [XCAP Root URL]/services/[AUID]/users/[XUI]/…..(See Appendix B for examples.) The DNS lookup of the [XCAP Root URL] SHALL resolve to the address of the Aggregation Proxy. The path segment corresponding to the XUI SHALL be a Public SIP URI of form sip: user@domain, identifying the document owner. 
[OMA-XDM-Core] 6.1.1.2.3

Retrieving an XML document SHALL follow the procedures described in [XCAP] Section 7.3

[XCAP] 7.3

... As one would expect, fetching a document is trivially accomplished by performing an HTTP GET request with the Request URI set to the document URI.

[OMA-XDM-Core]6.1.1.2

The client SHALL construct the Request-URI based on its knowledge of the application usage governing that XML document



	SCR Reference
	XDM-XDMC-C-001, XDM-XDMC-C-002

	Tool
	Not available

	Test code
	Not available

	Preconditions
	1.
The PoC XDM Client is registered with the SIP/IP core with public user identity of [XUI1] (see clause 3.6.1).

2.
The PoC Group document MyPoCGroups.xml exists in the “Users” tree for PoC User 1 within the test tool.

3.
PoC XDM Client does not hold a local copy of the PoC Group document MyPoCGroups.xml.

	Test Procedure
	1
The PoC User requests retrievial of the PoC Group document named "MyPoCGroups.xml" and the PoC XDM Client issues a GET request.

	Pass Criteria
	1a.
The XCAP URI used in the GET request shall be "[XCAP Root URL1]/services/org.openmobilealliance.poc-groups/users/[XUI1]/MyPoCGroups.xml"

1b.
The [XCAP Root URL1] should resolve to the address of the Aggregation Proxy.

1c.
The [XUI1] path segment corresponds to the Public SIP URI resulting from registration with the SIP/IP core..




5.3.1.1.2 PoC-1.0-con-M-0202 - Create or Replace a Document

	Test Case ID
	PoC-1.0-con-M-0202

	Test Object
	PoC XDM Client (UE)

	Test Case Description
	Verify that the PoC XDM client follows the required procedures for creating a PoC Group document 

	Specification Reference
	Specification Reference
Requirement Text
 [OMA-XDM-Core] 6.1.1.2.1
Creating or replacing an XML document SHALL follow the procedures described in [XCAP] Section 7.1.
[XCAP] 7.1
To create or replace a document, the client constructs a URI that references the location where the document is to be placed. This URI MUST be a document URI, and therefore contain the XCAP root and document selector. The client then invokes a PUT method on that URI. The MIME content type MUST be the type defined by the application usage. ...
[XCAP] 7
... HTTP also specifies that PUT and DELETE requests are idempotent. This means that, if the client performs a PUT on a document and it succeeds, it can perform the same PUT, and the resulting document will look the same. .... To maintain this property, the client SHOULD construct its URIs such that, after the modification has taken place, the URI in the request will point to the resource just inserted for PUT (i.e., the body of the request), .... If this property is maintained, it is the case that GET to the URI in the PUT will return the same content (i.e., GET(PUT(X)) == x). This property implies idempotency. Although a request can still be idempotent if it does not possess this property, XCAP does not permit such requests. If the client's request does not have this property, the server will reject the request with a 409 and indicate a cannot-insert error condition.
[OMA-XDM-Core]6.1.1.2
The client SHALL construct the Request-URI based on its knowledge of the application usage governing that XML document
 [OMA-PoC-XDM]5.1.5
The MIME type for the PoC Group document SHALL be “application/list-service+xml”.


	SCR Reference
	XDM-XDMC-C-002

	Tool
	Not available

	Test code
	Not available

	Preconditions
	1.
The PoC XDM Client is registered with the SIP/IP core with public user identity of [XUI1] (see clause 3.6.1).

	Test Procedure
	1.
PoC User 1 defines PoC Group A, with PoC User 1 and PoC User 2 as members in a PoC Group document named "MyPoCGroups.xml".

2.
PoC User 1 saves the PoC Group document and the PoC XDM Client issues a PUT request to store the PoC Group document.

	Pass Criteria
	2a.
The XCAP URI used in the PUT request shall be "[XCAP Root URL]/services/org.openmobilealliance.poc-groups/users/[XUI]/MyPoCGroups.xml"

2b.
The MIME type for the PoC Group document, used in the PUT request, shall be “application/list-service+xml”

2c.
The PUT request shall be idempotent


5.3.1.1.3 PoC-1.0-con-M-0203 - Delete a Document

	Test Case ID
	PoC-1.0-con-M-0203

	Test Object
	PoC XDM Client (UE)

	Test Case Description
	Verify that the PoC XDM client follows the required procedures for deleting a PoC Group document 

	Specification Reference
	Specification Reference
Requirement Text
[OMA-XDM-Core] 6.1.1.2.2
Deleting an XML document SHALL follow the procedures described in [XCAP] Section 7.2
[XCAP] 7.2
To delete a document, the client constructs a URI that references the document to be deleted. This URI MUST be a document URI. The client then invokes a DELETE operation on the URI to delete the document.
[XCAP] 7
... HTTP also specifies that PUT and DELETE requests are idempotent. This means that, .... when a client performs a DELETE, if it succeeds, a subsequent DELETE to the same URI will generate a 404; the resource no longer exists on the server since it was deleted by the previous DELETE operation. To maintain this property, the client SHOULD construct its URIs such that, after the modification has taken place, the URI in the request .... will point to nothing for DELETE. If this property is maintained, it is the case that GET to the URI in the PUT will return the same content (i.e., GET(PUT(X)) == x). This property implies idempotency. Although a request can still be idempotent if it does not possess this property, XCAP does not permit such requests. If the client's request does not have this property, the server will reject the request with a 409 and indicate a cannot-insert error condition.
[OMA-XDM-Core]6.1.1.2
The client SHALL construct the Request-URI based on its knowledge of the application usage governing that XML document


	SCR Reference
	XDM-XDMC-C-002

	Tool
	Not available

	Test code
	Not available

	Preconditions
	1.
The PoC XDM Client is registered with the SIP/IP core with public user identity of [XUI1] (see clause 3.6.1).

	Test Procedure
	1.
PoC User 1 defines PoC Group A, with PoC User 1 and PoC User 2 as members in aPoC Group document named "MyPoCGroups.xml".

2.
PoC User 1 saves the PoC Group document and the PoC XDM Client issues a PUT request to store the PoC Group document.

3.
PoC User 1 requests deletion of PoC Group document MyPoCGroups.xml and the PoC XDM Client issues a DELETE request.

	Pass Criteria
	2.
The XCAP URI used in the PUT request shall be "[XCAP Root URL1]/services/org.openmobilealliance.poc-groups/users/[XUI1]/MyPoCGroups.xml".

3a.
The XCAP URI used in the DELETE request shall be "[XCAP Root URL1]/services/org.openmobilealliance.poc-groups/users/[XUI1]/MyPoCGroups.xml".

3b.
The DELETE request shall be idempotent.

	Specific Test Content
	None


5.3.1.1.4 PoC-1.0-con-M-0204 - Undefined

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	


5.3.1.1.5 PoC-1.0-con-M-0205 - Create an Element

	Test Case ID
	PoC-1.0-con-M-0205

	Test Object
	PoC XDM Client (UE)

	Test Case Description
	Verify that the PoC XDM client follows the required procedures for creating an <invite-members>element in a PoC Group document 

	Specification Reference
	Specification Reference
Requirement Text
[OMA-XDM-Core] 6.1.1.2.4
Creating or replacing an element in an XML document SHALL follow the procedures described in [XCAP] Section 7.4.
[XCAP] 7.4
To create or replace an XML element within an existing document, the client constructs a URI whose document selector points to the document to be modified. The node selector MUST be present in the URI, separated from the document selector with the path separator. .... To create this this element within the document, the node selector is constructed such that it is a no-match against the current document, but if the element in the body of the request was added to the document as desired by the client, the node selector would select that element. ... Once the client constructs the URI, it invokes the HTTP PUT method. If the client is creating a new element, it SHOULD include "application/xcap-diff+xml" in the Accept header field of the request. ... The content in the request MUST be an XML element. Specifically, it contains the element, starting with the opening bracket for the begin tag for that element, including the attributes and content of that element (whether it be text or other child elements), and ending with the closing bracket for the end tag for that element. The MIME type in the request MUST be "application/xcap-el+xml" ... ...
[OMA-XDM-Core]6.1.1.2
The client SHALL construct the Request-URI based on its knowledge of the application usage governing that XML document


	SCR Reference
	XDM-XDMC-C-002

	Tool
	Not available

	Test code
	Not available

	Preconditions
	1.
PoC XDM Client has the capability to add individual elements to existing PoC Group documents (as opposed to replacing the whole document).

2.
PoC XDM Client has the capability to add an <invite-members> element to an existing <list-service> element within a PoC Group document.

3.
PoC XDM Client is configured, if necessary, to add an <invite-members> element to an existing <list-service> element within a PoC Group document (as opposed to replacing the whole document).

4.
PoC XDM Client does not hold a local copy of the PoC Group document MyPoCGroups.xml.

5.
The PoC Group document MyPoCGroups.xml exists in the “Users” tree for PoC User 1 within the test tool.

6.
The PoC XDM Client is registered with the SIP/IP core with public user identity of [XUI1] (see clause 3.6.1).

	Test Procedure
	1.
PoC XDM client retrieves PoC Group document MyPoCGroups.xml from the test tool. The document contains one <list-service> element, defining PoC Group A, which does not contain an <invite-members> element. i.e. the PoC Group is by default a Chat PoC Group.

2.
The PoC User requests that the PoC Group be modified such that PoC Group A becomes a Pre-arranged PoC Group

3.
PoC XDM Client issues a PUT request to add the <invite-members> element to the PoC Group document stored in the test tool 

	Pass Criteria
	3a.
The XCAP URI used in the PUT request shall be "[XCAP Root URL1]/services/org.openmobilealliance.poc-groups/users/[XUI1]/PoCGroupA.xml/~~/poc-groups/group/list-service/invite-members"

3b.
The MIME content type for the PUT request, shall be "application/xcap-el+xml " 

3c.
The XML document contained in the PUT request at step 3 shall comprise: <?xml version="1.0" encoding="UTF-8"?><invite-members>true</invite-members>


5.3.1.1.6 PoC-1.0-con-M-0206 - Replace an Element

	Test Case ID
	PoC-1.0-con-M-0206

	Test Object
	PoC XDM Client (UE)

	Test Case Description
	Verify that the PoC XDM client follows the required procedures for replacing an <invite-members>element in a PoC Group document 

	Specification Reference
	Specification Reference
Requirement Text
[OMA-XDM-Core] 6.1.1.2.4
Creating or replacing an element in an XML document SHALL follow the procedures described in [XCAP] Section 7.4.
[XCAP] 7.4
To create or replace an XML element within an existing document, the client constructs a URI whose document selector points to the document to be modified. The node selector MUST be present in the URI, separated from the document selector with the path separator. .... To replace an element in the document, the node selector is constructed so that it is a match against the element in the current document to be replaced, as well as a match to the new element (present in the body of the PUT request) that is to replace it. .... Once the client constructs the URI, it invokes the HTTP PUT method. ... The content in the request MUST be an XML element. Specifically, it contains the element, starting with the opening bracket for the begin tag for that element, including the attributes and content of that element (whether it be text or other child elements), and ending with the closing bracket for the end tag for that element. The MIME type in the request MUST be "application/xcap-el+xml" ...
[OMA-XDM-Core]6.1.1.2
The client SHALL construct the Request-URI based on its knowledge of the application usage governing that XML document


	SCR Reference
	XDM-XDMC-C-002

	Tool
	Not available

	Test code
	Not available

	Preconditions
	1.
PoC XDM Client has the capability to replace individual elements in existing PoC Group documents (as opposed to replacing the whole document).

2.
PoC XDM Client has the capability to replace an <invite-members> element in a PoC Group document (as opposed replacing the whole document)

3.
PoC XDM Client is configured, if necessary, to replace an <invite-members> element in a PoC Group document (as opposed to replacing the whole document).

4.
PoC XDM Client does not hold a local copy of the PoC Group document MyPoCGroups.xml.

5.
The PoC Group document MyPoCGroups.xml exists in the “Users” tree for PoC User 1 within the test tool.

6.
The PoC XDM Client is registered with the SIP/IP core with public user identity of [XUI1] (see clause 3.6.1).

	Test Procedure
	1.
PoC XDM client retrieves PoC Group document MyPoCGroups.xml from the test tool. The document contains one <list-service> element, defining PoC Group A, which contains an <invite-members> element with value "false" representing a Chat PoC Group.

2.
The PoC User requests that the PoC Group be modified such that PoC Group A is changed to a Pre-arranged PoC Group.

3.
PoC XDM Client issues a PUT request to replace the <invite-members> element in the PoC Group document stored in the test tool.

	Pass Criteria
	3a.
The XCAP URI used in the PUT request shall be "[XCAP Root URL1]/services/org.openmobilealliance.poc-groups/users/[XUI1]/MyPoCGroups.xml/~~/poc-groups/group/list-service/invite-members"

3b.
The MIME content type for the PUT request shall be "application/xcap-el+xml "

3c.
The XML document contained in the PUT request at step 3 shall comprise: <?xml version="1.0" encoding="UTF-8"?><invite-members>true</invite-members>


5.3.1.1.7 PoC-1.0-con-M-0207 - Delete an Element

	Test Case ID
	PoC-1.0-con-M-0207

	Test Object
	PoC XDM Client (UE)

	Test Case Description
	Verify that the PoC XDM client follows the required procedures for deleting an <entry> element from a PoC Group document 

	Specification Reference
	Specification Reference
Requirement Text
[OMA-XDM-Core] 6.1.1.2.5
Deleting an element in an XML document SHALL follow the procedures described in [XCAP] Section 7.5.
[XCAP] 7.5
To delete an element from a document, the client constructs a URI whose document selector points to the document containing the element to be deleted. The node selector MUST identify a single element. The node selector MUST be present following the path separator, and identify the specific element to be deleted. ... Furthermore, the node selector MUST match no element after the deletion of the target element. This is required to maintain the idempotency property of HTTP deletions ...
[OMA-XDM-Core]6.1.1.2
The client SHALL construct the Request-URI based on its knowledge of the application usage governing that XML document


	SCR Reference
	XDM-XDMC-C-002

	Tool
	Not available

	Test code
	Not available

	Preconditions
	1.
PoC XDM Client has the capability to delete individual elements in existing PoC Group documents (as opposed to replacing the whole document).

2.
PoC XDM Client has the capability to delete an <entry> element from a PoC Group (as opposed replacing the whole document)

3.
PoC XDM Client is configured, if necessary, to delete <entry> elements from a PoC Group (as opposed to replacing the whole document).

4.
PoC XDM Client does not hold a local copy of the PoC Group document MyPoCGroups.xml.

5.
The PoC Group document MyPoCGroups.xml exists in the “Users” tree for PoC User 1 within the test tool.

6.
The PoC XDM Client is registered with the SIP/IP core with public user identity of [XUI1] (see clause 3.6.1).



	Test Procedure
	1.
PoC XDM client retrieves PoC Group document MyPoCGroups.xml  from the test tool. The document contains one <list-service> element, defining PoC Group A, which contains a list element with three <entry> child elements for PoC User 1, PoC User 2 and PoC User 3.

2.
The PoC User requests that the PoC Group be modified such that PoC User 3 is deleted from PoC Group A.

3.
PoC XDM Client issues an HTTP DELETE request to remove the <entry> element for PoC User 3 from the PoC Group document stored in the test tool.

	Pass Criteria
	3a.
The document selector of the XCAP URI used in the DELETE request shall be "[XCAP Root URL1]/services/org.openmobilealliance.poc-groups/users/[XUI1]/MyPoCGroups.xml".

3b.
The node selector of the XCAP URI used in the DELETE request shall uniquely identify the <entry> element for PoC User 3.

3c.
The DELETE request shall be idempotent.


5.3.1.1.8 PoC-1.0-con-M-0208 - Retrieve an Element

	Test Case ID
	PoC-1.0-con-M-0208

	Test Object
	PoC XDM Client (UE)

	Test Case Description
	Verify that the PoC XDM client follows the required procedures for retrieving an element (or elements) from a PoC Group document 

	Specification Reference
	Specification Reference
Requirement Text
[OMA-XDM-Core] 6.1.1.2.6
Retrieving an element in an XML document SHALL follow the procedures described in [XCAP] Section 7.6
[XCAP] 7.6
To fetch an element of a document, the client constructs a URI whose document selector points to the document containing the element to be fetched. The node selector MUST be present following the path separator, and must identify the element to be fetched. .... The client then invokes the GET method. ...
[OMA-XDM-Core]6.1.1.2
The client SHALL construct the Request-URI based on its knowledge of the application usage governing that XML document


	SCR Reference
	XDM-XDMC-C-002

	Tool
	Not available

	Test code
	Not available

	Preconditions
	1.
The PoC XDM Client is registered with the SIP/IP core with public user identity of [XUI1] (see clause 3.6.1).

2.
The PoC XDM Client supports the XML Documents Directory application usage.  In particular, the PoC XDM Client has the capability to request retrieval, from its XML Documents Directory document, those elements comprising the list of its URI lists as stored in the Shared XDMS.

3.
The XML Documents Directory document “directory.xml” exists in the “Users” tree for PoC User 1 within the test tool. The document contains <folder> elements describing a URI List document “MyURILists.xml” stored in the Shared XDMS and a PoC Group document “MyPoCGroups.xml” stored in the PoC XDMS.

4.
All local information concerning the URI lists of PoC User 1 have been deleted from the PoC XDM Client.

	Test Procedure
	1.
PoC User 1 invokes the necessary action to cause the PoC XDM client to retrieve just those elements from the XCAP directory corresponding to his URI lists.

2.
The PoC XDM client issues an HTTP GET request.

	Pass Criteria
	2a.
The XCAP URI used in the GET request shall be "[XCAP Root URL]/services/org.openmobilealliance.xcap-directory/users/[XUI1]/directory.xml/~~/xcap-directory/folder[@auid=”resource-lists”]"


5.3.1.1.9 PoC-1.0-con-M-0209 - Replace an Attribute

	Test Case ID
	PoC-1.0-con-M-0209

	Test Object
	PoC XDM Client (UE)

	Test Case Description
	Verify that the PoC XDM client follows the required procedures for replacing the "uri" attribute of an <entry> element in a PoC Group document 

	Specification Reference
	Specification Reference
Requirement Text
[OMA-XDM-Core] 6.1.1.2.7
Creating or replacing an attribute of an element in an XML document SHALL follow the procedures described in [XCAP] Section 7.7
[XCAP] 7.7
To create or replace an attribute in an existing element of a document, the client constructs a URI whose document selector points to the document to be modified. The node selector, following the path separator, MUST be present. The node selector MUST be constructed such that, if the attribute was created or replaced as desired, the node selector would select that attribute. If the node selector, when evaluated against the current document, .... matches an existing attribute, it is a replacement operation. .... The client then invokes the HTTP PUT method. .... The content defined by the request MUST be the value of the attribute, compliant to the grammar for AttValue as defined in XML 1.0 [1]. Note that, unlike when AttValue is present in the URI, there is no escape coding. Escaping only applies to URIs. This request MUST be sent with the Content-Type of "application/xcap-att+xml" as defined in Section 14.2.2 ...
[OMA-XDM-Core]6.1.1.2
The client SHALL construct the Request-URI based on its knowledge of the application usage governing that XML document


	SCR Reference
	XDM-XDMC-C-002

	Tool
	Not available

	Test code
	Not available

	Preconditions
	1.
The PoC XDM Client is registered with the SIP/IP core with public user identity of [XUI1] (see clause 3.6.1).

2.
PoC XDM Client has the capability to replace the "uri" attribute of an <entry> element in a PoC Group document (as opposed replacing the whole element or document)

3.
PoC XDM Client is configured, if necessary, to replace the "uri" attribute of an <entry> elements in a PoC Group (as opposed to replacing the whole element or document).

4.
PoC XDM Client does not hold a local copy of the PoC Group document MyPoCGroups.xml.

5.
The PoC Group document MyPoCGroups.xml exists in the “Users” tree for PoC User 1 within the test tool. The document contains one <list-service> element, defining PoC Group A, which contains a list element, with a “name” attribute of “PoCGroupA” with three <entry> child elements for PoC User 1, PoC User 2 and PoC User 3. The second <entry> element has an "uri" attribute value "sip:PoC-User2@networkA.com" and a <display-name> element with value "PoC User 2".



	Test Procedure
	1.
PoC XDM client retrieves the PoC Group document MyPoCGroups.xml from the test tool.

2.
The PoC User modifies, in the XDM Client, the "uri" of PoC User 2 to "sip:PoC-User2@networkB.com".

3.
PoC XDM Client issues a PUT request to replace the "uri" attribute in the <entry> element for PoC User 2 in the PoC Group document stored in the test tool.

	Pass Criteria
	3a.
The XCAP URI used in the PUT request shall be "[XCAP Root URL1]/services/org.openmobilealliance.poc-groups/users/[XUI1]/PoCGroupA.xml/~~/resource-lists/list[@name="PoCGroupA"]/entry[@uri="sip: PoC-User2@networkA.com"]/@uri"

3b.
The MIME content type for the PUT request shall be "application/xcap-att+xml "

3c.
The content of the PUT request shall be “"sip:PoC-User2@networkB.com"”


5.3.1.2 Security Procedures

5.3.1.2.1 PoC-1.0-con-M-0220 - Support for HTTP Digest Authentication of Client

	Test Case ID
	PoC-1.0-con-M-0220

	Test Object
	PoC XDM Client (UE)

	Test Case Description
	Verify that the PoC XDM client supports HTTP Digest Authentication. In particular the test case will check processing in the client

	Specification Reference
	Specification Reference
Requirement Text
 [OMA-XDM-Core] 6.4.1
If the Generic Authentication Architecture (GAA) as defined in [3GPP TS 33.222] is not used, the XDM Client and the Aggregation Proxy (see [XDMAD]) SHALL support the HTTP Digest mechanism for client authentication.

The HTTP Digest authentication SHALL conform to [RFC2617] with the following clarifications:

The HTTP server (“401 Unauthorized”) SHALL be used;

the “rspauth” parameter MAY be used to provide mutual authentication;

the “username” parameter SHALL contain the SIP URI identifying the user (the public user identity);

the “qop” header shall be set to “auth-int”


	SCR Reference
	XDM-XDMC-C-005

	Tool
	Not Available

	Test code
	Not Available

	Preconditions
	1.
The PoC XDM Client is registered with the SIP/IP core with public user identity of [XUI1] (see clause 3.6.1).

2.
PoC XDM Client does not hold a local copy of the PoC Group document MyPoCGroups.xml.

3.
The PoC Group document MyPoCGroups.xml exists in the “Users” tree for PoC User 1 within the test tool.

	Test Procedure
	1.
PoC XDM client issues a GET request in order to retrieve the PoC Group document MyPoCGroups.xml from the test tool.

2.
PoC XDM client receives "HTTP/1.1 401 Unauthorized" with a WWW-Authenticate header. The WWW-Authenticate header returned includes a "qop-options" parameter with string value "auth-int"; and includes an algorithm parameter with value "MD5".

3.
PoC XDM client repeats the GET request including an "Authorization" header.

4.
PoC XDM client receives HTTP "200 OK" including PoC Group document MyPoCGroups.xml.

5.
PoC XDM client issues another GET request, in order to retrieve the PoC Group document MyOtherGroups.xml from the test tool.

6.
Poc XDM client receives "HTTP/1.1 401 Unauthorized" with a WWW-Authenticate header "stale" parameter set to "true". The WWW-Authenticate header includes a "qop-options" parameter with string value "auth-int"; and includes an algorithm parameter with value "MD5". The WWW-Authenticate header includes a new nonce value and "stale" parameter set to "true".

7.
PoC XDM client repeats the GET request including an "Authorization" header using the new "nonce" value.

8.
PoC XDM client receives HTTP "200 OK" including PoC Group document MyOtherGroups.xml

	Pass Criteria
	3a.
The Authorization header shall include a nonce-count value of "nc=00000001" in the "digest-response" parameter".

3b.
The value of the "username" parameter in the Authorization header shall be the public user identity resulting from registration with the SIP/IP core.

3c.
The "digest-response" parameter shall be complete and correct as defined in clause 3.2.2 of RFC 2617.

3d.
The Authorization header shall include a message-qop value of "auth-int" in the "digest-response" parameter".

5a.
The Authorization header shall include a nonce-count value of "nc=00000002" in the "digest-response" parameter".

5b.
The value of the "username" parameter in the Authorization header shall be the public user identity resulting from registration with the SIP/IP core.

5c.
The "digest-response" parameter returned shall be complete and correct as defined in clause 3.2.2 of RFC 2617.

5d.
The Authorization header shall include a message-qop value of "auth-int" in the "digest-response" parameter".

7a.
The Authorization header shall include a nonce-count value of "nc=00000001" and include the new nonce value supplied by the test tool in step 6.

7b.
The value of the "username" parameter in the Authorization header shall be the public user identity resulting from registration with the SIP/IP core.

7c.
The "digest-response" parameter shall be complete and correct as defined in clause 3.2.2 of RFC 2617.

7d.
The Authorization header shall include a message-qop value of "auth-int" in the "digest-response" parameter".


5.3.1.2.2 PoC-1.0-con-M-0221 - Support for authentication of server using HTTP over TLS

	Test Case ID
	PoC-1.0-con-M-0221

	Test Object
	PoC XDM Client (UE)

	Test Case Description
	TBD

	Specification Reference
	Specification Reference
Requirement Text
 [OMA-XDM-Core] 6.4.1
The XDM Client and the Aggregation Proxy SHALL support HTTP over Transport Layer Security (TLS) as specified in [RFC2818] for server authentication over the XDM-3 interface


	SCR Reference
	None

	Tool
	Not Available

	Test code
	Not Available

	Preconditions
	1.
PoC XDM client is provisioned with an XCAP Root URI starting with "https:"

	Test Procedure
	TBD

	Pass Criteria
	TBD

	Specific Test Content
	None


5.3.1.2.3 PoC-1.0-con-M-0222 - Support for TLS_RSA_WITH_3DES_EDE_CBC_SHA cipher suite

	Test Case ID
	PoC-1.0-con-M-0222

	Test Object
	PoC XDM Client (UE)

	Test Case Description
	To verify that the PoC XDM client supports TLS with the TLS_RSA_WITH_3DES_EDE_CBC_SHA cipher suite

	Specification Reference
	Specification Reference
Requirement Text
[OMA-XDM-Core] 6.4.2
.... The following cipher suites SHALL be supported: TLS_RSA_WITH_3DES_EDE_CBC_SHA ....


	SCR Reference
	XDM-XDMC-C-006

	Tool
	Not Available

	Test code
	Not Available

	Preconditions
	1.
PoC XDM client is provisioned with an XCAP Root URI starting with "https:"

	Test Procedure
	1.
"Client Hello" request sent by PoC XDM client.

2.
PoC XDM client receives "Server Hello" indicating that TLS_RSA_WITH_3DES_EDE_CBC_SHA cipher suite should be used.

3.
PoC XDM Client sends HTTP GET request for PoC Group document.

	Pass Criteria
	1.
The "Client Hello" message includes the TLS_RSA_WITH_3DES_EDE_CBC_SHA cipher suite in the list of supported cipher suites.

3.
A valid GET request is received for PoC Group A.


5.3.1.2.4 PoC-1.0-con-M-0223 - Support for TLS_DHE_DSS_WITH_3DES_EDE_CBC_SHA cipher suite

	Test Case ID
	PoC-1.0-con-M-0223

	Test Object
	PoC XDM Client (UE)

	Test Case Description
	To verify that the PoC XDM client supports TLS with the TLS_DHE_DSS_WITH_3DES_EDE_CBC_SHA cipher suite

	Specification Reference
	Specification Reference
Requirement Text
[OMA-XDM-Core] 6.4.2
.... The following cipher suites SHALL be supported: ..... TLS_DHE_DSS_WITH_3DES_EDE_CBC_SHA ....


	SCR Reference
	XDM-XDMC-C-006

	Tool
	Not Available

	Test code
	Not Available

	Preconditions
	1.
PoC XDM client provisioned with an XCAP Root URI starting with "https:"

	Test Procedure
	1.
"Client Hello" request sent by PoC XDM client.

2.
PoC XDM client receives "Server Hello" indicating that TLS_DHE_DSS_WITH_3DES_EDE_CBC_SHA cipher suite should be used.

3.
PoC XDM Client sends HTTP GET request for PoC Group document.

	Pass Criteria
	1.
The "Client Hello" message includes the TLS_DHE_DSS_WITH_3DES_EDE_CBC_SHA cipher suite in the list of supported cipher suites.

3.
A valid GET request is received for PoC Group A.


5.3.1.3 Common Application Usage

5.3.1.3.1 PoC-1.0-con-M-0230 - Retrieval of XML Documents Directory

	Test Case ID
	PoC-1.0-con-M-0230

	Test Object
	PoC XDM Client (UE)

	Test Case Description
	Verify that the PoC XDM client follows the required procedures for retrieving the XML documents directory 

	Specification Reference
	Specification Reference
Requirement Text
[OMA-XDM-Core] 6.7.2
The XML Documents Directory application usage allows an XDM Client (corresponding to a given XUI) to fetch: 1. the list of all XCAP managed documents corresponding to that XUI across all XDMSes, or 2. all documents for a given AUID corresponding to that XUI stored in an XDMS. An XDMS SHALL support an application usage named “org.openmobilealliance.xcap-directory” and SHALL maintain one document in the “users” tree per XUI named “directory.xml”. Thus, a GET targeted at the URI http://[XCAP Root]/services/ org.openmobilealliance.xcap-directory /users/sip:joe@example.com/directory.xml should return a list of all XML documents associated with all AUIDs for the user identified by sip:joe@example.com. ....
[OMA-XDM-Core] 6.7.2.6

There is only one XCAP directory document per XUI in each XDMS. Therefore, the XDMS SHOULD assign the directory document the name “directory.xml”.

To retrieve such a directory document, the XCAP Client SHALL always use this same name.



	SCR Reference
	None

	Tool
	Not available

	Test code
	Not available

	Preconditions
	1.
PoC XDM Client supports ability to fetch the XML Documents Directory from the XDMS.

2.
All XML documents corresponding to the AUIDs “org.openmobilealliance.poc-groups” and “org.openmobilealliance.poc-rules” have been deleted from the PoC XDM Client under test.

3.
The following XML documents exist in the “Users” tree for PoC User 1 within the test tool:

MyPoCGroups.xml - The document contains one <list-service> element, defining PoC Group A, which contains a list element, with a “name” attribute of “PoCGroupA” with two <entry> child elements for PoC User 1 and PoC User 2.

MyOtherGroups.xml - The document contains one <list-service> element, defining PoC Group B, which contains a list element, with a “name” attribute of “PoCGroupB” with two <entry> child elements for PoC User 1 and PoC User 3.

A “pocrules” document for PoC User 1with an <allow-invite>element for PoC User 2 set to the value "accept".

	Test Procedure
	1.
The PoC user causes the PoC XDM Client to retrieve the XML Documents Directory, PoC Groups and PoC Rules documents.

2.
Inspect the PoC Groups documents in the Client under test.

3.
Inspect the PoC Rules in the Client under test.

	Pass Criteria
	1.
The PoC XDM client issues a GET request (or requests) on the XML Documents Directory of the "users" tree which conforms to the required URI syntax.

2.
Two PoC group documents are present in the Client under test.

3.
The PoC XDM client indicates that PoC User 2 is permitted to invite PoC User 1 to a PoC Session.


5.3.1.4 XDM Client Provisioning

Currently there are no Client Static Conformance Requirements defined for XDM Client provisioning.
5.3.2 PoC XDM Application Usages

5.3.2.1 PoC Group

5.3.2.1.1 PoC-1.0-con-M-0250 - PoC Group Identity

	Test Case ID
	PoC-1.0-con-M-0250

	Test Object
	PoC XDM Client (UE)

	Test Case Description
	Verify that PoC XDM client constructs a valid URI to represent a PoC Group Identity 

	Specification Reference
	Specification Reference
Requirement Text
 [OMA-PoC-XDM] 5.1.7
The PoC Group document SHALL conform to the semantics described in this sub clause. The value of the “uri” attribute in the <list-service> element represents a PoC Group Identity....
 [OMA-PoC-XDM] 5.1.1
The <list-service> root element a) SHALL include a “uri” attribute representing the PoC Group Identity; ....


	SCR Reference
	PoC_XDM-CAU-C-001

	Tool
	Not Available

	Test code
	Not Available

	Preconditions
	None

	Test Procedure
	1.
PoC User defines PoC Group A, with PoC User 1, PoC User 2 and PoC User 3 as members and a PoC Group Identity of "sip:friendsgroupa@example.com"

2.
PoC XDM Client issues a PUT request to store the PoC Group document

3.
PoC XDM client receives 200 OK response

	Pass Criteria
	2.
The PoC Group document in the PUT request shall include a <list-service> element having a "uri" attribute with value "sip:friendsgroupa@example.com"


5.3.2.1.2 PoC-1.0-con-M-0251 - Support of SIP URI PoC Addresses

	Test Case ID
	PoC-1.0-con-M-0251

	Test Object
	PoC XDM Client (UE)

	Test Case Description
	Verify PoC XDM client constructs a valid <entry> element containing a PoC Address represented as a SIP URI 

	Specification Reference
	Specification Reference
Requirement Text
 [OMA-PoC-XDM] 5.1.7
The PoC Group document SHALL conform to the semantics described in this sub clause. .... The <list> element contains the PoC Group Members: · The <entry> child element of <list>, if present, contains a valid PoC Address, i.e., either a SIP URI (as defined in [RFC3261]) or .....
[OMA-PoC-XDM] 5.1.1
Each <list> element SHALL be composed of a sequence of zero or more elements, each of which is a) an <entry> element containing a SIP URI (as defined in [RFC3261]) or ....
[RFC3261] 19.1.1
The formal syntax for a SIP or SIPS URI is presented in Section 25. Its general form, in the case of a SIP URI, is: sip:user:password@host:port;uri-parameters?headers


	SCR Reference
	PoC_XDM-CAU-C-001

	Tool
	Not Available

	Test code
	Not Available

	Preconditions
	None

	Test Procedure
	1.
PoC User defines PoC Group A, with PoC User 1, PoC User 2 and PoC User 3 as members. The SIP URIs of the PoC addresses entered shall be "sip:user1@example.com", "sip:friend2@example.com" and "sip:friend3.poc@example.net"

2.
PoC XDM Client issues a PUT request to store the PoC Group document

3.
PoC XDM client receives 200 OK response

	Pass Criteria
	2a.
The PoC Group document in the PUT request shall include a <list-service> element and a child <list> element containing three child <entry> elements

2b.
The <entry> elements shall have "uri" attributes as shown in the "specific test content"


5.3.2.1.3 PoC-1.0-con-M-0252 - Support of TEL URI PoC Addresses

	Test Case ID
	PoC-1.0-con-M-0252

	Test Object
	PoC XDM Client (UE)

	Test Case Description
	Verify PoC XDM client constructs a valid <entry> element containing a PoC Address represented as a TEL URI 

	Specification Reference
	Specification Reference
Requirement Text
[OMA-PoC-XDM] 5.1.7
The PoC Group document SHALL conform to the semantics described in this sub clause. .... The <list> element contains the PoC Group Members: · The <entry> child element of <list>, if present, contains a valid PoC Address, i.e., either a SIP URI (as defined in [RFC3261]) oor TEL URI (as defined in [RFC3966]) .....
[OMA-PoC-XDM] 5.1.1
Each <list> element SHALL be composed of a sequence of zero or more elements, each of which is a) an <entry> element containing a SIP URI (as defined in [RFC3261]) or a TEL URI (as defined in [RFC3966]) ....


	SCR Reference
	PoC_XDM-CAU-C-001

	Tool
	Not Available

	Test code
	Not Available

	Preconditions
	1.
Support for entry of PoC Addresses as TEL URIs

	Test Procedure
	1.
PoC User defines PoC Group A, with PoC User 1, PoC User 2, PoC User 3 and PoC User 4 as members with the following TEL URIs respectively "tel:+1-123-987654", "tel:+2-123-987654", "tel:+1-124-987654" and "tel:+1-123-987655".

2.
PoC XDM Client issues a PUT request to store the PoC Group document.

3.
PoC XDM client receives 200 OK response.

	Pass Criteria
	2a.
The PoC Group document in the PUT request shall include a <list-service> element and a child <list> element containing four child <entry> elements.

2b.
The <entry> elements shall have "uri" attributes whose values are valid TEL URIs as per RFC 3966.

2c.
The <entry> elements shall have "uri" attributes whose values when represented as global numbers shall be as shown in the "specific test content".


5.3.2.2 PoC User Access Policy

Currently there are no Client Static Conformance Requirements defined for the PoC User Access Policy document.

5.3.3 Shared XDM Application Usages

5.3.3.1 URI List Document

5.3.3.1.1 PoC-1.0-con-M-0270 – Add new URI List – Single document

	Test Case ID
	PoC-1.0-con-M-0270

	Test Object
	PoC XDM Client (UE)

	Test Case Description
	Verify that a PoC XDM Client can correctly add a new URI List to a single URI List document stored at the XDMS.

	Specification Reference
	Specification Reference
Requirement Text
[OMA-XDM-Shared]


	SCR Reference
	PoC_XDM-CAU-C-001

	Tool
	Not Available

	Test code
	Not Available

	Preconditions
	1.
Support for storing all URI lists in a single document with filename “index”

	Test Procedure
	TBD

	Pass Criteria
	TBD


5.3.3.1.2 PoC-1.0-con-M-0271 – Add new URI List – Multiple documents

	Test Case ID
	PoC-1.0-con-M-0271

	Test Object
	PoC XDM Client (UE)

	Test Case Description
	Verify that a PoC XDM Client can correctly add a new URI List in an additional URI List document stored at the XDMS.

	Specification Reference
	Specification Reference
Requirement Text
[OMA-XDM-Shared]


	SCR Reference
	PoC_XDM-CAU-C-001

	Tool
	Not Available

	Test code
	Not Available

	Preconditions
	1.
Support for storing URI lists in separate URI list documents at the shared XDMS.

	Test Procedure
	TBD

	Pass Criteria
	TBD


6. Optional Client Test Cases

6.1 PoC Client – Control Plane

6.1.1 Originating Procedures

6.1.1.1 PoC service registration

6.1.1.2 PoC service settings procedure

6.1.1.3 PoC Session initiation

6.1.1.4 PoC Session modification

6.1.1.5 PoC client rejoining a PoC session

6.1.1.6 PoC client leaving a PoC session

6.1.1.7 PoC Session unrelated operations

6.1.2 Termination Procedures

6.1.2.1 Receiving PoC Session invitation

6.1.2.2 Receiving PoC Session modification request

6.1.2.3 Receiving PoC session release request

6.1.2.4 Receiving PoC Session unrelated requests

6.1.2.5 Simultaneous PoC Session control procedures

6.2 PoC Client - User Plane

6.2.1 Transport

6.2.2 Talk Burst Control

6.2.3 Media Control

6.2.4 Talker Identification

6.2.5 Timers

6.3 XDM Client

6.3.1 XDM Core Procedures

6.3.1.1 XDM Document Management

6.3.1.1.1 PoC-1.0-con-O-0201 - Support for HTTP compression in GET requests

	Test Case ID
	PoC-1.0-con-O-0201

	Test Object
	PoC XDM Client (UE)

	Test Case Description
	Verify that a PoC XDM Client correctly indicates support for HTTP compression and is able to process acceptable compressed content

	Specification Reference
	Specification Reference
Requirement Text
[OMA-XDM-Core] 6.1.1.2
An XDM client MAY support HTTP compression using content encoding. If the XDM client utilizes HTTP compression, it SHALL set the “Accept-Encoding” header as defined in [RFC2616].

[RFC2616]14.3
The Accept-Encoding request-header field is similar to Accept, but restricts the content-codings (section 3.5) that are acceptable in the response. .... If an Accept-Encoding field is present in a request, and if the server cannot send a response which is acceptable according to the Accept-Encoding header, then the server SHOULD send an error response with the 406 (Not Acceptable) status code.


	SCR Reference
	XDM-XDMC-C-008

	Tool
	Not Available

	Test code
	Not Available

	Preconditions
	1.
PoC XDM Client supports HTTP compression in GET requests and is configured to use it.

2.
The PoC Group document MyPoCGroups.xml exists in the “Users” tree for PoC User 1 within the test tool. The document contains one <list-service> element, defining PoC Group A, which contains a list element, with a “name” attribute of “PoCGroupA” with three <entry> child elements for PoC User 1, PoC User 2 and PoC User 3. The three <entry> elements have "uri" attribute values of  "tel:+1-123-987654", "tel:+2-123-987654", "tel:+1-124-987654" and <display-name> elements with values "PoC User 1", "PoC User 2", "PoC User 3" respectively.

	Test Procedure
	1.
PoC XDM client issues a GET request in order to retrieve PoC Group A document from the test tool.

2.
PoC XDM client receives an HTTP response including the PoC Group A document in the compression encoding determined by the Accept Encoding header of the request and the rules of section 14.3 of [RFC2616].

3.
The PoC User inspects the tel URIs and the display names for each of the three contacts in PoC Group A.

	Pass Criteria
	1.
The GET request includes a valid "Accept-encoding" header field.

3.
The tel URIs and display names of the three contacts in PoC Group A are correct when examined by the user.


6.3.1.1.2 PoC-1.0-con-O-0202 - Support for HTTP compression in PUT requests

	Test Case ID
	PoC-1.0-con-O-0202

	Test Object
	PoC XDM Client (UE)

	Test Case Description
	Verify that a PoC XDM Client correctly indicates the content encoding of a compressed HTTP PUT request and is able to repeat the request in an uncompressed manner if the server indicates that the content encoding is unacceptable

	Specification Reference
	Specification Reference
Requirement Text
[OMA-XDM-Core] 6.1.1.2
An XDM client MAY support HTTP compression using content encoding. If the XDM client utilizes HTTP compression, it SHALL set the “Accept-Encoding” header as defined in [RFC2616].

[RFC2616]14.11
The Content-Encoding entity-header field is used as a modifier to the media-type. When present, its value indicates what additional content codings have been applied to the entity-body, and thus what decoding mechanisms must be applied in order to obtain the media-type referenced by the Content-Type header field. Content- Encoding is primarily used to allow a document to be compressed without losing the identity of its underlying media type. .... If the content-coding of an entity in a request message is not acceptable to the origin server, the server SHOULD respond with a status code of 415 (Unsupported Media Type).


	SCR Reference
	XDM-XDMC-C-008

	Tool
	Not Available

	Test code
	Not Available

	Preconditions
	1.
PoC XDM Client supports HTTP compression in PUT requests and is configured to use it.

	Test Procedure
	1.
PoC User 1 defines PoC Group A, with PoC User 1 and PoC User 2 as members in an XML document named "PoCGroupA.xml".

2.
PoC XDM Client issues PUT request, with compressed content, to store the PoC Group document.

3.
PoC XDM client receives HTTP response with a status code of 415 (Unsupported Media Type).

4.
PoC XDM Client issues PUT request, with umcompressed content, to store the PoC Group document.

	Pass Criteria
	2.
The PUT request includes a valid "Content-encoding" header field indicating a compressed encoding as per [RFC2616] section 14.11.

4.
The PUT request includes a valid "Content-encoding" header field indicating no compression (or does not include a "Content-encoding" header field).


6.3.1.2 Subscription to XML Document Changes

6.3.1.2.1 PoC-1.0-con-O-0203 - Initial Subscription Request: Specific PoC Group Document

	Test Case ID
	PoC-1.0-con-O-0203

	Test Object
	PoC XDM Client (UE)

	Test Case Description
	Verify PoC XDM client sends a valid SUBSCRIBE request to subscribe to changes in a specific PoC group document 

	Specification Reference
	Specification Reference
Requirement Text
[OMA-XDM-Core] 6.1.2.1
If the XDM Client subscribes to changes in XML documents, then it SHALL be done by sending a SUBSCRIBE request according to [RFC3265] and [SIP_UA_Prof] with the clarifications given in this sub-clause.

The XDM Client

SHALL set the Request-URI to the public SIP URI identifying the document owner, or to the SIP URI identifying the service instance (e.g. PoC Group URI, or Presence List URI);

SHALL include value “application” in the “profile-name” Event header parameter;

SHALL include the AUID to be watched in the “app-id” Event header parameter; ....

In case the public SIP URI identifying the owner of the document is set as Request-URI, then the “document” Event header parameter MAY be set to specify the document to be watched. In case the service instance SIP URI is set as Request-URI, then the “document” Event header parameter SHALL be set to specify the relevant document stored in the “global” tree for this service instance SIP URI. ....

SHALL include an Accept header to indicate acceptable content-type for notifications ....

SHALL send the SUBSCRIBE request towards the SIP/IP Core according to the procedures of the SIP/IP core ...


	SCR Reference
	XDM-XDMC-C-003

	Tool
	Not available

	Test code
	Not available

	Preconditions
	1.
PoC XDM client has the capability to subscribe to changes in PoC Group documents

2.
PoC Group A is defined within the test tool for PoC User 2. The PoC Group document has the following properties:

- PoC Group A includes entries for PoC User 1, PoC User 2 and Poc User 3. 

- The XCAP User Identity of PoC User 2 is the same as his SIP URI "sip:firiend2@example.com".

- The XCAP URI of PoC Group A is "[XCAP Root URL]/services/org.openmobilealliance.poc-groups/users/sip:friend2@example.com/friend2groups.xml"

- The PoC Group Identity of PoC Group A (i.e. the "uri" attribute of the <list-service> element) is "sip:friend2groupa@example.com".

	Test Procedure
	1.
PoC User configures the Poc XDM client in such a way as to receive notification of changes to PoC Group A defined by PoC User 2

2.
PoC XDM client sends a SUBSCRIBE request to the XDMS.

3.
PoC XDM client receives 200 OK response

4.
PoC XDM client receives NOTIFY request message

5.
PoC XDM client returns 200 OK response

	Pass Criteria
	2a.
The request URI of the received SUBSCRIBE request shall be "sip:friend2groupa@example.com"

2b.
The SUBSCRIBE request shall include an Event header with the following parameter values "sip-profile;profile-type=application;app-id=org.openmobilealliance.poc-groups"

2c.
The SUBSCRIBE request shall include a document parameter to the Event header which shall match the following string: "document=global/group/list-service[@uri=sip:friend2groupa@example.com]"

2d.
The SUBSCRIBE request shall include an Accept header


6.3.1.2.2 PoC-1.0-con-O-0203 - Initial Subscription Request: All PoC Group Documents for a User

	Test Case ID
	PoC-1.0-con-O-0203

	Test Object
	PoC XDM Client (UE)

	Test Case Description
	Verify PoC XDM client sends a valid SUBSCRIBE request to subscribe to changes in all PoC group documents for a specified PoC user.

	Specification Reference
	Specification Reference
Requirement Text
[OMA-XDM-Core] 6.1.2.1
If the XDM Client subscribes to changes in XML documents, then it SHALL be done by sending a SUBSCRIBE request according to [RFC3265] and [SIP_UA_Prof] with the clarifications given in this sub-clause.

The XDM Client

SHALL set the Request-URI to the public SIP URI identifying the document owner, or to the SIP URI identifying the service instance (e.g. PoC Group URI, or Presence List URI);

SHALL include value “application” in the “profile-name” Event header parameter;

SHALL include the AUID to be watched in the “app-id” Event header parameter; ....

In case the public SIP URI identifying the owner of the document is set as Request-URI, then the “document” Event header parameter MAY be set to specify the document to be watched. In case the service instance SIP URI is set as Request-URI, then the “document” Event header parameter SHALL be set to specify the relevant document stored in the “global” tree for this service instance SIP URI. ....

SHALL include an Accept header to indicate acceptable content-type for notifications ....

SHALL send the SUBSCRIBE request towards the SIP/IP Core according to the procedures of the SIP/IP core ...


	SCR Reference
	XDM-XDMC-C-003

	Tool
	Not available

	Test code
	Not available

	Preconditions
	1.
PoC XDM client has the capability to subscribe to changes in PoC Group documents

2.
PoC Group A and PoC Group B documents are defined within the test tool for PoC User 2.

The PoC Group A document has the following properties:

- PoC Group A includes entries for PoC User 1, PoC User 2 and Poc User 3. 

- The XCAP User Identity of PoC User 2 is the same as his SIP URI "sip:firiend2@example.com".

- The XCAP URI of PoC Group A is "[XCAP Root URL]/services/org.openmobilealliance.poc-groups/users/sip:friend2@example.com/friend2groups.xml"

- The PoC Group Identity of PoC Group A (i.e. the "uri" attribute of the <list-service> element) is "sip:friend2groupa@example.com".

The PoC Group B document has the following properties:

- PoC Group B includes entries for PoC User 2, PoC User 4 and Poc User 5. 

- The XCAP User Identity of PoC User 2 is the same as his SIP URI "sip:firiend2@example.com".

- The XCAP URI of PoC Group B is "[XCAP Root URL]/services/org.openmobilealliance.poc-groups/users/sip:friend2@example.com/friend2groups.xml"

- The PoC Group Identity of PoC Group B (i.e. the "uri" attribute of the <list-service> element) is "sip:friend2groupb@example.com".

	Test Procedure
	1.
PoC User configures the Poc XDM client in such a way as to receive notification of changes to PoC Group A defined by PoC User 2

2.
PoC XDM client sends a SUBSCRIBE request to the XDMS.

3.
PoC XDM client receives 200 OK response

4.
PoC XDM client receives NOTIFY request message

5.
PoC XDM client returns 200 OK response

	Pass Criteria
	2a.
The request URI of the received SUBSCRIBE request shall be either "sip:friend2@example.com" or "sip:friend2groupa@example.com"

2b.
The SUBSCRIBE request shall include an Event header with the following parameter values "sip-profile;profile-type=application;app-id=org.openmobilealliance.poc-groups"

2c.
The SUBSCRIBE request shall include a document parameter to the Event header which shall match either one of the following two strings dependent upon the Request URI received: "document=global/group/list-service[@uri=sip:friend2groupa@example.com]" or "document=users/sip:friend2@example.com/friend2groups.xml"

2d.
The SUBSCRIBE request shall include an Accept header


6.3.1.2.3 PoC-1.0-con-O-0204 - Notify Request Matching

	Test Case ID
	PoC-1.0-con-O-0204

	Test Object
	PoC XDM Client (UE)

	Test Case Description
	Verify that the PoC XDM Client carries out NOTIFY Request matching against previously sent SUBSCRIBE requests.

	Specification Reference
	Specification Reference
Requirement Text
[OMA-XDM-Core] 6.1.2.2
Upon receiving an incoming NOTIFY request that is part of the same dialog as the previously sent SUBSCRIBE request the XDM Client 1. SHALL handle the request according to [RFC3265], [SIP_UA_Prof], and the procedures of the SIP/IP core; ....
[RFC3265] 3.2.4
Upon receiving a NOTIFY request, the subscriber should check that it matches at least one of its outstanding subscriptions; if not, it MUST return a "481 Subscription does not exist" response unless another 400- or 500-class response is more appropriate. ....
[RFC3265] 3.3.4
... NOTIFY requests are matched to such SUBSCRIBE requests if they contain the same "Call-ID", a "To" header "tag" parameter which matches the "From" header "tag" parameter of the SUBSCRIBE, and the same "Event" header field. ....


	SCR Reference
	XDM-XDMC-C-004

	Tool
	Not available

	Test code
	Not available

	Preconditions
	1.
PoC XDM client has the capability to subscribe to changes in PoC Group documents

	Test Procedure
	1.
PoC User configures the Poc XDM client in such a way as to receive notification of changes to PoC Group A defined by PoC User 2

2.
PoC XDM client sends a SUBSCRIBE request to the XDMS.

3.
PoC XDM client receives 200 OK response

4.
PoC XDM client receives NOTIFY request message with non-matching "tag" parameter on the "To" header

5.
PoC XDM client returns a 400 series or 500 series response

	Pass Criteria
	5.
PoC XDM client sends a 400 series or 500 series response to the NOTIFY request message


6.3.1.3 Security Procedures

6.3.1.3.1 PoC-1.0-con-O-0205 - Support for optional cipher suites

	Test Case ID
	PoC-1.0-con-O-0205

	Test Object
	PoC XDM Client (UE)

	Test Case Description
	TBD

	Specification Reference
	Specification Reference
Requirement Text
[OMA-XDM-Core] 6.4.2
... other cipher suites defined in [RFC2246] MAY be supported.



	SCR Reference
	XDM-XDMC-C-007

	Tool
	Not Available

	Test code
	Not Available

	Preconditions
	TBD

	Test Procedure
	TBD

	Pass Criteria
	TBD


6.3.1.3.2 PoC-1.0-con-O-0206 - Support for Generic Authentication Architecture

	Test Case ID
	PoC-1.0-con-O-0206

	Test Object
	PoC XDM Client (UE)

	Test Case Description
	TBD

	Specification Reference
	Specification Reference
Requirement Text
[OMA-XDM-Core] 6.4.1
For a 3GPP/3GPP2 realisation, the XDM-3 corresponds to the Ut interface. In this case the authentication between the XDM Client and the Aggregation Proxy SHALL be performed according to [3GPP TS 33.141] / [3GPP2 X.S0027-003-0].



	SCR Reference
	None

	Tool
	Not Available

	Test code
	Not Available

	Preconditions
	1.
Client supports 3GPP or 3GPP2 IMS.

	Test Procedure
	TBD

	Pass Criteria
	TBD


6.3.1.3.3 PoC-1.0-con-O-0207 - Support for 3GPP TLS version and profile

	Test Case ID
	PoC-1.0-con-O-0207

	Test Object
	PoC XDM Client (UE)

	Test Case Description
	TBD

	Specification Reference
	Specification Reference
Requirement Text
[OMA-XDM-Core] 6.4.2
When the SIP/IP Core corresponds with 3GPP IMS, the XDM Client and the Aggregation Proxy SHALL support the TLS version and profile as specified in clause 5.3 of [3GPP TS 33.222].



	SCR Reference
	None

	Tool
	Not Available

	Test code
	Not Available

	Preconditions
	1.
Client supports 3GPP IMS

	Test Procedure
	TBD

	Pass Criteria
	TBD


6.3.1.4 XDM Client Provisioning

Currently there are no Client Static Conformance Requirements defined for XDM Client provisioning.
6.3.2 PoC XDM Application Usages

6.3.2.1 PoC Group

6.3.2.1.1 PoC-1.0-con-O-0208 - Create PoC Group with External URI List

	Test Case ID
	PoC-1.0-con-O-0208

	Test Object
	PoC XDM Client (UE)

	Test Case Description
	Verify that a PoC XDM Client can correctly create a PoC Group document referencing an external URI list

	Specification Reference
	Specification Reference
Requirement Text
[OMA-PoC-XDM] 5.1.6
... The <list> element contains the PoC Group Members: .... · The <list> element may contain <external-list> child elements referencing URI Lists stored in the Shared XDMS (as defined in [SHAREDXDM]). Such referenced URI lists are constrained to belong to the same user as that of the PoC Group document .....
[OMA-XDM-Core] 6.6.1
.... ....


	SCR Reference
	PoC_XDM-CAU-C-001

	Tool
	Not Available

	Test code
	Not Available

	Preconditions
	1.
Support for creating a PoC Group document referencing an external URI list

	Test Procedure
	TBD

	Pass Criteria
	TBD


6.3.2.1.2 PoC-1.0-con-O-0209 - Create Chat and Pre-arranged PoC Groups

	Test Case ID
	PoC-1.0-con-O-0209

	Test Object
	PoC XDM Client (UE)

	Test Case Description
	Verify that a PoC XDM Client can correctly create both Chat and Pre-arranged PoC Group documents

	Specification Reference
	Specification Reference
Requirement Text
[OMA-PoC-XDM] 5.1.6
... The <invite-members> element indicates whether the PoC Server will invite the group members to the PoC Group Session. The value is of a Boolean type: “false” represents the Chat PoC Group (see [OMA-POC-CP]). The PoC Server performing the Controlling PoC Function will not invite the group members to the PoC Group Session. This is the default value taken in the absence of the element. “true” represents the Pre-arranged PoC Group (see [OMA-POC-CP]). The PoC Server performing the Controlling PoC Function will invite the members of the <list> element as described in [OMA-POC-CP] section 7.2.1.3. .....


	SCR Reference
	PoC_XDM-CAU-C-001

	Tool
	Not Available

	Test code
	Not Available

	Preconditions
	1.
Support for creating a Pre-arranged PoC Group document

	Test Procedure
	TBD

	Pass Criteria
	TBD


6.3.2.1.3 PoC-1.0-con-O-0210 - Set Maximum Number of PoC Group Participants

	Test Case ID
	PoC-1.0-con-O-0210

	Test Object
	PoC XDM Client (UE)

	Test Case Description
	Verify that a PoC XDM Client can correctly specify the maximum number of participants in a PoC Group document

	Specification Reference
	Specification Reference
Requirement Text
[OMA-PoC-XDM] 5.1.6
... The The <max-participant-count> element indicates the maximum number of participants allowed by the document owner in the PoC group session. The usage of this parameter is described in [OMA-POC-CP]. .....


	SCR Reference
	PoC_XDM-CAU-C-001

	Tool
	Not Available

	Test code
	Not Available

	Preconditions
	1.
Support for setting the maximum number of participants in a PoC Group

	Test Procedure
	TBD

	Pass Criteria
	TBD


6.3.2.1.4 PoC-1.0-con-O-0211 – Allow Group Member to Initiate Conference

	Test Case ID
	PoC-1.0-con-O-0211

	Test Object
	PoC XDM Client (UE)

	Test Case Description
	Verify that a PoC XDM Client can correctly specify that a particular PoC Group member is allowed to initiate a pre-arranged PoC session

	Specification Reference
	Specification Reference
Requirement Text
[OMA-PoC-XDM] 5.1.6
... The <allow-initiate-conference> “action” is used to indicate that the identity matching this rule is allowed to initiate a Pre‑arranged PoC Group Session. The semantics of the <allow-initiate-conference> is described in [OMA-POC-CP] section 7.2.1.14 .....


	SCR Reference
	PoC_XDM-CAU-C-001

	Tool
	Not Available

	Test code
	Not Available

	Preconditions
	1.
Support for setting the allow-initiate-conference property for a contact list member in a PoC Group document

	Test Procedure
	TBD

	Pass Criteria
	TBD


6.3.2.1.5 PoC-1.0-con-O-0212 – Indicate Key Participant

	Test Case ID
	PoC-1.0-con-O-0212

	Test Object
	PoC XDM Client (UE)

	Test Case Description
	Verify that a PoC XDM Client can correctly specify that a particular PoC Group member is the key participant in a one-to-many-to-one PoC session

	Specification Reference
	Specification Reference
Requirement Text
[OMA-PoC-XDM] 5.1.6
... The <is-key-participant> “action” SHALL be used to indicate that the identity matching this rule is a ” Distinguished Participant”. The semantics of the “Distinguished Participant” is described in [OMA-POC-AD]......


	SCR Reference
	PoC_XDM-CAU-C-001

	Tool
	Not Available

	Test code
	Not Available

	Preconditions
	1.
Support for indicating that a particular contact list member in a PoC Group document should be treated as the key participant if the one-to-many-to-one topology is used.

	Test Procedure
	TBD

	Pass Criteria
	TBD


6.3.2.2 PoC User Access Policy

There are no Client Static Conformance Requirements defined for the PoC User Access Policy document.

6.3.3 Shared XDM Application Usages

There are no optional Client Static Conformance Requirements defined for the Shared XDM Application Usage.

7. Mandatory Server Test Cases

7.1 PoC Server - Control Plane

7.1.1 PoC Server - Common Functions

7.1.1.1 Role establishment

7.1.1.2 PoC session policy

7.1.1.3 PoC session unrelated operations

7.1.1.4 Error handling

7.1.2 PoC Server - Participating PoC Function

7.1.2.1 Processing requests initiated by Served User

7.1.2.2 Processing requests terminated by Served User

7.1.3 PoC Server - Controlling PoC Function

7.1.3.1 Processing requests terminated by Controlling PoC Function

7.1.3.2 Processing requests initiated by Controlling PoC Function

7.2 PoC Server - User Plane

7.2.1 PoC Server - Participating PoC Function

7.2.1.1 Transport

7.2.1.2 Talk Burst Control

7.2.1.3 Media Control

7.2.1.4 Timers

7.2.2 PoC Server - Controlling PoC Function

7.2.2.1 Transport

7.2.2.2 Talk Burst Control

7.2.2.3 Media Control

7.2.2.4 Talker Identification

7.2.2.5 Timers

7.3 PoC XDM Server

7.3.1 XDM Core Procedures

7.3.1.1 XDM Document Management

SCR(s):
XDM-XDMS-S-001

TBD

7.3.1.2 Subscriptions to XML Document Changes

SCR(s):
XDM-XDMS-S-002, XDM-XDMS-S-003, XDM-XDMS-S-004

TBD

7.3.1.3 Security Procedures

SCR(s):
XDM-XDMS-S-005

TBD

7.3.1.4 Error handling

SCR(s):
XDM-XDMS-S-006

TBD

7.3.1.5 Common Extensions

TBD

7.3.1.6 Common Application Usage

SCR(s):
XDM-XDMS-S-007, XDM-XDMS-S-008

TBD

7.3.2 PoC XDM Application Usages

7.3.2.1 PoC Group

SCR(s):
POC-XDM-AU-S-001, POC-XDM-AU-S-002, POC-XDM-AU-S-003, POC-XDM-AU-S-004, 

POC-XDM-AU-S-005, POC-XDM-AU-S-006, POC-XDM-AU-S-007

TBD

7.3.2.2 PoC User Access Policy

SCR(s):
POC-XDM-AU-S-002, POC-XDM-AU-S-003, POC-XDM-AU-S-004, POC-XDM-AU-S-006,

POC-XDM-AU-S-007, POC-XDM-AU-S-008, POC-XDM-AU-S-009, POC-XDM-AU-S-010

TBD

7.4 Shared XDM Server

7.4.1 Shared XDM Application Usages

7.4.1.1 URI List Document

SCR(s):
Shared-XDM-AU-S-001, Shared-XDM-AU-S-002, Shared-XDM-AU-S-003, Shared-XDM-AU-S-004,

Shared-XDM-AU-S-005, Shared-XDM-AU-S-006, Shared-XDM-AU-S-007, Shared-XDM-AU-S-008,

Shared-XDM-AU-S-009,

TBD

7.5 Aggregation Proxy

7.5.1 XDM Core Procedures

7.5.1.1 Security Procedures

SCR(s):
XDM-AP-S-001, XDM-AP-S-002, XDM-AP-S-003, XDM-AP-S-004, XDM-AP-S-007

TBD

7.5.1.2 XCap Request Forwarding

SCR(s):
XDM-AP-S-005

TBD

7.5.1.3 Compression

SCR(s):
XDM-AP-S-006

TBD
8. Optional Server Test Cases

8.1 PoC Server - Control Plane

8.1.1 PoC Server - Common Functions

8.1.1.1 Role establishment

8.1.1.2 PoC session policy

8.1.1.3 PoC session unrelated operations

8.1.1.4 Error handling

8.1.2 PoC Server - Participating PoC Function

8.1.2.1 Processing requests initiated by Served User

8.1.2.2 Processing requests terminated by Served User

8.1.3 PoC Server - Controlling PoC Function

8.1.3.1 Processing requests terminated by Controlling PoC Function

8.1.3.2 Processing requests initiated by Controlling PoC Function

8.2 PoC Server - User Plane

8.2.1 PoC Server - Participating PoC Function

8.2.1.1 Transport

8.2.1.2 Talk Burst Control

8.2.1.3 Media Control

8.2.1.4 Timers

8.2.2 PoC Server - Controlling PoC Function

8.2.2.1 Transport

8.2.2.2 Talk Burst Control

8.2.2.3 Media Control

8.2.2.4 Talker Identification

8.2.2.5 Timers

8.3 PoC XDM Server

8.3.1 XDM Core Procedures

8.3.1.1 XDM Document Management

8.3.1.2 Subscriptions to XML Document Changes

8.3.1.3 Security Procedures

8.3.1.4 Error handling

8.3.1.5 Common Extensions

8.3.1.6 Common Application Usage

8.3.2 PoC XDM Application Usages

8.3.2.1 PoC Group

8.3.2.2 PoC User Access Policy

8.4 Shared XDM Server

8.4.1 Shared XDM Application Usages

8.4.1.1 URI List Document

8.5 Aggregation Proxy

8.5.1 XDM Core Procedures

8.5.1.1 Security Procedures

8.5.1.2 XCap Request Forwarding

8.5.1.3 Compression

Appendix A. SCR and Specification References

	Test Case Number in ETS
	SCR-reference
	Spec (AD, CP, UP)-reference

	Conformance – Section 5.1

	
	TBD
	
	
	
	
	

	Interoperability (Non Session related) – Section 6.1.1

	
	TBD
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