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1 Reason for Change

This document changes the OMA-IOP-POC-2005-0075R01-Basic-Level-Tests-For-PoC-TestFest document in regards to description of TEL URI configuration and usage during the May PoC TestFest.

2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Review the Change Request, correct and clarify the configuration and usage of the URIs in the May TestFest.

6 Detailed Change Proposal

The changes have been made based on the text in the following specifications:

· OMA-AD_PoC-V1_0-20050317-C

· 3GPP TS 24.229

· 3GPP2 X.S0013-002-0

· 3GPP2 X.S0013-004-0
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Definitions:

 

 

Group 

-

 A Group is a predefined set of PoC users that is identified by a 

SIP URI

. A PoC Client uses 

the Group to establish PoC Sessions and to define PoC Session access policy.

 

 

Group List 

-

 A list of mem

bers in a Pre

-

arranged or restricted Chat PoC Group. Each member is 

identified by a 

SIP URI or a TEL URI

.

 

 

PoC Group 

-

 A PoC Group is a predefined set of PoC Users together with its attributes. A PoC Group is 

identified by a 

SIP URI

.

 

 

PoC Group Identity 

-

 

The PoC Group Identity is a 

SIP URI

 of the Pre

-

arranged PoC Group or Chat 

PoC Group.

 

 

Conference

-

factory

-

URI 

-

 A Conference

-

Factory

-

URI for PoC service is a provisioned 

SIP URI

 that 

identifies the PoC service in the Home PoC Network.

 

 

PoC Session Identity 

-

 

SIP URI

 received by the PoC Client during the PoC Session establishment in 

the Contact header and/or in the TBCP Connect message in case of using Pre

-

established Session.

 

 

Session Type 

-

 A Session Type is a 

SIP URI

-

parameter used to convey the type of 

SI

P URI

, and may 

take on one of the following values: adhoc, prearranged, chat or 1

-

1.

 


5. TEL URIs and SIP URIs usage during PoC session communication is defined as follows:
a. 1-1 Call: TEL URIs shall be minimally supported for addressing the invited PoC user; although both, the SIP and the TEL URIs are allowed. When TEL URI is used, the IMS Core will translate the TEL URI to the SIP URI for routing.
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Section:  8.1.1

 

PoC Address

 

 

Each PoC User SHALL have one or more PoC Addresses. A PoC Address SHALL be used by any PoC 

User to request communication with other PoC Users. A PoC Address is in the format of either a SIP 

URI or a TE

L URI. 

At least one PoC Address SHALL be in the format of a SIP URI

. The PoC 

Address SHALL comply either with the specification of a SIP URI in [RFC 3261], or with the 

specification of a TEL URI in [RFC3966]. 

Note that the SIP/IP Core will translate a TEL 

URI to a 

SIP URI for routing.

 


b. Ad-Hoc Call: TEL URIs shall be minimally supported for addressing the invited PoC users; although both, the SIP and the TEL URIs are allowed. When TEL URI is used, the IMS Core will translate the TEL URI to the SIP URI for routing.
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Section:  8.1.1

 

PoC Address

 

 

Each PoC User SHALL have one or more PoC Addresses. A PoC Address SHALL be used by any PoC 

User to request communication with other PoC Users. A PoC Address is in the format of either a SIP 

URI or a TE

L URI. 

At least one PoC Address SHALL be in the format of a SIP URI

. The PoC 

Address SHALL comply either with the specification of a SIP URI in [RFC 3261], or with the 

specification of a TEL URI in [RFC3966]. 

Note that the SIP/IP Core will translate a TEL 

URI to a 

SIP URI for routing.

 


c. Pre-Arranged Group Call:  A group URI shall be in the form of the SIP URI. TEL URIs shall be minimally supported for addressing the invited group members; although both, the SIP and the TEL URIs are allowed. Addressing group members by the TEL URI requires that the PoC Server can resolve the TEL URI to the SIP URI.

[image: image4.wmf] 

REFERENCE:  OMA

-

PoC

-

AD

 

 

Section: 8.2.1 Phone numbers

 

 

NOTE:

 

Pre

-

arranged PoC Groups and Chat PoC Groups are addressed with SIP URIs.

 

Addressing by TEL URI for a PoC Session requires that the PoC Server can resolve the TEL URI 

to a SIP URI, for instance b

y using DNS/ENUM or other local data base

. A phone number in a 

local format SHALL be converted to the E.164 format before DNS/ENUM is used.
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8.1.3

 

PoC Group Identities

 

 

The Group identity SHALL take the form of SIP URI as defined in [RFC3261] and [RFC2396]

 


d. Chat Group Call: A chat URI shall be in the form of the SIP URI. TEL URIs shall be minimally supported for addressing the restricted chat group members; although both, the SIP and the TEL URIs are allowed when adding and removing members of restricted chat group. Addressing restricted chat group members by the TEL URI requires that the PoC Server can resolve the TEL URI to the SIP URI.
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Section: 8.2.1 Phone numbers

 

 

NOTE:

 

Pre

-

arranged PoC Groups and Chat PoC Groups are addressed with SIP URIs.

 

Addressing by TEL URI for a PoC Session requires that the PoC Server can resolve the TEL URI 

to a SIP URI, for instance b

y using DNS/ENUM or other local data base

. A phone number in a 

local format SHALL be converted to the E.164 format before DNS/ENUM is used.

 


 6.
TestFest Host should provide proper configuration with multiple APNs (Application Provider Network) so that the client can connect to the desired IMS/SIP core. .

7
  During the SIP registration, the PoC Clients shall populate its Contact header field value with the SIP URI. Implicit registration shall not be tested.
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Section 8.5   Registration

 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS then it is possible for the network on behalf 

of PoC UE to register additional PoC Addresses during a SIP registration of a single PoC Address. 

Regist

ering multiple PoC Addresses at once is called implicit registration. 

The PoC Address that is 

used in the registration SHALL be SIP URI according to [RFC3261] while the PoC Addresses to 

be registered implicitly MAY be SIP URIs or TEL URIs.
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5.1.1.2 Initial registration

 

 

[…]

 

 

On sending a REGISTER request, the UE shall populate the header fields as follows:

 

a) the Authorization header, with the username field, set to the value of the private user identity;

 

b) the

 From header set to the SIP URI that contains the public user identity to be registered;

 

c) the To header set to the SIP URI that contains the public user identity to be registered;

 

d) the Contact header set to include SIP URI(s) containing the IP address 

of the UE in the 

hostport parameter or

 

FQDN. If the REGISTER request is protected by a security association, the UE shall also include the 

protected

 

server port value in the hostport parameter;

 

NOTE 1: If the UE specifies its FQDN in the host parameter in 

the Contact header, then it has to ensure 

that the

 

given FQDN will resolve (e.g., by reverse DNS lookup) to the IP address that is bound to the security

 

association.

 

NOTE 2: The UE associates two ports, a protected client port and a protected server port, 

with each pair 

of security

 

association. For details on the selection of the protected port value see 3GPP TS 33.203 [19].

 

e) the Expires header, or the expires parameter within the Contact header, set to the value of 600 000 

seconds as the

 

value desired fo

r the duration of the registration;

 

NOTE 3: The registrar (S

-

CSCF) might decrease the duration of the registration in accordance with 

network policy.

 

Registration attempts with a registration period of less than a predefined minimum value defined in the

 

re

gistrar will be rejected with a 423 (Interval Too Brief) response.

 

f) a Request

-

URI set to the SIP URI of the domain name of the home network;

 

 

[…]

 



[image: image9.wmf] 

REFERENCE:  3gpp2 X.S0013

-

004

-

0_v1.0_022604

 

 

5.1.1.2 Initial registration

 

 

[…]

 

 

On sending a REGISTER request, the UE shall populate the header fields as follows:

 

a) the Authorization header, with the username field set to the value of the private user i

dentity;

 

b) the From header set to the SIP URI that contains the public user identity to be registered;

 

c) the To header set to the SIP URI that contains the public user identity to be registered;

 

d) the Contact header set to include SIP URI(s) containing 

the IP address of the UE in the 

hostport parameter or FQDN

. If the REGISTER request is protected by a security association, the UE 

shall also include the protected server port in the hostport parameter;

 

 

NOTE 1: If the UE specifies its FQDN in the host par

ameter in the Contact header, then it has to ensure 

that the given FQDN will resolve (e.g., by reverse DNS lookup) to the IP address that is bound to the 

security association.

 

 

NOTE 2: The UE associates two ports, a protected client port and a protected se

rver port, with each pair 

of security association. For details on the selection of the protected port value see [19].

 

e) the Expires header, or the expires parameter within the Contact header, set to the value 600 000 

seconds as the value desired for the d

uration of the registration;

 

 

NOTE 3: The registrar (S

-

CSCF) might decrease the duration of the registration in accordance with 

network policy. Registration attempts with a registration period of less than a predefined minimum 

value defined in the registra

r will be rejected with a 423 (Interval Too Brief) response.

 

 

f) a Request

-

URI set to the SIP URI of the domain name of the home network;

 

 

 

[…]
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4.3.3.3 Routing of SIP signalling within the IP multimedia subsystem

 

 

Routing of SIP signalling within the IMS shall use SIP URIs. 

E.164 [2] format public user identities 

shall not be used for routing within t

he IMS, and session requests based upon E.164 format 

public user identities will require conversion into SIP URI format for internal IMS usage

.
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4.3.5 Name to address resolution in an IM CN subsystem

 

 

The S

-

CSCF shall support the ability to translate the E.164 address contained in a Request

-

URI in the 

non

-

SIP URI “tel:” format [15] to a SIP routable SI

P URI using an ENUM DNS translation mechanism 

with the format as specified in [16]. If this translation fails, then the session may be routed to the PSTN 

or appropriate notification shall be sent to the mobile.

 

 

The databases used to perform the ENUM DNS a

ddress translation mechanisms are a matter for the IM 

operator and this does not require that Universal ENUM service be used. Database aspects of ENUM 

are outside the scope of this specification.
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10.2 Constructing the REGISTER Request

 

 

The following header fields, except Contact, MUST be included in a

 

REGISTER request. A Contact header field MAY be included:

 

Request

-

URI: 

 

 

The Request

-

URI names the domain of the location

 

ser

vice for which the registration is meant (for example,

 

"sip:chicago.com"). The "userinfo" and "@" components of the

 

SIP URI MUST NOT be present.

 

 

To: The To header field contains the address of record whose

 

registration is to be created, queried, or modifi

ed. The To

 

header field and the Request

-

URI field typically differ, as

 

the former contains a user name. 

This address

-

of

-

record MUST

 

be a SIP URI or SIPS URI.

 

 

From: From: The From header field contains the address

-

of

-

record of 

the person responsible for th

e registration. 

The value is the

 

same as the To header field unless the request is a third party

 

registration.
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12.1.2 UAC Behavior

 

 

When a UAC sends a request that can establish a dialog (such as an

 

INVITE) 

it MUST provide a SIP or SIPS URI with global scope

 (i.e.,

 

the same SIP URI can be used in messages outside this dialog) 

in the

 

Contact 

header field of the request.
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19.1.6 Relating SIP URIs and tel URLs
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5.1.1.2 Initial registration







[…]







On sending a REGISTER request, the UE shall populate the header fields as follows:



a) the Authorization header, with the username field set to the value of the private user identity;



b) the From header set to the SIP URI that contains the public user identity to be registered;



c) the To header set to the SIP URI that contains the public user identity to be registered;



d) the Contact header set to include SIP URI(s) containing the IP address of the UE in the hostport parameter or FQDN. If the REGISTER request is protected by a security association, the UE shall also include the protected server port in the hostport parameter;







NOTE 1: If the UE specifies its FQDN in the host parameter in the Contact header, then it has to ensure that the given FQDN will resolve (e.g., by reverse DNS lookup) to the IP address that is bound to the security association.







NOTE 2: The UE associates two ports, a protected client port and a protected server port, with each pair of security association. For details on the selection of the protected port value see [19].



e) the Expires header, or the expires parameter within the Contact header, set to the value 600 000 seconds as the value desired for the duration of the registration;







NOTE 3: The registrar (S-CSCF) might decrease the duration of the registration in accordance with network policy. Registration attempts with a registration period of less than a predefined minimum value defined in the registrar will be rejected with a 423 (Interval Too Brief) response.







f) a Request-URI set to the SIP URI of the domain name of the home network;











[…]
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10.2 Constructing the REGISTER Request







The following header fields, except Contact, MUST be included in a



REGISTER request. A Contact header field MAY be included:



Request-URI: 







The Request-URI names the domain of the location



service for which the registration is meant (for example,



"sip:chicago.com"). The "userinfo" and "@" components of the



SIP URI MUST NOT be present.







To: The To header field contains the address of record whose



registration is to be created, queried, or modified. The To



header field and the Request-URI field typically differ, as



the former contains a user name. This address-of-record MUST



be a SIP URI or SIPS URI.







From: From: The From header field contains the address-of-record of the person responsible for the registration. The value is the



same as the To header field unless the request is a third party



registration.
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12.1.2 UAC Behavior







When a UAC sends a request that can establish a dialog (such as an



INVITE) it MUST provide a SIP or SIPS URI with global scope (i.e.,



the same SIP URI can be used in messages outside this dialog) in the



Contact header field of the request.
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19.1.6 Relating SIP URIs and tel URLs
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5.1.1.2 Initial registration







[…]







On sending a REGISTER request, the UE shall populate the header fields as follows:



a) the Authorization header, with the username field, set to the value of the private user identity;



b) the From header set to the SIP URI that contains the public user identity to be registered;



c) the To header set to the SIP URI that contains the public user identity to be registered;



d) the Contact header set to include SIP URI(s) containing the IP address of the UE in the hostport parameter or



FQDN. If the REGISTER request is protected by a security association, the UE shall also include the protected



server port value in the hostport parameter;



NOTE 1: If the UE specifies its FQDN in the host parameter in the Contact header, then it has to ensure that the



given FQDN will resolve (e.g., by reverse DNS lookup) to the IP address that is bound to the security



association.



NOTE 2: The UE associates two ports, a protected client port and a protected server port, with each pair of security



association. For details on the selection of the protected port value see 3GPP TS 33.203 [19].



e) the Expires header, or the expires parameter within the Contact header, set to the value of 600 000 seconds as the



value desired for the duration of the registration;



NOTE 3: The registrar (S-CSCF) might decrease the duration of the registration in accordance with network policy.



Registration attempts with a registration period of less than a predefined minimum value defined in the



registrar will be rejected with a 423 (Interval Too Brief) response.



f) a Request-URI set to the SIP URI of the domain name of the home network;







[…]
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8.1.3	PoC Group Identities







The Group identity SHALL take the form of SIP URI as defined in [RFC3261] and [RFC2396]












_1176550409.doc


REFERENCE:  3gpp2 X.S0013-002-0_v1.0_022604







4.3.3.3 Routing of SIP signalling within the IP multimedia subsystem







Routing of SIP signalling within the IMS shall use SIP URIs. E.164 [2] format public user identities shall not be used for routing within the IMS, and session requests based upon E.164 format public user identities will require conversion into SIP URI format for internal IMS usage.
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4.3.5 Name to address resolution in an IM CN subsystem







The S-CSCF shall support the ability to translate the E.164 address contained in a Request-URI in the non-SIP URI “tel:” format [15] to a SIP routable SIP URI using an ENUM DNS translation mechanism with the format as specified in [16]. If this translation fails, then the session may be routed to the PSTN or appropriate notification shall be sent to the mobile.







The databases used to perform the ENUM DNS address translation mechanisms are a matter for the IM operator and this does not require that Universal ENUM service be used. Database aspects of ENUM are outside the scope of this specification.
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Definitions:







Group - A Group is a predefined set of PoC users that is identified by a SIP URI. A PoC Client uses the Group to establish PoC Sessions and to define PoC Session access policy.







Group List - A list of members in a Pre-arranged or restricted Chat PoC Group. Each member is identified by a SIP URI or a TEL URI.







PoC Group - A PoC Group is a predefined set of PoC Users together with its attributes. A PoC Group is identified by a SIP URI.







PoC Group Identity - The PoC Group Identity is a SIP URI of the Pre-arranged PoC Group or Chat PoC Group.







Conference-factory-URI - A Conference-Factory-URI for PoC service is a provisioned SIP URI that identifies the PoC service in the Home PoC Network.







PoC Session Identity - SIP URI received by the PoC Client during the PoC Session establishment in the Contact header and/or in the TBCP Connect message in case of using Pre-established Session.







Session Type - A Session Type is a SIP URI-parameter used to convey the type of SIP URI, and may take on one of the following values: adhoc, prearranged, chat or 1-1.
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Section: 8.2.1 Phone numbers







NOTE:	Pre-arranged PoC Groups and Chat PoC Groups are addressed with SIP URIs.



Addressing by TEL URI for a PoC Session requires that the PoC Server can resolve the TEL URI to a SIP URI, for instance by using DNS/ENUM or other local data base. A phone number in a local format SHALL be converted to the E.164 format before DNS/ENUM is used.
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Section 8.5   Registration



When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS then it is possible for the network on behalf of PoC UE to register additional PoC Addresses during a SIP registration of a single PoC Address. Registering multiple PoC Addresses at once is called implicit registration. The PoC Address that is used in the registration SHALL be SIP URI according to [RFC3261] while the PoC Addresses to be registered implicitly MAY be SIP URIs or TEL URIs.
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Section:  8.1.1	PoC Address







Each PoC User SHALL have one or more PoC Addresses. A PoC Address SHALL be used by any PoC User to request communication with other PoC Users. A PoC Address is in the format of either a SIP URI or a TEL URI. At least one PoC Address SHALL be in the format of a SIP URI. The PoC Address SHALL comply either with the specification of a SIP URI in [RFC 3261], or with the specification of a TEL URI in [RFC3966]. Note that the SIP/IP Core will translate a TEL URI to a SIP URI for routing.












