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1 Reason for Contribution

The Presence workflow is provided as an input for any interoperability testing of the Presence enabler.

2 Summary of Contribution

This document presents the call flows for the Presence and it is assembled on OMA-TS-Presence document.

3 Detailed Proposal

1. References:

	[OMA-TS-Presence]
	“Presence Specification”, Open Mobile Alliance_, OMA-TS-Presence_SIMPLE, Version 1.0,

http://www.openmobilealliance.org/

	[XCAP]
	“The Extensible Markup Language (XML) Configuration Access protocol (XCAP)”, J.

Rosenberg, February 7, 2005, URL: http://www.ietf.org/internet-drafts/draft-ietf-simple-xcap-

07.txt

Note: Work in progress


2. Presence Call Flow

2.1 Publication of presence information
PS-1.0-int-M-0100 Publication of Presence information

Reference: OMA-TS-Presence, Appendix D
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Figure 1 - Aggregating published presence information from multiple sources
1. Presence Source1 generates a SIP PUBLISH request, which contains presence information relating to Presence Source2’s presentity. The means for the Presence Source1 to compose the presence information is outside the scope of this specification.

2. The SIP/IP Core network forwards the SIP PUBLISH request to the appropriate PS.

3. The PS authorises the publication attempt and checks the content of the request. The PS then composes the presence information to the presence document of Presence Source2’s presentity. The PS sends a SIP 200 OK response back to the SIP/IP Core network.

4. The SIP/IP Core network forwards the SIP 200 OK response back to the Presence Source1.

2.2 Expiry of published presence information

PS-1.0-int-M-0110 Publication of presence information, Publication timer expires

Reference: OMA-TS-Presence, Appendix D
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Figure 2- Expiry of published presence information

1. The lifetime of some presence information elapses and there is no refreshing transaction to update the lifetime of this presence information.

2. The PS issues a SIP NOTIFY request including the updated presence information.

3. The SIP/IP Core network forwards the SIP NOTIFY request to the watcher.

4. The watcher sends a 200 OK response to the SIP/IP Core network to acknowledge the SIP NOTIFY request.

1. The SIP/IP Core network forwards the 200 OK response to the PS.

2.3 Fetching Presence Information state – Proactive authorization
PS-1.0-int-M-0120 Publication of presence information, Subscription Poll Request

Reference: OMA-TS-Presence, Appendix D
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Figure 3 - Fetching presence information state (fetcher and presentity are in different networks)

A watcher requests presence information of a certain presentity from the PS, acting as a fetcher. For the remaining use case, watcher will be used uniformly.

1.
The watcher requests presence information of the presentity using a SIP SUBSCRIBE request by setting the “Expires” header field to zero, as defined in [RFC3265]. 

2.
The watcher’s SIP/IP Core network resolves the address of the SIP/IP Core network of the presentity and forwards the request.

3.
The SIP/IP Core network forwards the SIP SUBSCRIBE request to the appropriate PS.

4.
The PS performs the necessary authorization checks on the originator to ensure it is allowed to request presence information of the presentity. Assuming all privacy conditions are met, the PS issues a SIP 200 OK response to the SIP/IP Core network of the presentity.

5.
The SIP/IP Core network of the presentity forwards the response to the SIP/IP Core network of the watcher.

6.
The SIP/IP Core network of the watcher forwards the SIP 200 OK response to the watcher

7.
As soon as the PS sends a SIP 200 OK response to accept the request, it sends a SIP NOTIFY request with the current full state of the presentity's tuples that the watcher has requested and been authorized to. The SIP NOTIFY request is sent along the path of the SUBSCRIBE dialog to the SIP/IP Core network of the watcher.

8. The SIP/IP Core network of the watcher forwards the SIP NOTIFY request to the watcher.

9 . The watcher acknowledges the receipt of the SIP NOTIFY request with a SIP 200 OK responseto the SIP/IP Core network of the watcher.

10. The watcher’s SIP/IP Core network forwards the SIP 200 OK response to the PS.

NOTE: Steps 2 and 3 as well as 5 and 6 are combined if the watcher is in the same domain as the presentity.

2.4 Unsuccessful attempt 

PS-1.0-int-M-0130 Publication of presence information, Watcher is blocked

Reference: OMA-TS-Presence, Appendix D
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Figure 4 - Aggregating published presence information from multiple sources
1. Presence Source1 generates a SIP PUBLISH request, which contains presence information relating to Presence Source2’s presentity. The means for the Presence Source1 to compose the presence information is outside the scope of this specification.

2. The SIP/IP Core network forwards the SIP PUBLISH request to the appropriate PS.

3. The PS does not authorise the request and sends a SIP 403 Forbidden response back to the SIP/IP Core network.

4. The SIP/IP Core network forwards the SIP 403 Forbidden response back to the Presence Source1.

2.5 Polite Blocking 

PS-1.0-int-M-0140 Publication of presence information, Watcher is politely blocked

Reference: OMA-TS-Presence, Appendix D
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Figure 5- Polite Blocking

1. A watcher wishing to subscribe to presence information about a presentity, sends a SIP SUBSCRIBE request to the SIP/IP Core network.  

2. The SIP/IP Core network forwards the SIP SUBSCRIBE request to the appropriate PS.

3. The PS performs a subscription authorization check on the watcher to verify whether it is allowed to watch the presentity.  After applying the subscription authorization policies of the presentity, the PS determines to reject the subscription request but give the appearance that the request has been granted (so called “polite blocking”) see section 5.4.3.3 [OMA-TS-Presence]. The PS sends a 200 OK to the SIP/IP Core.

4. The SIP/IP Core network forwards the SIP 200 OK response to the watcher.

5. As soon as the PS sends the SIP 200 OK response, it sends a SIP NOTIFY request with the appropriate presence information as defined by the presence privacy policy.

6. The SIP/IP Core network forwards the SIP NOTIFY request to the watcher.

7. The watcher acknowledges the SIP NOTIFY request with a SIP 200 OK response.

8. The SIP/IP Core network forwards the SIP 200 OK response to the appropriate PS.

NOTE: If the watcher and the presentity reside at different domains the SIP/IP core of the watcher will perform address resolution on the address of the presentity to foward the SUBSCRIBE request to the SIP/IP core of the presentity. Then the SIP/IP core of the presentity will route the SUBSCRIBE request to the PS. (See step 2 and 3 as well as 5 and 6 in Section 12.1.2.1.)
2.6 Subscribing to Presence Information state changes - Reactive Authorization
PS-1.0-int-M-0150 Publication of presence information, Watcher is pending
Reference: OMA-TS-Presence, Appendix D
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Figure 6 - Subscribing to presence information state changes (watcher and presentity are in different networks)  - Reactive Authorisation

1.
A watcher wishes to watch a presentity's presence information, or certain parts of the presentity's presence information. To initiate a subscription, the watcher sends a SIP SUBSCRIBE request for the presence event package including an indication of the duration this subscription should last. The SIP SUBSCRIBE request may also include an indication of the watcher's capability to handle partial notifications.

2.
The SIP/IP Core network of the watcher resolves the address of the presentity and forwards the request to the SIP/IP Core network of the presentity.

3.
The SIP/IP Core network of the presentity routes the SUBSCRIBE request to the correct PS 

4.
 The PS acknowledges the request with a SIP 202 Accepted response sent to the SIP/IP Core network of the presentity. 

5.
The SIP/IP Core network of the presentity forwards the response to the SIP/IP Core network of the watcher

6.
The SIP/IP Core network of the watcher forwards the response to the watcher..

7.
As soon as the PS sends a SIP 202 Accepted response to accept the subscription, it sends a SIP NOTIFY request as mandated by [RFC3265]. At this time, the presence information may be inaccurate or not fully available for the presentity. However a “dummy” SIP NOTIFY request must be sent, with a valid neutral or empty presence information and a valid Subscription-State header field (set to “pending”) for the time being.

8.
The SIP/IP Core network of the watcher forwards the SIP NOTIFY request to the watcher

9.
The watcher acknowledges the receipt of the SIP NOTIFY request with a SIP 200 OK response sent to its SIP/IP Core network.

10.
The SIP/IP Core network of the watcher forwards the SIP 200 OK response to the PS.

11.
The PS authorizes the watcher, after the presentity modifies the Subscription Authorization Policy (see section 5.4.3.2 [OMA-TS-Presence]).

12.
The PS issues another SIP NOTIFY request, to amend the neutral state known to the watcher with valid presence information.

13.
The watcher’s SIP/IP core forwards the SIP NOTIFY request to the watcher.

14.
The watcher acknowledges the SIP NOTIFY response with a SIP 200 OK response to its SIP/IP core network

15.
The SIP/IP core network of the watcher forwards the SIP 200 OK response to the PS.

NOTE 1:
Steps 2 and 3 as well as 5 and 6 are combined if the watcher is in the same domain as the presentity.

NOTE 2:
If the immediate presence information is accurate, then there is no need for another notification (shown in steps 12-15) until presence information state changes. In fact, the PS may choose to best describe the presence information as known in the immediate notification, and if upon completing the required steps to grant the real presence information, it matches the information previously sent, there is no need for the second SIP NOTIFY request.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

This version to be reviewed and agreed at IOP-POC SWG meeting in San Diego
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