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1. Scope

The mission of the Open Mobile Alliance (OMA) is to facilitate global user adoption of mobile data services by specifying market driven mobile service Enablers that ensure service interoperability across devices, geographies, service providers, operators, and networks, while allowing businesses to compete through innovation and differentiation.

OMA would like to understand from Test Tool Vendors the types of Test Tools that are available to support the Push-to-talk Over Celluar (PoC) Enabler that has been developed by the Alliance. 

This document requests information from Test Tool Vendors to enable OMA to evaluate the type and capabilities of Test Tools that will help OMA in fulfilling its mission of better interoperability of mobile devices being provided to the marketplace. 

OMA is also interested to understand the different commercial models that could apply for the development and provision of tools to its members and in support of the interoperability TestFest events that it organises. 

The end goal of this initiative is for OMA is to select one or more Test Tool vendors through which to license or provide recommendations for licensing of these Test Tools for or by OMA Member companies, such that interoperability testing and resolution of test issues can be improved for those members developing implementations of the Enablers and also enhancing the quality of the OMA specifications. 

Should your company wish to provide a response to this document please send an email indicating your intent to respond to OMA-Test-Tools@mail.openmobilealliance.org by 19th August 2005. Submitting an intent to respond does not obligate your company to make a response. Failure to submit an intent to respond by the 19th August 2005 will not prevent your company from responding to this RFI. However, you may not receive the responses to any questions asked, if OMA are not aware of your intention to respond.

If you have any questions regarding this RFI please send an email to the above address by 26th August 2005. OMA will respond to any questions asked by this date – circulating anonymous responses to all companies who have indicated an intent to respond to this RFI. OMA cannot guarantee to respond to any questions asked after 26th August 2005, but if such answers are possible, an anonymous response will be sent to all companies who have submitted an intent to respond.

Your final response is requested to be submitted by Email to OMA-Test-Tools@mail.openmobilealliance.org by 5pm GMT on 16th September 2005. All responses should be submitted as a password protected PDF or DOC file that allows printing of the document, but prevents any modification of the document.

As part of the RFI evaluation process, it maybe required for the vendors to do a presentation or demonstration of the tool to the OMA members at one of the already scheduled OMA meetings. The vendor shall be responsible for all travel costs associated with this presentation. 

Nothing in this document should be construed as providing any commitment by OMA to enter into any license or purchase agreement with any respondent to this request for information. 

Any information provided will be treated in confidence by a group of OMA member company participants that are not directly part of the test industry and will not be used for any purpose other than the evaluation of Test Tools in support of the PoC Enabler.

1.1 Instructions to Respondents

1.1.1 Response period and address

It is expected that all communication be in the English language. The response should be submitted as:


One (1) password protected PDF or Word document (Password to prevent modification of the document). 

The response shall be marked “RFI. POC TEST TOOL” and it is to be addressed to:

Open Mobile Alliance Ltd.
Attn.: Howard Greenwell
Director of Interoperability Programs
7 The Chase

Newbury, Berkshire, UK RG14 3AQ 


Tel: (+44) 163 552 8012

E-mail: hgreenwell@omaorg.org

Response by Email should be submitted no later than 5pm GMT on 16th September 2005, at the latest.

If you choose to submit a Hard Copy response, this should be postmarked no later than the above date and time.

Suppliers whose reponses have not been selected for further evaluation will be advised thereof in writing.

1.1.2 Time schedule

Initial Expression of Interest to Respond to this RFI
19th August 2005
Date for last questions where a response will be guaranteed
26th August 2005
Publication of All Questions asked about the RFI
2nd September 2005
Closing Date for all Responses to this RFI
16th September 2005 – 5pm GMT
1.1.3 Evaluation finalized

The evaluation of the submissions will be finalised by 30th September 2005 and each supplier will be advised in writing.

1.2 The OMA Contact Persons are:

1.2.1 Technical matters:

For any technical questions you may have related to the tools, you may contact the chair of the PoC Interoperability Working Group:

IOP PoC WG Chair, 

Keith MacBeth

E-mail: keith.macbeth@nectech.co.uk 


1.2.2 Commercial matters:

For any licensing or commercial questions you may have, please contact:

Open Mobile Alliance
Attn.: Howard Greenwell
Director of Interoperability Programs
7 The Chase

Newbury, Berkshire, UK RG14 3AQ 
Tel: (+44) 163 552 8012

E-mail: hgreenwell@omaorg.org
1.3 Criteria for Evaluation.
The information will be evaluated from the following perspective (in alphabetical order):

· Commercial terms and conditions

· Supplier criteria

· Technical criteria

2. References

2.1 Normative References

	[OMAIOPPROC]
	OMA Interoperability Policy and Process, http://www.openmobilealliance.org/

	[OMAPOCCONF]
	OMA POC Conformance Requirements, http://www.openmobilealliance.org/ 


2.2 Informative References

	None.
	


3. Terminology and Conventions

3.1 Conventions

This is an informative document, which is not intended to provide testable requirements to implementations.

3.2 Definitions

OMA IOP WG
The OMA Working Group in charge of Interoperability issues concerning the OMA specifications

OMA IOP PoC
A sub-working group of the OMA IOP WG responsible for issues relating directly to the OMA PoC specifications.

TestFest
An interoperability event where different manufacturers’ servers and clients are tested towards each other to verify that they can interoperate correctly according to test classes

Test Tool
The OMA PoC Protocol Test Tool

Vendor
The author/supplier of the Test Tool

3.3 Abbreviations


	ETS
	Enabler Test Specification

	EICS
	Enabler Implementation Conformance Statement

	CSP
	Client to Server Protocol

	HTTP
	Hyper Text Transfer Protocol

	IOP
	Interoperability

	IOT
	Interoperability Testing

	IUT
	Implementation Under Test

	OMA
	Open Mobile Alliance

	OTA
	Over the Air

	PoC
	Push To Talk Over Cellular

	SAP
	Service Access Point

	SCR
	Static Conformance Requirement

	SSP
	Server to Server Protocol

	TBCP 
	Talk Burst Control Protocol

	XDMS
	XCAP Document Management Server


4. Overview of Responses Requested

OMA would like responses from respondents to cover three areas. These areas are:

· Company Background

· Commercial Overview of Tool being proposed (Section 5)

· Technical Compliance of Tool being proposed (Sections 6 and 7).

4.1 Company profile

The company background information sought should include the following information:

· Organisation structure,
· Owner structure,
· Partnering within the telecommunication industry,
· Size of development and support departments, and
· Published results from the previous financial year.
Respondents are asked to limit the information provided to not more than 4 pages of input.

4.2 Commercial Information

The commercial information sought should include sufficient detail for the OMA members to address the issues raised in section 5. Respondents are asked to limit the information provided to not more than 4 pages of input.

4.3 Technical Compliance

Respondents are asked to review all of the Test Tool Technical Requirements defined in Sections 6 and 7, and indicate their compliance or non-compliance to each of the requirements raised. 

Where a respondent indicates a non-compliance to one of the Test Tool Technical Requirements, the respondent is asked to provide some commentary related to the work required in their tool to support this feature, including the expected timescale for the feature’s implementation. 

5. General and Commercial Overview

This section describes the general requirements that will be necessary of any Test Tool that is recommended for use by the member companies of OMA. 

· The Test Tool(s) are to be used as a conformance indicator. The reports and test results generated by the Test Tool will be used in demonstrating conformance testing as defined in the IOP Process [OMAIOPPROC].

· The Test Tool needs to have the ability to be used for debugging and development purposes, as well as an aid in member preparation for a TestFest. An OMA TestFest is an event where engineers from many companies implementing products designed to comply with the Enabler specification may meet in a single location to test the interoperability of their implementations across many different manufacturers. Conformance testing is a pre-requisite for participation in an OMA TestFest and the Test Tool shall help the members to fulfil this requirement.

5.1 

5.2 Installation Instructions

The vendor will be required to supply installation instructions for a recommended operating environment.  If the Test Tool is supplied in a form that can be installed on different environments, installations instructions for the additional environments is alsorequired. 

5.3 Operation Instructions

The vendor is required to supply general operating instructions.  This must include descriptions of the user interface and any command line executables with parameters.

Reports generated by using the tool must be output in such a way that it is possible for OMA to verify that the report has not been modified in any way. Some form of checksum or other indicator should be used in the report to provide a level of confidence to OMA that the report is as produced from executing the tool. OMA expect to receive instructions on how to automatically check submitted reports. 

5.4 Operating Environment

The test tool should be able to be executable in most common Operating System environments (MS Windows, Linux, SUN Solaris etc). At the time of creating this RFI, a recommended environment has not been determined. The choice of  environment will be decided by OMA and information from vendors on the merits of their selected environments would be helpful.

5.5 Software Licensing

Whether the Test Tool is purchased by OMA outright, leased to member companies on an as need or usage bases, or whatever model is negotiated, the license must be made available royalty free. Respondents to the RFI are asked to provide details of their preferred licensing model. Budgetary indicative costs should be included for the various models that are proposed.

5.5.1 Warranty

Clearly specify the offered warranty period and condition for the Test Tool Products, Services or Applications.


5.5.2 Software License Grant

Clearly specify the offered license grants conditions for the Software, (Source code and/or Object Code etc.).

5.5.3 Distribution Rights

Clearly specify if your company has any limitations on the distribution to certain countries for the offered products.
5.6 Sofware Version and Statement of Compliance
The Test Tool documentation shall specify which version(s) with release date(s) of OMA specification package(s) it supports. A statement of compliance against the latest supported specification version shall be provided to indicate the conformance to all the mandatory and optional features. 
5.7 Upgrade Path

As new versions of the OMA Enablers are released, the Test Tool must have the ability to be upgraded to be applicable to the new specifications. Information is requested on how this could be achieved, either by the Test Tool vendor, by OMA or a third party.  
A delta of implemented functionality between the old and upgraded versions of the Test Tool shall be provided. The documentation shall specify all newly added, modified and removed functionaly.
The Test Tool vendor is expected to give details of how upgrades to The Tool may be accomplished if they are no longer willing or able to perform an upgrade to the tool (eg. Escrow Provision, Open Source solution, etc.).

5.8 Upgrade to include Additional Enabler Types

At this stage OMA is specifically interested in a tool for the Push-to-talk Over Cellular, Presence and XDM Enablers. However, in the future further tolols may be needed for other technologies and enabler types.  Information is requested on whether the tool design may be extendable such that additional enabler tests could be supported, for example by reusing parts of the tool or having a common platform approach.

 A list of all enablers can be found at http://www.openmobilealliance.org/release_program/enabler_descriptions.html

5.9 Escrow

Respondents to this RFI are asked to clearly specify their Escrow policy. OMA will require the TestTools to be placed into escrow.

5.10 Time-line of Test Tool

Respondents to the RFI are required to indicate the level of conformance to the detailed tool requirements in the following sections in their response to this RFI. A line-by-line response is required. If additional functionality may be required in the Test Tool in order to be fully compliant, then the time-line of the implementation of this additional functionality must be provided in the response to this RFI.

5.11 Bug Fixes

As OMA members or OMA authorized users, using the Test Tool encounters problems, the vendor is required to fix or have fixed the bugs in a reasonable time.  A formal process for submitting bug fixes, if needed, is yet to be defined.  

As a problem is reported to the vendor, the vendor is required to respond within a week with one of these four responses:

1. Bug in Test Tool: Must include time to fix. May include background to problem and work around.

2. Interpretation Difference: Must include interpretation details in question.  Shall provide time to fix upon request.  May include work around. 

3. Ambiguous / Non-deterministic Specification: Must include specification(s) in question and description of problem.  Shall provide interpretation details and reasoning.  May include work around.

4. No Problem with Test Tool: Must include satisfactory reason as agreed with the chair of the OMA IOP SWG.  Shall provide interpretation details upon request.

5.12 Explanations of Interpretations

This is provided in anticipation of questions regarding Bug Fix response number 2. As Member Companies develop OMA Enabler Implementations, they will interpret the specification to their understanding.  If such interpretations differ with the interpretation of the Test Tool, the vendor must explain their understanding of the different interpretations.  This interpretation difference may have a side effect of the OMA members revising the Enabler specification and requesting a change to the Test Tool.  Several dependences will govern whether this change is made.  

The dependencies are:

1. The scope of the requested fix assuming no fundamental change to base specifications.

2. The fix can be accomplished within an acceptable period of time.

3. The proper maintenance agreements are in place provided the fix is outside the scope as defined in dependency 1.

5.13 General Commercial Considerations

While OMA does not which to restrict respondents to any particular structural or commercial model, OMA Members now have experience of deal with two different Test Tools for use by OMA Members and as a conformance indicator for Member companies participating on OMA TestFests.

This section aims to provide an indication of the commercial structure that has been favoured in previous Requests for Information:

· OMA will not consider a work for hire submission that proposes to develop a tool from the beginning. This type of proposal is seen as too expensive and will take too long. Such submissions will not be reviewed.

· OMA has favoured working with a reduced functionality tool that allows the Member to demonstrate conformance to the specification within their lab environment.

· OMA have precendent of requesting members to license the tool and demonstrate being able to run the tool successfully as a mandatory entry requirement into an OMA TestFest. 

· Given the nature of the nature of the mandatory requirement to demonstrate conformance for an OMA TestFest, a low entry price of an individual single user license is critical to OMA’s adoption of a tool.

· OMA has four levels of Membership ranging from Sponsor (Highest level) through Full, Associate and Supporter (Lowest Level). Commercial models are expected to reflect a benefit to the higher levels of membership when licensing the tool. 

· Some description of Maintenance and Support services to provide new versions of test cases and bug fixes around the schedule for OMA TestFests is expected as part of the reponse.

· It is expected that any selected respondent will be able to gain additional sales to OMA members for a more fully functioned version of the same tool that provides additional debugging capabilities and additional test cases. It may also include ability of the user to define their own test cases. 

6. Technical Overview


In order to reduce the time and resources required at a Test Fest, the OMA-IOP-PoC sub-working group has identified the need for a Test Tool.  

6.1 Purpose

The Test Tool is to be used for conformance testing.  It is not intended to serve as an OMA conformance testbed where OMA certifies an enabler implementation.  The reports and test results generated by the Test Tool will be used in conformance testing as defined in the IOP Process.  The purpose of the Test Tool is to provide a high-level TestFest entrance criteria.  

The Test Tool has the ability to also be used for debugging and development purposes as well as an aid in TestFest preparation.

The objects to be tested are, in priority order:
· PoC client
· 
· PoC Server (Participating and Controlling functionality, if required)

· XDM Client (residing in UE and in the AS)
· Aggregation Proxy/Shared XDMS

· Aggregation Proxy/PoC XDMS

· Presence Server

· 
· Aggregation Proxy/Presence XDMS/RLS XDMS

· 
· OTA
6.2 Test Tool Logical Breakdown

The Test Tool is divided into three distinct components:  Protocol Capture and Logging, Client Emulator, and Server Emulator.  The Protocol Analyzer portion of the Test Tool shall run in a promiscuous mode where it will capture all the data transferred between a client entity and a server entity.

The Client Emulator is broken down into two parts:  The Client Emulator itself and an API driver interface.  Each logical function will be defined further below.

The Server Emulator is also broken down into two parts:  The Server Emulator itself and an API driver interface.  Each logical function will be defined further below.

6.3 Operating Environment

The Test Tool should be Operating System independent. 
6.4 Multi Session Capability

To support interoperability TestFests, the Server Emulator should be available in a form capable of testing multiple clients simultaneously.  The Protocol Capture and Logging tool must also support multiple simultaneous test sessions.  This would allow a vendor to make PoC (1-1. 1-N, pre-arranged, and chat group) calls using the Test Tool.

6.5 Multi Vendor Capability (desired but optional)

The Test Tool must be able to run concurrent user sessions without interference with each other.  Users’ information test results and logs must be protected so that no user can gain access to another user’s account or logs without authorization.  This will allow multiple vendors to simultaneously use a single testbed while maintaining confidentiality.

6.6 Server Emulator

Clients will be tested against the Server Emulator that will emulate all the interfaces described in the PoC, Presence and XDM Architectural Documents.  The Server Emulator will automate the construction of messages sent to the client under test.  It will either prompt an operator to initiate or automatically initiate the sending of messages for testing the client’s ability to originate and terminate messages.  The automated messages will be constructed using the API driver interface.

The Server Emulator shall:

1. Emulate the SIP/IP Core so that the client can perform SIP authentication and registration.

a. The user shall be able to turn off the SIP/IP Core emulation

b. The SIP/IP Core should emulate the 3GPP and 3GPP2 IMS specifications
2. Emulate PoC Server functionality so that the client can perform signaling for 1-1, ad-hoc group, prearranged group, and chat group calls.

3. Emulate an Aggregation Proxy to allow the client to perform authentication and give the client the ability to access XDMS.

4. Emulate a Shared XDMS and allow, at the very least, the following operations:

a. Adding a URI to URI List 

b. Modifying a URI in URI List
c. Deleting a URI in URI List
d. Access a URI in URI List
5. Emulate a PoC XDMS to support, at the very least, the following functionality:

a. Creating a prearranged group 

b. Creating a chat group
c. 
d. Making calls using available lists and groups (pre-arranged, chat and ad-hoc) 
6. Emulate a Presence Server with the following functionality:

a. Handle client presence publish

b. Load the corresponding Presence reference documents produced by OMA-IOP-PoC 
c. Compare the response from the client to the Presence reference documents for semantic verification
7. Emulate an RLS Server

a. Handle client subscription

b. Send full or partial notifications to clients when a user’s presence status changes

8. Allow the user to test TBCP functionality

9. Interpret test scripts that define the test purpose, test steps and pass/fail criteria

10. Provide scripting capabilities that will:

a. Allow the user to execute multiple test cases with little or no user intervention.

b. Allow the user the flexibility to modify parameters in a message (e.g., SIP Registration timer)

11. Provide a means for the test operator to be prompted when manual action is required by a test

12. Provide means for the test operator to enter observations/result information into the test system when prompted

13. Log all transactions and results

14. Present results and logs to the operator.  The results should have different levels of output such as simple pass/fail or detailed test results.

15. Allow the user the capability to view output in real-time via a console window

16. The emulator shall allow the execution of any test case multiple times without a restart

6.7 Client Emulator

The server components will be tested using the Client Emulator that will emulate all the interfaces described in the PoC, XDM, and Presence specifications.  The Client Emulator will automate the construction of messages sent to the various servers under test.  It will either prompt an operator to initiate or automatically initiate the sending of messages for testing the servers’ ability to originate and terminate messages.  A Graphical User Interface is preferred, however, a Command Line Interface is also acceptable.

The Client Emulator shall:

1. Allow the user to register with the SIP/IP Core. 
2. Allow the user to establish 1-1, ad-hoc group, prearranged group, and chat group calls

3. Allow the user to authenticate with the Aggregation Proxy
4. Allow the user to create lists in the Shared XDMS

5. Allow the user to create prearranged groups, chat groups and enabler specific lists in the enabler specific XDMS.
6. Support the following Presence functionality

a. Publishing the client’s presence status to the server

b. Subscribing to the RLS server for status of other users

c. Receiving notifications about other user’s presence status from the server

d. Load the corresponding Presence reference documents produced by OMA-IOP-PoC 
e. Compare the published presence document from the server to the Presence reference documents for semantic verification
7. Provide a means for the test operator to be prompted when manual action is required by a test

8. Provide scripting capabilities that will:

a. Allow the user to execute multiple test cases with little or no user intervention.

b. Allow the user the flexibility to modify parameters in a message (e.g., SIP Registration timer)

9. Allow the user to test TBCP functionality

10. Provide a means for the test operator to enter observations/result information into the test system when prompted

11. Provide a means to the user to test each functional entity independently.  For example, if a user is not able to authenticate with the SIP/IP Core, this should not prevent the user from executing test cases against the Aggregation Proxy server

12. Log all transactions and results

13. Present results and logs to the operator.  The results should have different levels of output such as simple pass/fail or detailed test results.

14. Allow the user the capability to view output in real-time via a console window

15. Present results and logs to the operator.  The results should have different levels of output such as simple pass/fail or detailed test results.

16. The emulator shall allow the execution of any test case multiple times without a restart

6.8 Protocol Capture and Logging

The Protocol Capture and Logging Tool is used to capture and log any interactions between the client and the servers, IP and above   It must not change the protocol that is being captured.  The capture of the underlining protocol (i.e., UDP, TCP), where it may be inevitable, is not required and the storage of it is immaterial to this Test Tool functionality.

1. The Test Tool must be capable of operating without a client or server emulator enabled.

a. In this mode, the Test Tool shall be able to analyze the captured protocol against the specifications
2. The Test Tool shall be Ethernet based to allow simple connectivity in the test environment

3. Sessions may be identified by the client/server IP address or MSISDN.

4. The session capture process must be capable of being started and stopped by operator action

5. The Test Tool shall have a user interface that is able to handle file storage and retrieval.  It shall also display the protocol logs.

6. The protocol logs shall be in human-readable format, broken down by primitives.

7. The logs shall be in ASCII text so they can be easily copied and pasted into other applications.

8. The user shall have the option of looking at the logs in real time using a console window.

6.9 Customization through API 
As OMA members or OMA authorized users will be using this tool to debug and test their products, an API is to be provided.  The API will be accessed via scripts or linked from their own software to enable customization for specific environments or uses.
 Instructions on the use of the API are required.  
It is desirable to have functions that allow a system administrator to display all the modules that have been added to the Test Tool via this API.
7. Test Tool Scenarios

Add protocol versions and possible optional underlying protocols
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7.2.3 Client Emulator
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7.3.3 Client Emulator
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7.4 XDM Server

7.4.1 Capture Tool
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7.4.2 Server Emulator
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7.4.3 Client Emulator
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7.5 Presence/RLS XDMS

7.5.1 Capture Tool
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7.5.2 Server Emulator
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7.5.3 Client Emulator
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7.6 Presence Server

7.6.1 Capture Tool
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7.6.2 Server Emulator
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7.6.3 Client Emulator
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(silvia) I have updated this box to read ‘PoC Server and XDMS’ Please check
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