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1 Reason for Contribution

Explain why there is no test requirement on interception application in the SCWS ETR.

2 Summary of Contribution

· Short Description of the SCWS Connectivity Architectural Model

· Short Description of interception application purpose.

· Explain why interception application is not covered by the ETR.

3 Detailed Proposal

· SCWS Connectivity Architectural Model 
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· An application can be registered as an interception application in order to intercept requests, e.g. for capturing request information (e.g. logging application). Interception applications are passive applications which never reply to the request and rely on other part of the SCWS for the request processing (Content providing application or static resources).
· Interception applications doesn't provide any output either on the device (SCWS-2) , either the administration server (SCWS-3), it provides only card internal processing. The internal behavior of the interception applications may be different depending on the application. This is the reason why SEC/SCT didn't insert it in the ETR. SEC/SCT considers it out of the scope of IOP.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

No Test Requirement should be added regarding interception application, ETR should no be modified.
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