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1 Reason for Change

In London meeting, Location WG decided to establish a Requirements Document (RD) for SUPL Work Item, in accordance with OMA Work Flow [OMA Process doc, section 13.1.2.3]. This CR proposes to add the following requirements to the RD.

It is expected that the RD will present a list of valid use cases supported by SUPL standard. 

2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights Considerations
QUALCOMM Incorporated and its affiliates hold Essential IPR. More detail will be provided later in line with OMA requirements.
Note that individual submitting companies were not mutually aware of IPR declarations of other contributing companies before being listed as submitter of this document.
5 Recommendation

It is recommended that the text presented in section 6 of this CR is added in the RD in section 3.2 and section 6.1.

6 Detailed Change Proposal

6.1 










3.2 Definitions

LCS agent : Service access point which accesses the carrier’s network resources to obtain position information.

LCS application: an application which consumes the location information.

Note: this could be further qualified by distinguishing the application provider and actually application consumer of the location information.

Security Function: 

Security function manages the Authentication and Authorization for LCS agents and LCS Applications to access User Plane Location Services.

Note: Authentication between the LCS agent and LCS applications is considered as a carrier specific requirement and therefore is beyond the scope of this work.

Trusted applications:

Trusted applications are applications whose distribution and billing are controlled by the carrier through secured channels that transcend location services (a JAVA DRM download server can provide a completely trusted environment including the management of location apps for example). Trusted applications do not require authentication and authorization upon service invocation. Authentication and authorization are considered implicit in the framework of application distribution. 

Notes: Trusted application may be either UE-resident or network-resident.

Non-trusted applications: 

Applications to which the “trusted applications” definition is not applicable are qualified as non-trusted; therefore this type of applications must be authenticated and authorized in order to access User Plane Location Services. An example of non-trusted application would be an application downloaded from the internet into the handset.

LCS application and LCS agent classes
LCS Application and LCS agent can be classified as follows:

· Class1: LCS application and LCS agent are in the UE

· Class 2: LCS application is in the network and the LCS agent is in the UE

· Class 3: LCS application is in the UE and LCS agent is in the network

· Class 4: LCS application and the LCS agent are in the network

In this classification the LCS applications can be trusted or non-trusted.

6.1 High-Level Functional Requirements

6.1.1 Service Invocation

SUPL shall allow both UE-initiated and Network-initiated locations – hence the LCS agent, which determines the position information, can be either hosted in the UE or the network. Similarly the LCS application utilising the location information can be either hosted in the UE or the Network. The table below summarises the four permutations of LCS agent and LCS application architecture placement to be supported.

LCS application/LCS agent classification table

	Agent

Application
	UE-Initiated
	Network-Initiated

	UE Resident 
	LCS agent and LCS application are in the UE – Class 1.
	LCS agent in network and LCS applications in UE – Class 3

	Network Resident
	LCS agent in UE and LCS applications in network – Class 2
(“WAP UE-queried”)
	LCS agent and application in network – Class 4
(WAP, treated as NI-app)




6.1.2 Data Bearer Independence

The SUPL reference architecture and specifications shall be compatible with all underlying network technologies.  For example all air interface standards (GSM, CDMA, WCDMA) and all transport media (packet data services, SMS, etc) should be supported.

SUPL shall not impose any requirements on the underlying data bearer service. Hence it should be necessary to modify the architecture or functionality in underlying network technology. 

6.1.3 SUPL Logical Functions

The SUPL reference architecture will new introduce logical functions. It should be possible for these functions to be either hosted in existing LCS architectural elements (for example the GMLC) or in a completely new physical entity. 

6.1.4 LCS Standards Interoperability 

The SUPL reference architecture shall allow co-working and interoperability with existing location related standards including (but not limited to) LCS standards specified by 3GPP2 and 3GPP. Support for legacy handset should also be facilitated. 

6.1.5 Roaming
SUPL shall support the positioning of both inbound and outbound roaming subscribers. This will include roaming in the context of the bearer utilised for the secure user plane, the subscriber, the LCS application and both the subscriber and the LCS application. Current standards facilitate the roaming for the bearer and 3GPP release 6 will include roaming for LCS. The SUPL architecture needs to work within the framework of these roaming standards and provide support where gaps specific to SUPL are identified.

6.1.6 Network LCS agent access

The access to position information of network-based LCS agents shall go through the 3GPP Le / 3GPP2 L1 interface based on the OMA MLP protocol. [OMA-LIF-MLP-V3_2_0-20031114-D]

6.1.7 LCS service management

The architecture shall enable LCS service management and position information control in the UE, in the network, or both, depending on carriers’ requirements.

6.1.8 LCS Immediate and deferred requests

LCS immediate requests and deferred requests shall be supported. 

Deferred requests are requests which require periodical or event-based location reporting or location reporting triggered by some other condition.  

6.1.9 Supported positioning technologies 

The architecture shall enable the support of the following positioning technologies

· Precise positioning, e.g. AGPS

· Cell-ID.

· Enhanced Cell-ID (E-CI) positioning based Cell ID enhanced  by additional measurements that are available in the UE, e.g. TA, RTT,  mixed cell/sector with signal strength measurements etc.

· Cache positioning

Deployment of each technology option is an Operator decision. However, in a Mobile Network, Cell ID shall always be the backup positioning method when other positioning methods fail.

6.1.10 Type of UE requests for AGPS (AGPS specific) - RB

The architecture shall enable mobile requests for position estimate as well as autonomous requests for A-GPS assistance data (that is, outside of the context of the determination of a position estimate). In the case of requests for A-GPS assistance data only, care shall be taken to ensure that appropriate billing information is generated.

6.1.11 Security 

The following security requirements to access control of location services are applicable:

1. Prevent impersonation of the LCS agent 

2. Prevent impersonation of the target mobile subscriber

3. Prevent impersonation of the network (i.e. LCS Manager, Positioning Server)

4. No eavesdropping of location sensitive information e.g. (target subscriber identity, location), with the exception of lawful override.

6.1.12 Notification and Confirmation

The architecture shall include the possibility to request the target UE for LCS notification or verification in a manner identical to the functionality provided in 3GPP.  

6.1.13 Backward Compatibility

The architecture shall provide backward compatibility mechanisms (e.g. protocol versioning).

6.1.14 LCS Prioritiy

For the support of special types of LCS applications, such as emergency LCS applications, the architecture shall enable high priority requests.

6.1.15 Privacy Override

For the support of special types of LCS applications, such as emergency LCS applications, the architecture shall enable a privacy override capability by overriding the target subscriber privacy settings.

6.1.16 Service Access Control

Non-trusted applications must be authenticated and authorized in order to access User Plane Location Services.

6.1.17 Emergency Service Support

The architecture shall support the provision of location information for emergency calls within the technical limitations of each access network.
6.1.18 UE Capability Indication

The architecture shall be able to identify UE SUPL specific capabilities to the Location Manager.

6.1.19 Fallback Bearer for Message Transport
When the primary transmission method fails or is not available (e.g. GPRS in a voice call with a class B handset) there shall be an alternative bearer to successfully complete the session. 
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