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1 Reason for Change

The current structure and content of chapter 6 in SUPL AD is not sufficiently clear and do not align to the structure and terminology defined in AD template. It also introduces unnecessary level of functional entities. 

By implementing the proposed changes Ericsson believes the architectural description will have less ambiguity which in turn will ease the future work on remaining part of AD and protocol specification. Also an strict as possible alignment to the AD template is believed to facilitate and speed up Architecture & Consistency reviews.

2 Impact on Backward Compatibility

None 

3 Impact on Other Specifications

None

4 Intellectual Property Rights Considerations

The source is not aware of any IPR related to this contribution.

5 Recommendation

Loc WG to review proposed changes and if found correct accept CR for implementation in baseline.

6 Detailed Change Proposal

Summary of changes:

1. Title of chapter 6 changed according to template.

2. The functional groups in chapter 6.2 & 6.3 is removed as grouping already is made in new chapter 6.2

3. Subchapters in 6.2 & 6.3 moved to new chapter 6.2.2.1 “SUPL Location System Functions”.   

4. Chapter 6.4 deleted new corresponding figure placed in new chapter 6.2.1 “SUPL Location System”.

5. Chapter 6.5 moved to new chapter 6.2.4 as a comparison to OMA architecture is more logical to place  after description of the SUPL architecture.

6. New chapter 6.2. A redrawn architecture figure  (figure2 )  with new naming of entities is included.  The descriptions of entities are changed reflecting the new naming scheme. Some chapters moved in as described above. 

7. New chapter 6.2.2 reworded to better reflect intention of structure within SLSS.

8. New chapter 6.2.5 title changed 

9. New chapter 6.2.5.1 the split into sub chapters removed 

10. New chapter 6.2.5.1 Description of Lup revised.

<<first changed clause>>

6. Architectural Model                                   

6.1 SUPL Services

The SUPL Location Services can be categorized into Network initiated and SET initiated services.    

The following services must be considered:

· Immediate Location Service

· Commercial Services

· Emergency Services

· Deferred Location Service

· Periodic Location Services

6.1.1 Network Initiated SUPL Services

Network Initiated Services are services, which originate from within the SUPL network as opposed to the SET. For these services the SUPL Agent resides in the Network.

6.1.2 SET Initiated SUPL Services

SET Initiated Services are services, which originate from the SET. For these services the SUPL Agent reside within the SET. This model introduces considerations such as SUPL service discovery, SUPL Agent and SUPL User authentication, etc. 
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6.6 SUPL System and Subsystem Descriptions

6.6.1 SUPL Location System 

SUPL consists of the SUPL Location System  (SLS) with its subsystems SUPL Enabled Terminal (SET) and SUPL Location Server  (SLSS).
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 Figure 2 - SUPL Architecture 
6.6.1.1 SUPL Location System Functions
6. SUPL Privacy Function (SPF)

The privacy function is the function of ensuring the privacy of a SUPL User is honored. The following must be considered: 

· Adhere to the target SUPL User privacy setting regardless of Network Initiated or SET Initiated services

· Adhere to notification and verification settings of the target SUPL User

· Adhere to emergency and lawful override regulations applicable to the target SUPL User 

SUPL may use existing privacy nodes such as PPR or LDC to implement the privacy function. Alternatively the SPF may be implemented in the SET.

6. SUPL Initiation Function (SIF)

The SUPL Initiation function provides a mechanism for a SUPL network to start a transaction with a SET. The initiation function is of special importance in enabling SUPL Network Initiated Services. 

SUPL defines two possible mechanisms for enabling the initiation function when the SIF resides in the SUPL network:

· Using the WAP Push Access Protocol (PAP)

· Using SMS directly in an MNO environment 

6. SUPL Security Function (SSF)

All SUPL Services will be considered operating in a Non-Trusted environment. A Non-Trusted environment is an environment in which an MLS Application must be authenticated and authorized prior to gaining access to SUPL Services.  SUPL will provide a Security Function, which will implement these authentication and authorization functions. 

Editor Note: The group needs review the need to draw the distinction between trusted and non-trusted. The recommendation is to remove this distinction and apply Authentication/Authorization to all transactions.  
The SUPL Security function enables the SUPL network to authenticate and authorize the SUPL Agent. This is important in safely enabling both Network Initiated and SET Initiated SUPL Services.

There exist a number of authentication schemes, which may be used:

· SSL/TLS with client side certificates

· SSL/TLS using OMA MLP client username and password authentication

Refer to section Error! Reference source not found. Error! Reference source not found. for detail on the recommended SUPL Security Function implementation.

6. SUPL Roaming Function (SRF)

Enabling Network Initiated and SET Initiated SUPL services successfully requires SUPL to support roaming. 

Editor Note: Describe different roaming cases. (PLMN roaming/SUPL roaming)
6. SUPL Charging Function (SCF)

It is important for SUPL to provide a clear mechanism to enable SUPL providers to charge for the service.  

Editor Note: Describe the charging function
6. SUPL Service Discovery Function (SSDF)

SUPL Service Discovery is the function of allowing a SET to discover which SUPL Services and SUPL Networks are available for use. 

Refer to section Error! Reference source not found. for more detail.

6. SUPL Assistance Delivery Function (SADF)

The assistance data delivery function makes assistance data available which is used for the position calculation of a SET. Assistance data may consist of the following:

· Reference location
· Reference time

· Navigation model 

· Almanac model

· Ionospheric model

· Real-time integrity

· SET Measurement (SET provides measurements to network)

6. SUPL Assistance Retrieval Function (SARF)

The assistance data retrieval function is the function of retrieving GPS assistance data from a GPS reference network. The interface between this function and GPS reference network is out of the scope of this document. 
Assistance data may consist of the following:

· Reference time

· Navigation model 

· Almanac model

· Ionospheric model

· Real-time integrity

· SET Measurement (SET provides measurements to network)

6. SUPL Position Calculation Function (SPCF)

The position calculation function performs the function of calculating the position of a SET. Different positioning calculation modes may be supported by a SUPL service:

· SET-Assist

· SET-Based

· Hybrid SET-Assist and E-CGI

· Hybrid SET-Assist and AFLT

· Location ID

· Perform translation of a location identifier to a geographic location expressed in latitude and longitude data. This location may meet the requested QOS of the SUPL Agent. In MNO environments this is often referred to as Cell-ID location.
· Enhanced Cell ID
6.6.2 SUPL Location Server Subsystem
The SUPL Location Server Subsystem (SLSS) consists of several functions to realise the needed functionality in the subsystem. The Lup interface is used between the SLSS and the SET.

The functionality in the susbsystem may be grouped into two logical  functional blocks,  SUPL Location Management Functional  Block (SLB) and SUPL Positioning Management Functional Block (SPB). 
This may give the possibility to separate the SLB and SPB functionality into separate implementation entities  within the SLS In this environment the SLB system will act as a proxy between the SET and the SPB. The SLB will  need to forward relevant messages to the relevant functionality in SUPL.
If the implementation is split into several physical entities, only one of the entities will interface the SET 


· 
· 
In these environments the SPB may be contained within a traditional SMLC [3GPP] and PDE [3GPP2].

6.6.2.1 SUPL Location Management Functional Block (SLB)

This chapter defines one possibility to group functionality to form physical entities inside the SLSS. The SLB  coordinates the operations of  SUPL in the network and may perform the following functions as it interacts with the SUPL Enabled Terminal (SET) over User Plane bearer:

· SUPL Privacy Function (SPF)

· SUPL Initiation Function (SIF)

· SUPL Security Function (SSF)

· SUPL Roaming Function (SRF)

· SUPL Charging Function (SCF)

· SUPL Positioning Calculation Function (SPCF) 
· The SLB may perform the translation of a network identifier to a geographic location expressed in latitude and longitude data. This location may meet the requested QOS of the SUPL Agent. In MNO environments this is often referred to as Cell-ID location.
6.6.2.2 SUPL Positioning Management Functional Block (SPB)

This chapter defines one possibility to group functionality to form physical entities inside the SLSS. The SPB may support the following functions:

· SUPL Assistance Delivery Function (SADF)

· SUPL Assistance Retrieval Function (SARF)

· SUPL Positioning Calculation Function (SPCF)

· The SLB may perform the translation of a network identifier to a geographic location expressed in latitude and longitude data. This location may meet the requested QOS of the SUPL Agent. In MNO environments this is often referred to as Cell-ID location.
6.6.3 SUPL Enabled Terminal Subsystem (SET) 
The SET supports the procedures defined in SUPL as it interacts with the network over the User Plane bearer. The SET may support one or more of the following functions depending on its capabilities and the SUPL Provider’s business rules:

· SUPL Privacy Function (SPF)

· SUPL Security Function (SSF)

· SUPL Service Discovery Function (SSDF)

The SET supports SET-based and/or SET-assist positioning calculation. The SET may support the following functions:

· SUPL Positioning Calculation Function (SPCF)

· SUPL Assistance Delivery Function (SADF)

6.6.4 SUPL and OMA Architecture models

This section provides an informative mapping of the SUPL architecture as it relates to the OMA Architecture defined in [OMA AD].

· The SUPL SLSS are contained within the OMA Architecture [OMA AD] node called “Location Server”. 

· The SUPL SET is contained within the OMA Architecture [OMA AD] node called “End User Device”. 

· The SUPL Le/L1 interface refers to the OMA Architecture [OMA AD] reference point L-1.

· The SUPL architecture provides two alternatives for implementing the SUPL Initiation Function (SIF). 

· The SUPL Initiation Function using a WAP PPG refers to the P-1/P-1s per OMA Architecture [OMA AD].

· The SUPL Initiation Function using the Core Network has no direct mapping to the OMA Architecture [OMA AD].

· The SUPL Lup interface does not refer to any existing reference points on the OMA Architecture [OMA AD] 

Editor Note: Once SUPL AD is approved a reference point (Lup) should be added to the OMA Architecture, possible labelled L-2.
6.6.5 SUPL Subsystem Interface Definitions
This section defines the interfaces identified in the SUPL architecture. The SUPL architecture identifies one new interface. 

6.6.5.1 Lup

Lup is the interface defined between the SET and the SLSS. This interface is defined as time and cost efficient as possible to secure and efficient interface between SET and SLSS.

The major task for the Lup interface is to initiate connection to the SET (in case of Network initiated requests) and to transfer positioning determination data between SET and SLSS. 

6.2.5.1.1 
This interface is used to enable the SLS to establish a session with the SET and may perform privacy management, application authentication, roaming and charging.  

Error! Reference source not found. shows the messages in the Lup Service Management interface.

	Message Name
	Description

	SUPL Initiation message (SUPLINIT)
	The SUPL Initiation message is used by the SLP to initiate a session with the SET. This message is used in Network Initiated SUPL Services. This message contains the initial Target SUPL User Notification and Confirmation Privacy rules.

	Start Location Request (SLREQ)
	Editor Note: To be completed. 

	Start Location Response (SLRESP
	Editor Note: To be completed.

	Start Location Cancellation (SLCANC)
	Editor Note: To be completed.


Table 1 Lup Service Management
Note: All the messages described above will possibly not be needed to realise the Lup interface in a efficient way.

6.2.5.1.2 

Error! Reference source not found. shows the messages in the Lup Positioning Determination interface.
	Message Name
	Description

	Position Determination Initiation (PDINIT)
	Editor Note: To be completed.

	Position Determination Messaging (PDMESS)
	Editor Note: To be completed.

	Position Determination Report (PDRPT)
	Editor Note: To be completed.

	Position Determination Abort (PDBORT)
	Editor Note: To be completed.

	Position Determination END (PDEND)
	Editor Note: To be completed.


Table 2 Lup Positioning Determination
Note: All the messages described above will possibly not be needed to realise the Lup interface in a efficient way.
<<end of changed clauses>>
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