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1 Reason for Contribution

In the SUPL AD (OMA-LOC-SUPL-AD-V1_0_0-20040507-D), several SUPL functional groups are identified. The SUPL Privacy Function (SPF) is part of these functional groups. It is described as the function of ensuring the privacy of an SUPL User is honored. SUPL AD states that the following must be considered: 

· Adhere to the target SUPL User privacy setting regardless of Network Initiated or SET Initiated services

· Adhere to notification and verification settings of the target SUPL User

· Adhere to emergency and lawful override regulations applicable to the target SUPL User 

SUPL AD also states that SUPL may use existing privacy nodes such as PPR or LDC to implement the privacy function. The interface between the SLP and the PPR or LDC would be based on the PCP (Privacy Checking Protocol). Alternatively the SPF may be implemented in the SET. 
Currently, basic message flows for SUPL have been agreed within the OMA/Location working group and work on the SUPL Specifications will start soon. However, it has to be noted that notification mechanisms are not part of the SUPL messages yet.

2 Summary of Contribution

The aim of this contribution is to provide input about notification options defined in the PCP protocol (OMA-LOC-PCP-Spec-V1_0-20040220-D).
3 Detailed Proposal

The picture below is taken from the PCP specifications (OMA-LOC-PCP-Spec-V1_0-20040220-D) and shows a generic scenario where a Service Provider (SP) is sending a service request to the Network Server (NS). Before providing the requested service to the SPI (Service Provider), the mobile subscribers’ privacy settings are asserted from the PCE (Privacy Checking Entity).
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The PCP specifications define the following response types:
· Authorized; possible actions are:
· Positioning allowed without notifying the UE user (default case)
· Positioning allowed with notification to the UE user
· Positioning requires notification and verification by the UE user; positioning is allowed only if granted by the UE user or if there is no response to the notification
· Positioning requires notification and verification by the UE user; positioning is allowed only if granted by the UE user.
· Conditional;
· For the location request to be fully authorized a Location Privacy Query request based on the obtained location is needed.
· Failed;

Therefore, in some cases, notification of the user can be required and a specific response from the user can also be required before going on locating the user through SUPL. This should be taken into account by OMA/Location while specifying the SUPL framework.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is proposed that SUPL Architecture Document includes notification mechanisms to support response types defined in the PCP specifications.
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