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1 Reason for Contribution

The current SUPL specification does not address the case where a SET can initiate location request to another target SET.  This input paper presents how enhancements to the Mobile Originated Requests functionality allows the request to position another SET

2 Summary of Contribution

This input paper describes the necessary signalling for a location based application residing on the SET to ascertain the location of another SET and offer service to the initiating SET based on the location of the other SET.
3 Detailed Proposal

In the current SUPL specifications, mobile based applications can use only the host SET location information to provide services.  In this proposal, we describe the necessary signalling for an application residing on a SET (SET1) requests the location another SET (SET2) in order to provide location based services to SET1. 
Figure 1 illustrates a resident location based services application that resides on a SUPL Enabled Terminal (SET1). The application needs to receive the location information of another SET (SET2) to provide service to SET1. The network entities involved in providing location based services are the SLP1 and SLP2.
1. SET-Initiated Location Request of another SET: Successful Case
In this call scenario, it is assumed that SET1, the initiating SET, is not roaming, however, this case will also be applicable if the SET1 is roaming.  The SET always contacts its Home SLP1 to request the location of another target SET (e.g. SET2).  The H-SLP1 will then determine the address of the target SET2’s SLP (e.g. SLP2).   Once the address of SLP2 is determined, the RLP protocol is used to send the location request message to SLP2.  The SLP2 then proceeds with a Network initiated location request of SET2 as described in Section 6.8 SUPL Collaboration Network Initiated (e.g. non-proxy mode, proxy mode, etc…).  When the location information of the target SET2 is determined, the SLP2 sends the location response message over RLP protocol to SLP1.  SLP1 sends the position information to SET1, which passes this information along to the SUPL Agent.   Figure 1: illustrates the SET-initiated location request of another SET. 
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Figure 1- SET-Initiated Location Request of another SET- Successful Case
A. The SUPL Agent on SET1 receives a request for position of Target SET2. If SET1 is not already attached to Packet Data Network services it will attach itself or SET1 establishes a circuit switched data connection.

B. The SUPL Agent on SET1 uses the default address provisioned by the Home Network to establish a secure IP connection to the H-SLP1 and sends a SET_INIT message to start a positioning session of the Target SET2. The SET_INIT message contains session-id, SETid. The SETid is the identity of the Target SET2 that will be used by the SLP1 to identify the home network(SLP2 )of SET2.
C. The H-SLP1 resolves the IP-address of  SLP2  using the SETid provided in the SET_INIT message, e.g. the SLP1 may contact a local DNS server or any other entity that is able to translate SET2 address information into information that can be used to contact SLP2. 
D. The H-SLP1 sends a RLP SRLIR message to SLP2, in which the location of SET2 is requested (with SET1 as initiator). 
E. The SLP2 determines if SET1 and its associated serviceid is authorized to receive SET2 location information. If it is determined that SET1 and the serviceid is authorized, then SLP2 proceeds with a Network initiated location request to SET2 as described in Section 6.8 SUPL Collaboration Network Initiated.  If a previously computed position which meets the requested QoP is available at SLP2, then SLP2 SHALL proceed directly to step F.    

F. Once the position calculation is complete, the SLP2 SHALL send the RLP SRLIA message to the SLP1.  This message includes the position estimate of SET2. The SLP1 SHALL then proceed to step G. 
G. The SLP1 sends a SUPL_END message containing the position estimate to the SET1 . The SET1 sends the position estimate back to the SUPL Agent. The SET SHALL release the secure IP connection and release all resources related to this session. The SLP SHALL releases all resources related to this session.

Messages

SET_INIT Message
The SET_INIT message is the initial message where a SET can initiate location request to another target SET.
	Parameter
	Presence
	Description

	Message Length
	M
	The length of the entire ULP Message in octets.

Note: The first two octets of a PER encoded ULP message contains the length of the entire message. These octets are set to the Message Length when the PER encoding is complete and the entire message length is known.

	Version
	M
	Version of the ULP protocol, in the form major, minor, service indicator

	Session ID
	M
	The unique Session ID

	SET ID
	M
	Identifies the Target SET to be located

	SLP Address
	CV
	This parameter contains an SLP address (SPC address for non-proxy mode).

For proxy mode this parameter is OPTIONAL.

For non-proxy mode this parameter is REQUIRED.

This address is used by the SET when establishing a secure IP  connection to the SLP or SPC

	QoP
	O
	Desired Quality of Position.

	MAC 
	O
	This parameter contains a Message Authentication Code (MAC), which MAY be used as integrity protection of the SET_ INIT message.

	Key Identity
	CV
	This parameter contains a key identity, which identifies the key to be used to verify the MAC. It is required when MAC is present.


4  Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree for SUPL 2.0, and follow-up with a CR to SUPL 2.0 AD & TS.
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