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1 Reason for Change

The architectural impacts proposed here were described within a more complete context in OMA-LOC-2005-0576-IC-Support-for-Emergency-Circuit-Mode-Calls-using-SUPL, OMA-LOC-2005-0577-IC-Support-for-Emergency-VoIP-Calls-using-SUPL and OMA-LOC-2005-0578-IC-Enhancements-in-SUPL-2.0-needed-to-Support-Emergency-Calls. This contribution contains the architectural impacts required in SUPL 2.0 to support SUPL location for emergency services calls according to the types of complete scenario identified in these other contributions.
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the proposed CR and change AD document accordingly.
6 Detailed Change Proposal

3.3 Abbreviations
<< Add abbreviations as needed to the following table.  DELETE THIS COMMENT >>

	E-SLP

OMA
	Emergency SLP

Open Mobile Alliance

	xxx
	Xxx

	
	


Change 1:  Another change

3. SUPL and OMA Architecture models
This section provides an informative mapping of the SUPL architecture as it relates to the OMA Architecture defined in [OMA AD].

· The SUPL SLP is contained within the OMA Architecture [OMA AD] node called “Location Server”. 

· The SUPL SET is contained within the OMA Architecture [OMA AD] node called “End User Device”.

· The MLS Application/SUPL Agent corresponds to the OMA AD node “Location Based Application.” contained within “Requesting Applications”. 

· The SUPL Le/L1 reference point refers to the OMA Architecture [OMA AD] reference point L-1.

· The SUPL architecture provides three alternatives for implementing the SUPL Initiation Function (SIF). 

· The SUPL Initiation Function using a WAP PPG refers to the P-1/P-1s per OMA Architecture [OMA AD].  Reference point P-2/P-2s of the OMA AD is situated between the WAP PPG and the SET.
· The SUPL Initiation Function using the SMS related Core and Access Network support has no direct mapping to the OMA Architecture [OMA AD].

· The SUPL Initiation Function using the Mobile Terminated IP Core and Access Network support has no direct mapping to the OMA Architecture [OMA AD].

3. SUPL System and Subsystem Descriptions
3. SUPL Location Platform
3. SLP Role
For any SET, a SUPL Location Platform can perform the role of the home SLP (H-SLP), visited SLP (V-SLP) or emergency SLP (E-SLP). A particular SLP may perform one or more of these roles for multiple SETs.
The H-SLP for a particular SET contains the subscription, authentication and privacy related data for the SET and would generally be associated with or part of the SET’s home PLMN.
The E-SLP for a particular SET is an SLP associated with or within the PLMN serving the SET that is employed by the serving PLMN to perform positioning in association with an emergency services call initiated by the SET. The E-SLP may be the H-SLP if the SET is not roaming. If the SET is roaming and the E-SLP is not the H-SLP, SUPL positioning may occur without interaction with the H-SLP.
The V-SLP for a particular SET would be an SLP chosen by the H-SLP or E-SLP to assist positioning. In the case of an H-SLP, the SET would be roaming outside the coverage area of the H-SLP. In the case of an E-SLP, the SET would have initiated an emergency services call outside the coverage area of the E-SLP. 
3. SLP Architecture

The SUPL Location Platform (SLP) consists of an SUPL Location Center (SLC) and SUPL Positioning Center (SPC). The SLC and SPC may be integrated into a single system. The Lup interface is used between the SLP and the SET. The Lup interface is used to deliver messages for SUPL Service Management and SUPL Positioning Determination.

It may also be possible to separate the SLC and SPC functionality into separate systems within the SLP.
There are two different communication modes between SET and SLP: 

· Proxy Mode: The SPC system will not have direct communication with the SET. In this environment the SLC system will act as a proxy between the SET and the SPC.

· Non-Proxy Mode: The SPC system will have direct communication with the SET

The Lup interface is used between the SLP and SET. The Lup carries two types of messaging:
· Messaging destined to the SLC system within the SLP – Lup Service Management Messages
· Messaging destined to the SPC system within the SLP – Lup Positioning Determination Messages

3. SUPL Location Center (SLC)
The SLC system coordinates the operations of SUPL in the network and performs the following functions as it interacts with the SUPL Enabled Terminal (SET) over User Plane bearer:

· SUPL Privacy Function (SPF)

· SUPL Initiation Function (SIF)

· SUPL Security Function (SSF)

· SUPL Roaming Support Function (SRSF)

· SUPL Charging Function (SCF)

· SUPL Service Management Function (SSMF)
· SUPL Positioning Calculation Function (SPCF) 
· The SLC may perform the translation of a location identifier to a geographic location expressed in latitude and longitude data. This location may meet the requested QoP of the SUPL Agent. In MNO environments this is often referred to as Cell-ID location.
3. SUPL Positioning Center (SPC)
The SPC supports the following functions:

· SUPL Security Function (SSF)
· SUPL Assistance Delivery Function (SADF)

· SUPL Reference Retrieval Function (SRRF)
· SUPL Positioning Calculation Function (SPCF)

3. SUPL Privacy Function (SPF)
The SUPL Privacy Function is the function of ensuring the privacy of a SET User is honored. The following must be considered: 

· Adhere to the target SET User privacy setting regardless of Network Initiated or SET Initiated services

· Adhere to notification and verification settings of the target SET User

· Adhere to notification and verification settings mandated by local regulations for SUPL positioning in association with an emergency services call
· Allow for future lawful override regulations that may apply to the target SET User 

SUPL may use existing privacy nodes such as Privacy Profile Register (PPR) or Location Distribution Control (LDC) to implement the privacy function. Alternatively, the SPF may be implemented in the SET.
3. SUPL Initiation Function (SIF)
The SUPL Initiation function provides a mechanism for a SUPL network to start a transaction with a SET. The initiation function is of special importance in enabling SUPL Network Initiated Services. 

In case of a SUPL Network Initiated Service the SUPL network starts the SUPL transaction by using one of the following methods: 

· WAP Push Access Protocol (PAP)

· SMS directly in an MNO environment 

· Mobile Terminated IP transfer over UDP (applicable to positioning for an emergency services call using an IP bearer)

Depending upon SET capabilities the applicable SUPL Initiation method is applied by the SUPL network (determination of SET capabilities is out of scope of SUPL).

A SET SHALL support at least one of WAP PAP and SMS. A SET that is capable of initiating an emergency services call using an IP bearer shall also support mobile terminated IP transfer.
3. SUPL Security Function (SSF)
The SUPL Security function enables the SUPL network to authenticate and authorize the SET and enables the SET to authenticate and authorize the SUPL network. This is important in safely enabling both Network Initiated and SET Initiated SUPL Service.

The SUPL Security function also provides confidentiality and data integrity.
For SUPL positioning associated with an emergency services call, the SUPL security function may have to be compromised. For example, it may not be possible to authenticate the SET if the E-SLP is not the H-SLP or if the SET does not contain adequate authentication credentials. Authorization of positioning for an emergency services call is also not generally expected to be a local regulatory requirement. Authentication and authorization of the SUPL network by the SET may also not always be possible.
3. SUPL Roaming Support Function (SRSF)
For positioning not associated with an emergency services call, SUPL roaming occurs when a SET leaves the service area of its H-SLP. For positioning associated with an emergency services call, SUPL roaming occurs when the  SET is not within the service area of the E-SLP.  The service area of an H-SLP or E-SLP includes the area within which the H-SLP or E-SLP can provide a position estimate for a SET or relevant assistance data to a SET without contacting other SLPs.  It should be noted that an H-SLP or E-SLP service area is not necessarily associated with the service area(s) of the underlying wireless network(s).  

There are variants of SUPL roaming which are summarised below:

· The H-SLP or E-SLP may request the V-SLP to provide an initial position estimate, e.g., based upon Location ID.

· The H-SLP or E-SLP may request the V-SLP to provide the Lup Positioning Determination and SPC functionality.

The decision of which variant is applied is implementation specific and out of the scope of this specification. For information purposes, the decision will depend upon such factors as:

(i) Roaming agreements between SUPL providers 

(ii) Location ID 

(iii) Cached information 

(iv) H-SLP/SET or E-SLP/SET negotiation parameters such as positioning method. 

3. SUPL Charging Function (SCF)
The SUPL Charging Function (SCF) is responsible for charging activities within the SLP. This includes charging of MLS Application, SUPL Agents and SET Users.

The main task for SCF is to collect appropriate charging related data and data for accounting between SUPL providers. Additionally, SCF may authorise activities in SLP (e.g., assistance data and location delivery) based on assessment of available charging data. Further details of SCF are out of scope of SUPL.
For SUPL use in association with an emergency services call, the SCF may collect different charging related data than for non-emergency call use. 
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