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1 Reason for Change

When a user subscribes a LBS trigger service,  LCS server will write the trigger parameters to the UE. Once the service changes, LCS server will rewrite the trigger parameters in UE. 
We propose to add Trigger ID as one of the trigger parameters. And every UE is able to execute up to a limited number of triggers. In trigger capability, the UE might tell LCS server no more trigger is supported.
And when the service is cancelled , LCS server will notify the UE to delete the trigger parameters.
Another proposal is to add an exception procedure: How a UE acts when receiving net initiated SUPL INIT while its GPS chipset is already active.
2 Impact on Backward Compatibility

n/a

3 Impact on Other Specifications

n/a

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the proposed CR and change AD document accordingly.
6 Detailed Change Proposal
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Change 2:  
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Change 3:  7.2.1 SUPL INIT
SUPL INIT is the initial message from the SLP to the SET in Network initiated cases, In this message, the Trigger Type describes triggered server type of network initiated location, If the positioning request need, SET report its position according to some trigger condition, trigger type could be set as “Periodic”, “Area Event”.

	Parameter
	Presence
	Description

	Positioning Method
	M
	Defines the positioning technology desired by the SLP, which can be AGPS SET assisted, AGPS SET Based, Autonomous GPS, EOTD, OTDOA, AFLT or Enhanced Cell ID.

	Notification
	O
	The purpose of this field is to provide instructions to the SET with respect to notification and privacy.

If this field is not set the SET SHALL interpret the request as type “No notification & no verification“.

	SLP Address
	CV
	This parameter contains an SLP address (SPC address for non-proxy mode).

For proxy mode this parameter is OPTIONAL.

For non-proxy mode this parameter is REQUIRED.

This address is used by the SET when establishing a secure IP connection to the SLP or SPC

	QoP
	O
	Desired Quality of Position.

	SLP Mode
	M
	This parameter indicates if the SLP uses proxy or non-proxy mode. 

	Notification Mode
	M
	This parameter indicates whether the notification and verification is based on location or not

	MAC 
	O
	This parameter contains a Message Authentication Code (MAC), which MAY be used as integrity protection of the SUPL INIT message.

	Key Identity
	CV
	This parameter contains a key identity, which identifies the key to be used to verify the MAC. It is required when MAC is present.

	Trigger ID
	CV
	This parameter indicates network initiated trigger service code.

	Trigger Type
	CV
	This parameter indicates network initiated service type:

· Periodic

· Area event
This parameter is conditional and only used if a triggered session is requested in the SUPL INIT message.


Table 4: SUPL INIT Message

Change 4:  7.2.11 SUPL TRIGGERED RESPONSE
SUPL TRIGGERED RESPONSE is the response to a SUPL TRIGGERED START message from the SLP to the SET

	Parameter
	Presence
	Description

	Positioning Method
	M
	The positioning method desired for the SUPL POS session.

	Trigger ID
	M
	Trigger identity

	Trigger Params
	MCV
	This parameter indicates parameters of trigger session
For network initiated trigger service, this parameter MUST be present.

For SET initiated trigger service, this parameter MUST not be present.

	SLP Address
	CV
	This parameter is only required for non-proxy mode and contains an SPC address.

A SET uses this address to establish a data connection to the SPC.

	SET Auth key
	CV
	This parameter is only required for non-proxy, SET Initiated mode and contains the authentication key that a SET SHALL use for SPC authentication. 

	Key Identity 4
	CV
	This parameter is only required for non-proxy, SET Initiated mode and contains a key identity.


Table 14: SUPL TRIGGERED RESPONSE Message
Other SUPL messages shall add trigger ID as well in case that the service is a trigger.
Change 5:  8.6 Status code

	Parameter
	Presence
	Value/Description

	Status Code
	
	The different status codes, either error or information indicators, as described in the ta ble below


Table 22: Status Code
	Status Code
	Description

	Error Indicator
	Indicates Errors

	unspecified
	The error is unknown

	systemFailure 
	System Failure

	protocolError 
	Protocol parsing error

	dataMissing 
	Needed data value is missing

	unexpectedDataValue 
	A datavalue takes a value that cannot be used

	posMethodFailure 
	The underlying positioning method returned a failure

	posMethodMismatch
	No positioning method could be found matching requested QoP, SET capabilities and positioning method specified by SLP

	posProtocolMismatch
	No positioning protocol could be found being available at SET and SLP

	targetSETnotReachable 
	The SET was not responding

	versionNotSupported
	Wrong ULP version

	resourceShortage
	There were not enough resources available to serve the SET

	invalidSessionId
	Invalid session identity 

	unexpectedMessage
	Unexpected message received

	nonProxyModeNotSupported
	The SET does not support “Non-Proxy” mode of operation.

	proxyModeNotSupported
	The SET does not support “Proxy” mode of operation.

	positioningNotPermitted
	The SET is not authorized by the SLP to obtain a position or assistance data.

	authNetFailure
	The network does not authenticate the SET. Only used in SUPL AUTH_RESP

	authSuplinitFailure
	The SUPL INIT message is not authenticated by the SET or the SLP

	Information Indicator
	Indicates Information

	consentDeniedByUser
	User denied consent for location determination session.

	consentGrantedByUser
	User granted consent for location determination session.

	NoMoreTriggerSupported
	UE rejects to create one more trigger because the maximum number of trigger has reached.


Table 23: Status Code
If there is no more trigger supported in UE, the procedure will be 5.2.8.1 SET does not allow the Trigged Positioning.
The definition in ASN.1 is FFS.

5.1.7 Exception Procedures
5.1.7.X GPS chipset is already active
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Figure X: NW Initiated SET User denies Positioning

A. SUPL Agent issues an MLP SLIR message to the H-SLP, with which SUPL Agent is associated. The H-SLP shall authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the client-id received. Further, based on the received ms-id the H-SLP shall apply subscriber privacy against the client-id.
If a previously computed position which meets the requested QoP is available at the H-SLP and no notification and verification is required, the H-SLP SHALL directly proceed to step H. If notification and verification or notification only is required, the H-SLP SHALL proceed to step B.


B. The H-SLP verifies that the target SET is currently not SUPL roaming.
The H-SLP MAY also verify that the target SET supports SUPL.

NOTE:
 he specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL. However, there are various environment dependent mechanisms.

NOTE:
The specifics for determining if the SET supports SUPL are beyond SUPL 1.0 scope.

C. The H-SLP initiates the location session with the SET using the SUPL INIT message, which MAY be a WAP PUSH or an SMS Trigger. The SUPL INIT message contains at least session-id, proxy/non-proxy mode indicator and the intended positioning method. The SUPL INIT MAY contain the desired QoP, a Key Id, and a MAC. The Key-Id corresponds to MAC_Master_Key in section 7.1.2 which MAY be used to verify SUPL INIT message is authentic. If the result of the privacy check in Step A indicates that notification or verification to the target subscriber is needed, the H-SLP SHALL also include Notification element in the SUPL INIT message. Before the SUPL INIT message is sent the H-SLP also computes and stores a hash of the message.
If in step A the H-SLP decided to use a previously computed position, the SUPL INIT message SHALL indicate this in a ‘no position’ posmethod parameter value and the SET SHALL respond with a SUPL END message carrying the results of the verification process (access granted, or access denied). If no explicit verification is required (notification only) the SET SHALL respond with a SUPL END message. The H-SLP SHALL then directly proceed to step H. 

NOTE:
Before sending the SUPL END message the SET SHALL perform the data connection setup procedure of step D and use the procedures described in step E to establish a secure IP connection to the H-SLP.

D. When the SUPL INIT is received by the SET it will either attach itself to Packet Data Network if it is not attached at the time being or establish a circuit switched data connection. If a Key Id and a MAC is present in the received SUPL INIT message and the SET supports these parameters, the SET MAY use these parameters to determine if the SUPL INIT message is authentic. If the GPS chipset is already active, and works as standalone mode, SUPL client will take the local GPS information.
E. The SET sends the local position estimates and/or, if allowed, the stored enhanced cell/sector measurements in an unsolicited SUPL REPORT message to the H-SLP. The SUPL REPORT message contains the session-id and the position result(s) including date and time information for each position result and optionally the position method used. In the case of batch reporting, the stored position estimates and/or enhanced cell/sector measurements included in the SUPL_REPORT message may be chosen according to criteria received in step F. If no criteria are received in step F, the SET shall include all stored position estimates and/or enhanced cell/sector measurements not previously reported.
F. The H-SLP sends the SUPL END message to the SET informing it that no further positioning procedure will be started and that the location session is finished. The SET SHALL release the secure IP connection to the H-SLP and release all resources related to this session.

G. The H-SLP sends the position estimate back to the SUPL Agent by means of the MLP SLIA message and the H-SLP SHALL release all resources related to this session.
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