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1 Reason for Change

This CR addresses a number of problems to do with the notification based on current location calls. 

This includes the addition of the notification mode parameter to the PREQ message, as described in review comment E004.
	E004
	2007.11.29
	T
	11.2.1, 13.2.1
	Source: Qualcomm

Form:
Comment: the PREQ message needs to contain a parameter indicating the notification mode (notification based on location or normal) since in non-proxy mode the call flow is different (sending of SUPL END at the end of the SUPL POS session for normal notification vs. sending of SUPL REPORT for notification based on location) 

Proposed Change: add optional notification mode parameter to PREQ message.
	Status: OPEN


This has resulted in changes to sections 11.2.1 and 13.2.1 to add the new parameter. In ILP, the definition of the notification mode parameter is slightly different from that in ULP. 
In ULP, the notification mode simply indicates whether notification is based on current location. Because it is combined with the notification parameter, it doesn’t need to indicate whether notification is actually required. 
In ILP, to avoid having to add two parameters, the notification mode parameter indicates whether any combination of notification and verification based on current location is required for this session. (From the SPC’s point of view, it makes no difference what combination of notification and verification is required, it just needs to know whether to end the SUPL POS exchange with a SUPL REPORT).

The call flows in 5.2.4, 5.2.5 and 5.2.6 have also been modified to use “notification mode” consistently (instead of “notification-mode”). 

These include the following review comments from the consistency review, as they apply to the previously modified sections:

	E001 
	2007.11.29
	E
	Throughout the document
	Source: Qualcomm

Form:
Comment: reference to timer tables (Appendix C) is missing under most of the call flow diagrams. 

Proposed Change: add missing reference.
	Status: OPEN

	E003
	2007.11.29
	E
	Throughout the document
	Source: Qualcomm

Form:
Comment: note with reference to timer definition (Appendix C) is missing for a number of call flow diagrams. 

Proposed Change: where missing, add note with reference to timer definition table in Appendix C.
	Status: OPEN

	E025
	2007.11.29
	E
	all
	Source: Khiem Tran

Form: doc#0047

Comment: Almost all the callflows have notes referring to section XXX for timer descriptions. This should be Appendix C.

Proposed Change: Change to refer to Appendix C.
	Status: OPEN 

	E013
	2007.11.29
	E
	5.1.4, 5.1.5, 5.1.6, 5.2.4, 5.2.5, 5.2.6
	Source: Qualcomm

Form:
Comment: missing timer ST5 (between SUPL NOTIFY and SUPL NOTIFY RESPONSE in figures 4, 5, 6, 10, 11 and 12. 

Proposed Change: add timer ST5.
	Status: OPEN

	E002 
	2007.11.29
	E
	Throughout the document for Network Initiated scenarios
	Source: Qualcomm

Form:
Comment: SIP Push and UDP/IP are not mentioned as possible SUPL INIT transport in most of the call flow diagrams for Network Initiated scenarios. 

Proposed Change: SIP Push and UDP/IP as SUPL INIT transport for Network Initiated call flows.
	Status: OPEN


2 Impact on Backward Compatibility

There should not be any backwards compatibility issues as this is the first version of ILP to be released.
3 Impact on Other Specifications

This CR has no impact on other specifications.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Adopt changes as outlined below.
6 Detailed Change Proposal

Change 1:  Addition of Notification Mode to PREQ
11.2.1 PREQ
The PREQ message is used by the SLC to request a SUPL session from the SPC.
	Parameter
	Presence
	Values/description

	Approved Positioning Method List
	O
	Defines the list of positioning technologies approved by the SLC, which can be AGPS SET assisted, AGPS SET Based, Autonomous GPS, EOTD, OTDOA, AFLT or Enhanced Cell ID. If this list is not present, the H-SPC SHALL assume all available positioning technologies have been approved by the SLC.

	SET Capabilities
	O
	Defines the capabilities of the SET. This parameter MUST not be used for Immediate Network Initiated scenarios but MUST be used for all other scenarios.

	SLP Mode
	M
	Indicates whether proxy or non-proxy mode is used.

	Location ID
	O
	Defines the cell information of the SET.

	Multiple Location IDs
	O
	This parameter may contain current non-serving cell or current non-serving WLAN AP information for the SET and/or historic serving or non-serving cell or WLAN AP information for the SET.

	Position
	O
	Defines the position estimate for the SET.

	Trigger Parameters
	CV
	This parameter is only required for triggered SUPL sessions and defines the trigger parameters.

	SPC_SET_Key
	O
	This parameter is only required for non-proxy mode for certain scenarios (not all scenarios) and is used for mutual SET - H/V-SPC authentication.

	SPC-TID 
	O
	This parameter defines the transaction ID used for mutual SET - H/V-SPC authentication. It is only used for certain scenarios (not all scenarios).

	SPC_SET_Key_lifetime
	O
	This parameter defines the lifetime of SPC_SET_Key. This parameter is optional. If not present, a default value of 24 hours is assumed. The units are in hours and the range is from 1 to 24 hours.

	QoP
	O
	Desired Quality of Position

	Notification Mode
	O
	This parameter indicates whether any combination of notification or verification based on location is required.. It is only applicable for Non-Proxy mode. If not present, the H-SPC SHALL assume notification or verification based on location is not required.


Table 4: PREQ Message
Change 2:  ASN.1 changes
13.2.1 PREQ

ILP-PREQ DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

EXPORTS PREQ;

IMPORTS LocationId, Position, QoP, SPCSETKey, SPCTID, SPCSETKeylifetime, MultipleLocationIds, PosTechnology, SETCapabilities
          FROM ILP-Components;

PREQ ::= SEQUENCE {

  approvedPosMethods     PosTechnology OPTIONAL,
  sLPMode       SLPMode,

  locationId    LocationId OPTIONAL,
  multipleLocationIds
MultipleLocationIds OPTIONAL,
  position      Position OPTIONAL,

  triggerParams TriggerParams OPTIONAL,

  sPCSETKey     SPCSETKey OPTIONAL,

  sPCTID        SPCTID OPTIONAL,
  sPCSETKeylifetime SPCSETKeylifetime OPTIONAL,
  qoP           QoP OPTIONAL,
  sETCapabilities      SETCapabilities OPTIONAL,
  notificationMode     NotificationMode OPTIONAL,
  ...}
SLPMode ::= ENUMERATED {proxy(0), nonProxy(1)}
TriggerParams ::= SEQUENCE {


triggerType
TriggerType,


periodicTriggerParams
PeriodicTriggerParams
OPTIONAL,

...}

TriggerType ::= ENUMERATED {


periodic(0), areaEvent(1),

...}
PeriodicTriggerParams ::= SEQUENCE{

   numberOfFixes

INTEGER(1.. 8639999),

   intervalBetweenFixes
INTEGER(1.. 8639999),

...}
NotificationMode ::= ENUMERATED {normal(0), basedOnLocation(1), ...}
END

Change 3:  Callflow changes to change notification-mode to NotificationMode
5.2.4 Non-Roaming Successful Case, Notification based on current location
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Figure 10: NW Initiated Non-Roaming Successful Case – Non-Proxy mode
NOTE 1:
See Appendix C for timer descriptions.
A. The SUPL Agent issues an MLP SLIR message to the H-SLC, with which SUPL Agent is associated. The H-SLC shall authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the client-id received. Further, based on the received ms-id the H-SLC shall apply subscriber privacy against the client-id.
If a previously computed position which meets the requested QoP is available at the H-SLC and no notification and verification is required, the H-SLC SHALL directly proceed to step T. If notification and verification or notification only is required, the H-SLC SHALL proceed to step B. 

B. The H-SLC verifies that the target SET is currently not SUPL roaming.
The H-SLC MAY also verify that the target SET supports SUPL.

NOTE 2:
The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL. However, there are various environment dependent mechanisms.

C. The H-SLC requests service from the H-SPC for a SUPL session by sending a PREQ message containing the session-id2 and the QoP. If notification or verification based on current location is required, the H-SLC SHALL include the notification mode parameter. The H-SLC MAY include its approved positioning methods for this session. If the approved positioning methods are not included, the H-SPC SHALL assume that all its available positioning methods have been approved.
D. The H-SPC accepts the service request for a SUPL session from the H-SLC with a PRES message containing the session-id2. The H-SPC MAY include a preferred positioning method in the PRES. The H-SPC MAY include its supported positioning methods in the PRES.

E. The H-SLC initiates the location session with the SET using the SUPL INIT message, which MAY be a WAP PUSH ,SMS Trigger, UDP/IP or SIP Push. The SUPL INIT message contains at least session-id, address of the H-SPC, proxy/non-proxy mode indicator, notification mode indicator and the intended positioning method. The SUPL INIT MAY contain the protection level and the desired QoP. The protection level indicates the level of protection for the SUPL INIT message. If the result of the privacy check in Step A indicates that notification or verification to the target subscriber is needed, the H-SLC shall also include Notification element in the SUPL INIT message.

F. When the SUPL INIT is received by the SET it will either attach itself to Packet Data Network if it is not already attached or establish a circuit switched data connection. If a protection level parameter with value other than no protection was received in SUPL INIT the SET uses the parameter to determine if the SUPL INIT message is authentic. If in step A the H-SLC decided to use a previously computed position, the SUPL INIT message SHALL indicate this in a ‘no position’ posmethod parameter value and the SET SHALL respond with a SUPL END message carrying the results of the verification process (access granted, or access denied). If no explicit verification is required (notification only) the SET SHALL respond with a SUPL END message. The H-SLC SHALL then directly proceed to step T.  
G. The SET uses the address provisioned by the Home Network to establish a secure IP connection to the H-SLC. The SET then checks the proxy/non-proxy mode indicator to determine if the H-SLP uses proxy or non-proxy mode. In this case non-proxy mode is used and the SET SHALL send a SUPL AUTH REQ message to the H-SLC. The SUPL AUTH REQ message SHALL contain session-id and a hash of the received SUPL INIT message (ver).
H. The H-SLC creates SPC_SET_Key and SPC-TID to be used for mutual H-SPC/SET authentication. The H-SLC forwards SPC_SET_Key and SPC-TID to the H-SPC using a PAUTH message which also includes the session id. 

I. The H-SLC returns a SUPL AUTH RESP message to the SET. The SUPL AUTH RESP message SHALL contain the session-id, SPC_SET_Key and SPC-TID.

J. The SET will evaluate the Notification rules and follow the appropriate actions. The SET checks the notification mode indicator to determine whether the notification is performed based on the location of the SET. The SET establishes a secure IP connection to the H-SPC according to the address received in step E. The SET and H-SPC perform mutual authentication and the SET sends a SUPL POS INIT message to start a positioning session with the H-SPC. The SUPL POS INIT message contains at least session-id, SET capabilities and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if these are available and supported by both SET and H-SPC. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT. The SET SHALL also release the IP connection to the H-SLC and release all resources related to this session. If an initial position calculated based on information received in the SUPL POS INIT message is available which meets the requested QoP, the H-SPC MAY directly proceed to step N and no SUPL POS positioning session takes place.

K. If the H-SPC cannot translate the lid received in step J into an initial position, the H-SPC sends a PLREQ message to the H-SLC. The PLREQ message contains the session-id2 and the lid. This step is optional and not required if the H-SPC can perform the translation from lid into an initial position itself.

L. This step is conditional and only occurs if step K was performed. The H-SLC reports the initial position result back to the H-SPC in a PLRES message. PLRES contains the session-id2 and the posresult. If the initial position meets the required QoP, the H-SPC MAY directly proceed to step N and not engage in a SUPL POS session.

M. Based on the SUPL POS INIT message including posmethod(s) supported by the SET the H-SPC SHALL determine the posmethod. If the H-SLC included its approved positioning methods in step C, the H-SPC SHALL only choose an approved method. If required for the posmethod the H-SPC SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the SUPL POS INIT message 
The SET and the H-SPC exchange several successive positioning procedure messages. 
The H-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the H-SPC (SET-Based). 

N. If in step C the H-SLC indicated that notification or verification is required based on the position of the SET, the H-SPC sends the calculated position to the SET in a SUPL REPORT message.

O. The H-SPC sends a PEND message to the H-SLC indicating the end of the SUPL session. The H-SPC SHALL release all resources related to this session

P. If in step E the H-SLC indicated that notification or verification is based on the position of the SET, the SET sends the calculated position to the H-SLC in a SUPL REPORT message.

NOTE 3:
This step is only required if the notification is based on the current location of the SET.

Q. The H-SLC SHALL send an SUPL NOTIFY message. The SUPL NOTIFY message contains Notification element.

NOTE 4:
This step is only required if the notification is based on the current location of the SET.

R. The SET SHALL then send an SUPL NOTIFY RESPONSE message to the H-SLC containing the notification response from the user.
NOTE 5:
This step is only required if the notification is based on the current location of the SET
S. Once the position calculation is complete the H-SLC sends the SUPL END message to the SET informing it that no further positioning procedure will be started and that the SUPL session is finished. The SET SHALL release the secure IP connection to the H-SLC and release all resources related to this session.
T. The H-SLC sends the position estimate back to the SUPL Agent in an MLP SLIA message and H-SLC can release all resources related to this session. The H-SLC SHALL release all resources related to this session.
5.2.5 Roaming Successful Case with V-SLP Positioning, Notification based on current location

SET Roaming where the V-SPC is involved in the positioning calculation.
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Figure 11: NW Initiated Roaming Successful Case – Non-Proxy-mode with V-SPC
NOTE 1:
See Appendix C for timer descriptions.
A. The SUPL Agent issues an MLP SLIR message to the R-SLC, with which SUPL Agent is associated. The R-SLC SHALL authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the client-id received.

B. The R-SLC determines the H-SLC based on the received msid. If the R-SLC determines that the SUPL Agent is not authorized for this request, Step Z will be returned with the applicable MLP return code.

NOTE 2:
The specifics for determining the H-SLC are considered outside scope of SUPL. However, there are various environment dependent mechanisms.

C. The R-SLC then forwards the location request to the H-SLC of the target subscriber, using RLP protocol. If a previously computed position which meets the requested QoP is available at the H-SLC and no notification and verification is required, the H-SLC SHALL directly proceed to step Y. If notification and verification or notification only is required, the H-SLP SHALL proceed to step I after having performed the SET Lookup and Routing Info procedures of step D.

D. Based on the received ms-id the H-SLC SHALL apply subscriber privacy against the client-id. The H-SLC verifies that the target SET is currently SUPL roaming. In addition the H-SLP MAY also verify that the target SET supports SUPL.

NOTE 3:
The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL. However, there are various environment dependent mechanisms.

E. The H-SLC allocates a session-id for the SUPL session and decides that the V-SLP will provide assistance data or perform the position calculation. The H-SLC sends an RLP SSRLIR to the V-SLC to inform the V-SLC that the target SET will initiate a SUPL positioning procedure. Mandatory parameters in SUPL START that are not known to H-SLP (lid and SET capabilities) shall be populated with arbitrary values by H-SLC and be ignored by V-SLC. If the result of the privacy check in Step D indicates that notification and verification is required based on the actual location of the target SET user, the H-SLC will inform the V-SLC accordingly.
F. The V-SLC requests service from the V-SPC for a SUPL session by sending a PREQ message containing the session-id2 and the QoP. If notification or verification based on current location is required, the H-SLC SHALL include the notification mode parameter. The V-SLC MAY include its approved positioning methods for this session. If the approved positioning methods are not included, the V-SPC SHALL assume that all its available positioning methods have been approved.

G. The V-SPC accepts the service request for a SUPL session from the V-SLC with a PRES message containing the session-id2. The V-SPC MAY include a preferred positioning method in the PRES. The V-SPC MAY include its supported positioning methods in the PRES.

H. The V-SLC acknowledges that V-SPC is ready to engage in a SUPL positioning procedure with an RLP SSRLIA back to the H-SLC. The message includes the address of the V-SPC.

I. The H-SLC initiates the location session with the SET using the SUPL INIT message, which could be a WAP PUSH, SMS Trigger, UDP/IP or SIP Push. The SUPL INIT message contains at least session-id, address of the V-SPC, proxy/non-proxy mode indicator, notification mode indicator and the intended positioning method. The SUPL INIT MAY contain the protection level and the desired QoP. The protection level indicates the level of protection for the SUPL INIT message. If the result of the privacy check in Step D indicates that notification or verification to the target subscriber is needed, the H-SLP SHALL also include Notification element in the SUPL INIT message. 

J. When the SUPL INIT is received by the SET it will either attach itself to Packet Data Network if it is not already attached or establish a circuit switched data connection. If a protection level parameter with value other than no protection was received in SUPL INIT the SET uses the parameter to determine if the SUPL INIT message is authentic. If in step C the H-SLP decided to use a previously computed position the SUPL INIT message SHALL indicate this in a ‘no position’ posmethod parameter value and the SET SHALL respond with a SUPL END message to the H-SLP carrying the results of the verification process (access granted, or access denied). If no verification is required (notification only) the SET SHALL respond with a SUPL END message to the H-SLC. The H-SLC SHALL then directly proceed to step Y. 

K. The SET uses the address provisioned by the Home Network to establish a IP connection to the H-SLC. The SET then checks the proxy/non-proxy mode indicator to determine if the H-SLP uses proxy or non-proxy mode. In this case non-proxy mode is used and the SET SHALL send a SUPL AUTH REQ message to the H-SLC. The SUPL AUTH REQ message SHALL contain session-id and a hash of the received SUPL INIT message (ver).

L. The H-SLC creates SPC_SET_Key and SPC-TID to be used for mutual V-SPC/SET authentication. The H-SLC forwards SPC_SET_Key and SPC-TID to the V-SLC through an RLP SSRP message. 

M. The V-SLC forwards SPC_SET_Key and SPC-TID to the V-SPC using the PAUTH message.

N. The H-SLC returns a SUPL AUTH RESP to the SET. The SUPL AUTH RESP message SHALL contain the session-id, SPC_SET_Key and SPC-TID. 

O. The SET will evaluate the Notification rules and follow the appropriate actions. The SET checks the notification mode indicator to determine whether the notification is performed based on the location of the SET. The SET establishes a secure IP connection to the V-SPC according to the address received in step I. The SET and V-SPC perform mutual authentication and  the SET sends a SUPL POS INIT message to start a SUPL positioning session with the V-SPC. The SUPL POS INIT message contains at least session-id, SET capabilities and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if these are available and supported by both SET and V-SPC. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT. The SET SHALL also release the IP connection to the H-SLC. If an initial position calculated based on information received in the SUPL POS INIT message is available which meets the requested QoP, the V-SPC MAY directly proceed to step S and no SUPL POS positioning session takes place.

P. If the V-SPC cannot translate the lid received in step O into an initial position, the V-SPC sends a PLREQ message to the V-SLC. The PLREQ message contains the session-id2 and the lid. This step is optional and not required if the V-SPC can perform the translation from lid into an initial position itself.

Q. This step is conditional and only occurs if step P was performed. The V-SLC reports the initial position result back to the V-SPC in a PLRES message. PLRES contains the session-id2 and the posresult. If the initial position meets the required QoP, the V-SPC MAY directly proceed to step S and not engage in a SUPL POS session.

R. Based on the SUPL POS INIT message including posmethod(s) supported by the SET, the V-SPC SHALL determine the posmethod. If the V-SLC included its approved positioning methods in step F, the V-SPC SHALL only choose an approved method. If required for the posmethod, the V-SPC SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the SUPL POS INIT message.
The SET and the V-SPC exchange several successive positioning procedure messages. The V-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the V-SPC (SET-Based).

S. If in step F the V-SLC indicated that notification or verification is required based on the position of the SET, the V-SPC sends the calculated position to the SET in a SUPL REPORT message.

T. The V-SPC informs the V-SLC using a PEND message that the positioning procedure is completed and returns the position result. The V-SPC SHALL release all resources related to this session.
U. If in step I the H-SLC indicated that notification or verification is based on the position of the SET, the SET sends the calculated position to the H-SLC in a SUPL REPORT message. 

NOTE 4:
This step is only required if the notification is based on the current location of the SET
V. In case notification and verification to the target SET user is needed, the H-SLP SHALL send an SUPL NOTIFY message. The SUPL NOTIFY message contains the Notification element.
NOTE 5:
This step is only required if the notification is based on the current location of the SET.

W. The SET SHALL then send an SUPL NOTIFY RESPONSE message to the H-SLP containing the notification response from the user.
NOTE 6:
This step is only required if the notification is based on the current location of the SET.

X. Once the position calculation is complete the H-SLC sends a SUPL END message to the SET informing it that no further positioning procedure will be started and that the positioning session is finished. The SET SHALL release all resources related to this session.

Y. The H-SLC sends the position estimate back to the R-SLC in an RLP SRLIA message. The H-SLP SHALL release all resources related to this session.

Z. The R-SLC sends the position estimate back to the SUPL Agent in an MLP SLIA message.
5.2.6 Roaming Successful Case with H-SLP Positioning, Notification based on current location

SUPL Roaming where the H-SPC is involved in the positioning calculation.
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Figure 12: NW Initiated Roaming Successful Case – Non-Proxy-mode with H-SPC
NOTE 1:
See Appendix C for timer descriptions.
A. The SUPL Agent issues an MLP SLIR message to the R-SLC, with which SUPL Agent is associated. The R-SLC SHALL authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the client-id received. 

B. The R-SLC determines the H-SLC based on the received msid. If the R-SLC determines that the SUPL Agent is not authorized for this request, Step Y will be returned with the applicable MLP return code.

NOTE 2:
The specifics for determining the H-SLC are considered outside scope of SUPL. However, there are various environment dependent mechanisms.

C. The R-SLC then forwards the location request to the H-SLC of the target subscriber, using RLP protocol. If a previously computed position which meets the requested QoP is available at the H-SLC and no notification and verification is required, the H-SLC SHALL directly proceed to step X. If notification and verification or notification only is required, the H-SLC SHALL proceed to step G after having performed the SET Lookup and Routing Info procedures of step D. 

D. Based on the received ms-id the H-SLC SHALL apply subscriber privacy against the client-id. The H-SLC verifies that the target SET is currently SUPL roaming. In addition the H-SLC MAY also verify that the target SET supports SUPL.

NOTE 3:
The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL. However, there are various environment dependent mechanisms.

E. The H-SLC requests service from the H-SPC for a SUPL session by sending a PREQ message containing the session-id2 and the QoP. If notification or verification based on current location is required, the H-SLC SHALL include the notification mode parameter. The H-SLC MAY include its approved positioning methods for this session. If the approved positioning methods are not included, the H-SPC SHALL assume that all its available positioning methods have been approved.

F. The H-SPC accepts the service request for a SUPL session from the H-SLC with a PRES message containing the session-id2. The H-SPC MAY include a preferred positioning method in the PRES. The H-SPC MAY include its supported positioning methods in the PRES.

G. The H-SLC initiates the location session with the SET using the SUPL INIT message, which could be a WAP PUSH, SMS Trigger, UDP/IP or SIP Push The SUPL INIT message contains at least session-id, address of the H-SPC, proxy/non-proxy mode indicator, notification mode indicator and the intended positioning method. The SUPL INIT MAY contain the protection level and the desired QoP. The protection level indicates the level of protection for the SUPL INIT message. If the result of the privacy check in Step D indicates that notification or verification to the target subscriber is needed, the H-SLC SHALL also include Notification element in the SUPL INIT message. 
If in step C the H-SLC decided to use a previously computed position the SUPL INIT message SHALL indicate this in a ‘no position’ posmethod parameter value and the SET SHALL respond with a SUPL END message to the H-SLC carrying the results of the verification process (access granted, or access denied). If no verification is required (notification only) the SET SHALL respond with a SUPL END message to the H-SLC. The H-SLC SHALL then directly proceed to step X. 

NOTE 4: Before sending the SUPL END message the SET SHALL perform the data connection setup procedure of step H.

H. When the SUPL INIT is received by the SET it will either attach itself to Packet Data Network if it is not already attached or establish a circuit switched data connection. If a protection level parameter with value other than no protection was received in SUPL INIT the SET uses the parameter to determine if the SUPL INIT message is authentic.

I. The SET uses the address provisioned by the Home Network to establish a secure IP connection to the H-SLC. The SET then checks the proxy/non-proxy mode indicator to determine if the H-SLC uses proxy or non-proxy mode. In this case non-proxy mode is used and the SET SHALL send a SUPL AUTH REQ message to the H-SLC. The SUPL AUTH REQ message SHALL contain session-id and a hash of the received SUPL INIT message (ver).

J. The H-SLC creates SPC_SET_Key and SPC-TID to be used for mutual H-SPC/SET authentication. The H-SLC forwards SPC_SET_Key and SPC-TID to the H-SPC using a PAUTH message.

K. The H-SLC returns a SUPL AUTH RESP message to the SET. The SUPL AUTH RESP message SHALL contain the session-id, SPC_SET_Key and SPC-TID.

L. The SET will evaluate the Notification rules and follow the appropriate actions. The SET checks the notification mode indicator to determine whether the notification is performed based on the location of the SET. The SET establishes a secure IP connection to the H-SPC according to the address received in step G. The SET and H-SPC perform mutual authentication and the SET then sends a SUPL POS INIT message to start a positioning session with the H-SPC. The SUPL POS INIT message contains at least session-id, SET capabilities and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY provide NMR specific data for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if these are available and supported by both SET and H-SPC. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT. If an initial position calculated based on information received in the SUPL POS INIT message is available which meets the requested QoP, the H-SPC MAY directly proceed to step R. The SET SHALL also release the IP connection to the H-SLC.

M. The H-SPC sends a PLREQ message to the H-SLC informing it that that the target SET has established the session and including the lid and optionally the NMR specific data for the radio technology being used (e.g., for GSM: TA, RXLEV).

N. The H-SLC sends a RLP SRLIR request to the V-SLC to determine an initial position for further exchange of SUPL POS messages between SET and H-SPC. The RLP request contains at least the msid and the location identifier (lid). Optionally the H-SLC MAY forward NMR provided by the SET to the V-SLC. 

O. The V-SLP returns a RLP SRLIA message. The RLP SRLIA message contains the position result.

P. The H-SLC informs the H-SPC of the initial position in a PLRES message. If the computed position meets the requested QoP, the H-SPC MAY directly move to step R and not engage in a SUPL POS session.

Q. Based on the SUPL POS INIT message including posmethod(s) supported by the SET the H-SPC SHALL determine the posmethod. If the H-SLC included its approved positioning methods in step E, the H-SPC SHALL only choose an approved method. If required for the posmethod the H-SPC SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the SUPL POS INIT message. 
The SET and the H-SPC exchange several successive positioning procedure messages. 
The H-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the H-SPC (SET-Based).

R. If in step E the H-SLC indicated that notification or verification is required based on the position of the SET, the H-SPC sends the calculated position to the SET in a SUPL REPORT message.

S. The H-SPC informs the H-SLC in a PEND message that the positioning procedure is completed and includes the position estimate result. The H-SPC SHALL release all resources related to this session.

T. If in step G the H-SLC indicated that notification or verification is based on the position of the SET, the SET sends the calculated position to the H-SLC in a SUPL REPORT message.

NOTE 5:
This step is only required if the notification is based on the current location of the SET.

U. In case notification and verification to the target SET user is needed, the H-SLC SHALL send an SUPL NOTIFY message. The SUPL NOTIFY message contains Notification element.

NOTE 6:
This step is only required if the notification is based on the current location of the SET.

V. The SET SHALL then send an SUPL NOTIFY RESPONSE message to the H-SLC containing the notification response from the user.
NOTE 7:
This step is only required if the notification is based on the current location of the SET.

W. Once the position calculation is complete the H-SLC sends SUPL END message to the SET informing it that no further positioning procedure will be started and that the positioning session is finished. The SET SHALL release all resources related to this session.

X. The H-SLC sends the position estimate back to the R-SLP in an RLP SRLIA message. The H-SLC SHALL release all resources related to this session.

Y. The R-SLP sends the position estimate back to the SUPL Agent in an MLP SLIA message.
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