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1 Reason for Contribution

Recently the MLS and the SUPL are considered for the service based on location. For example, in case of the mobile adverting or the DCD, the service provider(application server) request the user’s location to the location server using the location protocol such as MLP in order to provide the proper contents to the service user. 
When the service user subscribes the service based on the user’s location(e.g. Mobile Adverting or DCD), the service provider inform the service user that the user’s location will be needed for the service. However if the user’s notification type parameter sets to ‘Notification and Verification’, the service user have to reply to the verification whenever the service provider provides the contents to the service user. It will make the user annoying because the user already agrees to provide the user’s location for the service when the user subscribes the service.  
For the service based on the user’s location, the new notification parameter value or the new subparameter are needed.
2 Summary of Contribution

This input contribution proposes the new parameter value and the subparameter of the notification parameter for the service based on the user’s location.
3 Detailed Proposal

1. Proposed Solution
   In the MLP and the SUPL, there is a parameter to identify the service.

In MLP,
5.3.72 serviceid

	Description:

	Specifies an id that is used by an entity to identify the service or application that is accessing the network.

	Type:
	Element

	Format:
	Char String

	Defined values:
	-

	Default value:
	-

	Example:
	<serviceid>0005</serviceid>

	Note:
	 


   In SUPL,

10.12 Notification
	>ClientName
	O
	The name of the Location Application.

	>ClientNameType
	CV
	Indicates the type of the client name. It is required if ClientName is present. The type of the client name can be one of the following:

· Logical name

· MSISDN

· E-mail address

· URL

· SIP URL

· IMS public identity

· MIN

· MDN


Using the serviceid parameter in MLP, the location server(H-SLP) can confirm the service that requests the location and whether the user provides the user’s location to the service provider without the notification and the verification is needed(for this action the relate parameter may be added in MLP). Thus in case the H-SLP recognizes the target SET user already agrees to provide the location to the service provider and the notification and the verification is not needed for the service, the H-SLP sends the SUPL INIT message including the parameter on that.
The section 1.1 and 1.2 describes the detailed proposed parameter.
1.1 First Proposed Solution
   The First proposed solution is adding a notification type on this issue.
	Parameter
	Presence
	Value/Description

	>Notification type
	M
	Type of notification:

· No notification & no verification

· Notification only

· Notification and verification

· Allowed on no answer (if no answer is received from the SET User, the SET will assume that user consent has been granted and will proceed)

· Denied on no answer (if no answer is received from the SET User, the SET will assume that user consent has been denied and will abort)

· Privacy override (is used for preventing notification and verification without leaving any traces of a performed position fix or position fix attempt in terms of log files etc. on the SET).
· Privacy override for the service(is used for preventing notification and verification when the target SET user have a agreement that the target SET user provides the  location to the service provider for the service based  on location.)

	>Encoding type
	CV
	Encoding type is required when Notification type is set to Notification only or Notification and verification and when RequestorID or ClientName is used.

· ucs2

· gsm-default

· UTF-8

NOTE:
gsm-default refers to the 7-bit default alphabet and the SMS packing specified in [3GPP 23.038].

	>RequestorID
	O
	Identity of the Requestor

	>RequestorType
	CV
	Indicates the RequestorID type. It is required if RequestorID is present. The RequestorID type can be one of the following:

· Logical name

· MSISDN

· E-mail address

· URL

· SIP URL

· IMS public identity

· MIN

· MDN

	>ClientName
	CV
	The name of the Application.
In case that the Notification type is set to ‘Privacy Override for the service’, this parameter must be required.


1.2 Second Proposed Solution
   The second proposed solution is adding a new subparameter in the notification parameter.
	Parameter
	Presence
	Value/Description

	>ClientName
	CV
	The name of the Application.
In case that the Notification Override parameter is set, this parameter must be required.

	>ClientNameType
	CV
	Indicates the type of the client name. It is required if ClientName is present. The type of the client name can be one of the following:

· Logical name

· MSISDN

· E-mail address

· URL

· SIP URL

· IMS public identity

· MIN

· MDN

	>Notification Override
	CV
	Indicate whether notification and verification is prevented for the service.
In case the target SET user have a agreement that the target SET user provides the user’s location to the service provider for the service based on location, this parameter must be set.


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

This document is for discussion and adoption in the SUPL 2.0.
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