Doc# OMA-LOC-2008-0372-CR_LOCSIP_1_0_AD_GPM_addition.doc[image: image4.jpg]"sOMaQa

Open Mobile Alliance




Change Request

Doc# OMA-LOC-2008-0372-CR_LOCSIP_1_0_AD_GPM_addition.doc
Change Request



Change Request

	Title:
	GPM in LOCSIP
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	LOC

	Doc to Change:
	OMA-AD-LOCSIP-V1_0-20080521-D

	Submission Date:
	24 jun 2008

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Nicolas Bellardie, Orange SA, nicolas.bellardie@orange-ftgroup.com

	Replaces:
	n/a


1 Reason for Change

There is no current solution for privacy in LOCSIP. XDM-based privacy requires some work with PAG that may also be done with GPM.
2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Accept the proposed architecture.
6 Detailed Change Proposal

Change 1:  Add the reference to GPM AD
2.1 Normative References

	[OSE]
	“OMA Service Environment”, Open Mobile Alliance™,
URL:http://www.openmobilealliance.org/

	[CHG_AD]
	“Charging Architecture”, Version 1.0, Open Mobile Alliance(, OMA-AD-Charging-V1_0, URL: http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997,
URL:http://www.ietf.org/rfc/rfc2119.txt 

	[RFC4119]
	“A Presence-based GEOPRIV Location Object Format”, SJ. Peterson, December 2005,
URL:http://www.ietf.org/rfc/rfc4119.txt 
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	“A Presence Event Package for the Session Initiation Protocol (SIP)”, J.Rosenberg, Aug. 2004,  http://www.ietf.org/rfc/rfc3856.txt

	[LOCSIP-RD]
	“Location in SIP/IP core Requirements”, Open Mobile Alliance™, OMA-RD-LOCSIP-V1_0,
URL:http://www.openmobilealliance.org/ 


	[RFC3265]
	“Session Initiation Protocol (SIP)-Specific Event Notification”, A.B. Roach, June 2002, RFC 3265,
URL: http://www.ietf.org/rfc/rfc3265.txt

	[RFC4662]
	“A Session Initiation Protocol (SIP) Event Notification Extension for Resource Lists”, A. B. Roach et al, August 2006, RFC 4662,
URL: http://www.ietf.org/rfc/rfc4662.txt

	[IMSARCH]
	IMS in OMA Architecture Document: Open Mobile Alliance™,  OMA-AD-IMS-V1_0,

URL:http://www.openmobilealliance.org/

	[OMA XDMAD]
	“OMA XML Document Management (XDM) Architecture, V2.0”,OMA-AD-XDM-V2_0, Open Mobile Alliance™,
URL: http://www.openmobilealliance.org/

	[URILISTSUB]
	“Subscriptions to Request-Contained Resource Lists in the Session Initiation Protocol (SIP)”, G. Camarillo, A. Roach, O. Levin, November 2007,
URL: http://www.ietf.org/internet-drafts/draft-ietf-sip-uri-list-subscribe-02.txt
Note: IETF Draft work in progress

	[3GPP TS 23.002]
	“Network Architecture”, 3GPP TS 23.002

http://www.3gpp.org/ftp/specs/html-info/23002.htm

	[3GPP TS 23.228]
	“IP Multimedia Subsystem (IMS); Stage 2”, 3GPP TS 23.228,
URL: http://www.3gpp.org/ftp/Specs/archive/23_series/23.228/

	[3GPP TS 33.203]
	”Access Security for IP-based Services”, 3GPP TS 33.203

http://www.3gpp.org/ftp/specs/html-info/33203.htm

	[3GPP2 S.R0086-A]
	”IMS Security Framework”, Revision A, Version 1.0

http://www.3gpp2.org/public_html/specs/tsgs.cfm

	[3GPP2 X.S0013-002-B]
	“All-IP Core Network Multimedia Domain: IP Multimedia Subsystem - Stage 2”, Revision B, Version 1.0, 3GPP2,
URL: http://www.3gpp2.org/Public_html/specs/index.cfm

	[OMA GPMAD]
	"Global Permissions Management Architecture", OMA-AD-GPM-V1_0, Open Mobile Alliance™,
URL:http://www.openmobilealliance.org/


Change 2:  Add GPM to the diagram
5. Architectural Model

5.1 Dependencies

LOCSIP depends on:

· OMA XML Document Management (XDM) Architecture [OMA XDMAD]
· IMS in OMA Architecture [IMSARCH]
· Session Initiation Protocol (SIP)-Specific Event Notification [RFC3265]
· A Session Initiation Protocol (SIP) Event Notification Extension for Resource Lists [RFC4662]
· Subscriptions to Request-Contained Resource Lists in the Session Initiation Protocol (SIP) [URILISTSUB]
· IP Multimedia Subsystem (IMS); Stage 2  [3GPP TS 23.228]
· All-IP Core Network Multimedia Domain: IP Multimedia Subsystem - Stage 2 [3GPP2 X.S0013-002-B]
· OMA Global Permission Management (GPM) Architecture [OAM GPMAD]
5.2 Architectural Diagram

Figure 1 illustrates the OMA LOCSIP architecture.
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Figure 1: LOCSIP Architectural Model

Elements shown in bold are defined in this architecture document.  The remaining elements are shown with dashed boxes and are external to this specification.

The reference points shown here in bold are those that are specified in the LOCSIP Enabler.  Other relevant reference points (XDM-1, XDM-2, XDM-3, XDM-4, GPM-1) are shown with dashed lines and are specified in the XDM Enabler [OMA XDMAD].
Change 3:  Add external entity
5.3.2 External Entities Providing Services to LOCSIP

5.3.2.5 Global Permission Management (GPM)
The GPM is defined in [OMA GPMAD] and provides the following functions:

· Evaluate and process permissions rules
· Return to the LOCSIP a decision on the release of location information
Note: the permissions rules are stored on the Shared Policy XDMS. How GPM obtains the permissions rules is out of scope of this specification.
Change 4:  Add flow with GPM authorization check
5.5 Flows
5.5.2 Authorization using GPM
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Figure 2 - Flow for permissions checking with GPM

1.
A Location Client that wants to retrieve the location information of a target, sends a SUBSCRIBE request which contains the SIP URI of the target, the duration of the subscription and the feature tag for location service. The SUBSCRIBE request may include the required QoS parameters and filter criteria's for when notifications shall be sent.
2. The SIP/IP Core routes the SUBSCRIBE request to the correct Location Server, based on the address of the target and the feature tag for location service.
3. The Location Server sends an authorization request to the GPM. This request may include parameters such as the identity of the requester, the required QoS, etc.

4. The GPM performs the authorization checks by internal means that are out of scope of this document.

5. The GPM returns an authorization response to the Location Server. The response may contain indications pertaining to what kind of location information the Location server may return to the Location Client.

6. Once authorisation checks are passed, the Location Server issues a SIP 200 OK to the SIP/IP Core.
7. The SIP/IP Core network of the Location Server forwards the response to the SIP/IP Core network of the Location Client.
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