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1 Reason for Change

After the discussion from the October 1st CC meeting, we propose to reuse the already defined Watcher Agent instead of defining a Requesting Location Server:
	A054
	2008.08.08
	T
	General
	Source: Samsung

Form: OMA-ARC-2008-0167

Comment: The service request from LOCSIP client needs to be authorized in the home domain of the requesting client, which is not possible with the current LOCSIP flow. (In case of Presence v2.0, the same service authorization is performed by the Watcher Agent which is the server entity in the requesting Watcher’s domain)
Proposed Change: add a Server entity that controls the service request from the LOCSIP client


The CR changes the message flow to align the LOCSIP Requesting Location Server with existing OMA Presence SIMPLE Watcher Agent and the less discrepant handling to SIP/IP Core in the Location Client home network.
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the proposed CR.

6 Detailed Change Proposal

Change 1:  Add Reference to section 2.1 Normative Reference

	[OMA PRSAD]
	“Presence SIMPLE Architecture”, Version 2.0, Open Mobile Alliance(, OMA-AD-Presence_ SIMPLE-V2_0, URL: http://www.openmobilealliance.org/


Change 2:  introduce Watcher Agent to the Architecture Diagram
2.1 Architectural Diagram

Figure 1 illustrates the OMA LOCSIP architecture.
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Figure 1: LOCSIP Architectural Model

The GPM element is optional in the LOCSIP 1.0 architecture.
Change 3:  Correction to the definition 

5.3.3.4 Watcher Agent

· 
· 
Watcher Agent functionality is specified in the [OMA PRSAD]. The Watcher Agent is located in the domain of the Location Client and controls its LOCSIP service use. 
Editor’s Note: Other functionalities of the Watcher Agent defined in [OMA PRSAD] are for further study.
· 
· 

Change 4:  Modification to LS-8

5.3.3.4 Reference point LS-8
The LS-8 reference point supports the communication between the SIP/IP Core network and the Watcher Agent.  The protocol for the LS-8 reference point is SIP.
The LS-8 reference point provides the following functions:

· Receiving subscriptions to Location Information;

· Authorizing and controlling the Location Client's access to the LOCSIP Service;
· 
Editor’s Note: Other functionalities of the Watcher Agent defined in [OMA PRSAD] are for further study.
Change 5:  Correction to the flow 

5.4.1.1 Subscribing to Location Notification of a Single Target
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Figure 2
 shows the flow when a LOCSIP Location Client subscribes to the location information of the Target. 

Figure 2: Subscribing to Location Notification of Single Target
1. A Location Client that wants to retrieve the location information of a Target, sends a SIP SUBSCRIBE request which contains the SIP URI of the Target, the duration of the subscription and the feature tag for location service.  The duration of the subscription should be set to zero if it’s a one-time request instead of persistent subscription.  The SIP SUBSCRIBE request may include triggers for when notifications are to be sent.

2. The SIP/IP Core of the Location Client routes the request to the Watcher Agent.
3. The Watcher Agent authorizes the Location Client’s service use. 
4. In case of successful authorization the Watcher Agent forwards the SIP SUBSCRIBE to the SIP/IP Core network of the Location Client.

5. 

6. 
7. 
8. 
9. 
10. 
11. The SIP/IP Core network of the Location Client resolves the address of the Target and routes the request to the SIP/IP Core network of the Location Server.
12. The SIP/IP Core network routes the SIP SUBSCRIBE request to the correct Location Server, based on the address of the Target and the feature tag for location service.

13. The Location Server performs the necessary authorisation checks on the originator to ensure it is allowed to request the location information of the Target. 
14. Once authorisation checks are fully passed, the Location Server issues a SIP 200 OK to the SIP/IP Core network. 
15. The SIP/IP Core network of the Location Server forwards the response to the SIP/IP Core network of the Location Client.
16. The SIP/IP Core network of the Location Client forwards the response to the Watcher Agent.

17. The Watcher Agent forwards the response to the SIP/IP Core network of the Location Client.
18. The SIP/IP Core network forwards the response to the Location Client.

19. As soon as the Location Server sends a SIP 200 OK response to accept the subscription, it sends a SIP NOTIFY request as mandated by [RFC3265]. If the Location Information is not available or if the request is not yet authorized, it sends a SIP NOTIFY request with an empty or neutral body. 

20. The SIP/IP Core network of the Location Server forwards the SIP NOTIFY request to the SIP/IP Core network of the Location Client. 
21. The SIP/IP Core network of the Location Client forwards the SIP NOTIFY request to the Location Client.

22. The Location Client acknowledges the receipt of the SIP NOTIFY request with a SIP 200 OK response.
23.  The SIP/IP Core network of the Location Client forwards the SIP 200 OK response to the SIP/IP Core network of the Location Server. 
24. The SIP/IP Core network of the Location Server forwards the SIP 200 OK response to Location Server.
25. The Location Server retrieves needed location information. The Location Server then determines that a notification is to be sent. The determination is based on the Location Client provided triggers and available location information. 
26. The Location Server enforces location policy.  It may perform the appropriate actions and/or transformations before delivering the location information to the Location Client.
27. The Location Server sends a SIP NOTIFY request to the SIP/IP Core network of the Location Server. The SIP NOTIFY request contains location estimate and possibly an indication of subscription termination if it is the last notification.  The SIP NOTIFY request may also contain QoS information and/or some location policies applicable to the Location Client. The SIP/IP Core network of the Location Server forwards the SIP NOTIFY request to the SIP/IP Core network of the Location Client
NOTE: If the positioning attempt fails or is rejected due to privacy control, the SIP NOTIFY request includes proper failure reason and the indication of subscription termination.


The SIP/IP Core network of the Location Client forwards the SIP NOTIFY request to the 
28. 
29. Location Client.
30. 
31. 
32. The Location Client acknowledges the receipt of the SIP NOTIFY request with a SIP 200 OK response. 

33. The SIP/IP Core network of the Location Client forwards the SIP 200 OK response to the SIP/IP Core network of the Location Server. 
34. The SIP/IP Core network of the Location Server forwards the SIP 200 OK response to the Location Server.
NOTE: Steps 21 to 26 may be repeated during the subscription period whenever the location filter condition is fulfilled.
NOTE: For the remaining flows illustrated in this document, the Location Client and Location Server are assumed to be associated with the same SIP/IP Core network. Thus, only a single SIP/IP Core network is shown in the remaining figures.
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