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1. Overall Description:

SA3 thanks SA2 for their LS on SUPL authentication. SA3 has reviewed the list of possible options to correlate a UE IP address with its IMSI or MSISDN. All methods proposed by SA2 are suitable for this purpose and SA3 has no preference on any of them.
SA3 would like to note that UE “authentication” based on IP address has some limitations which are pointed out in 33.203 Annex T on GIBA. Its use is not recommended when secure authentication methods are available. Reliability of source IP addresses is based on tight control of access and transport networks from end to end. Moreover, GIBA IP address binding is currently only specified for UTRAN and GERAN access networks. Implementing IP address binding for EPS would require additional work.  SA3 recommends to use secure authentication methods such as methods based on GBA according to TS 33.220.
2. Actions:

ACTION: 
none
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