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	Source:
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1 Reason for Change

This Input Contribution proposes corrections for comments C066.
	C066
	2011.07.2x
	T
	5.1.2 & more 
	Source: Ericsson

Form: INP doc #0035

Comment: Establishment of connection to SLP (step B) uses non-normative wording and is different to legacy flows in SUPL 2.0 and to NI flows in SUPL 3.0.  Current text does thus not mandate allowed address and TLS. 

Proposed Change:  Make CR to align with legacy format.
	Status: OPEN 


2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to this CR and apply the proposed changes to SUPL 3.0 TS ULP.
6 Detailed Change Proposal

Change 1:  Dummy headings included to retain section numbering 
1. ----
2. ----

3. ----

4. ----

Change 2:  Actual changes starts
5. Message Flows

Unchanged text omitted

5.1 Immediate Services

5.1.1 Network Initiated

Unchanged text omitted

5.1.2 SET Initiated

For SET Initiated services, the SUPL Agent resides within the SET.

Before sending any ULP messages, the SET SHALL establish a secure connection (i.e., TLS connection) with the SLP. This can be achieved by establishing a new TLS connection, resuming a suspended TLS connection or reusing an existing TLS connection. Details of the TLS session (establishment, termination, etc.) are not shown in this section.
5.1.2.1 Single Fix – Non Roaming


[image: image1.emf]D/H-SLP

SUPL Agent/

Target SET

SUPL START(sETCapabilities, qoP)

A

B

C

D

SUPL END(position)

SUPL POS INIT (sETCapabilities,SUPL POS (LPP/

LPPe/TIA-801))

UT1

UT2

UT3

Data Connection 

Setup

SUPL POS (LPP/LPPe/TIA-801)

E

F

SUPL RESPONSE(posMethod, sLPCapabilities)

ST1


Figure 1: SET Initiated Non-Roaming

A. The SET receives a position request from a SUPL Agent (e.g., an application) on the SET. The SET takes appropriate action to establish a secure TLS connection to the D/H-SLP.

B. The SET SHALL use either the default address provisioned by the Home Network for an H-SLP or the address provided or verified by the H-SLP or by a Proxy D-SLP authorized by the H-SLP for a D-SLP to establish a secure TLS connection to the D/H-SLP and send a SUPL START message to start a positioning session with the D/H-SLP. The SUPL START message contains the SET capabilities (sETCapabilities) and optionally the desired QoP.
If a previously computed position which meets the requested QoP is available at the D/H-SLP, the D/H-SLP SHALL directly proceed to step F and send a SUPL END message to the SET including the position result (position).

C. The D/H-SLP sends a SUPL RESPONSE message to the SET. The SUPL RESPONSE contains the intended positioning method (posMethod) and the SLP Capabilities (sLPCapabilities).

D. The SET sends a SUPL POS INIT message to the D/H-SLP. The SET SHALL send the SUPL POS INIT message even if the SET does not support the intended positioning method indicated in SUPL RESPONSE. The SUPL POS INIT message contains the SET capabilities (sETCapabilities) and optionally a SUPL POS message carrying LPP/LPPe and/or TIA-801 positioning protocol messages in line with the D/H-SLP’s positioning protocol capabilities (indicated in step C in sLPCapabilities). The SET MAY also provide its position, if this is supported (as part of LPP/LPPe/TIA-801 or explicitly through the optional position parameter). If a position retrieved in - or calculated based on information received in - the SUPL POS INIT message is available that meets the required QoP, the D/H-SLP MAY directly proceed to step F and not engage in a SUPL POS session.

E. SET and D/H-SLP engage in a SUPL POS message exchange to calculate a position. The positioning methods used for this session are determined based on the capabilities exchanged by the SET and the D/H-SLP during the SUPL POS message exchange or optionally in step D. The D/H-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the D/H-SLP (SET-Based).

F. Once the position calculation is complete, the D/H-SLP sends a SUPL END message to the SET indicating that the location session has ended. If required, the D/H-SLP MAY also send the position result (position) in SUPL END. The SET SHALL release the TLS connection to the D/H-SLP and release all resources related to this session. The D/H-SLP SHALL release all resources related to this session. 
5.1.2.2 Single Fix – Roaming

Unchanged text omitted
5.1.2.3 Single Fix – 3rd Party Location Request
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Figure 2: Single Fix - 3rd Party Location Request
A. SET1 receives a request for position of Target SET2 from a SUPL Agent (e.g., an application) on SET1. SET1 takes appropriate action to establish a secure TLS connection to the D/H-SLP.

B. SET1 SHALL use either the default address provisioned by the Home Network for an H-SLP or the address provided or verified by the H-SLP or by a Proxy D-SLP authorized by the H-SLP for a D-SLP to establish a secure TLS connection to the D/H-SLP1 and send a SUPL SET INIT message to start a positioning session of the Target SET2. The SUPL SET INIT message contains an Identity of the Target SET2 (targetSETId) that will be used by the D/H-SLP1 to identify either the home network (H-SLP2) or a current D-SLP (D-SLP2) of the Target SET2. It MAY also contain the desired QoP. Note that SET1 may use either its H-SLP (H-SLP1) or a currently authorized D-SLP (D-SLP1) to request the location of Target SET2. Likewise, D/H-SLP1 may use either the H-SLP (H-SLP2) or a currently authorized D-SLP (D-SLP2) of Target SET2 to obtain the location of Target SET2. For example, a D-SLP could be used in both cases if the same D-SLP serves both SETs.
C. The D/H-SLP1 determines the location of the Target SET2. This may involve the use of other SLPs. The MLS enabler, LOCSIP enabler and SUPL procedures for Network Initiated queries may be used. 
D. The D/H-SLP1 sends a SUPL END message containing the position estimate of the Target SET2 to the SET1. The SET1 sends the position estimate back to the SUPL Agent. The SET1 SHALL release the TLS connection to the D/H-SLP1 and release all resources related to this session. The D/H-SLP1 SHALL releases all resources related to this session.
NOTE: SET1 and D/H-SLP1 MUST NOT release the secure TLS connection between steps B and D.
5.1.2.4 Single Fix – 3rd Party Relative Location Request
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Figure 3: Single Fix - 3rd Party Relative Location Request
A. SET1 receives a request for a relative position of Target SET2 from a SUPL Agent (e.g., an application) on SET1. The SET1 takes appropriate action to establish a secure TLS connection to the D/H-SLP1.

B. SET1 SHALL use either the default address provisioned by the Home Network for an H-SLP or the address provided or verified by the H-SLP or by a Proxy D-SLP authorized by the H-SLP for a D-SLP to establish a secure TLS connection to the D/H-SLP1 and send a SUPL SET INIT message to start a relative positioning session of the Target SET2. The SUPL SET INIT message contains the identity of Target SET2 (targetSETId) and the result type (resultType). The identity of Target SET2 (targetSETId) is used by the D/H-SLP1 to identify either the home network (H-SLP2) or a current D-SLP (D-SLP2) of the Target SET2. The result type (resultType) indicates that the relative position of SET1 and target SET2 is to be calculated. It MAY also contain the desired QoP. Note that SET1 may use either its H-SLP (H-SLP1) or a currently authorized D-SLP (D-SLP1) to request the relative location of Target SET2. Likewise, D/H-SLP1 may use either the H-SLP (H-SLP2) or a currently authorized D-SLP (D-SLP2) of Target SET2 to obtain the location of Target SET2. 
C. The D/H-SLP1 determines the relative location of SET1 and Target SET2. This may involve the use of other SLPs. The MLS enabler, LOCSIP enabler and SUPL procedures may be used for acquiring positions of SET1 and Target SET2. 
D. The D/H-SLP1 sends the SUPL END message containing the relative position of Target SET2 and SET1. SET1 SHALL release the TLS connection to the D/H-SLP1 and release all resources related to this session. The D/H-SLP1 SHALL release all resources related to this session.
NOTE: SET1 and D/H-SLP1 MUST NOT release the secure TLS connection between steps B and D.
5.1.2.5 Single Fix with Transfer to 3rd Party
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Figure 4: Single Fix with Transfer to 3rd Party
A. The SUPL Agent on the SET receives a position request with transfer to 3rd party from an application running on the SET. The SET takes appropriate action to establish a secure TLS connection to the D/H-SLP.

B. The SET SHALL use either the default address provisioned by the Home Network for an H-SLP or the address provided or verified by the H-SLP or by a Proxy D-SLP authorized by the H-SLP for a D-SLP to establish a secure TLS connection to the D/H-SLP and send a SUPL START message to start a positioning session with the D/H-SLP. The SUPL START message contains the SET capabilities (sETCapabilities), identity of 3rd party (thirdParty) and optionally the desired QoP.
C. The D/H-SLP and Target SET performs the remaining procedures to determine the location of the Target SET, i.e. step C to step F described in the section 5.1.2.1 are performed.
D. The D/H-SLP transfers the position result to the 3rd party and releases all resources related to the session.
5.1.2.6 Location URI Request
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Figure 5: SET Initiated Location URI Request

A. The SET receives a request for a Location URI from a SUPL Agent (e.g., an application) on the SET. The SET takes appropriate action to establish a secure TLS connection to the D/H-SLP in the case of a normal SUPL Agent or to an E-SLP in the case of a SUPL Agent known to support only emergency services.

B. The SET SHALL use the default address provisioned by the Home Network for an H-SLP or the address provided or verified by the H-SLP or a Proxy D-SLP for a D-SLP or E-SLP to establish a secure TLS connection to the D/E/H-SLP and send a SUPL START message to start a positioning session with the D/E/H-SLP. The SUPL START message contains the SET capabilities (sETCapabilities) and a location URI Request (locationURIRequest). For a request to an E-SLP, the SUPL START message also contains the Emergency Services Indication (emergencyServicesIndication).

C. The D/E/H-SLP sends a SUPL END message to the SET indicating that the location session has ended and includes a Location URI Set (locationURISet) if the SET is authorized to receive this. The SET SHALL release the TLS connection to the D/E/H-SLP and release all resources related to this session. The D/E/H-SLP SHALL release all resources related to this session
5.1.2.7 D-SLP and E-SLP Authorization by the H-SLP
This procedure may be invoked by a SET to obtain authorization from the H-SLP for D-SLPs and/or E-SLPs discovered by the SET in the SET’s local serving area and/or to receive addresses of other authorized D-SLPs and/or E-SLPs from the H-SLP for the SET’s local serving area. Note that there may be an arrangement between the provider of an H-SLP and the provider of a D-SLP or E-SLP to avoid service overload to the D/E-SLP. The arrangement may limit the number of SETs for which the D/E-SLP can be simultaneously authorized. Such an arrangement and the manner of its support (e.g. realtime versus non-realtime) are outside the scope of this specification.
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Figure 6: D-SLP and E-SLP Authorization by the H-SLP
A. The SET invokes the procedure to obtain the addresses of up to 10 authorized D-SLPs and/or up to 10 authorized E-SLPs from the H-SLP in the local serving area. The procedure may be invoked under any of the following conditions once any minimum retry period for any previous invocation of this procedure has expired:

a. The SET discovers a D-SLP or E-SLP address for the local area that it would like to have authorized. Note that discovery of a D-SLP or E-SLP address is outside the scope of SUPL

b. In the case of D-SLP authorization, the SET is unable to obtain adequate positioning service from the H-SLP and either has no currently authorized D-SLPs or has currently authorized D-SLPs, access to which is forbidden due to geographic area or access network restrictions. Note that a D-SLP remains authorized until the associated service duration has expired.

c. In the case of E-SLP authorization, the SET is accessing a network that is not the home network, needs access to an E-SLP and either has no currently authorized E-SLPs or has currently authorized E-SLPs, access to which is forbidden due to geographic area or access network restrictions. Note that an E-SLP remains authorized until the associated service duration has expired.

The SET takes appropriate action to establish a secure TLS connection to the H-SLP.

B. The SUPL Agent on the SET SHALL use the default address provisioned by the Home Network to establish a secure TLS connection to the H-SLP and send a SUPL START message to start a positioning session with the H-SLP. The SUPL START message contains the SET capabilities (sETCapabilities). The SUPL START message also contains an SLP Query parameter (slpQuery) indicating whether the SET requests D-SLP and/or E-SLP addresses. For a D-SLP request, the SET SHALL include a list of any D-SLP addresses currently authorized by the H-SLP and may include a list of preferred D-SLP addresses (e.g. discovered D-SLP addresses) and/or a list of not preferred D-SLP addresses (e.g. D-SLPs the SET could not previously obtain service from). An address on the first list may appear on the second or third list (but not on both). For an E-SLP request, the SET may include three lists of E-SLP addresses corresponding exactly to those for a D-SLP request. In the case of a request for a D-SLP address, the SET may also provide the QoP desired from the D-SLP. The SET also includes the identity of the serving access network and its current position estimate if either is available.

C. The H-SLP proceeds to step F if it does not need to obtain the position of the SET or verify any position provided in step B. Otherwise, the H-SLP sends a SUPL RESPONSE message to the SET. The SUPL RESPONSE message contains the intended positioning method (posMethod) and the SLP Capabilities (sLPCapabilities).

D. The SET sends a SUPL POS INIT message to the H-SLP. The SET SHALL send the SUPL POS INIT message even if the SET does not support the intended positioning method indicated in SUPL RESPONSE. The SUPL POS INIT message contains the SET capabilities (sETCapabilities) and optionally a SUPL POS message carrying LPP and/or TIA-801 positioning protocol messages in line with the H-SLP’s positioning protocol capabilities (indicated in step C in sLPCapabilities). The SET MAY also provide its position, if this is supported (as part of LPP/LPPe/TIA-801 or explicitly through the optional position parameter). If a position retrieved in - or calculated based on information received in - the SUPL POS INIT message is available that meets the required QoP, the D/H-SLP MAY directly proceed to step F and not engage in a SUPL POS session.

E. SET and H-SLP engage in a SUPL POS message exchange to calculate a position. The positioning methods used for this session are determined based on the capabilities exchanged by the SET and the H-SLP during the SUPL POS message exchange or optionally in step D. The H-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the H-SLP (SET-Based).

F. Once any position calculation is complete, the H-SLP determines a new set of authorized D-SLP addresses if D-SLP addresses were requested and/or a new set of authorized E-SLP addresses if E-SLP addresses were requested. If the SET requested a D-SLP address and provided a QoP associated with this request in step B, the H-SLP need not provide any D-SLP addresses if the H-SLP itself can support the QoP at the SET's current location. The H-SLP sends a SUPL END message to the SET with an SLP Authorization parameter (slpAuthorization) containing a list of authorized D-SLP addresses if D-SLP addresses were requested and/or a list of authorized E-SLP addresses if E-SLP addresses were requested. The addresses in each list are included in priority order, highest priority first, and replace any previous list of authorized D-SLPs or E-SLPs that the SET may have received previously from the H-SLP. The lack of such a list or a list containing no addresses for a particular requested SLP type means that no addresses for this requested SLP type were authorized and the SET needs to remove any SLPs of this type previously authorized by the H-SLP. Note that when a previous authorization for a Proxy D-SLP or Proxy E-SLP is removed, any authorizations for D-SLPs or E-SLPs received from the Proxy D-SLP or Proxy E-SLP are also removed. For each provided D-SLP or E-SLP address, the H-SLP may include the service duration for which the SLP address shall be considered valid, the service area within which the SLP may be accessed, a list of serving access networks from which the SLP may be accessed and a combination type that defines how the service area and access network restrictions are to be combined. In the case of an authorized D-SLP address, the H-SLP may also provide a list of services that the SET is permitted to engage in with this D-SLP and may provide a preference for accessing a D-SLP versus accessing the H-SLP for any SET initiated location request. The H-SLP may also indicate if a D-SLP or E-SLP is a Proxy D-SLP or Proxy E-SLP, respectively, that is allowed to act as a proxy for the H-SLP and provide local D-SLP or E-SLP addresses, respectively, itself to the SET as described in the procedure for Figure 7. When D-SLP addresses are authorized by the H-SLP that are allowed to provide Network Initiated services, the H-SLP may indicate whether it wishes to receive a notification from the SET whenever the SET changes access to a D-SLP that can provide Network Initiated services. The H-SLP can also indicate whether it wishes to receive such notifications for SET access to D-SLPs authorized by a Proxy D-SLP. Whether or not the H-SLP is able to return any authorized D-SLP and/or E-SLP addresses, the H-SLP may return a minimum retry period for repeating the D-SLP and E-SLP Authorization procedure. The absence of a minimum retry period is treated the same as a zero retry period. The H-SLP may also provide any position estimate computed in step E. The SET SHALL release the TLS connection to the H-SLP and release all resources related to this session. The H-SLP SHALL release all resources related to this session. 
G. The SET may subsequently access for SET initiated location services any E-SLP or D-SLP authorized by the H-SLP in step F according to the following rules:
a. D-SLPs and E-SLPs shall be accessed in priority order – where a lower priority address is accessed only when all higher priority addresses are precluded by some other condition or cannot provide service.
b. A D-SLP or E-SLP may only be accessed so long as any service duration for the D-SLP or E-SLP has not expired.

NOTE: a SET SHALL terminate any session in progress with a D-SLP or E-SLP when the service duration expires unless regulatory requirements in the case of an E-SLP require otherwise. In order to avoid loss of service, it is recommended that a SET request reauthorization from the H-SLP of a D/E-SLP that is currently being used some time (e.g. 5 to 10 minutes) before the service duration expires.
c. A D-SLP or E-SLP may only be accessed if the SET satisfies any provided service area and access network restrictions. If the combination type is “AND”, the SET must be within the service area and using an access network provided for the D/E-SLP. If the combination type is “OR”, the SET must be within the service area or using an access network provided for the D/E-SLP. If the combination type is “Conditional OR”, the SET must be within the service area or if the SET cannot deteremine whether it is within the service area then the SET must be using an access network provided for the D/E-SLP.
NOTE: A SET should use its most recent location estimate (current or previous) to determine any service area condition. The determination may be probabilistic (i.e. determining location within the service area with some probability). Before the conditions for accessing a D/E-SLP are fulfilled, the SET should not access the D/E-SLP to help verify a service area condition. After the access conditions are fulfilled, the SET should periodically re-verify them. If re-verification fails i.e., if the SET is no longer within the service area, the SET should cease access and terminate any ongoing sessions. Exact details of how these requirements are supported are implementation dependent.
d. In the case of D-SLP access, a SET may only request an authorized service. This condition can be ignored when the H-SLP did not provide a list of authorized services.
e. In the case of D-SLP access, the SET shall follow any preference provided for H-SLP access. If H-SLP access is indicated as “not allowed”, the SET shall not access the H-SLP (and thus must access a D-SLP) whenever the conditions for accessing at least one D-SLP are fulfilled. If H-SLP access is indicated as “not preferred”, the SET shall only access the H-SLP if no D-SLP could provide the service. If H-SLP access is indicated as “preferred”, the SET shall only access a D-SLP after attempting (and failing) to obtain service from the H-SLP. If no preference is provided, the SET may decide its own preference for accessing a D-SLP versus the H-SLP.
For an Network Initiated service request from an authorized D-SLP, the SET may ignore the above restrictions as long as the D-SLP was authorized to support the particular Network Initiated service requested. For an Network Initiated service request from an E-SLP, whether authorized or not, the SET should first follow any local regulations regarding support. A D-SLP or E-SLP authorization is considered to terminate once any service duration has expired. The SET may then remove any internal data associated with this D-SLP or E-SLP. Authorizations are also considered to expire for any D-SLPs or E-SLPs authorized by a Proxy D-SLP or Proxy E-SLP whose service duration has expired.
5.1.2.8 D-SLP or E-SLP Authorization by a Proxy D-SLP or Proxy E-SLP
This procedure may be invoked by a SET to obtain authorization from a Proxy D-SLP or Proxy E-SLP for D-SLPs or E-SLPs, respectively, that were discovered by the SET in its local serving area. The procedure may also be invoked to receive addresses of other authorized D-SLPs from a Proxy D-SLP for the SET’s local serving area. A Proxy D-SLP or Proxy E-SLP is initially authorized by the H-SLP using the procedure for Error! Reference source not found.. The H-SLP may also provide the serving area for the Proxy D/E-SLP and/or a list of access networks. When a SET satisfies all the conditions defined in step G in Error! Reference source not found. for accessing a particular Proxy D/E-SLP it may either access the Proxy D/E-SLP for location services or request authorization of other D-SLPs or E-SLPs by the Proxy D/E-SLP if these may provide better location services. Any D-SLPs or E-SLPs authorized by a Proxy D/E-SLP will be effectively restricted to providing location services for the SET within the service area for the Proxy D/E-SLP and/or from an access network authorized for the Proxy D/E-SLP according to how these restrictions are required to be combined. This is because the rules on D-SLP and E-SLP access (described further on) initially require the SET to verify access to the Proxy D/E-SLP before obtaining access to a D-SLP or E-SLP authorized by this Proxy SLP. The benefit to the H-SLP is that the H-SLP need not be aware of all D-SLPs and E-SLPs (e.g. serving small areas like shopping malls, airports, railway stations etc.) within the service area of a Proxy D/E-SLP. This benefit may be significant when the Proxy SLP is located in a different country to the H-SLP. Instead, the Proxy D/E-SLP can act as a proxy for the H-SLP in authorizing such additional D-SLPs or E-SLPs. Note that there may be an arrangement between the provider of a Proxy D/E-SLP and the provider of a D-SLP or E-SLP authorized by the Proxy D/E-SLP to avoid service overload to the D/E-SLP. The arrangement may limit the number of SETs for which the D/E-SLP can be simultaneously authorized. Such an arrangement and the manner of its support (e.g. realtime versus non-realtime) are outside the scope of this specification. A SET that supports D-SLP or E-SLP authorization from a Proxy D/E-SLP should make use of this in preference to obtaining authorization from the H-SLP whenever authorization of previously unauthorized D-SLPs or E-SLPs is needed and provided the SET also satisfies any service area or access network conditions for accessing a Proxy D/E-SLP.
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Figure 7: D-SLP or E-SLP Authorization by a Proxy D-SLP or E-SLP
A. The SET invokes the procedure to obtain the addresses of up to 10 authorized D-SLPs or up to 10 authorized E-SLPs from an authorized Proxy D-SLP or E-SLP, respectively. The Proxy D/E-SLP acts as a proxy for the H-SLP by authorizing D-SLPs or E-SLPs in its own serving area (e.g. D-SLPs or E-SLPs that are unknown to the H-SLP). The procedure may only be invoked when the SET is currently able to access the Proxy D/E-SLP due to being within any associated service area and/or using any associated access network and provided any minimum retry period for a previous invocation of the procedure to the Proxy D/E-SLP has expired. When these conditions are satisfied, the SET may invoke the procedure when any of the following additional conditions apply.

a. The SET discovers a D-SLP or E-SLP address within the Proxy D/E-SLP service area and/or from an access network authorized for the Proxy D/E-SLP (according to how these conditions are required to be combined) that it would like to have authorized. 

b. In the case of D-SLP authorization, the SET is unable to obtain adequate positioning service from either the H-SLP or any authorized D-SLP (including the Proxy D-SLP and any D-SLPs currently authorized by the Proxy D-SLP).

The SET takes appropriate action to establish a secure TLS connection to the Proxy D/E-SLP.

B. The SUPL Agent on the SET SHALL use the address provided by the H-SLP for the Proxy D/E-SLP to establish a secure TLS connection to the Proxy D/E-SLP and send a SUPL START message to start a positioning session with the Proxy D/E-SLP. The SUPL START message contains the SET capabilities (sETCapabilities). The SUPL START message also contains an SLP Query parameter (slpQuery) indicating whether the SET requests D-SLP or E-SLP addresses. For a D-SLP request, the SET SHALL include a list of any D-SLP addresses currently authorized by the Proxy D-SLP and may include a list of any preferred D-SLP addresses (e.g. discovered D-SLP addresses) and/or a list of any not preferred D-SLP addresses. An address on the first list may appear on the second or third list (but not on both). For an E-SLP request, the SET may include three lists of E-SLP addresses corresponding exactly to those for a D-SLP request.  In the case of a request for D-SLP addresses, the SET may also provide the QoP desired from the D-SLP. The SET also includes the identity of the serving access network and its current position estimate if either is available.

C. The Proxy D/E-SLP proceeds to step F if it does not need to obtain the position of the SET or verify any position provided in step B. Otherwise, the Proxy D/E-SLP sends a SUPL RESPONSE message to the SET. The SUPL RESPONSE contains the intended positioning method (posMethod) and the SLP Capabilities (sLPCapabilities).

D. The SET sends a SUPL POS INIT message to the Proxy D/E-SLP. The SET SHALL send the SUPL POS INIT message even if the SET does not support the intended positioning method indicated in SUPL RESPONSE. The SUPL POS INIT message contains the SET capabilities (sETCapabilities) and optionally a SUPL POS message carrying LPP and/or TIA-801 positioning protocol messages in line with the Proxy D/E-SLP’s positioning protocol capabilities (indicated in step C in sLPCapabilities). The SET MAY also provide its position, if this is supported (as part of LPP/LPPe/TIA-801 or explicitly through the optional position parameter). If a position retrieved in - or calculated based on information received in - the SUPL POS INIT message is available that meets the required QoP, the D/H-SLP MAY directly proceed to step F and not engage in a SUPL POS session.

E. SET and Proxy D/E-SLP engage in a SUPL POS message exchange to calculate a position. The positioning methods used for this session are determined based on the capabilities exchanged by the SET and the Proxy D/E-SLP during the SUPL POS message exchange or optionally in step D. The Proxy D/E-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the Proxy D/E-SLP (SET-Based).

F. Once any position calculation is complete, the Proxy D/E-SLP determines a new set of authorized D-SLP addresses if D-SLP addresses were requested or a new set of authorized E-SLP addresses if E-SLP addresses were requested. If the SET requested D-SLP addresses and provided a QoP associated with this request in step B, a Proxy D-SLP need not provide any D-SLP address if the Proxy D-SLP itself can support the QoP at the SET's current location. The Proxy D/E-SLP sends a SUPL END message to the SET with an SLP Authorization parameter (slpAuthorization) containing a list of authorized D-SLP addresses if D-SLP addresses were requested or a list of authorized E-SLP addresses if E-SLP addresses were requested. The addresses in each list are included in priority order, highest priority first, and replace any previous list of authorized D-SLPs or E-SLPs that the SET may have received from the same Proxy D/E-SLP. D-SLPs and E-SLPs that were provided by the H-SLP or by another Proxy D/E-SLP are not affected and remain authorized according to the parameters provided by the H-SLP or other Proxy D/E-SLP. The lack of such a list from the Proxy D/E-SLP being queried or a list containing no addresses for a particular requested SLP type means that no addresses for this requested SLP type were authorized by the Proxy D/E-SLP and the SET needs to remove any addresses previously authorized by the Proxy D/E-SLP. For each provided D-SLP or E-SLP address, the Proxy D/E-SLP may include the service duration for which the SLP address shall be considered valid, the service area within which the SLP address may be accessed, a list of serving access networks from which the SLP address may be accessed and a combination type that defines how the service area and access network restrictions are to be combined. In the case of a provided D-SLP address, the Proxy D-SLP should not provide a list of services that the SET is permitted to engage in with this D-SLP as this may conflict with the services authorized by the H-SLP for the Proxy D-SLP. Instead, the SET shall assume the same services that were previously authorized by the H-SLP for the Proxy D-SLP. The proxy D-SLP shall also not provide a preference for accessing the H-SLP or provide a request for notifying the H-SLP when a D-SLP is accessed and the SET shall ignore any such indications if received. Whether or not the Proxy D/E-SLP is able to return authorized D-SLP and/or E-SLP addresses, the Proxy D/E may return a minimum retry period for repeating the D-SLP or E-SLP Authorization procedure to the same Proxy D/E-SLP. The absence of a minimum retry period is treated the same as a zero retry period.  The SET SHALL release the TLS connection to the Proxy D/E-SLP and release all resources related to this session. The Proxy D/E-SLP SHALL release all resources related to this session. 
G. The SET may subsequently access any E-SLP or D-SLP provided by the Proxy D/E-SLP in step F for SET initiated location services according to the following rules which employ two levels of recursion:
a. The SET initially follows the rules defined in step G of Error! Reference source not found. to determine whether to access the H-SLP or a D-SLP or E-SLP directly authorized by the H-SLP. If the SET determines that a Proxy D-SLP or Proxy E-SLP should be accessed and the Proxy D/E-SLP has itself authorized one or more other SLPs, the SET follows the rules below to determine whether to access the Proxy D/E-SLP or an SLP authorized by the Proxy D/E-SLP. 

b. D-SLPs or E-SLPs provided by the Proxy D/E-SLP shall be accessed in priority order – where a lower priority address is accessed only when all higher priority addresses are precluded by some other condition or cannot provide service.
c. A D-SLP or E-SLP may only be accessed so long as any service duration for the D-SLP or E-SLP has not expired.

NOTE: a SET SHALL terminate any session in progress with a D-SLP or E-SLP when the service duration expires unless regulatory requirements in the case of an E-SLP require otherwise. In order to avoid loss of service, it is recommended that a SET request reauthorization from the authorizing Proxy D/E-SLP of a D/E-SLP that is currently being used some time (e.g. 5 to 10 minutes) before the service duration expires.
d. A D-SLP or E-SLP provided by the Proxy D/E-SLP may only be accessed if the SET satisfies any service area and access network restrictions provided by the Proxy D/E-SLP. If the combination type is “AND”, the SET must be within the service area and using an access network provided for the D/E-SLP. If the combination type is “OR”, the SET must be within the service area or using an access network provided for the D/E-SLP. If the combination type is “Conditional OR”, the SET must be within the service area or if the SET cannot deteremine whether it is within the service area then the SET must be using an access network provided for the D/E-SLP.
NOTE: A SET should use its most recent location estimate (current or previous) to determine any service area condition. The determination may be probabilistic (i.e. determining location within the service area with some probability). Before the conditions for accessing a D/E-SLP are fulfilled, the SET should not access the D/E-SLP to help verify a service area condition. After the access conditions are fulfilled, the SET should periodically re-verify them. If re-verification fails, i.e., if the SET is no longer within the service area, the SET should cease access and terminate any ongoing sessions. Exact details of how these requirements are supported are implementation dependent. In the case of D-SLP access, a SET may only request a service authorized by the H-SLP for the Proxy D-SLP. 
e. Preference should normally be given to accessing a D-SLP or E-SLP authorized by the Proxy D/E-SLP, provided this meets the previous conditions, rather than accessing the Proxy D/E-SLP.
For an Network Initiated service request from a D-SLP authorized by a Proxy D-SLP, the SET may ignore the above restrictions as long as the Proxy D-SLP was authorized by the H-SLP to support the particular Network Initiated service requested. However, privacy requirements (e.g. as defined for each Network Initiated service) should still be followed. For an Network Initiated service request from an E-SLP, whether authorized or not, the SET should first follow any local regulations regarding support. A D-SLP or E-SLP authorization from a Proxy D/E-SLP is considered to terminate once any associated service duration for the D-SLP or E-SLP or for the parent Proxy D/E-SLP has expired. The SET may then remove any internal data associated with this D-SLP or E-SLP. 
5.1.2.9 D-SLP Access Notification to the H-SLP
This procedure is invoked by a SET to notify the H-SLP about change of D-SLP access by the SET in the event that the D-SLP supports Network Initiated services. This enables the H-SLP to track which D-SLP will have access to the SET to perform an Network Initiated location service – e.g. if a location request from an external LCS Agent sent to the H-SLP needs to be forwarded or redirected to the D-SLP. In the event that the H-SLP cannot be reached, the SET may reattempt the procedure at a later time and shall only notify the H-SLP of the most recently accessed D-SLP.
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Figure 8: D-SLP Access Notification to the H-SLP
A. The SET accesses a D-SLP that is authorized to provide Network Initiated services either for the first time or for the first time after it has accessed one or more other D-SLPs that were notified to the H-SLP. The SET takes appropriate action to establish a secure TLS connection to the H-SLP.

B. The SUPL Agent on the SET SHALL use the default address provisioned by the Home Network for an H-SLP to establish a secure TLS connection to the H-SLP and send a SUPL REPORT message to the H-SLP. The SUPL REPORT message contains the address of the accessed D-SLP.

C. The H-SLP sends a SUPL END message to the SET indicating that the location session has ended. The H-SLP SHALL release all resources related to this session.
Unchanged text omitted

5.2 Emergency Services

Regulatory requirements will dictate the conditions under which the SET should accept emergency SUPL INIT messages. For example, in many cases, the regulatory requirements only require the SET to process emergency SUPL INIT messages if the SET is currently engaged in an emergency call. Consequently, the conditions (under which the SET should accept emergency SUPL INIT messages) are outside the scope of this document.
5.2.1 Network Initiated Non-Roaming

Unchanged text omitted

5.2.2 Network Initiated Roaming

Unchanged text omitted

5.2.3 SET Initiated Non-Roaming
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Figure 9: SET Initiated Emergency Services Non-Roaming

A. The SET receives a position request from a SUPL Agent (e.g., an application) on the SET that supports emergency services – e.g. an application invoked following dialing of an emergency call by the SET user. The SET takes appropriate action to establish a secure TLS connection to an E-SLP authorized by either the H-SLP or by a Proxy E-SLP authorized by the H-SLP.

B. The SET SHALL use the E-SLP address provided or verified by the H-SLP or by an authorized Proxy E-SLP to establish a secure TLS connection to the E-SLP and send a SUPL START message to start a positioning session with the E-SLP. The SUPL START message contains the SET capabilities (sETCapabilities) the Emergency Services Indication (emergencyServicesIndication) and optionally the desired QoP.
If a previously computed position which meets the requested QoP is available at the E-SLP, the E-SLP SHALL directly proceed to step F and send a SUPL END message to the SET including the position result (position).

C. The E-SLP sends a SUPL RESPONSE message to the SET. The SUPL RESPONSE contains the intended positioning method (posMethod) and the SLP Capabilities (sLPCapabilities).

D. The SET sends a SUPL POS INIT message to the E-SLP. The SET SHALL send the SUPL POS INIT message even if the SET does not support the intended positioning method indicated in SUPL RESPONSE. The SUPL POS INIT message contains the SET capabilities (sETCapabilities) and optionally a SUPL POS message carrying LPP/LPPe and/or TIA-801 positioning protocol messages in line with the E-SLP’s positioning protocol capabilities (indicated in step C in sLPCapabilities). The SET MAY also provide its position, if this is supported (as part of LPP/LPPe/TIA-801 or explicitly through the optional position parameter). If a position retrieved in - or calculated based on information received in - the SUPL POS INIT message is available that meets the required QoP, the D/H-SLP MAY directly proceed to step F and not engage in a SUPL POS session.

E. SET and E-SLP engage in a SUPL POS message exchange to calculate a position. The positioning methods used for this session are determined based on the capabilities exchanged by the SET and the E-SLP during the SUPL POS message exchange or optionally in step D. The E-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the E-SLP (SET-Based).

F. Once the position calculation is complete, the E-SLP sends a SUPL END message to the SET indicating that the location session has ended. If required, the E-SLP MAY also send the position result (position) in SUPL END. The SET SHALL release the TLS connection to the E-SLP and release all resources related to this session. The E-SLP SHALL release all resources related to this session.
Unchanged text omitted

5.3 Deferred Services

5.3.1 Network Initiated Triggered Periodic

Unchanged text omitted

5.3.2 Network Initiated Area and Velocity Events

Unchanged text omitted

5.3.3 SET Initiated Triggered Periodic

For SET Initiated services, the SUPL Agent resides within the SET.

Whenever in the course of a Periodic Trigger session the SET needs to send a ULP message to the SLP, the SET SHALL check whether an existing TLS session already exists and – if one exists - reuse that existing TLS session. Otherwise the SET SHALL take appropriate action to resume a suspended TLS session, or establish a new TLS connection. Details of the TLS session (establishment, release, etc.) are not shown in this section.
5.3.3.1 Triggered Periodic – Non Roaming
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Figure 10: SET Initiated Triggered Periodic Non Roaming

A. The SET receives a position request from a SUPL Agent (e.g., an application) on the SET. The SET takes appropriate action to establish a secure TLS connection to the D/H-SLP.

B. The SET SHALL use either the default address provisioned by the Home Network for an H-SLP or the address provided or verified by the H-SLP or by a Proxy D-SLP authorized by the H-SLP for a D-SLP to establish a TLS connection to the D/H-SLP and send a SUPL TRIGGERED START message to start a positioning session with the D/H-SLP. The SUPL TRIGGERED START message contains SET capabilities (sETCapabilities), trigger type indicator (triggerType) - in this case periodic -, periodic trigger parameters (triggerParams) and optionally the QoP .

C. The D/H-SLP sends a SUPLTRIGGERED RESPONSE message to the SET. The SUPL TRIGGERED RESPONSE message contains the intended positioning method (posMethod) and the SLP Capabilities (sLPCapabilities). SET and D/H-SLP MAY release the TLS connection.

D. When the periodic trigger in the SET indicates that a position fix has to be performed or at any time the SET decides it requires assistance data, the SET establishes a TLS connection to the D/H-SLP. The SET sends a SUPL POS INIT message to the D/H-SLP. The SUPL POS INIT message contains the SET capabilities (sETCapabilities) and optionally a SUPL POS message carrying LPP/LPPe and/or TIA-801 pos protocol payload in line with the D/H-SLP’s positioning protocol capabilities (indicated in step C in sLPCapabilities). The SET MAY also provide its position, if this is supported (as part of LPP/LPPe/TIA-801 or explicitly through the optional position parameter).
If a position retrieved in -  or calculated based on information received in -  the SUPL POS INIT message is available that meets the required QoP, the D/H-SLP MAY directly proceed to step F and not engage in a SUPL POS session. 

E. SET and D/H-SLP engage in a SUPL POS message exchange in order to calculate a position (or to obtain assistance data). The positioning methods used for this session are determined based on the capabilities exchanged by the SET and the D/H-SLP during that SUPL POS message exchange or optionally in step D. 

F. Once the position calculation (or assistance data delivery) is complete, the D/H-SLP sends a SUPL REPORT message to the SET. In SET Assisted mode the position is calculated by the D/H-SLP and may be included in the SUPL REPORT message. The SET MAY release the secure connection to the D/H-SLP.
NOTE:
If a SET Based positioning method was chosen which allows the SET to autonomously calculate a position estimate (e.g. autonomous GNSS or A-GNSS SET Based mode where the SET has current GNSS assistance data and does not require an assistance data update from the D/H-SLP), steps D to F are not performed.

Steps G to I (i.e., the second position fix/assistance data delivery) and steps J to L (i.e., the last position fix/assistance data delivery) are a repeat of steps D to F.

M. After the last position result was calculated, the SET ends the periodic triggered session by sending a SUPL END message to the D/H-SLP
5.3.3.2 Triggered Periodic Roaming

The ULP message exchange for roaming is the same as for non-roaming (see Error! Reference source not found.). However, the V-SLP is invoked each time the H-SLP requires translation of enhanced cell/sector/AP information into a position estimate due to SUPL roaming of the SET (see Error! Reference source not found.).
5.3.4 SET Initiated Area and Velocity Events

For SET Initiated services, the SUPL Agent resides within the SET. The trigger also resides in the SET i.e., the SET decides if an area or velocity event occurred.

Whenever in the course of a Trigger Area or Velocity Event session the SET needs to send a ULP message to the SLP, the SET SHALL check whether an existing TLS session already exists and – if one exists - reuse that existing TLS session. Otherwise the SET SHALL take appropriate action to resume a suspended TLS session, or establish a new TLS connection. Details of the TLS session (establishment, release, etc.) are not shown in this section.
5.3.4.1 Triggered Area and Velocity Event – Non Roaming
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Figure 11: SET Initiated Triggered Area or Velocity Event Non Roaming

NOTE:
See Appendix D for timer descriptions.

A. The SET receives a position request from a SUPL Agent (e.g., an application) on the SET. The SET takes appropriate action to establish a secure TLS connection to the D/H-SLP.

B. The SET SHALL use either the default address provisioned by the Home Network for an H-SLP or the address provided or verified by the H-SLP or by a Proxy D-SLP authorized by the H-SLP for a D-SLP to establish a TLS connection to the D/H-SLP and send a SUPL TRIGGERED START message to start a positioning session with the D/H-SLP. The SUPL TRIGGERED START message contains SET capabilities (sETCapabilities), trigger type indicator (triggerType) - area event or velocity event -, area or velocity event trigger parameters (triggerParams) and optionally the QoP .

C. The D/H-SLP sends a SUPLTRIGGERED RESPONSE message to the SET. The SUPL TRIGGERED RESPONSE message contains the intended positioning method (posMethod), the SLP Capabilities (sLPCapabilities) and the trigger parameters (triggerParams). It may also contain the area ids of the specified area for the area event triggered session (in triggerParams). SET and D/H-SLP MAY release the TLS connection.

D. If the area ids are downloaded in step C, the SET SHALL compare the current area id to the downloaded area ids. When the area or velocity event trigger mechanism in the SET or the comparison of the current area id to the downloaded area ids indicates that a position fix is to be executed, the SET establishes a TLS connection with the D/H-SLP. A TLS connection with the D/H-SLP is also established by the SET, whenever the area or velocity event trigger in the SET indicates that a position fix has to be performed or at any time the SET decides it requires assistance data. The SET then sends a SUPL POS INIT message to the D/H-SLP. The SUPL POS INIT message contains the SET capabilities (sETCapabilities) and optionally a SUPL POS message carrying LPP/LPPe and/or TIA-801 pos protocol payload in line with the D/H-SLP’s positioning protocol capabilities (indicated in step C in sLPCapabilities). The SET MAY also provide its position, if this is supported (as part of LPP/LPPe/TIA-801 pos protocol payload).
If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id based position fix) that meets the required QoP, the D/H-SLP MAY directly proceed to step F and not engage in a SUPL POS session. 

E. SET and D/H-SLP engage in a SUPL POS message exchange in order to calculate a position – which may include the velocity - (or to obtain assistance data). The positioning methods used for this session are determined based on the capabilities exchanged by the SET and the D/H-SLP during that SUPL POS message exchange or optionally in step D. 

F. Once the position calculation (or assistance data delivery) is complete, the D/H-SLP sends a SUPL REPORT message to the SET. In SET Assisted mode the position – which may include the velocity -  is calculated by the D/H-SLP and may be included in the SUPL REPORT message. The SET MAY release the secure connection to the D/H-SLP.
G. In the case of an area event triggered session: The SET compares the calculated position estimate with the target area to check if the event trigger condition has been met. 

In the case of a velocity event triggered session: The SET compares the calculated velocity with the target velocity to check if the event trigger condition has been met.

 If no area or velocity event is triggered, the SET SHALL return to step D. If an area or velocity event is triggered, the SET SHALL proceed to step H.

H. If an area or velocity event was triggered, the SET forwards the calculated position and/or velocity estimate to the internal SUPL Agent.

I. If the SUPL Agent has requested several reports and more reports are to be sent, the SET repeats step D to G or step D to H depending on whether or not an area or velocity event occurred. Note that in this case, step H occurs only after the minimum time between reports has elapsed.

J. When the maximum number of reports for the SUPL triggered session has been reached, the SET sends a SUPL END message to the D/H-SLP.

The call flow described in Figure 11 is applicable to all positioning methods, however, individual steps within the call flows are optional: 

· Step E (SUPL POS) is not performed for cell-id based positioning methods. 

· In SET Based mode where no assistance data is required from the network, no interaction with the D/H-SLP is required to calculate a position/velocity estimate. Interaction with the D/H-SLP is only required for assistance data update in which case steps D to F are performed

When the stop time is reached, the SET initiates the ending of the triggered area or velocity event session as shown in Figure 12.
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Figure 12: Ending of a triggered area or velocity event session when the stop time has been reached.

A. An area or velocity triggered event session is in progress.
B. When the StopTime of the event trigger is reached, the SET sends a SUPL END message with status code  “sessionStopped” to the D/H-SLP. The SET releases all resources related to this session.
NOTE:
If the SET does not send a SUPL END message within a configured time interval after the Stop Time was reached (i.e. step B did not occur), the D/H-SLP MAY release all resources for the session
Unchanged text omitted

5.3.5 Generic SUPL Session

A Generic SUPL Session (GSS) is a SUPL session created to provide a SUPL session framework for positioning activities (exchange of SUPL POS messages which carry LPP/LPPe or TIA-801 payload) between a SET and an SLP. The “generic” in GSS refers to the fact that a GSS constitutes an open SUPL session i.e., a SUPL session without any directly associated SUPL service request.

A GSS can either be Network Initiated or SET Initiated. SET Initiated GSS establishment shall be subject to policy settings in the D/H-SLP. For SET Initiated sessions D/H-SLP may also choose to set up GSS without an explicit request for GSS from the SET. Once established, the D/H-SLP or the SET may invoke positioning activities without the need for formal SUPL session establishment or session termination during the entire lifetime of the GSS. GSS and non-GSS SUPL sessions may be executed simultaneously but some restrictions may apply.
The following sections define the call flows for Network and SET Initiated GSS.

5.3.5.1 Network Initiated GSS
Unchanged text omitted

5.3.5.2 SET Initiated GSS
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Figure 13
 shows the call flow of a SET Initiated GSS.
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Figure 13: SET Initiated GSS
NOTE:
The session id used when establishing GSS must remain the same throughout the life time of the GSS.
A. The SUPL Agent on the SET requests the establishment of a GSS. The SET takes appropriate action to establish a secure TLS connection to the D/H-SLP.

B. The SET SHALL use either the default address provisioned by the Home Network for an H-SLP or the address provided or verified by the H-SLP or by a Proxy D-SLP authorized by the H-SLP for a D-SLP to establish a secure TLS connection to the D/H-SLP and send a SUPL START message to start a GSS with the D/H-SLP. The SUPL START message contains the  SET capabilities (sETCapabilities) and GSS Parameters (gSSParams). The SET Capabilities are used to indicate to the D/H-SLP which positioning protocols are supported by the SET (LPP/LPPe or TIA-801). The GSS Parameter is used to indicate the desired duration of the GSS.

C. The D/H-SLP sends a  SUPL RESPONSE message to the SET including the SLP Capabilities and the GSS Parameter. In line with the GSS Parameter exchanged in step B, the GSS Parameter in this step is used to determine the final duration of the GSS.

The GSS is now established with a pre-defined lifetime (duration). The SUPL Agent which initiated the GSS may at any time request a position activity such as assistance data provisioning, measurement and/or position request, etc. This is shown in the remainder of the call flow.

D. This step is optional but should be performed by the SET and the SLP in order to exchange their positioning capabilities unless both entities already know each other’s positioning capabilities. The positioning capabilities  exchanged in this step are those which the SET and the D/H-SLP are willing (based on user profile, SUPL Agent Id, etc.) and able to use for the GSS. If SET and D/H-SLP already know each other’s positioning capabilities, this step may be skipped. If the exchange of positioning capabilities reveals that no suitable match exists, the SET ends the GSS by sending a SUPL END message to the D/H-SLP with status code ‘gssCapabilityMismatch’.

E. SET and D/H-SLP exchange SUPL POS messages to execute the requested positioning activity.

Step E may be repeated as required and at any time during the lifetime of the GSS (this is illustrated in step Y).

Z. When the end of the GSS is reached, the D/H-SLP sends a SUPL END message to the SET. SET and D/H-SLP release all resources related to the GSS. 
5.3.6 Exception Procedures

Unchanged text omitted

5.3.7 Retrieval of Historic Positions and/or Enhanced Cell Sector Measurements

A SET may store calculated positions and/or network measurements for later retrieval by the network. This section describes the retrieval of stored historic positions and/or enhanced cell/sector measurements.

5.3.7.1 Retrieval of Historic Position Results – Non-Roaming
The following call flow defines the retrieval of historic position results from the SET for non-roaming. In the context of retrieval of historic position and/or enhanced cell/sector measurements non-roaming means that enhanced cell/sector measurements which the SET reports were taken while the SET was not SUPL roaming.
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Figure 14: Retrieval of historic positions and/or enhanced cell/sector measurements – non-roaming

A. The SUPL Agent sends an MLP HLIR message to the D/H-SLP, with which SUPL Agent is associated. The D/H-SLP SHALL authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests based on the client-id received. Further, based on the received ms-id the D/H-SLP SHALL apply subscriber privacy against the client-id. The hist-params parameter in the HLIR message defines criteria to be applied by the SET when selecting historic positions to be reported to the SUPL Agent (e.g. time window, QoP, etc.). 

B. The D/H-SLP initiates the retrieval of historic positions with the SET using the SUPL INIT message. The SUPL INIT message contains the posMethod and criteria for selecting stored historic position estimates and/or stored enhanced cell/sector measurements (historicReporting). Historic data retrieval is indicated by posmethod historicalDataRetrieval. If the result of the privacy check in Step A indicates that notification or verification to the target subscriber is needed, the D/H-SLP SHALL also include the Notification element in the SUPL INIT message. Before the SUPL INIT message is sent, the D/H-SLP also computes and stores a hash of the message.

C. The SET analyses the received SUPL INIT message. If found to be non authentic SET takes not further actions. Otherwise the SET takes needed action preparing for establishment or resumption of a TLS connection.

D. The SET evaluates the Notification rules and takes appropriate action. The SET SHALL then establish a TLS connection to the D/H-SLP using the D/H-SLP address which is either the H-SLP address provisioned by the Home Network or the D-SLP address provided or verified by the H-SLP or by a Proxy D-SLP authorized by the H-SLP. 
The SET selects historic position estimates and/or historic enhanced cell/sector measurements based on the criteria received in step B and sends the positions and/or  enhanced cell/sector measurements in a SUPL REPORT message to the D/H-SLP. The SUPL REPORT message also contains the hash of the received SUPL INIT message (ver). After sending the SUPL REPORT message, the SET SHALL release all resources related to this session.
E. The D/H-SLP converts any enhanced cell/sector measurements received in step D into corresponding position estimates and reports the historic position estimates to the SUPL Agent in a MLP HLIA message.

5.3.7.2 Retrieval of Historic Position Results – Roaming
The following call flow defines the retrieval of historic position results from the SET for roaming. In the context of retrieval of historic position and/or enhanced cell/sector measurements roaming means that enhanced cell/sector measurements reported by the SET were taken while the SET was SUPL roaming.
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Figure 15: Retrieval of historic positions and/or enhanced cell/sector measurements – roaming
A. The SUPL Agent issues an MLP HLIR message to the H-SLP, with which the SUPL Agent is associated. The H-SLP shall authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests based on the client-id received. Further, based on the received ms-id the H-SLP shall apply subscriber privacy against the client-id. The hist-params parameter in the HLIR message defines criteria to be applied by the SET when selecting historic positions to be reported to the SUPL Agent (e.g. time window, QoP, etc.). 

B. The H-SLP initiates the retrieval of historic positions with the SET using the SUPL INIT message. The SUPL INIT message contains the posMethod and criteria for selecting stored historic position estimates and/or stored enhanced cell/sector measurements (historicReporting). Historic data retrieval is indicated by posmethod  historicalDataRetrieval. If the result of the privacy check in Step A indicates that notification or verification to the target subscriber is needed, the H-SLP SHALL also include the Notification element in the SUPL INIT message. Before the SUPL INIT message is sent, the H-SLP also computes and stores a hash of the message.

C. The SET analyses the received SUPL INIT. If found to be non authentic SET takes not further actions. Otherwise the SET takes needed action preparing for establishment or resumption of a TLS connection.

D. The SET evaluates the Notification rules and takes appropriate action. The SET SHALL then establish a TLS connection to the H-SLP using an H-SLP address provisioned by the Home Network. 
The SET selects historic position estimates and/or historic enhanced cell/sector measurements based on the criteria received in step B and sends the positions and/or  enhanced cell/sector measurements in a SUPL REPORT message to the H-SLP. The SUPL REPORT message also contains the hash of the received SUPL INIT message (ver). After sending the SUPL REPORT message, the SET SHALL release all resources related to this session.
E. If in step D the H-SLP received enhanced cell/sector measurements, the H-SLP converts them into position estimates. However, enhanced cell/sector measurements taken while the SET was SUPL roaming, cannot to be converted into position estimates by the H-SLP itself. These measurements are instead forwarded to the respective V-SLP in a RLP-SRLIR message.
F. The V-SLP converts the enhanced cell/sector measurements into position estimates and returns the results to the H-SLP in a RLP-SRLIA message.

G. The H-SLP reports the historic position estimates to the SUPL Agent in an MLP HLIA message.
Change 3:  End of changes
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