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1 Reason for Contribution

ATIS ELOC has sent a Liasion Statement (OMA-LOC-2015-0036) informing on proposed architecture for “heightened indoor location  Accuracy”. Thus it seems reasonably to elaborate on the Nq interface to facilitate discussion on any action in relation to the ILS..

2 Summary of Contribution

The document  describes contributors understanding of current status of requirement and analysis in ATIS ELOC on the Nq interface to NEAD database.
3 Detailed Proposal

3.1 Introduction

The currently agreed architecture for support of heightened accuracy location for indoor E911 calls in North America is shown below in Figure 1.


[image: image1.emf]Access 

Network

Serving 

Core 

Network

NEAD NEAM

External 

Data 

Sources

Legacy ESN/

PSAP

i3 ESInet/

PSAP

Nm Np

Nq

Le/CS

Le/ici


Figure 1 – High Level Architecture for Heightened Accuracy Location

The Nq interface to the NEAD provides the means for a serving network to obtain a dispatchable location for a UE given certain information provided by the UE (or possibly by the AN) such as the IDs of visible WiFi and/or Bluetooth APs. The current definition of the Nq interface to the NEAD from the serving core network  states 
That  “The Nq interface supports queries by a serving core network for dispatchable location, and geodetic location information if available, associated with reference points visible to a UE that has originated an emergency call. The query will support only one reference point, and if multiple reference points are visible, the serving core network will query the NEAD for each”

3.2 Nq Candidate Protocols

Quite a few existing protocols have been considered as candidates for the Nq interface. So far identified candidates are:

 HELD (RFC 6155 and RFC 7105), LoST (RFC 5222), MLP (OMA-TS-MLP-V3_5) and the J-STD-036C E2 protocol.

None of these candidates appear likely to work without at least some enhancement. Therefore, another possibility would be a new protocol or a partially new protocol.

It is assumed that the Nq interface should support a simple query and response mechanism with the following types of information being capable of transfer. Additional information types has been proposed but has been deferred for consideration in later phases (releases) of the ELOC architecture.
Query related Information


IDs of WLAN APs visible to a UE


IDs of Bluetooth beacons visible to a UE (requirement not confirmed)


Response related Information


Dispatchable civic location


Geographic location


Error code if location is not available

The above lists may differ from what will be finally be decided but can be used to compare candidate protocols in terms of what is already supported versus what could need to be added. This comparison is shown below in Table 1 for the four protocols identified above using yellow highlight to show information content that is supported. Note that only explicit support is considered – e.g. information content that might be supported only through some new encoding of existing parameters is not considered as support.

	Message
	Information Content
	HELD
	LoST
	MLP
	E2

	Query
	IDs of WLAN APs visible to a UE
	Yes
	No
	No
	No

	
	IDs of Bluetooth beacons visible to a UE
	?
	No
	No
	No

	Response
	Dispatchable civic location
	Yes
	No
	Yes
	Yes

	
	Geographic location
	Yes
	No
	Yes
	Yes

	
	Error code
	Yes
	Yes
	Yes
	Yes


Table 1 – Comparison of Candidate Nq protocols in terms of support for possible information content

Table 1 shows that of the candidate protocols so far identified, HELD could be suitable. It should be noted that although HELD in general support MAC addresses it has not been studied if HELD does support simultaneous use of WLAN and Bluetooth MAC addresses as well as other address domains potentially needed to support Bluetooth. This implies that a further extension could be needed – e.g. in the IETF Geopriv WG. But the extension might be very simple.    
Of the remaining candidate protocols (LoST, MLP or E2), the most suitable would probably be MLP because it is already defined to be supported in carrier networks (in ATIS-0700015) on the L0 interface between a GMLC or E-SLP and an LRF and is an optional protocol between an LRF or GMLC and the PSAP side. Moreover, MLP is the standard protocol to interface an external client to a SUPL SLP (though for the Nq interface, the protocol would have to be used with the query and response sent in opposite directions to what is currently defined in the case of an SLP). The additional support that is shown as missing in Table 1 could be added by OMA LOC. 
3.3 Status on Nq Protocol selection in ATIS ELOC

The ELOC TF has in the current working draft specification elaborated on the definition of Nq interface using the HELD protocol. 
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