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1. Scope
(Informative)

The scope of the Secure User Plane Location (SUPL) architecture document is to define the architecture for the SUPL service enabler. This architecture is based on the requirements listed for the system in the SUPL Requirements document [SUPL RD]. 

2. References

2.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	
	

	[SUPL RD]
	“OMA LOC SUPL RD”. Open Mobile Alliance(. 

URL: http://www.openmobilealliance.org/

	[3GPP2 Stage 1]
	“3GPP2 S.R0066-0


2.2 Informative References

	[ARCH-INVENT]
	“Inventory of Existing Architectures in OMA”,  URL:http://www.openmobilealliance.org/

	[ARCH-PRINC]
	“OMA Architecture Principles”,   URL:http://www.openmobilealliance.org/

	[ARCH-REVIEW]
	“OMA Architecture Review Process”,   URL:http://www.openmobilealliance.org/

	[OMA-DICT]
	“OMA Dictionary”,  URL:http://www.openmobilealliance.org/

	[OMA-CF]
	“OMA Common Functions”,   URL:http://www.openmobilealliance.org/

	
	

	[RRLP]
	3GPP 04.31 - TS 101 527 

	[RRC]
	3GPP TS 25.331 – “RRC Protocol Specification”

	[IS-801]
	TIA/EIA/IS-801-1

	[OMA-MLP]
	“Mobile Location Protocol”. Open Mobile Alliance(. OMA-LIF-MLP‑v300

	[23.271]
	3GPP TS 23.271: "Functional stage 2 description of LCS"

	[OMA AD]
	OMA-Architecture-V1_0_0-20040204-D

	[3GPP2]
	Agree on which 3GPP2 reference document should be added.


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.  

3.2 Definitions

	Collaborative Context Model
	An extension of the Context Model. It expands on the Context Model by describing the interactions (collaborations) between the entities of this architecture and external entities (e.g. entities in other architectures).

	Contextual Item
	A logical entity in an architecture

	Context Model
	A model that identifies all contextual items relevant to understanding architecture.

	Interface
	The common boundary between two associated systems. See [OMA-DICT]

	MLS application
	An application which requests and consumes the location information

	MLS application and SUPL Agent classes
	Class1: MLS application and SUPL Agent are in the SET

Class 2: MLS application is in the network and the SUPL Agent is in the SET

Class 3: MLS application is in the SET and SUPL Agent is in the network

Class 4: MLS application and the SUPL Agent are in the network

	Reference Point
	See [OMA-DICT]  

	System
	A functional entity 

	SUPL Agent
	Service access point which accesses the network resources to obtain location information.

	SUPL Security Function
	Security function manages the Authentication and Authorization for SUPL Agent s and MLS Applications to access User Plane Location Services.

	SUPL Provider
	 
Location information is sensitive personal information and requires specific care with privacy and security. In the case of a Mobile Network Operator it is important that whatever policy the Network Operator decides, when applicable on the provision of SUPL functionality cannot be breached. Valid scenarios for MNO controlled SUPL would be:

1) The network operator is the single SUPL provider

2) The network operator and roaming partners are the only SUPL providers.

3) The network operator out-sources the SUPL functionality and there is a single 3rd party SUPL provider

4) The network operator has an open policy on the provision of SUPL functionality and there are multiple 3rd party SUPL providers

5) The SUPL Provider may be independent of a MNO



	SUPL network
	Access network which facilitates the Location determination functionality and provides the SUPL bearer

	SUPL interface
	Interface between SUPL Enabled Terminal and SUPL network

	SUPL Enabled Terminal (SET)
	A device that is capable of communicating with a SUPL network using the SUPL interface. Examples of this could be a UE in UMTS, a MS in GSM or IS-95, or a PC over an IP-based transport.

	SUPL User
	The user of a SET.

	SUPL Service Discovery
	SUPL Service Discovery is the function of allowing a SET to discover which SUPL Services and SUPL Networks are available for use.


3.3  Abbreviations

	AFLT
	Advanced Forward Link Trilateration

	ANSI
	American National Standards Institute

	DTD
	Document Type Definition

	E-CGI
	Enhanced Cell ID

	GMLC
	Gateway Mobile Location Center

	GMT
	Greenwich Mean Time 

	HTTP
	Hypertext Transfer Protocol 

	HTTPS
	HTTP Secure

	LCS
	Location Services

	MLC
	Mobile Location Center

	MLP
	Mobile Location Protocol

	MNO
	Mobile Network Operator

	MPC
	Mobile Positioning Center 

	MS
	Mobile Station

	MSID
	Mobile Station Identifier

	OMA 
	Open Mobile Alliance

	SSL
	Secure Socket Layer

	SUPL
	Secure User Plane

	TLS
	Transport Layer Security

	URI
	Uniform Resource Identifier

	URL
	Uniform Resource Locator

	UTM 
	Universal Transverse Mercator

	WGS
	World Geodetic System

	WAP
	Wireless Application Protocol

	XML
	Extensible Markup Language


4. Introduction
(Informative)

Location services based on the location of mobile devices are becoming increasingly widespread. SUPL (Secure User Plane Location) employs user plane data bearers for transferring location assistance information such as GPS assistance, and for carrying positioning technology-related protocols between a mobile terminal and the network. SUPL is considered as a cost effective way of transferring location information required for computing the target mobile’s location. 
To serve a location service to a client, considerable signalling and position information are transferred between actors such as a mobile and a location server. Currently, assisted-GPS (A-GPS) provides more accurate position of a targeted mobile than other available standardized positioning technologies. However, A-GPS over control plane requires modifications to existing network elements, and interfaces (for signalling procedures between the terminal and the network). Location over user plane (SUPL) as described in this AD document needs only an IP capable network and requires minimum modification to the network, and this is an efficient solution that can be deployed rapidly. 
SUPL utilises existing standards where available and possible, and SUPL should be extensible to enabling more positioning technologies as the need arises so that they utilise the same mechanism. In the initial phase, SUPL will provide full functionality of A-GPS with minimum changes of current network elements.
This SUPL AD describes the Architecture requirements for SUPL.   

4.1 Target Audience

The target audience for this document includes but is not limited to the following:

· The Working Group(s) that will create specifications based on this subject matter

· Working Groups that need to understand the architecture of this subject matter

· Architecture Working Group (e.g. during Architecture Reviews as defined in [ARCH-REVIEW], to determine compliance of [ARCH-PRINC], etc.)

· Interoperability Working Group (e.g. for early analysis of interoperability requirements)

· Security Working Group 

<< Specify any other target audience(s) for this subject matter.  DELETE THIS COMMENT >>

4.2 Use Cases

<< Identify the Use Cases that covered by the architecture.  Add all references to Use Case documents to section 2.  This section should also identify the major Actors in the architecture.  DELETE THIS COMMENT >>

4.3 Requirements

<< [NOTE: the reader of this section should be able to clearly identify those requirements that are met or satisfied and those that are NOT met or satisfied]

Identify the Requirements Document(s) on which this architecture is based.  

Using the table below, list all of the Requirements in the identified Requirements Document(s).  Use one table for each Requirements Document.  If a requirement is not met or satified, enter the string None in the Phase Met column.  The Section(s) column should contain a list of the sections in this document that contain text that addresses the requirement.

Add all references to Requirement Documents to section 2. 

DELETE THIS COMMENT >>

	Requirement ID/Number
	Phase Met
	Section(s)

	6.1.1 #1
	1.0
	7.1, 7.2

	6.1.1#2
	None
	

	6.1.1#3
	1.0, 2.0
	7.1, 7.2, 7.3

	
	
	


Table 1: Example Table – Listed in the Table of Tables

4.4 Planned Phases

<< Specify where this architecture is within the projected phases (e.g. phase 1.0, phase 2.0, etc.).  If the current phase is greater than phase 1.0, briefly describe how this version of the architecture differs from the previous version.  It may be appropriate to include a separate sub-section for the various phases.  DELETE THIS COMMENT >>

5. Context Model
(Informative)

Editor Note: Needs to be updated.
<< [NOTE: A reader of this section should be able to clearly understand how the architecture that is the subject of this document relates to other architectures within OMA.]  

This section defines the Context Model (also know as a Logical Model) of the subject matter.  The model identifies all of the concepts, terms, relationships and contextual items that are relevant to understanding the subject matter from an external point of view.  The contextual items themselves are logical entities in the architecture.  

This section should specify the services provided by the subject matter.  It should also describe high-level dependencies on other architectures (e.g. other Architecture Documents in OMA).

Note that the context model itself may not actually exist in a real world instantiation of the subject matter but is helpful in understanding the subject matter from a logical perspective. 

Users of this template should consult [OMA-CF] and identify any of this subject matter’s functionality (e.g. its systems, subsystems, interfaces) that is covered by OMA’s Common Functions ([OMA-CF]).  

DELETE THIS COMMENT >>

5.1 Context Diagram

<< Include one or more diagrams that depict the contextual items of the subject matter.  The logical entities identified above should be included in the diagram(s). 

Diagrams in this section should contain Logical entities only and not conflate Logical entities with Physical entities.

A diagram of physical entities (i.e. a diagram that includes deployment/implementation artifacts) is permitted in this section but ONLY if the diagram is clearly identified as such.  

The text in this section should identify and explain all entities in the diagrams.  

This section should include an explanation of how this architecture relates to the various views (i.e. the reference point view) defined in  [ARCH-INVENT].   This section should also include a diagram, which superimposes this architecture on top of the various views (i.e. the reference point view) included in [ARCH-INVENT].

The text should also identify the external entites that depend on this particular architecture and vice-versa.

DELETE THIS COMMENT >>
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Figure 1: Example Figure – This Label Is Listed in Table of Figures

5.2 Context Collaboration Model

<< The Context Collaboration Model expands on the Context Model by describing the collaboration (interactions) between entities of this architecture and other external entities.  This section expands on the Use Cases identified in section 4.  

Sequence diagrams should be used to describe the interactions.

DELETE THIS COMMENT >>

6. Architectural Model
(Informative)

6.1 SUPL Services

The SUPL Location Services can be categorized into Network initiated and SET initiated services.    

The following services must be considered:

· Immediate Location Service

· Commercial Services

· Emergency Services

· Deferred Location Service

· Periodic Location Services

6.1.1 Network Initiated SUPL Services

Network Initiated Services are services, which originate from within the SUPL network as opposed to the SET. For these services the SUPL Agent resides in the Network.

6.1.2 SET Initiated SUPL Services

SET Initiated Services are services, which originate from the SET. For these services the SUPL Agent reside within the SET. This model introduces considerations such as SUPL service discovery, SUPL Agent and SUPL User authentication, etc. 

6.2 SUPL Location Services Functional Group

This section identifies and describes the logical functional entities within the SUPL location services functional group. The purpose of this section is to ensure that all possible functions are identified which are required to enable a SUPL service.

6.2.1 SUPL Privacy Function (SPF)

The privacy function is the function of ensuring the privacy of a SUPL User is honored. The following must be considered: 

· Adhere to the target SUPL User privacy setting regardless of Network Initiated or SET Initiated services

· Adhere to notification and verification settings of the target SUPL User

· Adhere to emergency and lawful override regulations applicable to the target SUPL User 

SUPL may use existing privacy nodes such as PPR or LDC to implement the privacy function. Alternatively the SPF may be implemented in the SET.

6.2.2 SUPL Initiation Function (SIF)

The SUPL Initiation function provides a mechanism for a SUPL network to start a transaction with a SET. The initiation function is of special importance in enabling SUPL Network Initiated Services. 

When the SIF resides in the SUPL network it can start the SUPL transaction by using e.g. 

· WAP Push Access Protocol (PAP)

· SMS directly in an MNO environment 

· SIP Push mechanism

6.2.3 SUPL Security Function (SSF)


 
The SUPL Security function enables the SUPL network to authenticate and authorize the SUPL Agent. This is important in safely enabling both Network Initiated and SET Initiated SUPL Services.

There exist a number of authentication schemes, which may be used:

· SSL/TLS with client side certificates

· SSL/TLS using OMA MLP client username and password authentication

Refer to section 7 SUPL Security Function for detail on the recommended SUPL Security Function implementation.

6.2.4 SUPL Roaming Function (SRF)

SUPL roaming occurs when a SET leaves the service area of its H-SLP.  The service area of an SLP includes the area within which the SLP can provide a position estimate for a SET or relevant assistance data to a SET without contacting other SLPs.  It should be noted that an SLP service area is not necessarily associated with the service area(s) of the underlying wireless network(s.)  
6.2.5 SUPL Charging Function (SCF)

The SUPL Charging Function (SCF) is responsible for charging activities within the SLP. This includes charging of both MLS Application, SUPL Agents and SET users.

The main task for SCF is to collect appropriate charging related data and data for accounting between SUPL providers. Additionally SCF may authorise activities in SLP (e.g. assistance data and location delivery) based on assessment of available charging data.
6.2.6 SUPL Service Discovery Function (SSDF)

SUPL Service Discovery is the function of allowing a SET to discover which SUPL Services and SUPL Networks are available for use. 

Refer to section 8 for more detail.

6.2.7 SUPL Service Management Function (SSMF)

SUPL Service Management Function is the function of managing locations of SETs. The function stores, extracts, and modifies the location information of a target SET. During the execution of this function, the integration with charging, privacy, security, QoS functions SHALL be considered.

6.3 SUPL Positioning Functional Group

This section identifies and describes the logical functional entities within the SUPL positioning services functional group.

6.3.1 SUPL Assistance Delivery Function (SADF)

The assistance data delivery function generates and delivers available assistance data , which is used for the measurement or the position calculation of a SET. The assistance data for delivering may be based on a selected subset of GPS reference data retrieved from SRRF function, the capability of SET and network, the approximate position information of the target SET.

· Assistance data may consist of the elements defined in [RRLP], [RRC] or [IS-801] 
6.3.2 SUPL Reference Retrieval Function (SRRF)

The reference data retrieval function is the function of retrieving GPS reference data from a GPS reference network. Reference data is needed to generate assistance data. The interface between this function and GPS reference network is out of the scope of this document. 
6.3.3 SUPL Position Calculation Function (SPCF)

The position calculation function performs the function of calculating the position of a SET. Different positioning calculation modes may be supported by a SUPL service:

· SET-Assist

· SET-Based

· Hybrid SET-Assist and E-CGI

· Hybrid SET-Assist and AFLT

· Location ID

· Perform translation of a location identifier to a geographic location expressed in latitude and longitude data. This location may meet the requested QOS of the SUPL Agent. In MNO environments this is often referred to as Cell-ID location.
· Enhanced Cell ID
6.4 SUPL Reference Architectural

This section identifies the SUPL architecture model.
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Figure 2 - SUPL Architecture 

The detail functions and definitions of the components defined in this figure are explained in the next section.

In generic environments, the required SUPL components are the SET and the network component SLP containing the SLC and SPC systems. The SET communicates with the network over the Lup interface.

In MNO environments, several entities and their interfaces may also be needed as illustrated in the figure in this section. 

6.5 SUPL and OMA Architecture models

This section provides an informative mapping of the SUPL architecture as it relates to the OMA Architecture defined in [OMA AD].

· The SUPL SLP are contained within the OMA Architecture [OMA AD] node called “Location Server”. 

· The SUPL SET is contained within the OMA Architecture [OMA AD] node called “End User Device”. 

· The SUPL Le/L1 interface refers to the OMA Architecture [OMA AD] reference point L-1.

· The SUPL architecture provides two alternatives for implementing the SUPL Initiation Function (SIF). 

· The SUPL Initiation Function using a WAP PPG refers to the P-1/P-1s per OMA Architecture [OMA AD].

· The SUPL Initiation Function using the Core Network has no direct mapping to the OMA Architecture [OMA AD].

· The SUPL Lup interface does not refer to any existing reference points on the OMA Architecture [OMA AD] 

Editor Note: Once SUPL AD is approved a reference point (Lup) should be added to the OMA Architecture, possible labelled L-2.
6.6 SUPL System and Subsystem Descriptions

6.6.1 SUPL Location Platform

The SUPL Location Platform (SLP) consists of an SUPL Location Center (SLC) and SUPL Positioning Center (SPC). The SLC and SPC may be integrated into a single system. The Lup interface is used between the SLP and the SET.

It may also be possible to separate the SLC and SPC functionality into separate systems within the SLP. In these cases, in addition to the Lup interface being used between the SLP and SET, SUPL recommend that the Lup Position Determination interface be used between the SLC and SPC. In this environment the SLC system will act as a proxy between the SET and the SPC. The SLC will only forward Lup Position Determination messages to the appropriate SPC for processing. The SPC system will not have direct communication with the SET. 

The Lup interface is used between the SLP and SET. The Lup carries two types of messaging:

· Messaging destined to the SLC system within the SLP
· Messaging destined to the SPC system within the SLP

In these environments the SPC may be contained within a traditional SMLC [3GPP] and PDE [3GPP2].

6.6.1.1 SUPL Location Center (SLC)

The SLC system coordinates the operations of SUPL in the network and may perform the following functions as it interacts with the SUPL Enabled Terminal (SET) over User Plane bearer:

· SUPL Privacy Function (SPF)

· SUPL Initiation Function (SIF)

· SUPL Security Function (SSF)

· SUPL Roaming Function (SRF)

· SUPL Charging Function (SCF)

· SUPL Positioning Calculation Function (SPCF) 
· The SLC may perform the translation of a network identifier to a geographic location expressed in latitude and longitude data. This location may meet the requested QOS of the SUPL Agent. In MNO environments this is often referred to as Cell-ID location.
6.6.1.2 SUPL Positioning Center (SPC)

The SPC may support the following functions:

· SUPL Assistance Delivery Function (SADF)

· SUPL Assistance Retrieval Function (SARF)

· SUPL Positioning Calculation Function (SPCF)

· The SLC may perform the translation of a network identifier to a geographic location expressed in latitude and longitude data. This location may meet the requested QOS of the SUPL Agent. In MNO environments this is often referred to as Cell-ID location.
6.6.2 SUPL Enabled Terminal (SET)

The SET supports the procedures defined in SUPL as it interacts with the network over the User Plane bearer. The SET may support one or more of the following functions depending on its capabilities and the SUPL Provider’s business rules:

· SUPL Privacy Function (SPF)

· SUPL Security Function (SSF)

· SUPL Service Discovery Function (SSDF)

The SET supports SET-based and/or SET-assist positioning calculation. The SET may support the following functions:

· SUPL Positioning Calculation Function (SPCF)

· SUPL Assistance Delivery Function (SADF)

6.7 SUPL Interface Definition

This section defines the interfaces identified in the SUPL architecture. The SUPL architecture identifies one new interface. 

6.7.1 Lup

The function of the Lup interface is logically separated into Location Service Management and Positioning Determination.

6.7.1.1 Service Management 

This interface is used to enable the SLP to establish a session with the SET and may perform privacy management, application authentication, roaming and charging.  

Table 2 shows the messages in the Lup Service Management interface.

	Message Name
	Description

	SUPL INIT
	The SUPL INIT message is used by the SLP to initiate a SUPL session with the SET. This message is used in Network Initiated SUPL Services. This message contains the initial Target SUPL User Notification and Confirmation Privacy rules.

	SUPL START
	The SUPL START message is used by the SET to start a SUPL session with an SLP.

	SUPL RESPONSE
	Editor Note: To be completed.

	SUPL END
	The SUPL END message is used by the SLP or SET to end an existing SUPL session.


Table 2 Lup Service Management

6.7.1.2 Positioning Determination

The Lup Positioning Determination interface is used to transport information used for the calculation of position between the SET and SLP 

Table 3 shows the messages in the Lup Positioning Determination interface.

	Message Name
	Description

	SUPL POS
	The SUPL POS message is used between an SLP and SET to exchange position procedure messages used to calculate the position of the SET.

	SUPL POS INIT
	Editor Note: To be completed.


Table 3 Lup Positioning Determination
6.8 SUPL Collaboration Network Initiated

An SLP and SET SHALL support SUPL INIT, SUPL START, SUPL POS and SUPL END. An SLP and SET MAY support SUPL RESPONSE and SUPL POS INIT (referred here in as the SUPL Extended Flow), which constitute an optional message pair.   

6.8.1 Immediate

6.8.1.1 Non-Roaming Successful Case
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A. SUPL Agent issues an MLP SLIR message to the SLP, with which SUPL Agent is associated. The SLP shall authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the lcs-client-id received. Further, based on the received ms-id the SLP shall apply subscriber privacy against the lcs-client-id.

B. The SLP initiates the location session with the SET using the SUPL INIT message, which could be a WAP PUSH or an SMS Trigger. The SUPL INIT message contains at least session-id, address of the SLP and the intended positioning methods. If the result of the privacy check in Step A indicates that notification or verification to the target subscriber is needed, the SLP shall also include Notification element in the SUPL INIT message.

C. The SET will evaluate the Notification rules and follow the appropriate actions. The SET respond with a SUPL START message to start a positioning session with the SLP. The SUPL START message contains at least session-id, SET capabilities and location identifier (lid). The SET capabilities include the supported positioning methods (e.g. MS assisted A-GPS, MS based A-GPS) and associated positioning protocols (e.g. RRLP, RRC, IS-801). In addition the SET Capabilities SHALL include the SUPL Extended Flow element, which SHALL be; Reduced Flow, Extended Flow, or Both Flows. The SET may optionally provide NMR specific for the radio technology being used (e.g. for GSM: TA, RXLEV). The SET may optionally provide its position or network timing information, if these are available and supported by both SET and SLP.
Based on the SUPL START message including posmethod(s) supported by the SET, the SLP SHALL determine the posmethod.  If required for the posmethod, the SLP SHALL use the supported positioning protocol (e.g. RRLP, RRC, IS-801), and message Flow (Reduced, Extended, or Both) from the SUPL START message.
If the SLP determines that the SET Capability indicates Extended Flow and the SLP supports the SUPL Extended Flow, the SLP SHALL send SUPL RESPONSE as specified in step D. 

If the SLP determines that the SET Capability indicates Extended Flow but the SLP does not support the SUPL Extended Flow, the SLP SHALL respond with SUPL END to the SET with an appropriate error indication.

If the SLP determines that the SET Capability indicates Reduced Flow in the SUPL START request, the SLP SHALL start a positioning procedure by sending an SUPL POS message containing the initial message for this positioning procedure as shown in step F.

If the SLP determines that the SET Capability indicates Both Flows in the SUPL START request, the SLP decides either sending SUPL RESPONSE as specified in step D or starting a positioning procedure as specified in step F.  

D. Optional Step: 

If the SLP decides to use the Extended Flow based on its own capability and SET capability, the SLP SHALL respond with the SUPL RESPONSE to the SET. 

E. Optional Step: If the SET receives the SUPL RESPONSE from SLP, the SET SHALL respond with a SUPL POS INIT message. The SET may include the first SUPL POS element in the SUPL POS INIT message. 

F. Optional Step: The SET or the SLP could exchange several successive positioning procedure messages.

The SLP calculates the position estimate based on the received positioning measurements (MS assisted) or the SET calculates the position estimate based on assistance obtained from the SLP (MS based).  

G. Once the position calculation is complete the SLP sends the SUPL END message to the SET informing it that no further positioning procedure will be started and that the location session is finished. The SET will release all resources related to this session.

H. The SLP sends the position estimate back to the SUPL Agent by means of the MLP SLIA message.

6.8.1.2 Roaming Successful Case

SET Roaming where the Visiting-SLP is involved in the positioning calculation.
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A. SUPL Agent issues an MLP SLIR message to the R-SLP, with which SUPL Agent is associated. The R-SLP shall authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the lcs-client-id received.

B. By examining the received msid of the target SET, the R-SLP can identify the Home-SLP based on roaming agreement or use a DNS lookup mechanism similar to IETF RFC 2916, however the details of the mechanism is out of the scope of this specification. The R-SLP then forwards the location request to the Home-SLP of the target SET, using RLP interface. If the R-SLP determines that the SUPL Agent is not authorized for this request, Step J will be returned with the applicable MLP return code.
C. The SLP initiates the location session with the SET using the SUPL INIT message, which could be a WAP PUSH or an SMS Trigger. The SUPL INIT message contains at least session-id, address of the SLP and the intended positioning methods. If the result of the privacy check in Step A indicates that notification or verification to the target subscriber is needed, the SLP shall also include Notification element in the SUPL INIT message.

D. The SET will evaluate the Notification rules and follow the appropriate actions. The SET respond with a SUPL START message to start a positioning session with the SLP. The SUPL START message contains at least session-id, SET capabilities and location identifier (lid). The SET capabilities include the supported positioning methods (e.g. MS assisted A-GPS, MS based A-GPS) and associated positioning protocols (e.g. RRLP, RRC, IS-801). The SET may optionally provide NMR specific for the radio technology being used (e.g. for GSM: TA, RXLEV). The SET may optionally provide its position or network timing information, if these are available and supported by both SET and SLP.
Certain Positioning Technologies may require the SET to start the Positioning Procedure (e.g. IS-801). In these cases the SET may optionally include an SET Initiate Positioning Procedure element in the SUPL START request. This element will contain the initial message for a positioning procedure and will allow the SLP to start with the next relevant SUPL POS message for the positioning procedure.

E. The H-SLP will determine the V-SLP. The H-SLP will initiate a RLP SRLIR to the V-SLP inform it that the Target SET initiated SUPL positioning procedure. The H-SLP will provide the appropriate information elements received in the SUPL START request in the RLP request to the V-SLP. If the V-SLP or H_SLP has already computed a position for the SET, using information returned in the SUPL_START message, that meets the requested QoS, it proceeds directly to step H.
Based on the SUPL START message including posmethod(s) supported by the SET, the V-SLP SHALL determine the posmethod.  If required for the posmethod, the V-SLP SHALL use the supported positioning protocol (e.g. RRLP, RRC, IS-801), and message Flow (Reduced, Extended, or Both) from the SUPL START message.

F. The V-SLP will inspect the request for positioning from the H-SLP and Target SET and provide an acknowledgement back to the H-SLP that it is capable of supporting this request. 

If the SLP determines that the SET Initiate Positioning Procedure element was contained in the SUPL START request, the SLP will respond with the appropriate next message in the positioning procedure sequence by sending an SUPL POS message containing the relevant message.

G. Optional Step: The SET or the V-SLP could exchange several successive positioning procedure messages which the H-SLP will tunnel via the RLP protocol. 

The SLP calculates the position estimate based on the received positioning measurements (MS assisted) or has the position estimate already received from the SET (MS based).

H. Once the position calculation is complete the H-SLP sends the SUPL END message to the SET informing it that no further positioning procedure will be started and that the location session is finished. The SET will release all resources related to this session.

I. The H-SLP sends the position estimate back to the R-SLP by means of the RLP SRLIA message.

J. The R-SLP sends the position estimate back to the SUPL Agent by means of the MLP SLIA message.

6.8.1.3 Roaming Successful case

SET Roaming where the Home-SLP is involved in the positioning calculation.
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A. SUPL Agent issues an MLP SLIR message to the Requesting-SLP, with which SUPL Agent is associated. The Requesting-SLP shall authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the lcs-client-id received. 

B. By examining the received msid of the target subscriber, the R-SLP can identify the Home-SLP based on roaming agreement. The R-SLP then forwards the location request to the Home-SLP of the target subscriber, using RLP protocol. Based on the received ms-id the Home-SLP shall apply subscriber privacy against the lcs-client-id.
If the R-SLP determines that the LCS Agent is not authorized for this request, Step J will be returned with the applicable MLP return code.
C. Upon receiving the location request, the H-SLP initiates the location session with the SET using the SUPL INIT message, which could be a WAP PUSH or an SMS Trigger. The SUPL INIT message contains at least session-id, address of the H-SLP and the intended positioning methods. If the result of the privacy check in Step B indicates that notification or verification to the target subscriber is needed, the H-SLP shall also include Notification element in the SUPL INIT message.

D. The SET will evaluate the Notification rules and follow the appropriate actions. The SET responds with a SUPL START message to start a positioning session with the H-SLP. The SUPL START message contains at least session-id, SET capabilities and location identifier (lid). The SET capabilities include the supported positioning methods (e.g. MS assisted A-GPS, MS based A-GPS) and associated positioning protocols (e.g. RRLP, RRC, IS-801). The SET may optionally provide NMR specific for the radio technology being used (e.g. for GSM: TA, RXLEV).
E. The H-SLP determines the roaming method for the location request based on the required positioning method. The H-SLP decides if the RLP protocol is used as bearer and the whole SUPL message flow is tunnelled to the Visited-SLP or if the RLP protocol is used pure to send single RLP requests to V-SLP. The RLP protocol is used as bearer if a message exchange between the V-SLP and SET is necessary and only the V-SLP has the needed information. A single RLP request to the V-SLP is send if the V-SLP provides a coarse position for further exchange of SUPL POS messages between SET and H-SLP or if the V-SLP can estimate the position directly from the input parameter of RLP request The RLP request contains at least the required positioning method and the location identifier (lid). The position method specifies the method to be used by the V-SLP. Optionally the H-SLP may forward NMR specific provided by the SET, if data are necessary on the V-SLP for the required positioning method.
F. The V- SLP responses the H-SLP with the RLP SRLIA message. The RLP SRLIA message contains at least the position result (e.g. coarse position for A-GPS positioning). 

G. Based on the SUPL START message including posmethod(s) supported by the SET, the H-SLP SHALL determine the posmethod.  If required for the posmethod, the H-SLP SHALL use the supported positioning protocol (e.g. RRLP, RRC, IS-801), and message Flow (Reduced, Extended, or Both) from the SUPL START message.

The SET or the H-SLP could exchange several successive positioning procedure messages.

The H-SLP calculates the position estimate based on the received positioning measurements (MS assisted) or has the position estimate already received from the SET (MS based).

H. Once the position calculation is complete the H-SLP sends the SUPL END message to the SET informing it that no further positioning procedure will be started and that the location session is finished. The SET will release all resources related to this session.

I. The H-SLP forwards the location estimate to R-SLP if the position estimate is allowed by the privacy settings of the target subscriber.

J. The R-SLP sends the position estimate back to the SUPL Agent by means of the MLP SLIA message.
6.8.1.4 Exception Procedures

6.8.1.4.1 SET does not allow Positioning

When the SET receives a SUPL INIT message asking for notification or verification to the target subscriber, the SET starts the related procedure. The subscriber denies the request and the SET shall send the SUPL END message with a cause-id to the SLP indicating the error reason (e.g. positioning denied by subscriber).

Afterwards, the SLP and the SET release the resources related to this session at the Lup interface.

The SLP sends a positioning error back to the SUPL Agent by means of the MLP SLIA message.

6.8.1.4.2 SUPL Protocol Error

When during a SUPL session either the SLP or the SET receives a message, which cannot be processed by the receiving entity due to SUPL protocol error, the receiving entity shall send a SUPL END message to the sending entity including a cause-id indicating protocol error.

Possible protocol error cases can be

· mandatory and/or conditional parameter is missing

· wrong parameter value

· unexpected message

· invalid session-id

The SUPL END message includes the valid session-id actually being used in the session. When an invalid session-id has been received the invalid session-id shall be returned to the sending entity along with the cause-id. A received session-id shall be treated as invalid if no open session can be assigned to this session-id or in case of the SUPL INIT message, the session-id is not treated as SLP-generated by the SET.
Afterwards, the SLP and the SET release the resources related to this session at the Lup interface.

The SLP sends a positioning error back to the SUPL Agent by means of the MLP SLIA message if no position estimate can be evaluated out of the available data. Otherwise, the SLP sends the evaluated position estimate back to the SUPL Agent.

The described processing for protocol error does only apply to messages on the SUPL level. Exceptions, which occur during application of the specific positioning protocols (e.g. RRLP, RRC, IS-801) shall be handled by means of the exception procedure specific for this positioning protocol along with the related messages.

6.8.1.4.3 Positioning Protocols do not match

When the positioning protocols supported by the SLP (e.g. RRLP, RRC, IS-801) do not match with the positioning protocols supported by the SET (indicated in the SUPL START message received from the SET), the SLP shall send a SUPL END message with a cause-id to the SET indicating the error reason (e.g. positioning protocol not supported).

Afterwards, the SLP and the SET release the resources related to this session at the Lup interface.

The SLP may try to evaluate a position estimate out of the available data (e.g. cell-id and NMR received in the SUPL START message from the SET).

The SLP sends either a positioning error or the position estimate back to the SUPL Agent by means of the MLP SLIA message.
6.8.2 Deferred

6.8.2.1 Non-Roaming Successful Case

The specification of Deferred Services is not in-scope for SUPL Release 1.
6.8.2.2 Roaming Successful Case

The specification of Deferred Services is not in-scope for SUPL Release 1.
6.8.2.3 Exception Procedures

The specification of Deferred Services is not in-scope for SUPL Release 1.
6.9 SUPL Collaboration SET Initiated

An SLP and SET SHALL support SUPL INIT, SUPL START, SUPL POS and SUPL END. An SLP and SET MAY support SUPL RESPONSE and SUPL POS INIT (referred here in as the SUPL Extended Flow), which constitute an optional message pair.   

6.9.1 Immediate

6.9.1.1 Non-Roaming Successful Case
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A. The SUPL Agent on the SET sends a SUPL START message to start a positioning session with the SLP to start Positioning Procedure with the SLP. The SUPL START message contains at least session-id, SET capabilities, requestor identifier and location identifier (lid). The SET capabilities include the supported positioning methods (e.g. MS assisted A-GPS, MS based A-GPS) and associated positioning protocols (e.g. RRLP, RRC, IS-801). In addition the SET Capabilities SHALL include the SUPL Extended Flow element, which SHALL be; Reduced Flow,  Extended Flow or Both Flows. The SET may optionally provide NMR specific for the radio technology being used (e.g. for GSM: TA, RXLEV). The SET may optionally provide its position or network timing information, if these are available and supported by both SET and SLP.
Based on the SUPL START message including posmethod(s) supported by the SET, the SLP SHALL determine the posmethod.  If required for the posmethod, the SLP SHALL use the supported positioning protocol (e.g. RRLP, RRC, IS-801), and message Flow (Reduced, Extended, or Both) from the SUPL START message.. If the SLP has already computed a position for the SET, using information returned in the SUPL_START message, that meets the requested QoS, it proceeds directly to step E.Editorial Note: In the SET Initiated case where the position might be calculated by the SLP and the SET has indicated that a list of available positioning methods is supported,  the requested QoS must be transported from the SET to the SLP.
If the SLP determines that the SET Capability indicates Extended Flow and the SLP supports the SUPL Extended Flow, the SLP SHALL send SUPL RESPONSE as specified in step B. 

If the SLP determines that the SET Capability indicates Extended Flow but the SLP does not support the SUPL Extended Flow, the SLP SHALL respond with SUPL END to the SET with an appropriate error indication.

If the SLP determines that the SET Capability indicates Reduced Flow in the SUPL START request, the SLP SHALL start a positioning procedure by sending an SUPL POS message containing the initial message for this positioning procedure as shown in step D.

If the SLP determines that the SET Capability indicates Both Flows in the SUPL START request, the SLP decides either sending SUPL RESPONSE as specified in step B or starting a positioning procedure as specified in step D.  

B. Optional Step: 

If the SLP decides to use the Extended Flow based on its own capability and SET capability, the SLP SHALL respond with the SUPL RESPONSE to the SET. 

C. Optional Step: If the SET receives the SUPL RESPONSE from SLP, the SET SHALL respond with a SUPL POS INIT message. The SET may include the first SUPL POS element in the SUPL POS INIT message.

D. Optional Step: The SET or the SLP could exchange several successive positioning procedure messages.

Editorial Note: In the SET Initiated case where the position has been calculated by the SLP, the calculated position must be communicated back to the SET
The SLP calculates the position estimate based on the received positioning measurements (MS assisted) or the SET calculates the position estimate based on assistance obtained from the SLP (MS based). 

E. Once the position calculation is complete the SLP sends the SUPL END message to the SET informing it that no further positioning procedure will be started and that the location session is finished. The SET will release all resources related to this session.

6.9.1.2 Roaming Successful Case

SET Roaming where the Home-SLP is involved in the positioning calculation.
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A. The SUPL Agent on the SET sends a SUPL START message to start a positioning session with the H-SLP. The SUPL START message contains at least session-id, SET capabilities, requestor identifier and location identifier (lid). The SET capabilities include the supported positioning methods (e.g. MS assisted A-GPS, MS based A-GPS) and associated positioning protocols (e.g. RRLP, RRC, IS-801). In addition the SET Capabilities SHALL include the SUPL Extended Flow element, which SHALL be; Reduced Flow, Extended Flow or Both Flows. The SET may optionally provide NMR specific for the radio technology being used (e.g. for GSM: TA, RXLEV).
The H-SLP will inspect the SUPL START message and will determine which positioning protocol (RRLP, RRC, IS-801) will be used.
If the H-SLP determines that the SET Capability indicates Extended Flow and the H-SLP supports the SUPL Extended Flow, the H-SLP SHALL send SUPL RESPONSE as specified in step B.
If the H-SLP determines that the SET Capability indicates Extended Flow but the H-SLP does not support the SUPL Extended Flow, the H-SLP SHALL respond with SUPL END to the SET with an appropriate error indication.
If the H-SLP determines that the SET Capability indicates Reduced Flow in the SUPL START request, the H-SLP SHALL send RLP SRLIR to the V-SLP as specified in step D.

If the H-SLP determines that the SET Capability indicates Both Flows in the SUPL START request, the H-SLP decides either sending SUPL RESPONSE as specified in step B or sending RLP SRLIR to the V-SLP as specified in step D.

B. Optional Step: If the H-SLP decides to use the Extended Flow based on its own capability and SET capability, the H-SLP SHALL respond with the SUPL RESPONSE to the SET.
C. Optional Step: If the SET receives the SUPL RESPONSE from H-SLP, the SET SHALL respond with a SUPL POS INIT message. The SET may include the first SUPL POS element in the SUPL POS INIT message.
D. The H-SLP determines the roaming method for the location request based on the required positioning method. The H-SLP decides if the RLP protocol is used as bearer and the whole SUPL message flow is tunnelled to the V-SLP or if the RLP protocol is used pure to send single RLP requests to V-SLP. The RLP protocol is used as bearer if a message exchange between the V-SLP and SET is necessary and only the V-SLP has the needed information. A single RLP request to the V-SLP is sent if the V-SLP provides a coarse position for further exchange of SUPL POS messages between SET and H-SLP or if the V-SLP can estimate the position directly from the input parameter of RLP request The RLP request contains at least the required positioning method and the location identifier (lid). The position method specifies the method to be used by the V-SLP. Optionally the H-SLP may forward NMR specific provided by the SET, if data are necessary on the V-SLP for the required positioning method.
E. The V-SLP responses the H-SLP with the RLP SRLIA message. The RLP SRLIA message contains at least the position result (e.g. coarse position for A-GPS positioning).. 

F. The SET or the H-SLP could exchange several successive positioning procedure messages.

The H-SLP calculates the position estimate based on the received positioning measurements (MS assisted) or has the position estimate already received from the SET (MS based).

G. Once the position calculation is complete the H-SLP sends the SUPL END message to the SET informing it that no further positioning procedure will be started and that the location session is finished. The SET will release all resources related to this session.

6.9.1.3 Roaming Successful Case

SET Roaming where the Visiting-SLP is involved in the positioning calculation.
A policy of a single SET to H-SLP SUPL session is maintained by encapsulating the messages between the SET and V-SLP through the use of the RLP protocol.
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A. The SUPL Agent on the SET sends a SUPL START message to start a positioning session with the H-SLP. The SUPL START message contains at least session-id, SET capabilities, requestor identifier and location identifier (lid). The SET capabilities include the supported positioning methods (e.g. MS assisted A-GPS, MS based A-GPS) and associated positioning protocols (e.g. RRLP, RRC, IS-801). In addition the SET Capabilities SHALL include the SUPL Extended Flow element, which SHALL be; Reduced Flow, Extended Flow or Both Flows. The SET may optionally provide NMR specific for the radio technology being used (e.g. for GSM: TA, RXLEV).

The H-SLP will inspect the SUPL START message and will determine which positioning protocol (RRLP, RRC, IS-801) will be used.
If the H-SLP determines that the SET Capability indicates Extended Flow and the H-SLP supports the SUPL Extended Flow, the H-SLP SHALL send SUPL RESPONSE as specified in step B.
If the H-SLP determines that the SET Capability indicates Extended Flow but the H-SLP does not support the SUPL Extended Flow, the H-SLP SHALL respond with SUPL END to the SET with an appropriate error indication.
If the H-SLP determines that the SET Capability indicates Reduced Flow in the SUPL START request, the H-SLP SHALL send an RLP SRLIR to the V-SLP as specified in step D.

If the H-SLP determines that the SET Capability indicates Both Flows in the SUPL START request, the H-SLP decides either sending SUPL RESPONSE as specified in step B or sending an RLP SRLIR to the V-SLP as specified in step D..
B. Optional Step: If the H-SLP decides to use the Extended Flow based on its own capability and SET capability, the H-SLP SHALL respond with the SUPL RESPONSE to the SET.
C. Optional Step: If the SET receives the SUPL RESPONSE from H-SLP, the SET SHALL respond with a SUPL POS INIT message. The SET may include the first SUPL POS element in the SUPL POS INIT message.
D. The H-SLP will determine the V-SLP. The H-SLP will initiate an RLP SRLIR to the V-SLP to inform it that the Target SET initiated SUPL positioning procedure. The H-SLP will provide the appropriate information elements received in the SUPL START request in the RLP request to the V-SLP.

E. The V-SLP will inspect the request for positioning from the H-SLP and Target SET and provide an acknowledgement back to the H-SLP that it is capable of supporting this request.  

F. The SET or the V-SLP could exchange several successive positioning procedure messages which the H-SLP will tunnel via the RLP protocol.

The V-SLP calculates the position estimate based on the received positioning measurements (MS assisted) or the SET calculates the position estimate based on assistance obtained from the V-SLP (MS based). If the V-SLP performed the position calculation then the position will be returned to the SET.   Editor Note* The exact mechanism for this has not been agreed on.
G. Once the position estimate or calculation is complete, the V-SLP sends the RLP SRLIREP message containing the supl end element to the H-SLP 
H. The H-SLP sends the SUPL END message to the SET informing it that no further positioning procedure will be started and that the location session is finished. The SET will release all resources related to this session.
6.9.1.4 Exception Procedures
 
6.9.1.4.1 Invalid Session ID

6.9.1.4.2 Non-Roaming, Immediate, Extended Flow 

A)  SLP response to SUPL START is too late
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A. The SUPL Agent on the SET sends a SUPL START message to start a positioning session with the SLP to start Positioning Procedure with the SLP, and starts Timer UT1. In the SUPL START message the session-id value is set to ‘a’,   Also, the SET capabilities indicates Extended Flow.

B. It is assumed in this exception flow that the SLP supports Extended Flow.  However, for whatever reason, the SLP fails to send SUPL RESPONSE, with the proper session-id = ‘a’, within the expiration window of the SET’s timer UT1.  The SET closes out session ‘a’ and restarts a positioning session with the SLP by sending SUPL START, this time with session-id set to ‘b’.

C. The SUPL RESPONSE message with session-id parameter value = ‘a’  arrives  at the SET from the SLP.  However it is too late since ‘a’ is no longer a valid session at the SET.

D. The SET returns to the SLP a SUPL END message containing the cause-id for the specific protocol error (‘invalid session-id’), which causes the SLP to release resources allocated to this session.

From the SET’s perspective, prior to UT1 expiration for session ‘b’, session-id ‘b’ remains valid.

B) SUPL POS from SLP contains invalid session-id value
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A. The SUPL Agent on the SET sends a SUPL START message to start a positioning session with the SLP to start Positioning Procedure with the SLP, and starts Timer UT1. In the SUPL START message the session-id value is set to ‘a’. 

If the SLP determines that the SET Capability parameter indicates Extended Flow and the SLP supports the SUPL Extended Flow, step B is executed.

If the SLP determines that the SET Capability indicates Reduced Flow in the SUPL START request, the SLP SHALL start a positioning procedure by sending an SUPL POS message containing the initial message for this positioning procedure as shown in step D.

If the SLP determines that the SET Capability indicates Both Flows in the SUPL START request, the SLP decides either sending SUPL RESPONSE as specified in step B or starting a positioning procedure as specified in step D.

B. Optional Step:  The SLP responds with the SUPL RESPONSE to the SET, with session-id value set to “a”.

C. Optional Step:  Assuming it receives the SUPL RESPONSE in step b, the SET sends SUPL_POS_INIT, with session-id value set to ‘a’.

D. In the first SUPL POS message sent from the SLP to the SET, the session-id value is set to ‘b’.  In this exception procedure it is assumed that ‘b’ does not represent an active session at the SET.
E. Upon the expiration of timer UT2, the SET returns to the SLP a SUPL END message containing the cause-id for the specific protocol error (“invalid session id, session ID = ‘b’”).  This causes the SLP to release resources allocated to this session.

6.9.2 Deferred

6.9.2.1 Non-Roaming Successful Case

The specification of Deferred Services is not in-scope for SUPL Release 1
6.9.2.2 Roaming Successful Case

The specification of Deferred Services is not in-scope for SUPL Release 1
6.9.2.3 Exeption Procedures
The specification of Deferred Services is not in-scope for SUPL Release 1
7.  SUPL Security Function

Editor Note: To be completed.
8. SUPL Service Discovery Function

The specification of the SUPL Service Discovery Function is not in-scope for SUPL Release 1.
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