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1. Scope
This document describes the UserPlane Location Protocol (ULP) for SUPL 3.0. ULP is a protocol-level instantiation of the Lup reference point described in [SUPLAD3]. The protocol is used between the SLP (SUPL Location Platform) and a SET (SUPL Enabled Terminal). For more details about SUPL Requirements refer to [SUPLRD3].
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3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions
	Area ID
	Area ID is the identity of an area in a wireless network. 

	I-WLAN
	The interworking WLAN refers to the system for interworking between 3GPP/3GPP2 systems and WLAN. The intent of 3GPP/3GPP2–WLAN Interworking is to extend 3GPP/3GPP2 services and functionality to the WLAN access environment. The 3GPP/3GPP2–WLAN Interworking System provides bearer services allowing a 3GPP/3GPP2 subscriber to use a WLAN to access 3GPP/3GPP2 PS based services.

	Location ID
	The Location ID defines the current serving cell, current serving WLAN AP or current serving WiMAX BS information of the SET.

	Major Version
	Major versions are likely to contain major feature additions; may contain incompatibilities with previous specification revisions; and though unlikely, could change, drop, or replace standard or existing interfaces. Initial releases are “1_0”. [OMAOPS]

	Minor Version
	Minor versions are likely to contain minor feature additions, be compatible with the preceding Major version. Minor specification revision include existing interfaces, although it may provide evolving interfaces. The initial minor release for any major release is “0”, i.e. 1_0 [OMAOPS]

	Multiple Location IDs
	The Multiple Location IDs parameter may contain current non-serving cell, current non-serving WLAN AP or current non-serving WiMAX BS information for the SET and/or historic serving or non-serving cell, WLAN AP or WiMAX BS information for the SET.

	Quality of Position
	A set of attributes associated with a request for the geographic position of SET. The attributes include the required horizontal accuracy, vertical accuracy, max location age, and response time of the SET position.

	Service Indicator
	Service indicators are intended to be compatible with the Major_ Minor release they relate to but add bug fixes. No new functions will be added through the release of Service Indicators. [OMAOPS]

	SUPL Roaming
	For positioning not associated with an emergency services call, SUPL roaming occurs when a SET leaves the service area of its H-SLP.  For positioning associated with an emergency services call, SUPL roaming occurs when the SET is not within the service area of the E-SLP.  The service area of an H-SLP or E-SLP includes the area within which the H-SLP or E-SLP can provide a position estimate for a SET or relevant assistance data to a SET without contacting other SLPs.  It should be noted that an H-SLP or E-SLP service area is not necessarily associated with the service area(s) of the underlying wireless network(s).








	
	

	
	

	


3.3
Abbreviations
	ACA
	Alternative Client Authentication

	AP
	Access Point (WLAN)

	BS
	Base Station (WiMAX)

	BSF
	Bootstrapping Server Function

	CI
	Cell Identity (3GPP)

	FQDN
	Fully Qualified Domain Name

	GANSS
	Galileo and Additional Navigation Satellite Systems

	GBA
	Generic Bootstrapping Architecture

	GLONASS
	GLObal'naya NAvigatsionnaya Sputnikovaya Sistema (Engl.: Global Navigation Satellite System)

	GNSS
	Global Navigation Satellite System

	LAC
	Location Area Code (3GPP)

	lid
	Location ID

	LPP
	LTE Positioning Protocol

	LRF
	Location Retrieval Function

	LTE
	Long Term Evolution

	MCC
	Mobile Country Code (3GPP)

	MLP
	Mobile Location Protocol

	MNC
	Mobile Network Code (3GPP)

	NID
	Network ID (C.S0022-A V1.0 )

	OMA
	Open Mobile Alliance

	OMNA
	Open  Mobile Naming Authority

	PAP
	OMA Push Access Protocol

	PSAP
	Public Safety Answering Point

	POTAP
	OMA Push Over the Air Protocol

	QoP
	Quality of Position

	QZSS
	Quasi-Zenith Satellite System

	RLP
	Roaming Location Protocol

	RNC
	Radio Network Controller

	SBAS
	Satellite Based Augmentation System

	SEK
	SUPL Encryption Key

	SET
	SUPL Enabled Terminal

	SID
	System ID (C.S0022-A V1.0 )

	SIP
	Session Initiation Protocol

	SLC
	SUPL Location Center

	SLP
	SUPL Location Platform

	SM
	Short Message

	SMS
	Short Message Service

	TCP
	Transmission Control Protocol

	TLS
	Transport Layer Security

	TD-SCDMA
	Time Division-Synchronous Code Division Multiple Access

	ULP
	Userplane Location Protocol

	UMB
	Ultra Mobile Broadband

	WAP
	Wireless Application Protocol

	WCDMA
	Wideband Code Division Multiple Access

	WiMAX
	Worldwide Interoperability for Microwave Access

	WLAN
	Wireless Local Area Network




	
	

	
	

	
	

	


4. Introduction


· 
· 
· 
· 

This protocol specification presents the OMA implementation for Location Based Services over the User Plane called SUPL (Secure User Plane Location). SUPL enables SUPL Enabled Terminals (SETs) and SUPL Location Platforms (SLPs) to communicate over an IP bearer to exchange location information (e.g., GNSS assistance data, etc.) and other information needed for positioning. In contrast to Control Plane, SUPL only requires an end to end IP bearer between the SET and the SLP and some minimum modifications to the network in order to be able to perform secure location based services.  
This protocol specification can be used to implement SUPL both in the SET and in the SLP.

The target audience for this specification is developers and systems engineers developing SUPL products or service providers deploying SUPL services.

4.1 Version 1.0
The main features of SUPL Version 1.0 are:

· Immediate Fix service for Network Initiated and SET Initiated use cases

· Support of GSM/WCDMA and CDMA radio access networks
· Support of the following positioning methods:
· A-GPS (both SET Based and SET Assisted)

· Autonomous GPS

· E-OTD for GSM radio access networks

· OTDOA for WCDMA radio access networks
· AFLT for CDMA radio access networks
· E-CID for GSM/WCDMA and CDMA radio access networks
· Support of the following positioning protocols:

· RRLP V5.12.0 for GSM and WCDMA (mandatory)
· RRC V5.11.0 for WCDMA (optional)

· TIA-801 for CDMA (mandatory)
· Security model for all access networks

· Two different modes of operation:

· Proxy mode: the SET communicates with the SLC only and positioning layer messages are proxied through the SLC to the SPC.
· Non-Proxy mode: the SET communicates directly with the SPC when exchanging positioning layer messages.
· Two different roaming models:

· Roaming with the H-SLP: in this roaming mode, the positioning session is conducted between the SET and the H-SLP and the V-SLP is only invoked for cell info translation
· Roaming with V-HSP: in this roaming mode, the positioning session is conducted directly between the SET and the V-SLP.
· SUPL INIT transport:

· MT-SMS

· OMA-Push


4.2 Version 2.0
In version 2.0 of SUPL, the following main features were added :
· Triggered Periodic and Triggered Area Event services for Network Initiated and SET Initiated use cases
· Position location for Emergency Calls
· Positioning procedures for delivery to third party and retrieval of location of another SET
· Support of TD-SCDMA, LTE, HRPD, UMB, I-WLAN and WiMAX radio access networks
· Support of the following positioning methods :

· A-GANSS (both SET Based and SET Assisted)

· Autonomous GANSS

· OTDOA for LTE radio access networks
· E-CID for TD-SCDMA, LTE, HRPD, UMB, I-WLAN and WiMAX radio access networks
· Support of the following positioning protocols

· RRLP with floting release for GSM/WCDMA/LTE, I-WLAN and WiMAX (mandatory)

· RRC with floating release for WCDMA/TD-SCDMA (optional)

· LPP with floating release for LTE (optional)

· TIA-801 with floating release for CDMA/HRPD and UMB (mandatory) 
· TIA-801 with floating release for LTE, I-WLAN and WiMAX (optional)
· Security models :

· GBA-based security model for 3GPP2 network deployments
· SEK-based security model for WiMAX deployments
· SUPL INIT transport :

· SIP Push

· UDP



4.3 Version 3.0
4.4 TBD


5. Message Flows

5.1 Immediate Services
5.1.1 Network Initiated
5.1.1.1 Single Fix – Non Roaming

5.1.1.2 Single Fix - Roaming
5.1.2 SET Initiated
5.1.2.1 Single Fix – Non Roaming

5.1.2.2 Single Fix – Roaming
5.1.2.3 Single Fix – 3rd Party Location Request

5.1.2.4 Single Fix with Transfer to 3rd Party
5.1.3 Exception Procedures
5.2 Emergency Services

5.2.1 Network Initiated Non-Roaming

5.2.2 Network Initiated Roaming
5.2.3 Exception Procedures
5.3 Deferred Services
5.3.1 Network Initiated Triggered Periodic
5.3.1.1 Triggered Periodic – Non Roaming

5.3.1.2 Triggered Periodic – Roaming
5.3.2 Network Initiated Area Event
5.3.2.1 Triggered Area Event – Non Roaming

5.3.2.2 Triggered Area Event - Roaming
5.3.3 SET Initiated Triggered Periodic
5.3.3.1 Triggered Periodic – Non Roaming

5.3.3.2 Triggered Periodic Roaming
5.3.3.3 Triggered Periodic with Transfer to 3rd Party – Non Roaming

5.3.3.4 Triggered Periodic with Transfer to 3rd Party - Roaming
5.3.4 SET Initiated Area Event

5.3.4.1 Triggered Area Event – Non Roaming

5.3.4.2 Triggered Area Event – Roaming
5.3.5 Exception Procedures

5.3.6 V-SLP to V-SLP Handover
5.3.7 Retrieval of Historical Positions and/or Enhanced Cell Sector Measurements
5.3.8 Network/SET capabilities Change for Area Event Triggered Scenarios 
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G.1 Approved Version History
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	Date
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	OMA-TS-ULP-V1_0-20070615-A
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	Document Identifier
	Date
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Appendix H. Static Conformance Requirements
The notation used in this appendix is specified in [SCRRULES].


H.1 SCR for SUPL Client
H.1.1 SET Procedures
	Item
	Function
	Reference
	Requirement

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


H.1.2 ULP Protocol Interface
	Item
	Function
	Reference
	Requirement

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


H.1.3 ULP Messages
	Item
	Function
	Reference
	Requirement

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


H.2 SCR for SUPL Server
H.2.1 SLP Procedures
	Item
	Function
	Reference
	Requirement

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


H.2.2 ULP Protocol Interface
	Item
	Function
	Reference
	Requirement

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


H.2.3 ULP Messages
	Item
	Function
	Reference
	Requirement

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Appendix I. Timers



I.1 

I.1.1 

I.1.1.1 

This section defines the SUPL timers. Note that default timer value is informative.

	Timer
	Default value (sec.)
	Description
	Actions on expiration

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 1: SET Timer values
	Timer
	Default value (sec.)
	Description
	Actions on expiration

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 2: SLP Timer values
	Timer
	Default value (sec.)
	Description
	Actions on expiration

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 3: SPC Timer values
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