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1. Scope

This document describes the UserPlane Location Protocol (ULP) for SUPL 3.0. ULP is a protocol-level instantiation of the Lup reference point described in [SUPLAD3]. The protocol is used between the SLP (SUPL Location Platform) and a SET (SUPL Enabled Terminal). For more details about SUPL Requirements refer to [SUPLRD3].
2. References

2.1 Normative References

	 [3GPP 11.11]
	3GPP TS 11.11 “Specification of the Subscriber Identity Module -Mobile Equipment (SIM - ME) interface”
URL:http://www.3gpp.org/

	[3GPP 23.038]
	3GPP TS 23.038, “Alphabets and language-specific information”, 
URL:http://www.3GPP.org/

	[3GPP 23.167]
	3GPP TS 23.167, "IP Multimedia Subsystem (IMS) emergency sessions", 
http://www.3gpp.org/ URL:http://www.3GPP.org/

	[3GPP 24.109]
	3GPP TS 24.109, “Bootstrapping interface (Ub) and Network application function interface (Ua)”, 
URL:http://www.3gpp.org/

	[3GPP 25.225]
	3GPP TS 25.225 “Physical Layer Measurements (TDD)”
URL:http://www.3gpp.org/

	[3GPP 31.101]
	3GPP TS 31.101, “UICC-terminal interface; Physical and logical characteristics”
URL:http://www.3gpp.org/

	[3GPP 31.102]
	3GPP TS 31.102, “Universal Subscriber Identity Module (USIM) application”
URL:http://www.3gpp.org/

	[3GPP 33.220]
	3GPP TS 33.220, “Generic Authentication Architecture (GAA); Generic Bootstrapping Architecture”
URL:http://www.3gpp.org/

	[3GPP 33.222]
	3GPP TS 33.222, “Generic Authentication Architecture (GAA); Access to network application functions using Hypertext Transfer Protocol over Transport Layer Security (HTTPS)” 
URL:http://www.3gpp.org/

	[3GPP 36.321]
	3GPP TS 36.321, “ Evolved Universal Terrestrial Radio Access (E-UTRA) Medium Access Control (MAC) protocol specification”
URL:http://www.3GPP.org/

	[3GPP 49.031]
	3GPP TS 49.031 “Base Station System Application Part LCS Extension (BSSAP-LE)”

URL:http://www.3GPP.org/ 

	[3GPP GAD]
	3GPP TS 23.032, “Universal Geographical Area Description (GAD)”, 
URL:http://www.3GPP.org

	[3GPP LPP]
	3GPP TS 36.355 "Evolved Universal Terrestrial Radio Access (E-UTRA); LTE Positioning Protocol (LPP)"
URL:http://www.3gpp.org/

	[3GPP LTE]
	3GPP TS 36.331 "Evolved Universal Terrestrial Radio Access (E-UTRA); Radio Resource Control (RRC); Protocol specification"
URL:http://www.3GPP.org/

	[3GPP RRC]
	3GPP TS 25.331, “Radio Resource Control (RRC) Protocol Specification”,
URL:http://www.3GPP.org/

	[3GPP RRLP]
	3GPP TS 44.031, “Location Services (LCS); Mobile Station (MS) – Serving Mobile Location Centre (SMLC) Radio Resource LCS Protocol (RRLP)”, 
URL:http://www.3GPP.org/

	[3GPP2 HRPD]
	3GPP2 C.S0024-A Version 3.0, September 2006; cdma2000 High Rate Packet Data Air Interface Specification,
URL:http://www.3GPP.org/

	[3GPP2 S.S0109]
	3GPP2 S.S0109-A, “Generic Bootstrapping Architecture (GBA) Framework, V1.0, February 2008, 
URL:http://www.3gpp2.org/

	[3GPP2 S.S0114]
	3GPP2 S.S0114-A, “Security Mechanisms using GBA”, Version 1.0, February 2008, 
URL:http://www.3gpp2.org/

	[3GPP2 UMB]
	3GPP2 C.S0084-006 Version 2.0, August 2007, "Connection Control Plane for Ultra Mobile Broadband (UMB) Air Interface Specification",
URL:http://www.3gpp2.org/

	[3GPP2 X.S0049-0]
	3GPP2 X.S0049-0, “All-IP Network Emergency Call Support ”, Version 1.0, February 2008, 
URL:http://www.3gpp2.org/

	[ASN.1]
	ITU-T Recommendation X.680: “Information technology – Abstract Syntax Notation One, (ASN.1): Specification of basic notation”,
URL:http://www.itu.int/ITU-T/

	[HMAC]
	HMAC: Keyed-Hashing for Message Authentication, Krawczyk, H. et al, IETF RFC 2104, February 1997
URL:http://www.ietf.org

	[IEEE 802.11v]
	“Wireless Network Management” Standard, IEEE 802.11v 
URL:http://www.ieee.org
NOTE: The reference IEEE draft is a work in progress.

	[IEEE 802.16-2004]
	IEEE Std 802.16-2004, "IEEE Standard for Local and metropolitan area networks, Part 16: Air Interface for Fixed and Mobile Broadband Wireless Access Systems", IEEE, 01-Oct-2004 
URL:http://www.ieee802.org/16/published.html 

	[IEEE 802.16e-2005]
	IEEE Std 802.16e-2005 and IEEE Std 80216-2004/Cor1-2005, "IEEE Standard for Local and metropolitan area networks, Part 16: Air Interface for Fixed and Mobile Broadband Wireless Access Systems, Amendment 2: Physical and Medium Access Control Layers for Combined Fixed and Mobile Operation in Licensed Bands, And Corrigendum 1", IEEE, 28-Feb-2006 
URL:http://www.ieee802.org/16/published.html

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.1, Open Mobile Alliance™, OMA-IOP-Process-V1_1, 
URL:http://www.openmobilealliance.org/

	[NWG 1.2.0 stage 2]
	"WiMAX Forum Network Architecture, Stage 2: Architecture Tenets, Reference Model and Reference Points", Release 1, Version 2.0, WiMAX Forum, 11-Jan-2008 
URL:http://www.wimaxforum.org/technology/documents/

	[NWG 1.2.0 stage3]
	"WiMAX Forum Network Architecture, Stage 3: Detailed Protocols and Procedures", Release 1 Version 2.0, WiMAX Forum, 11-Jan-2008 
URL:http://www.wimaxforum.org/technology/documents/

	[OMA-DM]
	“OMA Device Management Enabler Release ”, Version 1.2, Open Mobile Alliance(,
URL:http://www.openmobilealliance.org/

	[OMAOPS]
	“OMA Organization and Process”, Version 1.6, Open Mobile Alliance™, 
URL:http://www.openmobilealliance.org/

	[OMNA]
	http://www.openmobilealliance.org/Tech/OMNA/ 

	[PER]
	ITU-T Recommendation X.691: “Information technology – ASN.1 encoding rules: Specification of Packed Encoding Rules (PER)”, 
URL:http://www.itu.int/ITU-T/ 

	[PROVCONT]
	“Provisioning Content”, WAP Forum, WAP-183-ProvCont-20010724-a
URL:http://www.openmobilealliance.org/

	[PSK-TLS]
	“Pre-Shared Key Ciphersuites for Transport Layer Security (TLS)”, IETF RFC 4279, December 2005
URL:http://www.ietf.org/rfc/rfc4279.txt

	[RFC 2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, 
URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC 3546]
	"Transport Layer Security (TLS) Extensions", S. Blake-Wilson et al, June 2003,
URL:http://www.ietf.org/rfc/rfc3546.txt

	[RFC 3825]
	“Dynamic Host Configuration Protocol Option for Coordinate-based Location Configuration Information”, J. Polk, J. Schnizlein, M. Linsner, July 2004, 
URL:http://www.ietf.org/rfc/rfc3825.txt

	[RFC4234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. October 2005, URL:http://www.ietf.org/rfc/rfc4234.txt

	[RFC 4279]
	“Pre-Shared Key Ciphersuites for Transport Layer Security (TLS)”, P. Eronen, H. Tschofenig, December 2005, URL:http://www.ietf.org/rfc/rfc4279.txt

	[SCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures, URL:http://www.openmobilealliance.org/

	[SIP PUSH]
	“SIP_Push”, Version 1.0, Open Mobile Alliance™. OMA-ERP_SIP_PUSH-V1_0,
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	[SUPLAD1]
	“Secure User Plane Location Architecture”, Version 1.0, Open Mobile Alliance™, OMA-AD-SUPL-V1_0, 
URL:http://www.openmobilealliance.org/

	[SUPLAD3]
	“Secure User Plane Location Architecture”, Version 3.0, Open Mobile Alliance™, OMA-AD-SUPL-V3_0, 
URL:http://www.openmobilealliance.org/

	[SUPLRD3]
	“Secure User Plane Location Requirements”, Version 3.0, Open Mobile Alliance™, OMA-RD-SUPL-V3_0, 
URL:http://www.openmobilealliance.org/

	[SUPL3 ILP TS]
	“Internal Location Protocol”, Version 3.0, Open Mobile Alliance™, OMA-TS-ILP-V3_0,
URL:http://www.openmobilealliance.org/

	[TIA-41]
	3GPP2 X.S0004-E v1.0, “Wireless Radiotelecommuncations Intersystem
Operations”, March 2004, 
URL:http://www.3gpp2.org/Public_html/specs/

	[TIA-553]
	Mobile Station -Land Station Compatibility Specification (AMPS), September 1989

URL:http://www.tiaonline.org/standards/ 

	[TIA-637]
	3GPP2 C.S0015-B v1.0, “Short Message Service (SMS) For Wideband Spread Spectrum Systems – Release B” June 2004, 
URL:http://www.3gpp2.org/Public_html/specs/

	[TIA-801]
	C.S0022, Position Determination Service for cdma2000 Spread Spectrum Systems

URL:http://www.3gpp2.org/Public_html/specs/

	[TLS]
	“Transport Layer Security (TLS) Version 1.1”, IETF RFC 4346, April 2006
URL:http://www.ietf.org/rfc/rfc4346.txt

	[TLS-AES]
	“Advanced Encryption Standard (AES) Ciphersuites for Transport Layer Security (TLS)”, IETF RFC 3268, June 2002
URL:http://www.ietf.org/rfc/rfc3268.txt

	[WAP Cert]
	OMA WAP-211-WAPCert, “WAP Certificate profile Specification”, Open Mobile Alliance(,
URL:http://www.openmobilealliance.org/

	[WAP PAP]
	OMA-WAP-TS-PAP-V2_2-20071002-C, “Push Access Protocol”, Open Mobile Alliance™,
URL:http://www.openmobilealliance.org/

	[WAP POTAP]
	OMA-TS-PushOTA-V2_2-20071002-C, “Push Over The Air”, Open Mobile Alliance™,
URL:http://www.openmobilealliance.org/

	[WAP PROVSC]
	OMA-WAP-ProvSC-V1_1-20040428-C, “WAP Provisioning Smart Card”, Open Mobile Alliance™
URL:http://www.openmobilealliance.org/

	[OMA PUSH]
	OMA WAP-251-PushMessage-20010322-a, “Push Message”, Open Mobile Alliance™.
URL:http://www.openmobilealliance.org/

	[WAP TLS]
	OMA WAP-219-TLS, “ WAP TLS Profile and Tunneling Specification”, Open Mobile Alliance™
URL:http://www.openmobilealliance.org/

	[WAP WDP]
	“WAP Wireless Datagram Protocol”, Open Mobile Alliance™,
URL:http://www.openmobilealliance.org//

	[X.694]
	ITU-T Recommendation X.694: “Information technology – ASN.1 encoding rules: Mapping W3C XML schema definitions into ASN.1”, 
URL:http://www.itu.int/ITU-T/studygroups/com17/languages/X694.pdf


2.2 Informative References
	[OMADICT]
	“Dictionary for OMA Specifications”, Version x.y, Open Mobile Alliance™,
OMA-ORG-Dictionary-Vx_y, URL:http://www.openmobilealliance.org/

	[SUPL CP]
	“OMA SUPL Client Provisioning”, Version 1.0, Open Mobile Alliance™, OMA-TS-SUPL-Client-Provisioning-V1_0, 
URL:http://www.openmobilealliance.org/ 

	[SUPL MO]
	“OMA Management Object for SUPL”, Version 2.0, Open MobileAlliance™, OMA-TS-SUPL-MO-V2_0, 
URL:http//www.openmobilealliance.org/

	
	


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	Area ID
	Area ID is the identity of an area in a wireless network. 

	I-WLAN
	The interworking WLAN refers to the system for interworking between 3GPP/3GPP2 systems and WLAN. The intent of 3GPP/3GPP2–WLAN Interworking is to extend 3GPP/3GPP2 services and functionality to the WLAN access environment. The 3GPP/3GPP2–WLAN Interworking System provides bearer services allowing a 3GPP/3GPP2 subscriber to use a WLAN to access 3GPP/3GPP2 PS based services.

	Location ID
	The Location ID defines the current serving cell, current serving WLAN AP or current serving WiMAX BS information of the SET.

	Major Version
	Major versions are likely to contain major feature additions; may contain incompatibilities with previous specification revisions; and though unlikely, could change, drop, or replace standard or existing interfaces. Initial releases are “1_0”. [OMAOPS]

	Minor Version
	Minor versions are likely to contain minor feature additions, be compatible with the preceding Major version. Minor specification revision include existing interfaces, although it may provide evolving interfaces. The initial minor release for any major release is “0”, i.e. 1_0 [OMAOPS]

	Multiple Location IDs
	The Multiple Location IDs parameter may contain current non-serving cell, current non-serving WLAN AP or current non-serving WiMAX BS information for the SET and/or historic serving or non-serving cell, WLAN AP or WiMAX BS information for the SET.

	Quality of Position
	A set of attributes associated with a request for the geographic position of SET. The attributes include the required horizontal accuracy, vertical accuracy, max location age, and response time of the SET position.

	Service Indicator
	Service indicators are intended to be compatible with the Major_ Minor release they relate to but add bug fixes. No new functions will be added through the release of Service Indicators. [OMAOPS]

	SUPL Roaming
	For positioning not associated with an emergency services call, SUPL roaming occurs when a SET leaves the service area of its H-SLP.  For positioning associated with an emergency services call, SUPL roaming occurs when the SET is not within the service area of the E-SLP.  The service area of an H-SLP or E-SLP includes the area within which the H-SLP or E-SLP can provide a position estimate for a SET or relevant assistance data to a SET without contacting other SLPs.  It should be noted that an H-SLP or E-SLP service area is not necessarily associated with the service area(s) of the underlying wireless network(s).


3.3
Abbreviations

	ACA
	Alternative Client Authentication

	AP
	Access Point (WLAN)

	BS
	Base Station (WiMAX)

	BSF
	Bootstrapping Server Function

	CI
	Cell Identity (3GPP)

	FQDN
	Fully Qualified Domain Name

	GANSS
	Galileo and Additional Navigation Satellite Systems

	GBA
	Generic Bootstrapping Architecture

	GLONASS
	GLObal'naya NAvigatsionnaya Sputnikovaya Sistema (Engl.: Global Navigation Satellite System)

	GNSS
	Global Navigation Satellite System

	LAC
	Location Area Code (3GPP)

	lid
	Location ID

	LPP
	LTE Positioning Protocol

	LRF
	Location Retrieval Function

	LTE
	Long Term Evolution

	MCC
	Mobile Country Code (3GPP)

	MLP
	Mobile Location Protocol

	MNC
	Mobile Network Code (3GPP)

	NID
	Network ID (C.S0022-A V1.0 )

	OMA
	Open Mobile Alliance

	OMNA
	Open  Mobile Naming Authority

	PAP
	OMA Push Access Protocol

	PSAP
	Public Safety Answering Point

	POTAP
	OMA Push Over the Air Protocol

	QoP
	Quality of Position

	QZSS
	Quasi-Zenith Satellite System

	RLP
	Roaming Location Protocol

	RNC
	Radio Network Controller

	SBAS
	Satellite Based Augmentation System

	SEK
	SUPL Encryption Key

	SET
	SUPL Enabled Terminal

	SID
	System ID (C.S0022-A V1.0 )

	SIP
	Session Initiation Protocol

	SLC
	SUPL Location Center

	SLP
	SUPL Location Platform

	SM
	Short Message

	SMS
	Short Message Service

	TCP
	Transmission Control Protocol

	TLS
	Transport Layer Security

	TD-SCDMA
	Time Division-Synchronous Code Division Multiple Access

	ULP
	Userplane Location Protocol

	UMB
	Ultra Mobile Broadband

	WAP
	Wireless Application Protocol

	WCDMA
	Wideband Code Division Multiple Access

	WiMAX
	Worldwide Interoperability for Microwave Access

	WLAN
	Wireless Local Area Network


4. Introduction

This protocol specification presents the OMA implementation for Location Based Services over the User Plane called SUPL (Secure User Plane Location). SUPL enables SUPL Enabled Terminals (SETs) and SUPL Location Platforms (SLPs) to communicate over an IP bearer to exchange location information (e.g., GNSS assistance data, etc.) and other information needed for positioning. In contrast to Control Plane, SUPL only requires an end to end IP bearer between the SET and the SLP and some minimum modifications to the network in order to be able to perform secure location based services.  
This protocol specification can be used to implement SUPL both in the SET and in the SLP.

The target audience for this specification is developers and systems engineers developing SUPL products or service providers deploying SUPL services.

4.1 Version 1.0

The main features of SUPL Version 1.0 are:

· Immediate Fix service for Network Initiated and SET Initiated use cases

· Support of GSM/WCDMA and CDMA radio access networks
· Support of the following positioning methods:
· A-GPS (both SET Based and SET Assisted)

· Autonomous GPS

· E-OTD for GSM radio access networks

· OTDOA for WCDMA radio access networks

· AFLT for CDMA radio access networks

· E-CID for GSM/WCDMA and CDMA radio access networks

· Support of the following positioning protocols:

· RRLP V5.12.0 for GSM and WCDMA (mandatory)

· RRC V5.11.0 for WCDMA (optional)

· TIA-801 for CDMA (mandatory)

· Security model for all access networks

· Two different modes of operation:

· Proxy mode: the SET communicates with the SLC only and positioning layer messages are proxied through the SLC to the SPC.
· Non-Proxy mode: the SET communicates directly with the SPC when exchanging positioning layer messages.

· Two different roaming models:

· Roaming with the H-SLP: in this roaming mode, the positioning session is conducted between the SET and the H-SLP and the V-SLP is only invoked for cell info translation

· Roaming with V-HSP: in this roaming mode, the positioning session is conducted directly between the SET and the V-SLP.

· SUPL INIT transport:

· MT-SMS

· OMA-Push
4.2 Version 2.0
In version 2.0 of SUPL, the following main features were added :
· Triggered Periodic and Triggered Area Event services for Network Initiated and SET Initiated use cases
· Position location for Emergency Calls

· Positioning procedures for delivery to third party and retrieval of location of another SET
· Support of TD-SCDMA, LTE, HRPD, UMB, I-WLAN and WiMAX radio access networks
· Support of the following positioning methods :

· A-GANSS (both SET Based and SET Assisted)

· Autonomous GANSS

· OTDOA for LTE radio access networks
· E-CID for TD-SCDMA, LTE, HRPD, UMB, I-WLAN and WiMAX radio access networks

· Support of the following positioning protocols

· RRLP with floting release for GSM/WCDMA/LTE, I-WLAN and WiMAX (mandatory)

· RRC with floating release for WCDMA/TD-SCDMA (optional)

· LPP with floating release for LTE (optional)

· TIA-801 with floating release for CDMA/HRPD and UMB (mandatory) 

· TIA-801 with floating release for LTE, I-WLAN and WiMAX (optional)
· Security models :

· GBA-based security model for 3GPP2 network deployments

· SEK-based security model for WiMAX deployments

· SUPL INIT transport :

· SIP Push

· UDP

4.3 Version 3.0
TBD
5. Message Flows
5.1 Immediate Services

5.1.1 Network Initiated
For Network Initiated services, the SUPL Agent resides within the network and the service request is directed at the SLP.

Before sending any ULP messages, the SET SHALL establish a secure connection (i.e., TLS connection) with the SLP. This can be achieved by establishing a new TLS connection, resuming a suspended TLS connection or reusing an existing TLS connection. Details of the TLS session (establishment, termination, etc.) are not shown in this section.

The roaming case described in this section assumes that R-SLP and H-SLP are the same i.e., the SUPL Agent communicates directly with the H-SLP.
5.1.1.1 Single Fix – Non Roaming
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Figure 1: Network Initiated Non-Roaming

 NOTE:
See Appendix D for timer descriptions.
A. SUPL Agent sends an MLP SLIR message to the H-SLP, with which it is associated. The H-SLP SHALL authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service requested based on the client-id received. The H-SLP shall also provide privacy checking based on ms-id and client-id. The H-SLP MAY also verify that the target SET supports SUPL.
If a previously computed position which meets the requested QoP (eqop) is available at the H-SLP and no notification and verification is required, the H-SLP SHALL directly proceed to step G. If notification and verification or notification only is required, the H-SLP SHALL proceed to step B.

NOTE:
The specifics for determining if the SET supports SUPL are beyond the scope of SUPL 3.0.

B. The H-SLP initiates the location session with the SET using the SUPL INIT message. The SUPL INIT message contains the intended positioning method (posMethod), the SLP Capabilities (sLPCapabilities) and optionally the QoP. If the result of the privacy check in step A indicates that notification and/or verification of the target subscriber is needed, the H-SLP SHALL also include the Notification parameter in the SUPL INIT message. Before the SUPL INIT message is sent, the H-SLP also computes and stores the hash of the SUPL INIT message.
If in step A the H-SLP decided to use a previously computed position, the SUPL INIT message SHALL indicate this in a ‘no position’ posMethod parameter value and the SET SHALL respond with a SUPL END message carrying the results of the verification process (access granted, or access denied). If no explicit verification is required (notification only) the SET SHALL respond with a SUPL END message. The H-SLP SHALL then directly proceed to step G. 

NOTE:
Before sending the SUPL END message, the SET SHALL perform the data connection setup procedure of step C and use the procedures described in step D to establish a TLS connection to the H-SLP.

C. The SET analyses the received SUPL INIT message. If found not to be authentic, the SET takes not further action. Otherwise, the SET takes required action to prepare for the establishment of a TLS connection with the H-SLP. The SET also calculates the hash of the received SUPL INIT message.

D. The SET evaluates the Notification rules and takes the appropriate action. The SET SHALL establish a TLS connection to the H-SLP using the H-SLP address provisioned by the Home Network. The SET then sends a SUPL POS INIT message to start a positioning session with the H-SLP. The SET SHALL send the SUPL POS INIT message even if the SET does not support the intended positioning method indicated in SUPL INIT. The SUPL POS INIT message contains the SET capabilities (sETCapabilities) and the hash (ver) of the received SUPL INIT message calculated in step C. The SUPL POS INIT message MAY also include a SUPL POS message carrying LPP and/or TIA-801 positioning protocol messages in line with the H-SLP’s positioning protocol capabilities (indicated in step B in sLPCapabilities). The SET MAY also provide its position, if this is supported (as part of LPP/TIA-801 pos protocol payload). If the SUPL POS INIT message contains a position which meets the requested QoP, the H-SLP MAY directly proceed to step F and not engage in a SUPL POS session.

E. The H-SLP SHALL verify that the value of the ver parameter received in SUPL POS INIT in step D matches the one calculated and stored by the H-SLP in step B. If the values do not match, the H-SLP SHALL directly move to step F and send a SUPL END message with status code ‘authSuplinitFailure’. 
SET and H-SLP engage in a SUPL POS message exchange to calculate a position. The positioning methods used for this session are determined based on the capabilities exchanged by the SET and the H-SLP during the SUPL POS message exchange or optionally in step D. The H-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the H-SLP (SET-Based).

F. Once the position calculation is complete, the H-SLP sends a SUPL END message to the SET indicating that the location session has ended. The SET SHALL release the TLS connection to the H-SLP and release all resources related to this session.

G. The H-SLP sends the position estimate (posresult) back to the SUPL Agent in an MLP SLIA message and the H-SLP SHALL release all resources related to this session.

5.1.1.2 Single Fix – Roaming
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Figure 2: Network Initiated Roaming
For Network Initiated roaming, the ULP message exchange is the same as for non-roaming (see Figure 1). The ULP message exchange between SET and H-SLP is therefore not explicitly shown in Figure 2 but only indicated as “Network Initiated SUPL session” in the diagram. The V-SLP is invoked if and when the H-SLP requires translation of a cell or access point id into a position estimate.

A. In the course of the SUPL session, the H-SLP requires translation of a cell or access point id into a position estimate. Since the SET is SUPL roaming, the H-SLP is unable to perform the translation on its own. The H-SLP therefore engages the V-SLP by sending an RLP-SRLIR message to the V-SLP including the ms-id and the location id (cell or access point id).

B. The V-SLP translates the received cell or access point id into a position estimate and returns an RLP-SRLIA message including the position (posresult) to the H-SLP.

5.1.2 SET Initiated
For SET Initiated services, the SUPL Agent resides within the SET.

Before sending any ULP messages, the SET SHALL establish a secure connection (i.e., TLS connection) with the SLP. This can be achieved by establishing a new TLS connection, resuming a suspended TLS connection or reusing an existing TLS connection. Details of the TLS session (establishment, termination, etc.) are not shown in this section.
5.1.2.1 Single Fix – Non Roaming
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Figure 3: SET Initiated Non-Roaming

NOTE:
See Appendix D for timer descriptions.
A. The SUPL Agent on the SET receives a position request from an application running on the SET. The SET takes appropriate action to establish a secure TLS connection to the H-SLP.

B. The SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a secure TLS connection to the H-SLP and sends a SUPL START message to start a positioning session with the H-SLP. The SUPL START message contains the SET capabilities (sETCapabilities) and optionally the desired QoP.
If a previously computed position which meets the requested QoP is available at the H-SLP, the H-SLP SHALL directly proceed to step F and send a SUPL END message to the SET including the position result (position).

C. The H-SLP sends a SUPL RESPONSE message to the SET. The SUPL RESPONSE contains the intended positioning method (posMethod) and the SLP Capabilities (sLPCapabilities).

D. The SET sends a SUPL POS INIT message to the H-SLP. The SET SHALL send the SUPL POS INIT message even if the SET does not support the intended positioning method indicated in SUPL RESPONSE. The SUPL POS INIT message contains the SET capabilities (sETCapabilities) and optionally a SUPL POS message carrying LPP and/or TIA-801 positioning protocol messages in line with the H-SLP’s positioning protocol capabilities (indicated in step C in sLPCapabilities). The SET MAY also provide its position, if this is supported (as part of LPP/TIA-801 pos protocol payload). If the SUPL POS INIT message contains a position which meets the requested QoP, the H-SLP MAY directly proceed to step F and not engage in a SUPL POS session.

E. SET and H-SLP engage in a SUPL POS message exchange to calculate a position. The positioning methods used for this session are determined based on the capabilities exchanged by the SET and the H-SLP during the SUPL POS message exchange or optionally in step D. The H-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the H-SLP (SET-Based).

F. Once the position calculation is complete, the H-SLP sends a SUPL END message to the SET indicating that the location session has ended. If required, the H-SLP MAY also send the position result (position) in SUPL END. The SET SHALL release the TLS connection to the H-SLP and release all resources related to this session. The H-SLP SHALL release all resources related to this session. 
5.1.2.2 Single Fix – Roaming
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Figure 4: SET Initiated Roaming

For SET Initiated roaming, the ULP message exchange is the same as for non-roaming (see Figure 3). The ULP message exchange between SET and H-SLP is therefore not explicitly shown in Figure 4 but only indicated as “SET Initiated SUPL session” in the diagram. The V-SLP is invoked if and when the H-SLP requires translation of a cell or access point id into a position estimate.

A. In the course of the SUPL session, the H-SLP requires translation of a cell or access point id into a position estimate. Since the SET is SUPL roaming, the H-SLP is unable to perform the translation on its own. The H-SLP therefore engages the V-SLP by sending an RLP-SRLIR message including the ms-id and the location id (cell or access point id).

B. The V-SLP translates the received cell or access point id into a position estimate and returns an RLP-SRLIA message including the position (posresult) to the H-SLP. 

5.1.2.3 Single Fix – 3rd Party Location Request

5.1.2.4 Single Fix with Transfer to 3rd Party
5.1.3 Exception Procedures
5.2 Emergency Services

5.2.1 Network Initiated Non-Roaming

5.2.2 Network Initiated Roaming

5.2.3 Exception Procedures
5.3 Deferred Services

5.3.1 Network Initiated Triggered Periodic
For Network Initiated services, the SUPL Agent resides within the network and the service request is directed at the SLP. This section describes the call flows for Network Initiated Periodic Triggered services. The periodic trigger mechanism resides in the SET which means the SET periodically initiates actions required to determine a position estimate.

Whenever in the course of a Periodic Trigger session the SET needs to send a ULP message to the SLP, the SET SHALL check whether an existing TLS session already exists and – if one exists - reuse that existing TLS session. Otherwise the SET SHALL take appropriate action to resume a suspended TLS session, or establish a new TLS connection. Details of the TLS session (establishment, release, etc.) are not shown in this section.
5.3.1.1 Triggered Periodic – Non Roaming
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Figure 5: Network Initiated Triggered Periodic Non Roaming

NOTE:
See Appendix D for timer descriptions.

A. The SUPL Agent sends an MLP TLRR message to the H-SLP, with which it is associated. The H-SLP SHALL authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requested based on the client-id received. The H-SLP shall also provide privacy checking based on ms-id and client-id. The H-SLP MAY also verify that the target SET supports SUPL. The TLRR message may indicate that batch reporting or quasi-real time reporting is to be used instead of real time reporting. In the case of batch reporting, the TLRR indicates the conditions for sending batch reports to the H-SLP and any criteria, when the conditions for sending arise, for including or excluding particular stored position estimates (e.g. QoP, time window).

NOTE:
The specifics for determining if the SET supports SUPL are beyond the scope of SUPL 3.0.

B. The H-SLP initiates the periodic trigger session with the SET using the SUPL INIT message. The SUPL INIT message contains the intended positioning method (posMethod), the SLP Capabilities (sLPCapabilities), trigger type indicator (triggerType) - in this case periodic - and optionally the desired QoP. If the result of the privacy check in Step A indicates that notification or verification to the target subscriber is needed, the H-SLP SHALL also include the Notification element in the SUPL INIT message. Before the SUPL INIT message is sent, the H-SLP also computes and stores a hash of the message.

C. The SET analyses the received SUPL INIT message. If found not to be authentic, the SET takes not further action. Otherwise the SET takes required action to prepare for the establishment of a TLS connection with the H-SLP. The SET also calculates the hash of the received SUPL INIT message.

D. The SET evaluates the Notification rules and takes appropriate action. The SET SHALL establish a TLS connection to the H-SLP using the H-SLP address provisioned by the Home Network. The SET then sends a SUPL TRIGGERED START message to start a periodic triggered session with the H-SLP. The SET SHALL send the SUPL TRIGGERED START message even if the SET does not support the intended positioning method indicated in SUPL INIT (step B). The SUPL TRIGGERED START message contains the SET capabilities (sETCapabilities), reporting capabilities (reportingCap) and the hash of the received SUPL INIT message (ver) calculated in step B. The reportingCap parameter indicates whether the SET is capable of batch reporting, real time reporting and/or quasi-real time reporting.

E. The H-SLP SHALL verify that the value of the ver parameter received in SUPL TRIGGERED START in step D matches the one calculated and stored by the H-SLP in step B. If the values do not match, the H-SLP SHALL send a SUPL END message with status code ‘authSuplinitFailure’. The H-SLP sends a SUPLTRIGGERED RESPONSE message to the SET. The SUPL TRIGGERED RESPONSE message contains the intended positioning method (posMethod) and the trigger parameters (triggerParams). Consistent with the reporting capabilities of the SET (sent in reportingCap in step D), the H-SLP also indicates the reporting mode (reportingMode) to be used by the SET: real time reporting, quasi-real time reporting or batch reporting. In the case of batch reporting, the SUPL TRIGGERED RESPONSE message indicates the conditions for sending batch reports to the H-SLP and any criteria, when the conditions for sending arise, for including or excluding particular stored position estimates and/or (if allowed) particular stored enhanced cell/sector/AP measurements. In the case of quasi-real time reporting, the SUPL TRIGGERED RESPONSE message indicates whether the SET is allowed to send enhanced cell/sector/AP measurements in lieu of or in addition to position estimates. If enhanced cell/sector/AP positioning was selected for batch or quasi-real time reporting, the SUPL TRIGGERED RESPONSE message indicates if the SET is permitted to send stored enhanced cell/sector/AP measurements. In this case, if batch reporting was selected, the SET MAY skip steps G, H and I.
F. The H-SLP informs the SUPL Agent in an MLP TLRA message that the triggered location response request has been accepted and also includes a req_id parameter to be used as a transaction id for the entire duration of the periodic triggered session. SET and H-SLP MAY release the TLS connection.

NOTE: The MLP TLRA may be sent earlier at any time after the H-SLP receives the MLP TLRR.
G. When the periodic trigger in the SET indicates that a position fix has to be performed or at any time the SET decides it requires assistance data, the SET establishes a TLS connection to the H-SLP. The SET sends a SUPL POS INIT message to the H-SLP. The SUPL POS INIT message contains the SET capabilities (sETCapabilities) and optionally a SUPL POS message carrying LPP and/or TIA-801 positioning protocol messages in line with the H-SLP’s positioning protocol capabilities (indicated in step B in sLPCapabilities). The SET MAY also provide its position, if this is supported (as part of LPP/TIA-801 pos protocol payload).
If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id based position fix) that meets the required QoP, the H-SLP MAY directly proceed to step I and not engage in a SUPL POS session.

H. SET and H-SLP engage in a SUPL POS message exchange in order to calculate a position (or to obtain assistance data). The positioning methods used for this session are determined based on the capabilities exchanged by the SET and the H-SLP during that SUPL POS message exchange or optionally in step G.  

I. Once the position calculation (or assistance data delivery) is complete, the H-SLP sends a SUPL REPORT message to the SET. If the reporting mode is batch reporting, the SET stores all calculated position estimates. In SET Assisted mode the position is calculated by the H-SLP and therefore is included in the SUPL REPORT message for batch reporting mode. The SET MAY release the secure connection to the H-SLP.
If a SET Based positioning method was chosen which allows the SET to autonomously calculate a position estimate (e.g. autonomous GNSS or A-GNSS SET Based mode where the SET has current GNSS assistance data and does not require an assistance data update from the H-SLP), steps G to I are not performed. Instead, the SET autonomously calculates the position estimate and – for real time or quasi-real time reporting – sends the calculated position estimate to the H-SLP using a SUPL REPORT message containing the session-id and the position estimate.

J. This step is optional: Once the position calculation is complete and if real time or quasi-real time reporting is used, the H-SLP sends a MLP TLREP message to the SUPL Agent. The MLP TLREP message includes the req_id and the position result (posresult). If the reporting mode is set to batch reporting, this message is not used.

K. This step is optional: If the SET cannot communicate with the H-SLP and quasi-real time reporting is used or if batch reporting is used, the SET MAY – if supported - perform SET Based position fixes (e.g. autonomous GNSS or SET Based A-GNSS where the SET has current assistance data) and/or, if allowed by the H-SLP, enhanced cell/sector/AP measurements. In the case of batch reporting, and if explicitly allowed by the H-SLP, enhanced cell/sector/AP measurements are permitted even when the SET can communicate with the H-SLP.
L. This step is optional and is executed if batch reporting is used and if any of the conditions for sending batch reports have occurred. It is also executed, once the SET is able to re-establish communication with the H-SLP, if quasi-real time reporting is used if one or more previous reports have been missed. The SET sends the stored position estimates and/or, if allowed, the stored enhanced cell/sector/AP measurements in an unsolicited SUPL REPORT message to the H-SLP
. The SUPL REPORT message contains the position result(s) including date and time information for each position result and optionally the position method used. In the case of batch reporting, the stored position estimates and/or enhanced cell/sector/AP measurements included in the SUPL REPORT message may be chosen according to criteria received in step E. If no criteria are received in step E, the SET shall include all stored position estimates and/or enhanced cell/sector/AP measurements not previously reported.

M. If enhanced cell/sector/AP measurements are received in step L, the H-SLP calculates corresponding position estimates. 

The H-SLP forwards the reported and/or calculated position estimate(s) to the SUPL Agent in an MLP TLREP message.

Steps G to M are repeated as applicable. When the last position estimate needs to be calculated i.e. the end of the periodic triggered session has been reached, steps N to P may be performed (a repeat of steps G to I). Alternatively - and if applicable - step K is repeated. 

Q. This step is optional. When real-time reporting is used, it is executed after the last position estimate or, if allowed, last set of enhanced cell/sector/AP measurements has been obtained or was due. When batch or quasi real-time reporting is used, step Q is executed if and as soon as the following conditions apply:

i. The SET has stored historic location reports and/or stored historic enhanced cell/sector/AP measurements that have not yet been sent to the H-SLP.

ii. The SET is able to establish communication with the H-SLP

iii. In the case of batch reporting, the conditions for sending have arisen or the SET has obtained the last fix according to the number of fixes (in which case an incomplete batch of positions is sent).

The SUPL REPORT message is used to send all or a subset of stored position fixes and/or stored enhanced cell/sector/AP measurements not previously reported to the H-SLP. In the case of batch reporting, the stored position estimates and/or stored enhanced cell/sector/AP measurements included in the SUPL REPORT message may be chosen according to criteria received in step E. If no criteria are received in step E, the SET shall include all stored position estimates and/or stored enhanced cell/sector/AP measurements not previously reported.

R. If enhanced cell/sector/AP measurements are received in step Q, the H-SLP calculates corresponding position estimates. The H-SLP forwards the reported and/or calculated historical position estimate(s) to the SUPL Agent in an MLP TLREP message. As an option (e.g. if the SUPL Agent is not available), the H-SLP MAY retain the historic position fixes for later retrieval by the SUPL Agent

S. After the last position result has been reported to the SUPL Agent in step R or following some timeout on not receiving stored position estimates in step R, the H-SLP ends the periodic triggered session by sending a SUPL END message to the SET.

5.3.1.2 Triggered Periodic – Roaming
The ULP message exchange for roaming is the same as for non-roaming (see Figure 5). However, the V-SLP is invoked each time the H-SLP requires translation of enhanced cell/sector/AP information into a position estimate due to SUPL roaming of the SET (see Figure 2).
5.3.2 Network Initiated Area Event
For Network Initiated services, the SUPL Agent resides within the network and the service request is directed at the SLP. This section describes the call flows for Network Initiated Triggered Area Event services. The trigger resides in the SET i.e., the SET decides if an area event occurred.

Whenever in the course of an Area Event Trigger session the SET needs to send a ULP message to the SLP, the SET SHALL check whether an existing TLS session already exists and – if one exists - reuse that existing TLS session. Otherwise the SET SHALL take appropriate action to resume a suspended TLS session, or establish a new TLS connection. Details of the TLS session (establishment, release, etc.) are not shown in this section.
5.3.2.1 Triggered Area Event – Non Roaming
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Figure 6: Network Initiated Triggered Area Event Non Roaming

NOTE:
See Appendix D for timer descriptions.

A. The SUPL Agent sends an MLP TLRR message to the H-SLP, with which it is associated. The H-SLP SHALL authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requested based on the client-id received. The H-SLP shall also provide privacy checking based on ms-id and client-id. The MLP TLRR message contains all parameters required for the area event trigger session (e.g., geographic target area, trigger criteria, etc.). The H-SLP MAY also verify that the target SET supports SUPL.

NOTE:
The specifics for determining if the SET supports SUPL are beyond the scope of SUPL 3.0.

B. The H-SLP initiates the area event trigger session with the SET using the SUPL INIT message. The SUPL INIT message contains the intended positioning method (posMethod), the SLP Capabilities (sLPCapabilities), trigger type indicator (triggerType) - in this case area event - and optionally the desired QoP. If the result of the privacy check in Step A indicates that notification or verification to the target subscriber is needed, the H-SLP SHALL also include the Notification element in the SUPL INIT message. Before the SUPL INIT message is sent, the H-SLP also computes and stores a hash of the SUPL INIT message.

C. The SET analyses the received SUPL INIT message. If found not to be authentic, the SET takes no further action. Otherwise the SET takes required action to prepare for the establishment of a TLS connection with the H-SLP. The SET also calculates the hash of the received SUPL INIT message.

D. The SET evaluates the Notification rules and takes appropriate action. The SET SHALL establish a TLS connection to the H-SLP using the H-SLP address provisioned by the Home Network. The SET then sends a SUPL TRIGGERED START message to start a triggered area event session with the H-SLP. The SET SHALL send the SUPL TRIGGERED START message even if the SET does not support the intended positioning method indicated in SUPL INIT (step B). The SUPL TRIGGERED START message contains the SET capabilities (sETCapabilities)  and the hash of the received SUPL INIT message (ver) calculated in step B.

E. The H-SLP SHALL verify that the value of the ver parameter received in SUPL TRIGGERED START in step D matches the one calculated and stored by the H-SLP in step B. If the values do not match, the H-SLP SHALL send a SUPL END message with status code ‘authSuplinitFailure’. The H-SLP sends a SUPLTRIGGERED RESPONSE message to the SET. The SUPL TRIGGERED RESPONSE message contains the intended positioning method (posMethod) and the trigger parameters (triggerParams). It may also contain the area ids of the specified area for the area event triggered session (in triggerParams).

F. The H-SLP informs the SUPL Agent in an MLP TLRA message that the triggered location response request has been accepted and also includes a req_id parameter to be used as a transaction id for the entire duration of the triggered area event session. SET and H-SLP MAY release the TLS connection.

NOTE: The MLP TLRA may be sent earlier at any time after the H-SLP receives the MLP TLRR.
G. If the area ids are downloaded in step E, the SET SHALL compare the current area id to the downloaded area ids. When the area event trigger mechanism in the SET or the comparison of the current area id to the downloaded area ids indicates that a position fix is to be executed, the SET establishes a TLS connection with the H-SLP. A TLS connection with the H-SLP is also established by the SET, whenever the area event trigger in the SET indicates that a position fix has to be performed or at any time the SET decides it requires assistance data. The SET then sends a SUPL POS INIT message to the H-SLP. The SUPL POS INIT message contains the SET capabilities (sETCapabilities) and optionally a SUPL POS message carrying LPP and/or TIA-801 pos protocol payload in line with the H-SLP’s positioning protocol capabilities (indicated in step B in sLPCapabilities). The SET MAY also provide its position, if this is supported (as part of LPP/TIA-801 pos protocol payload).
If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id based position fix) that meets the required QoP, the H-SLP MAY directly proceed to step I and not engage in a SUPL POS session.

H. SET and H-SLP engage in a SUPL POS message exchange in order to calculate a position (or to obtain assistance data). The positioning methods used for this session are determined based on the capabilities exchanged by the SET and the H-SLP during that SUPL POS message exchange or optionally in step G.  

I. Once the position calculation (or assistance data delivery) is complete, the H-SLP sends a SUPL REPORT message to the SET. The SUPL REPORT message may include the position result (position) if the position estimate was calculated at the H-SLP. The SET MAY release the secure connection to the H-SLP.
J. The SET compares the calculated position estimate with the target area to check if the event trigger condition has been met. If no area event is triggered, the SET SHALL return to step G. If an area event is triggered, the SET SHALL proceed to step K.

K. The SET sends a SUPL REPORT message including the position estimate to the H-SLP unless the Location Estimate parameter is set to “false” in which case no position estimate is included.
L. The H-SLP sends a MLP TLREP message to the SUPL Agent which may include the position result.

M. If the SUPL Agent has requested several reports and more reports are to be sent, the SET repeats step G to L or step G to J depending on whether an area event has occurred. Note that in this case, step K occurs only after the minimum time between reports has elapsed.
N. When the last requested report was sent, the H-SLP sends a SUPL END message to the SET.

The message flow described in Figure 6 is applicable to all positioning methods.  However, individual steps within the call flows are optional: 

· Step H (SUPL POS) is not performed for cell-id based positioning methods. 

· In SET Based mode where no assistance data is required from the network, no interaction with the H-SLP is required to calculate a position estimate. Interaction with the H-SLP is only required for assistance data update in which case steps G to I are performed.
5.3.2.2 Triggered Area Event – Roaming
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Figure 7: Network Initiated Triggered Area Event Roaming

For Network Initiated roaming, the ULP message exchange is the same as for non-roaming (see Figure 6). The ULP message exchange between SET and H-SLP is therefore not explicitly shown in Figure 7 but only indicated as “Network Initiated SUPL session” in the diagram. The V-SLP is invoked: 

A. If, after receiving a SUPL TRIGGERED START message from the SET, the H-SLP cannot provide area id information for the selected geographical target area, it forwards the SUPL TRIGGERED START message encapsulated in an RLP SSRLIR message to the V-SLP.

B. In response to step A and if supported (and if the V-SLP is able to provide this information) by the V-SLP, the V-SLP returns the area ids in a SUPL TRIGGERED RESPONSE message encapsulated in an RLP SSRLIA message to the H-SLP.   
C. When the H-SLP requires translation of a cell/sector/access point id into a position estimate but is unable to perform the translation on its own, the H-SLP engages the V-SLP by sending an RLP-SRLIR message to the V-SLP including the ms-id and the location id (cell or access point id).

D. In response to step C, the V-SLP translates the received cell or access point id into a position estimate and returns an RLP-SRLIA message including the position (posresult) to the H-SLP.

Steps C and D may be repeated as required.
5.3.3 SET Initiated Triggered Periodic
For SET Initiated services, the SUPL Agent resides within the SET.

Whenever in the course of a Periodic Trigger session the SET needs to send a ULP message to the SLP, the SET SHALL check whether an existing TLS session already exists and – if one exists - reuse that existing TLS session. Otherwise the SET SHALL take appropriate action to resume a suspended TLS session, or establish a new TLS connection. Details of the TLS session (establishment, release, etc.) are not shown in this section.
5.3.3.1 Triggered Periodic – Non Roaming
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Figure 8: SET Initiated Triggered Periodic Non Roaming

NOTE:
See Appendix D for timer descriptions.

A. The SUPL Agent on the SET receives a position request from an application running on the SET. The SET takes appropriate action to establish a secure TLS connection to the H-SLP.

B. The SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a TLS connection to the H-SLP and sends a SUPL TRIGGERED START message to start a positioning session with the H-SLP. The SUPL TRIGGERED START message contains SET capabilities (sETCapabilities), trigger type indicator (triggerType) - in this case periodic -, periodic trigger parameters (triggerParams) and optionally the QoP .

C. The H-SLP sends a SUPLTRIGGERED RESPONSE message to the SET. The SUPL TRIGGERED RESPONSE message contains the intended positioning method (posMethod) and the SLP Capabilities (sLPCapabilities). SET and H-SLP MAY release the TLS connection.

D. When the periodic trigger in the SET indicates that a position fix has to be performed or at any time the SET decides it requires assistance data, the SET establishes a TLS connection to the H-SLP. The SET sends a SUPL POS INIT message to the H-SLP. The SUPL POS INIT message contains the SET capabilities (sETCapabilities) and optionally a SUPL POS message carrying LPP and/or TIA-801 pos protocol payload in line with the H-SLP’s positioning protocol capabilities (indicated in step C in sLPCapabilities). The SET MAY also provide its position, if this is supported (as part of LPP/TIA-801 pos protocol payload).
If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id based position fix) that meets the required QoP, the H-SLP MAY directly proceed to step F and not engage in a SUPL POS session. 

E. SET and H-SLP engage in a SUPL POS message exchange in order to calculate a position (or to obtain assistance data). The positioning methods used for this session are determined based on the capabilities exchanged by the SET and the H-SLP during that SUPL POS message exchange or optionally in step D. 

F. Once the position calculation (or assistance data delivery) is complete, the H-SLP sends a SUPL REPORT message to the SET. In SET Assisted mode the position is calculated by the H-SLP and may be included in the SUPL REPORT message. The SET MAY release the secure connection to the H-SLP.
NOTE:
steps D to F are optional and not performed for SET Based in the case where no assistance data is required from the network. In this case the SET autonomously calculates a position fix based on the currently available assistance data stored in the SET.

Steps G to I (i.e., the second position fix/assistance data delivery) and steps J to L (i.e., the last position fix/assistance data delivery) are a repeat of steps D to F.

M. After the last position result was calculated, the SET ends the periodic triggered session by sending a SUPL END message to the H-SLP
5.3.3.2 Triggered Periodic Roaming
The ULP message exchange for roaming is the same as for non-roaming (see Figure 8). However, the V-SLP is invoked each time the H-SLP requires translation of enhanced cell/sector/AP information into a position estimate due to SUPL roaming of the SET (see Figure 2).
5.3.3.3 Triggered Periodic with Transfer to 3rd Party – Non Roaming

5.3.3.4 Triggered Periodic with Transfer to 3rd Party - Roaming
5.3.4 SET Initiated Area Event
For SET Initiated services, the SUPL Agent resides within the SET. The trigger also resides in the SET i.e., the SET decides if an area event occurred.

Whenever in the course of a Trigger Area Event session the SET needs to send a ULP message to the SLP, the SET SHALL check whether an existing TLS session already exists and – if one exists - reuse that existing TLS session. Otherwise the SET SHALL take appropriate action to resume a suspended TLS session, or establish a new TLS connection. Details of the TLS session (establishment, release, etc.) are not shown in this section.
5.3.4.1 Triggered Area Event – Non Roaming
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Figure 9: SET Initiated Triggered Area Event Non Roaming

NOTE:
See Appendix D for timer descriptions.

A. The SUPL Agent on the SET receives a position request from an application running on the SET. The SET takes appropriate action to establish a secure TLS connection to the H-SLP.

B. The SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a TLS connection to the H-SLP and sends a SUPL TRIGGERED START message to start a positioning session with the H-SLP. The SUPL TRIGGERED START message contains SET capabilities (sETCapabilities), trigger type indicator (triggerType) - in this case area event -, area event trigger parameters (triggerParams) and optionally the QoP .

C. The H-SLP sends a SUPLTRIGGERED RESPONSE message to the SET. The SUPL TRIGGERED RESPONSE message contains the intended positioning method (posMethod), the SLP Capabilities (sLPCapabilities) and the trigger parameters (triggerParams). It may also contain the area ids of the specified area for the area event triggered session (in triggerParams). SET and H-SLP MAY release the TLS connection.

D. If the area ids are downloaded in step C, the SET SHALL compare the current area id to the downloaded area ids. When the area event trigger mechanism in the SET or the comparison of the current area id to the downloaded area ids indicates that a position fix is to be executed, the SET establishes a TLS connection with the H-SLP. A TLS connection with the H-SLP is also established by the SET, whenever the area event trigger in the SET indicates that a position fix has to be performed or at any time the SET decides it requires assistance data. The SET then sends a SUPL POS INIT message to the H-SLP. The SUPL POS INIT message contains the SET capabilities (sETCapabilities) and optionally a SUPL POS message carrying LPP and/or TIA-801 pos protocol payload in line with the H-SLP’s positioning protocol capabilities (indicated in step C in sLPCapabilities). The SET MAY also provide its position, if this is supported (as part of LPP/TIA-801 pos protocol payload).
If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id based position fix) that meets the required QoP, the H-SLP MAY directly proceed to step F and not engage in a SUPL POS session. 

E. SET and H-SLP engage in a SUPL POS message exchange in order to calculate a position (or to obtain assistance data). The positioning methods used for this session are determined based on the capabilities exchanged by the SET and the H-SLP during that SUPL POS message exchange or optionally in step D. 

F. Once the position calculation (or assistance data delivery) is complete, the H-SLP sends a SUPL REPORT message to the SET. In SET Assisted mode the position is calculated by the H-SLP and may be included in the SUPL REPORT message. The SET MAY release the secure connection to the H-SLP.
G. The SET compares the calculated position estimate with the target area to check if the event trigger condition has been met. If no area event is triggered, the SET SHALL return to step D. If an area event is triggered, the SET SHALL proceed to step H.

H. If an area event was triggered, the SET forwards the calculated position estimate to the internal SUPL Agent.

I. If the SUPL Agent has requested several reports and more reports are to be sent, the SET repeats step D to G or step D to H depending on whether or not an area event occurred. Note that in this case, step H occurs only after the minimum time between reports has elapsed.

J. When the last report was sent, the SET sends a SUPL END message to the H-SLP
.

The call flow described in Figure 9 is applicable to all positioning methods, however, individual steps within the call flows are optional: 

· Step E (SUPL POS) is not performed for cell-id based positioning methods. 

· In SET Based mode where no assistance data is required from the network, no interaction with the H-SLP is required to calculate a position estimate. Interaction with the H-SLP is only required for assistance data update in which case steps D to F are performed

5.3.4.2 Triggered Area Event – Roaming
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Figure 10: SET Initiated Triggered Area Event Roaming

For SET Initiated roaming, the ULP message exchange is the same as for non-roaming (see Figure 9). The ULP message exchange between SET and H-SLP is therefore not explicitly shown in Figure 10 but only indicated as “SET Initiated SUPL session” in the diagram. The V-SLP is invoked: 

A. If, after receiving a SUPL TRIGGERED START message from the SET, the H-SLP cannot provide area id information for the selected geographical target area, it forwards the SUPL TRIGGERED START message encapsulated in an RLP SSRLIR message to the V-SLP.

B. In response to step A and if supported (and if the V-SLP is able to provide this information) by the V-SLP, the V-SLP returns the area ids in a SUPL TRIGGERED RESPONSE message encapsulated in an RLP SSRLIA message to the H-SLP.   
C. When the H-SLP requires translation of a cell/sector/access point id into a position estimate but is unable to perform the translation on its own, the H-SLP engages the V-SLP by sending an RLP-SRLIR message to the V-SLP including the ms-id and the location id (cell or access point id).

D. In response to step C, the V-SLP translates the received cell or access point id into a position estimate and returns an RLP-SRLIA message including the position (posresult) to the H-SLP.
Steps C and D may be repeated as required.
5.3.5 Exception Procedures

5.3.5.1 Triggered Session Pause/Resume Procedure – Network Initiated
This section describes the call flows to pause and resume the network initiated triggered session. In this call scenario, it is assumed that SET is not roaming, however this case will also be applicable if the SET is roaming. Figure 11 illustrates the triggered session pause/resume procedure.
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Figure 11: Network Initiated Triggered Session Pause/Resume Procedure Successful Case
A. A triggered session is ongoing.

B. The SET sends the SUPL TRIGGERED STOP message to inform the H-SLP that the triggered session in the SET is paused. The SUPL TRIGGERED STOP message SHALL contain the request type parameter to indicate that this message is to pause the current triggered session. While the triggered session is paused, both triggered sessions paused by the request in the H-SLP and the SET SHALL be still active, however the SET SHALL not perform positioning and store enhanced cell/section measurements. In case of the area event triggered service, the SET SHALL not also perform the Area ID comparison. 
C. This step is optional. The H-SLP informs the SUPL Agent that the triggered session is paused.
NOTE:
The implementation of this step is optional hence the presence of this step depends on the H-SLP Policy and an implementation.
D. The SET sends the SUPL TRIGGERED STOP message to inform the H-SLP that the triggered session in the SET is resumed. The SUPL TRIGGERED STOP message SHALL contain the request type parameter to indicate that this message is to resume the paused triggered session. After the triggered session is resumed, the SET SHALL resume actions related with positioning.
E. This step is optional. The H-SLP informs the SUPL Agent that the triggered session is resumed.
NOTE:
The implementation of this step is optional hence the presence of this step depends on the H-SLP Policy and an implementation.
F. The triggered session is continued.
5.3.5.2 Triggered Session Pause/Resume Procedure – SET Initiated
This section describes the call flows to pause and resume the SET initiated triggered session. In this call scenario, it is assumed that SET is not roaming, however this case will also be applicable if the SET is roaming. Figure 12 illustrates the triggered session pause/resume procedure.


[image: image13.emf]Target

SET

Ongoing SET Initiated Triggered Session

Continued SET Initiated Triggered Session

»

SUPL TRIGGERED STOP(request_type=Pause)

SUPL TRIGGERED STOP(request_type=Resume)

B

A

D

C

H-SLP

»


Figure 12: SET Initiated Triggered Session Pause/Resume Procedure Successful Case
A. A triggered session is ongoing.

B. The SET sends the SUPL TRIGGERED STOP message to inform the H-SLP that the triggered session in the SET is paused. The SUPL TRIGGERED STOP message SHALL contain the request type parameter to indicate that this message is to pause the current triggered session. While the triggered session is paused, both triggered sessions paused by the request in the H-SLP and the SET SHALL be still active, however the SET SHALL not perform positioning. In case of the area event triggered service, the SET SHALL not also perform the Area ID comparison.
C. The SET sends the SUPL TRIGGERED STOP message to inform the H-SLP that the triggered session in the SET is resumed. The SUPL TRIGGERED STOP message SHALL contain the request type parameter to indicate that this message is to resume the paused triggered session. After the triggered session is resumed, the SET SHALL resume actions related with positioning.
D. The triggered session is continued.

5.3.6 V-SLP to V-SLP Handover

5.3.7 Retrieval of Historical Positions and/or Enhanced Cell Sector Measurements
5.3.8 Network/SET capabilities Change for Area Event Triggered Scenarios 
6. Security

7. ULP Version Negotiation

8. Protocols and Interfaces

9. ULP Message Definitions

10. Parameter Definitions

11. ASN.1 Encoding of ULP Messages
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Appendix B. Static Conformance Requirements

The notation used in this appendix is specified in [SCRRULES].

B.1 SCR for SUPL Client
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B.2 SCR for SUPL Server

B.2.1 SLP Procedures
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B.2.2 ULP Protocol Interface
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Appendix C. Timers
This section defines the SUPL timers. Note that default timer value is informative.

	Timer
	Default value (sec.)
	Description
	Actions on expiration

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 1: SET Timer values
	Timer
	Default value (sec.)
	Description
	Actions on expiration

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 2: SLP Timer values
	Timer
	Default value (sec.)
	Description
	Actions on expiration

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 3: SPC Timer values






� Optional parameters are shown in gray


� Optional parameters are shown in gray


� Optional parameters are shown in gray


� Optional parameters are shown in gray


� Optional parameters are shown in gray


� Optional parameters are shown in gray





�This is problematic since lid and multiple lid are no longer allowed to be sent. LPP ProvLocInfo may be used instead but this needs to be studied further.


�This needs to be further investigated since for Network Initiated scenarios, the H-SLP sends the SUPL END message. 
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