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1. Review Comments

1.1 OMA-TS-Presence_SIMPLE-V1_1-20070701-D
	ID
	Open Date
	Type
	Section
	Description
	Status

	B004
	17-09-07
	E
	3.2
	Source: Nokia Siemens Networks

Form: Input Contribution, CONR-032
Comment: The definition of User Equipment uses a number of abbreviations from the source the definition is retrieved from and that are not listed in the “Abbreviations“ section.
Proposed Change:
	Status: OPEN / CLOSED

<provide response>

	B005
	17-09-07
	T
	4
	Source: Nokia Siemens Networks

Form: Input Contribution, CONR-032
Comment: 

· The partial publication and notification of (only the changed) presence information, based on [PARPUBLISH ], [PARNOT] and  [PARFORMAT]
Proposed Change: see bold and underlined text marked in blue.
	Status: OPEN / CLOSED

<provide response>

	B006
	17-09-07
	T
	4
	Source: Nokia Siemens Networks

Form: Input Contribution, CONR-032
Comment: 

· Back-end Subscriptions to a presence list, based on [RFC4662]]
Proposed Change: remove “back-end” : this spec deals with subscriptions to single presentities, as well as presence list subscriptions. The back-end subscriptions are issued by the RLS function and again can be subscriptions to single presentities, as well as presence list subscriptions.
	Status: OPEN / CLOSED

<provide response>

	B007
	17-09-07
	T
	5.1.1
	Source: Nokia Siemens Networks

Form: Input Contribution, CONR-032
Comment: it SHALL set the value of the “entity” attribute of the <presence> element in the Presence Information document with the a URI value of the P-Asserted-Identity header field used in the SIP PUBLISH request as defined in [3GPP TS 24.229] and [3GPP2 X.S0013-004-A].
Proposed Change: See above. The P-Asserted-Identity header field may comprise 2 values (e.g. a sip-URI and a tel-URI) whereas  “entity” attribute of the <presence> element  comprises a single URI. Any URI provided in the P-Asserted-Identity header field can be used.
	Status: OPEN / CLOSED

<provide response>

	B008
	17-09-07
	T
	5.1.1.3
	Source: Nokia Siemens Networks

Form: Input Contribution, CONR-032
Comment: In this case, the Presence Source SHALL NOT generate PUBLISH requests more often as it is instructed by the configured local rate limitation configuration.

Proposed Change: As stated in §5.1.1.3, the rate can be configured with OTA Provisioning or local configuration. It is recommended to align the description of §5.1.13 to §5.2.2.1 “Limiting the number of subscriptions”:

The service provider MAY configure a Presence Source MAY be configured with a publication rate (the shortest time period between two PUBLISH requests) at which PUBLISH requests are generated. This can be done with OTA Provisioning or local configuration. In case of it is performed with OTA Provisioning, it SHALL use the value of   SOURCE-THROTTLE-PUBLISH (defined in Appendix Error! Reference source not found.).

In this case, If such configuration is present for the Presence Source, the Presence Source SHALL NOT generate PUBLISH requests more often as it is instructed by the local rate limitation configuration.
	Status: OPEN / CLOSED

<provide response>

	B009
	17-09-07
	E
	5.1.2.2
	Source: Nokia Siemens Networks

Form: Input Contribution, CONR-032
Comment: 
Figure 1-PNA in a non-3GPP/3GPP2 architecture. Presence information can be aggregated either directly to the PS or via a PNA.

Proposed Change: The Figure 3 title should be limited to “PNA in a non-3GPP/3GPP2 architecture”. The additional info should be normal text.
	Status: OPEN / CLOSED

<provide response>

	B010
	17-09-07
	T
	5.2.2
	Source: Nokia Siemens Networks

Form: Input Contribution, CONR-032
Comment: If the watcher only knows the tel URI or pres URI of the presentity, the tel URI or pres URI may get translated to a SIP URI by the SIP/IP core network. In this case, the watcher MAY learn the translated URI from the “entity” attribute of the <presence> element included in the NOTIFY request and use it for future subscriptions.
Proposed Change: See above. In some cases, the S-CSCF replaces a tel-URI by a SIP-URI.
	Status: OPEN / CLOSED

<provide response>

	B011
	17-09-07
	E
	5.4.3.1.1
	Source: Nokia Siemens Networks

Form: Input Contribution, CONR-032
Comment: Align the descriptions for the different elements (Service, device, person):

d. If there are no conflicting elements (i.e. same elements with different values) or attributes under the <tuple> elements. Different <timestamp> values are not considered as a conflict.
If the <deviceID> of the <device> elements that are published from different Presence Sources match, then PS SHALL 

a. Aggregate the non-conflicting elements within one <device> element; and 

b. Set the <timestamp> of the aggregated <device> element SHALL be to the most recent one among the ones that contribute to the aggregation; and

c. Use the element from the most recent publication for conflicting elements.
If the following conditions all apply:
a. If one <person> element includes a <class> element, as defined in section Error! Reference source not found., other <person> elements include an identical <class> element; and
b. If there are no conflicting elements (same elements with different values or attributes) under the <person> elements. Different <timestamp> values are not considered as a conflict. 
then the PS SHALL:
a. Aggregate elements within a <person> element that are published from different Presence Sources into one <person> element. Identical elements with the same value SHALL not be duplicated. Different <timestamp> values are not considered as a conflict.
 b. Set the <timestamp> of the aggregated <person> element to the most recent one among the ones that contribute to the aggregation

In any other case, the PS SHALL keep <person> elements from different Presence Sources separate if there are conflicting elements under the <person> elements.

Proposed Change: See above.
	Status: OPEN / CLOSED

<provide response>

	B012
	17-09-07
	E
	5.4.3.1.1
	Source: Nokia Siemens Networks

Form: Input Contribution, CONR-032
Comment: The PS SHALL ignore the values of instance identifier attributes (id) of <tuple>, <person> and <device> instances in presence documents published by Presence Sources. The <timestamp> of the aggregated <person> element SHALL be the most recent one among the ones that contribute to the aggregation.
Proposed Change: See above. The handling of the timestamp for <person> is already described under the previous bullet point.
	Status: OPEN / CLOSED

<provide response>

	B013
	17-09-07
	T
	5.4.3.2
	Source: Nokia Siemens Networks

Form: Input Contribution
Comment:
A P-Asserted-Identity header value includes a SIP URI, a tel URI or both. According to [PRESRULES], conditions need to be verified against both the SIP URI AND the tel URI if the P-Asserted-Identity includes both values.

Proposed Change: 

When realized in 3GPP IMS or 3GPP2 MMD networks, the PS SHALL use the received P-Asserted-Identity header (as defined in [3GPP TS 24.229] and [3GPP2 X.S0013-004-A]) in the SUBSCRIBE request to determine the URI value(s) used for matching against a conditions element
	Status: OPEN / CLOSED

<provide response>

	B014
	17-09-07
	T
	5.4.3.2
	Source: Nokia Siemens Networks

Form: Input Contribution, CONR-032
Comment: It must be stated what presence information elements are disclosed to the watcher (e.g. all presence information elements) in case the default policy is set to the <sub-handling> value ‘allow’.
Proposed Change: 

The default policy SHALL apply one of the <sub-handling> actions defined below. A watcher can see all the presentity’s presence information in case the default policy with a <sub-handling> value equal to “allow” is applied. However, it is out of scope of the present specification to define how the default policy is configured.
	Status: OPEN / CLOSED

<provide response>

	B015
	17-09-07
	T
	5.4.3.2
	Source: Nokia Siemens Networks

Form: Input Contribution, CONR-032
Comment: It should be mentioned that updates of Presence Authorization Rules can be explicit or implicit. In the former case, the Presence Authorization Rules document stored in the  Presence XDMS is updated, in the latter case Shared URI lists stored in the Shared XDMS and referenced in the Presence Authorization Rules document are updated.

Proposed Change: 


	Status: OPEN / CLOSED

<provide response>

	B016
	17-09-07
	T
	5.4.3.3
	Source: Nokia Siemens Networks

Form: Input Contribution, CONR-032
Comment:
· does not understand the particular filter included in the payload of the SUBSCRIBE request as requested by the watcher, the PS SHALL indicate it to the watcher as specified in [RFC4660] and [RFC4661]
Proposed Change:  as error handling is only described in RFC 4660, remove the reference to RFC 4661.
	Status: OPEN / CLOSED

<provide response>

	B017
	17-09-07
	T
	5.5.2
	Source: Nokia Siemens Networks

Form: Input Contribution, CONR-032
Comment: When the SIP/IP Core network corresponds to 3GPP IMS or 3GPP2 MMD networks, the RLS SHALL follow the procedures described in section 5.7.3 of [3GPP TS 24.229] and [3GPP2 X.P0013-004-A] and insert the a URI value of the P-Asserted-Identity header of the incoming SIP SUBSCRIBE request (as defined in [3GPP TS 24.229] and [3GPP2 X.P0013-004-A]) to the SIP SUBSCRIBE request of the back-end subscription, as opposed to acting as an authentication service ([RFC4474]) required by the [RFC4662].
Proposed Change: 

See above. The P-Asserted-Identity header field may comprise 2 values (e.g. a sip-URI and a tel-URI).
	Status: OPEN / CLOSED

<provide response>

	B018
	17-09-07
	T
	5.5.2
	Source: Nokia Siemens Networks

Form: Input Contribution, CONR-032
Comment: It should be mentioned that updates of Presence Lists can be explicit or implicit. In the former case, the Presence Lists document stored in the  RLS XDMS is updated, in the latter case Shared URI lists stored in the Shared XDMS and referenced in the Presence Lists document are updated.
Proposed Change: .
	Status: OPEN / CLOSED

<provide response>

	B019
	17-09-07
	T
	5.5.3
	Source: Nokia Siemens Networks

Form: Input Contribution, CONR-032
Comment:
· does not understand the particular filter included in the payload of the SUBSCRIBE request as requested by the watcher, the RLS SHALL indicate it to the subscriber watcher as specified in [RFC4660] and [RFC4661]
Proposed Change:  as error handling is only described in RFC 4660, remove the reference to RFC 4661. Alignment with the description in section5.4.3.3
	Status: OPEN / CLOSED

<provide response>

	B020
	17-09-07
	T
	5.5.4
	Source: Nokia Siemens Networks

Form: Input Contribution, CONR-032
Comment:
A P-Asserted-Identity header value includes a SIP URI, a tel URI or both.
An X-3GPP-Asserted-Identity comprises one or more identities.

An X-XCAP-Asserted-Identity comprises one identity.

Are all P-Asserted-Identity URI values to be copied into the X-3GPP-Asserted-Identity header?

Can any of the P-Asserted-Identity URI values be copied into the X-XCAP-Asserted-Identity header?

Proposed Change:

	Status: OPEN / CLOSED

<provide response>

	B021
	17-09-07
	T
	6
	Source: Nokia Siemens Networks

Form: Input Contribution, CONR-032
Comment: The section header mentions “Description of the Presence Reference Points”, whereas the content of this section is limited to the Presence Reference Points  with respect to the SIP/IP Core network.

Presence Reference Points 5, 8, 9, 10, 13, 14, 15 also relevant for the various Presence Functional Entities covered by this TS. 

Only Presence Reference Points 7 and 12 (towards the Aggregation Proxy) are not  relevant for the various Presence Functional Entities covered by this TS. 

Proposed Change:
	Status: OPEN / CLOSED

<provide response>

	B022
	17-09-07
	E
	10.3
	Source: Nokia Siemens Networks

Form: Input Contribution, CONR-032
Comment: The <contact> in the service table shouldn’t be in bold, as it is fully defined in RFC3863. Hence it should be italic only.
Proposed Change:
	Status: OPEN / CLOSED

<provide response>

	B023
	17-09-07
	E
	10.4.7.1
	Source: Nokia Siemens Networks

Form: Input Contribution, CONR-032
Comment: In the description, it is mentioned that the location type is an enumerated value or a free text location value. The free text location value may comprise at most 30 characters.

But also for “Activity” and “Mood” it is possible to use free text values (Cfr. RFC 4480). This is not mentioned in the respective descriptions. Furthermore, “Activity” and “Mood” can be assigned multiple values (in opposite to Location Type). Finally, informative information (<note> elements) additionally can be provided for “Activity”, “Mood” and “Location-Type”.

Proposed Change: 
	

	B024
	17-09-07
	E
	10.4.7.4
	Source: Nokia Siemens Networks

Form: Input Contribution, CONR-032
Comment: In that case, should more than one “Location-type” element be present in different <person> elements within a presence document, the watcher SHALL consider the location-types of the presentity to be the aggregate of all location-describing elements with all <place-type> elements.
Proposed Change:
	Status: OPEN / CLOSED

<provide response>
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