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1. Scope

The Enabler Test Requirements (ETR) document for the Enabler under consideration is created and maintained by the Technical Working Group (TWG) responsible for the technical specifications for the corresponding Enabler.

The ETR document is intended to cover at least those requirements collected in the Requirements Document (RD) and the Architecture Document (AD) in addition to any other items the TWG has identified as important enough to warrant attention from interoperability perspective and identify any technical functionalities that should be covered by testing.

2. References

2.1 Normative References

	[3GPP_TS26141]
	“IP Multimedia System (IMS) Messaging and Presence; Media formats and codecs”, TS 26.141, V6.1.0 (2005-03), URL: http://www.3gpp.org/ 

	[ERELD]
	“Enabler Release Document for IM SIMPLE”, Version 2.0, Open Mobile Alliance™,
OMA-ERELD-SIMPLE_IM-V2_0, URL: http://www.openmobilealliance.org/ 

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.3, Open Mobile Alliance™, 
OMA-ORG-IOP_Process-V1_3, URL: http://www.openmobilealliance.org/ 

	[OMA_IM_AD]
	“Instant Messaging using SIMPLE Architecture”, Version 2.0, Open Mobile Alliance™, 
OMA-AD-SIMPLE_IM-V2_0, URL: http://www.openmobilealliance.org/  

	[OMA_IM_RD]
	“Instant Messaging Requirements”, Version 2.0, Open Mobile Alliance™, OMA-RD-IM-V2_0,
URL: http://www.openmobilealliance.org/  

	[OMA_IM_TS]
	“Instant Messaging using SIMPLE”, Version 2.0, Open Mobile Alliance™, 
OMA-TS-SIMPLE_IM-V2_0, URL: http://www.openmobilealliance.org/  

	[OMA_IM_Charging_TS]
	“OMA SIMPLE IM Charging Specification”, Version 1.0, Open Mobile Alliance™, 
OMA-TS-SIMPLE_IM_Charging-V1_0, URL: http://www.openmobilealliance.org/  

	[OMA_IM_XDM]
	“IM XDM Specification”, Version 1.0, Open Mobile Alliance™, OMA-TS-IM_XDM-V1_0, 
URL: http://www.openmobilealliance.org/  

	[OMA_IM_XDM_
Schema]
	“XDM - IM Conversation History and Deferred Message Metadata”, Version 1.0, 
Open Mobile Alliance™, OMA-SUP-XSD_xdm_hist_and_def_metadata-V1_0, 
URL: http://www.openmobilealliance.org/  

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, 
URL: http://www.ietf.org/rfc/rfc2119.txt 

	[RFC2234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. November1997, 
URL: http://www.ietf.org/rfc/rfc2234.txt  


2.2 Informative References
	[OMA_DM]
	“OMA Device Management”, Version 1.2 , Open Mobile Alliance™, OMA-ERP-DM-V1_2, 
URL: http://www.openmobilealliance.org/

	[OMA_Pres]
	“OMA Presence Simple”, Version 2.0, Open Mobile Alliance™, OMA-ERP-Presence_SIMPLE-V2_0, 
URL: http://www.openmobilealliance.org/

	[OMA_X1]
	“OMA XML Document Management”, Version 1.0, Open Mobile Alliance™, OMA-ERP-XDM-V1_0, 
URL: http://www.openmobilealliance.org/

	[OMA_X2]
	“OMA XML Document Management”, Version 2.0, Open Mobile Alliance™, work in progress.

	[OMADICT]
	“Dictionary for OMA Specifications”, Version 2.4, Open Mobile Alliance™,
OMA-ORG-Dictionary-V2_4, URL: http://www.openmobilealliance.org/ 

	[RFC3261]
	“SIP: Session Initiation Protocol”, J. Rosenberg et al, June 2002, URL: http://www.ietf.org/rfc/rfc3261.txt

	[RFC3265]
	“Session Initiation Protocol (SIP)-Specific Event Notification”, A.B. Roach, June 2002 URL: http://www.ietf.org/rfc/rfc3265.txt

	[RFC2778]
	“A model for presence and Instant messaging” , M. Day et all, February 2000 URL: http://www.ietf.org/rfc/rfc2778.txt


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions
	TestFest
	Multi-lateral interoperability testing event

	Ad-hoc Group Session 
	An IM session for multiple users that does not involve the use of predefined groups. The list of users for the Ad hoc Group Session is created dynamically and is disbanded after the Ad hoc Group session ends. 

	Controlling IM Server
	A SIP application server responsible for IM Service functionality in the network side. Function of the Controlling IM Server relates to group communication, e.g., acting as a focus in an IM Session.

	Conversation
	An ordered exchange of immediate messages in the context of a session between users.

	Deferred Chat Message
	A Deferred Message originating from a 1-to-1 IM Session. 

	Deferred Message
	If an intended recipient of an IM pager-mode or large mode message communication is not available, either due to the recipient’s Inbox settings or the recipient being IM offline, the message is stored in the IM server for later delivery. I.e. the IM becomes deferred message.

	Deferred Messaging Function
	The Deferred Messaging Function provides handling of Deferred Messages.

	Deferred Standalone  Message
	A Deferred Message originating from either a Pager Mode Message or a Large Message. 

	Delivery Notification
	The delivery notification indicates whether or not the IM has been delivered to the IM Recipient.

	Display Notification
	The display notification indicates whether or not the IM Recipient rendered the IM to the user.

	Event Package
	A specification for a set of events to be used with subscription and notification. The event package defines the semantics of the notification message body and of subscriptions to that event. Event packages are defined in [RFC3265].

	File Transfer
	A one-way transfer of data between entities in real-time fashion. The Session ends when the data has been transferred.

	Group
	A group is a nested collection of addresses or identifiers such as an address or record called as Group Members, and other information related to the group.  A group is identified by a single address called Group Identity.  

	Group Advertisement
	A message advertising a Group to Users. A Group Advertisement typically informs Users about a new Group and contains information about how to get access to the Group.

	Group Session
	A session at which two or more users participate.

	History
	Stored conversation, which may also be called conversation history. There are two types of data related to the history: metadata and the actual conversation.

	IM Address
	An IM Address identifies an IM User. The IM Address can be used by one IM User to request communication with other IM Users.

	IM Client
	An IM Service endpoint.

	IM Server
	A network entity that provides messaging service.

	IM Service
	The instant message offering presented by a service provider that utilizes the IM Enabler and potentially other enablers.

	IM Session Identity
	SIP URI received by the IM Client during the IM Session establishment in the Contact header.

	Instant Message (IM)
	A message delivered to a user in an instant, interactive manner. Generally short, even brief. Instant Messages are often called IMs. IMs are often exchanged back-and-forth between users in a conversational fashion. Defined in [RFC2778]. 

In other words, a type of messaging service by which the sender expects immediate message delivery in (near) real time fashion. 

	Invited IM User
	An IM User receiving invitation or has been invited to an IM Session.

	Inviting IM Client
	An IM Client either initiating or triggering initiation of the IM Session.

	Joining IM Client
	An IM Client joining in a Group Session.

	Notification
	A message, delivered in response to a subscription, which delivers information about an associated event in the format defined by the relevant event package. Defined in [RFC3265].

	Large Message Mode
	This mode is used to send a single large instant message using MSRP. Since MSRP is used, a SIP session must be established, but it is torn down after the single message is transmitted.

	One-to-One IM Session
	One user communicates with a single user. It includes Peer-to-Peer, and Ad hoc Group Session with only two participants.

	Pager Mode Message
	A small size, one-shot message from an IM User to other IM User(s). SIP MESSAGE is used for carrying the message.

	Participating IM Server
	A SIP application server responsible for IM Service functionality in the network side. Function of the Participating IM Server relates to either originating or terminating user. The Participating IM Server is responsible for e.g. access control for a user. 

	Pre-defined Group
	A Group whose members are permanently stored in XDMS before the actual group communication starts. The IM Server creates the IM Group Session according to the definition in the group, e.g., when the creator of the group definition joins in, the IM Server may invite other users to the IM Group Session.

	Public Conference 
	A Pre-defined Group that is uniquely identified by a URI. A Public conference is usually hosted by a Service Provider which creates, maintains and manipulates the conferencing features.

	Session
	A stateful association of presence and other user preference, capability and identity data through which it is possible to communicate immediate messages. A session may be established between IM users or between an IM user and an IM Server.

	Session based messaging
	A type of IMS Messaging service by which the sender expects immediate message delivery in (near) real time fashion. In addition the sender(s) and the receiver(s) have to join to a messaging session e.g. chat room, before message exchange can take place [3GPP TS 22.340].

	SIMPLE
	A methodology and set of extensions to SIP supporting the Instant Messaging requirements defined by IETF.

	URI-list
	A list of URIs issued by an IM Client to IM Server for exploding a SIP request to URIs contained in the list. The IM Client uses a URI-list for either creating an Ad-hoc Group Session or exploding a one-shot message to multiple recipients. The IM Server takes care of sending individual requests to URIs.


3.3 Abbreviations
	AD
	Architecture Document

	ERDEF
	Enabler Requirement Definition

	ERELD
	Enabler Release Definition

	IETF
	Internet Engineering Task Force

	IM
	Instant Messaging

	MSRP
	Message Session Relay Protocol

	OMA
	Open Mobile Alliance

	RD
	Requirements Document

	SIMPLE
	SIP Instant Message and Presence Leveraging Extensions

	SIP
	Session Initiation Protocol

	URI
	Uniform Resource Identifier

	URL
	Uniform Resource Locator

	XDM
	XML Document Management


4. Introduction

4.1 Version 1.0

The purpose of this Enabler Test Requirements document is to help guide the testing effort for the Enabler SIMPLE_IM-V1_0 documenting those areas where testing is most important to ensure interoperability of implementations.

The Enabler under consideration comprises the following specifications:

· OMA-TS-SIMPLE_IM-V1_0: Specifying both the Control and User Planes

· OMA-TS-IM_XDM-V1_0: Specifying data formats and XCAP Application Usages for SIMPLE_IM
Generally, the testing activity should aim at validating the normal working behaviour of the client/server interactions, as well as testing the error conditions whenever it is possible to set up the appropriate scenarios. The following sections provide a more detailed description of the testing requirements for SIMPLE_IM-V1_0.
This document also intends to provide some guidance on the prioritization of the specifications and features to be tested within Enabler SIMPLE_IM-V1_0.
4.2 Version 2.0

SIMPLE IM 2.0 brings new features to the IM Session service:

· Store and forward (deferred) functionality

· Display notification functionality
So, the aim of this ETR for SIMPLE IM 2.0 is to include the needed requirements to ensure the testing is properly covering these new features. 
5. Test Requirements

5.1 Enabler Test Requirements

The test requirements collected in this section are related to the Enabler SIMPLE_IM-V2_0. 
The following generic requirements are identified for the Enabler:

The enabler functionality includes various alternatives for the originating and terminating terminal configuration. At the originating side the terminal may initiate/use One-to-One or Pre-Defined or Ad hoc session. In addition client may initiate large message mode or page mode or a file transfer to a single terminal or to a group. The Originating client may also retrieve stored messages from network storage for conversation History. If the Originating client is not available (e.g. not online) for notification events like “message delivery” or “displayed message” these notification should be pushed as soon as the Originating client is determined as available (e.g. by an IM Server). Finally, all the messages from the Originating client shall include a message identification.
At the terminating side the terminal may receive/join/use One-to-One or Pre-Defined or Ad hoc session. In addition client may receive a large message mode or page mode or a file transfer from a single terminal or from a group. The Terminating client may also retrieve stored messages from network storage either for deferred or conversation History; if the Terminating client was not available (e.g. not online), stored offline messages shall be delivered./pushed to the Terminating client as soon it is determined it is available (e.g. by an IM Server).
It is required that different variations are covered in the test specification (at adequate level). 

Test cases should be defined in a way that the same test can be executed in one operator network (intra-operator test case) or using NNI interface (inter-operator test case). 

The requirements in this clause are listed in the assumption that the test environment fulfills all the dependencies described in subclause 5.3 “Enabler Dependencies”.
The following sections (Mandatory and Optional test requirements) could also be separated for client and server test requirements.

The tables for the mandatory and optional test requirements include the following columns:

FEATURE KEY:
A set of characters uniquely identifying the enabler test requirement to be tested. It is suggested that the Feature Key is no longer than 4 to 5 characters. The purpose of the Feature Key is that when used, it distinctly refers to only one feature to be tested.

FEATURE DESCRIPTION:
A description of a technical specification feature to be tested.

FEATURE TEST REQUIREMENTS:
A description of what shall be tested for the feature.

5.1.1 Mandatory Test Requirements

Mandatory test requirements are covering mandatory features/functions of an Enabler which shall always be implemented in the client/server.
5.1.1.1 IM Session Mode Messaging 
	
	Feature Key
	Feature Description
	Feature Test Requirements

	
	SMM-001
	Establishing One to One IM Session 

[OMA_IM_TS] 7.1.1.2,  7.2
	Verify that the inviting IM client is able to establish a One to One IM session with the Invited IM Client messages are exchanged, delivery and display notifications are exchanged . 

	
	SMM-002
	IM Ad-Hoc Conference 

[OMA_IM_TS] 7.1.1.3, 7.2.1.2
	Verify that the IM client is able to establish an Ad-Hoc IM Conference and invited participants are able to join the conference and exchange messages.

	
	SMM-003
	IM Pre-Defined IM Conference
[OMA_IM_TS] 7.1.1.4, , 7.2.1.3
	Verify that the IM client is able to establish the IM  Pre-Defined conference and is able to exchange messages. 

	
	SMM-004
	Joining A chat room
[OMA_IM_TS] 7.1.1.10, 7.1.1.15, 7.2.3.2

	Verify joining a chat room with a chat alias and the chat room ensures that the chat Alias is unique. The joining Client should later leave the chat room.

	
	SMM-005
	Void
	

	
	SMM-006
	Sending Private message
[OMA_IM_TS] 7.2.3.4, 7.1.1.1 
	Verify that Private Message(s) can be sent and received in a conference session. 

	
	SMM-007
	Adding users to an IM Conference session

[OMA_IM_TS] 7.1.1.7, 7.2.2.7, 7.2.1.7
	Verify that the client is able to add users to the existing IM conference session

	
	SMM-008
	Extending one-to-one to one-to-many

[OMA_IM_TS] 7.1.1.6, Appendix L
	Verify that the client is able to add additional users to start or join a one to many session.  and that the initial one to one session is dismantled.

	
	SMM-009
	Expelling a user from a session

[OMA_IM_TS] 7.2.2.1, 7.1.1.14
	Verify that the server is able to remove a user from an IM session.

	
	SMM-010
	Displayed notification
[OMA_IM_TS] 7.1.3.2, 7.1.3.4
	Verify that a displayed notification is sent only when the recipient has opened a chat window.

	
	SMM-011
	IsComposing notification
[OMA_IM_TS] 7.1.3.5, 7.1.3.6
	Verify that the “Is Composing” notification can be sent and received in a chat session.

	
	SMM-012
	Sending successive Chat Messages before IM Session establishment
[OMA_IM_TS] 7.1.1.2, 7.1.2.1
	Verify that Chat Messages are delivered via successive invitations, old invitations are cancelled and delivery notification is received.

	
	SMM-013
	Notifications for an offline user
[OMA_IM_TS] 7.1.1.2, 6.1.2.2.2
	Verify that while a user is unavailable, no delivery and no display notifications are sent for that user.

	
	SMM-014
	Restarting a 1-to-1 chat
[OMA_IM_TS] 7.1.1.2, 7.1.2.1
	Verify that when a 1-to-1 IM Session has timed out further Chat Messages are conveyed in new invitations.

	
	SMM-015
	Opening expired 1-to-1 IM Session invitation
[OMA_IM_TS] 7.1.1.2, 7.1.2.1
	Verify that following delivery notifications, a session timeout occurs and display notifications are sent and received when user opens the chat window after the expiry time of the invitation

	Error Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 1: Mandatory test requirements for IM session mode messaging
5.1.1.2 Pager Mode Messaging
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	PMM-001
	Sending a Page mode message to a user
[OMA_IM_TS] 8.1.1
	Verify that the IM Client is able to send a page mode message to a user

	
	PMM-002
	Sending a Page mode message to a  group
[OMA_IM_TS] 8.1.1
	Verify that the IM client is able to send a message to a pre-defined group.

	
	PMM-003
	Sending a Page mode to multiple users 

[OMA_IM_TS] 8.1.1
	Test that the IM Client is able able to senda  Messageto multiple users using a URI-List (Ad-Hoc-Group) and the receiving clients are able to receive the message

	
	PMM-004
	IM Server sending System Message [OMA IM TS] 5.4
	Test that the IM server is able to send a system message destined to ist users.  The payload size of message can be bigger than 1300 bytes or not.

	
	
	
	

	Error Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 2: Mandatory test requirements for pager mode messaging

5.1.1.3 Large Message Mode
	
	Feature Key
	Feature Description
	Feature Test Requirements

	
	LMM-001
	Sending Large Message to one user
[OMA_IM_TS] 9.1.1.2
	Test if the IM Client is able to send a Large message to one user 

	
	LMM-002
	Sending a Large message to a group
[OMA_IM_TS] 9.1.1.2
	Test if the IM Client is able to send a Large Message to a predefined group.

	
	LMM-003
	Sending a large message to an Ad hoc group

[OMA_IM_TS] 9.1.1.2
	Test if the IM Client is able to send a Large Message to an adhoc group.

	
	LMM-004
	Void
	

	
	LMM-005
	IM Client Large Message Release
[OMA_IM_TS] 9.2.2
	The IM Client MUST Be able to release from a Large Message session.


	
	
	
	

	Error Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 3: Mandatory test requirements for large message mode
5.1.1.4 Deferred Messages
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	DM-001
	Retrieving deferred Message metadata  
[OMA_IM_TS] 12.1.2
	Test the IM Client is able to retrive deferred Message metadata

	
	DM-002
	Pushing Deferred Standalone Messages [OMA_IM_TS] 12.2.2.5
	Verify that Deferred Standalone Messages are automatically pushed to IM client when the client comes back online. Also verify that the client has its settings for deferred messages to be pushed to it.

	
	DM-003
	Retrieving Deferred Standalone Message(s) 
[OMA_IM_TS] 12.1.1
	Test the IM Client is able to retrieve one Deferred Standalone Message, some Deferred Standalone Messages and all Deferred Standalone Message 

	
	DM-004
	Deferred Standalone Message Deletion
[OMA_IM_TS] 12.1.3.2,  12.1.3.3,  12.1.3.4
	Verify that IM client is able to delete one Deferred Standalone Message, some Deferred Standalone Messages and all Deferred Standalone Messages. Deferred message metadata is updated when each Deferred Messaging Function procedure occurs. 

	
	DM-005
	Storage for Deferred Standalone Messages 
[OMA_IM_TS] 12.2.2.3
	Verify that a Pager Mode Message or Large Message is deferred when a recipient  is unavailable, and Deferred Standalone Messages are stored and their corresponding metadata is updated in IM XDMS

	
	DM-006
	Delivering of Deferred Chat Messages

[OMA_IM_TS] 7.1.2.1, 12.2.3.2
	Verify that when a recipient becomes available, all Deferred Chat Messages are delivered and the resulting notifications are generated and sent by the IM Client

Verify that for an established push session all messages have the same originator.

	
	DM-007
	Storage for  Deferred Chat Messages and Notifications
[OMA_IM_TS] 12.2.3.3
	Verify that a Chat Message is deferred when a recipient is unavailable.  

Verify that a notification for a Chat Message is deferred when a recipient is unavailable.

	Error Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 4: Mandatory test requirements for deferred messages
5.1.1.5 Notifications related to Chat Messages
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	NTF-001
	Chat Message delivery notifications  
[OMA_IM_TS] 7.1.2.1, 7.1.3.2, 7.1.3.4, 8.1.1, 8.2.1
	Verify that Chat Message delivery notifications are automatically delivered to the Originating Client once the proper event happens in the Terminating Client.

	
	NTF-002
	Chat Message delivery notifications (Originating Client unavailable) 

[OMA_IM_TS] 7.1.2.1, 7.1.3.2, 8.1.1, 12.2.3.3
	Verify that when the Originating Client is unavailable, the Chat Message delivery notifications are stored in the IM Server. Verify that delivery notifications are pushed to the Originating Client as soon as the IM Server determines the user is available. 

	
	NTF-003
	Chat Message displayed notifications  
[OMA_IM_TS] 7.1.2.1, 7.1.3.2, 7.1.3.4, 8.1.1, 8.2.1
	Verify that Chat Message displayed notifications are automatically delivered to the Originating Client once the proper event happens in the Terminating Client

	
	NTF-004
	Chat Message displayed notifications (Originating Client unavailable) 

[OMA_IM_TS] 7.1.2.1, 7.1.3.2, 8.1.1, 12.2.3.3
	Verify that when the Originating Client is unavailable, the Chat Message displayed notifications are stored in the IM Server. Verify that displayed notifications are pushed to the Originating Client as soon as the IM Server determines the user is available. 

	
	NTF-005
	Accepting pushed notifications

[OMA_IM_TS] 7.1.2.1, 12.2.3.4
	Verify that an IM Client auto-accepts a push of stored notifications.

Verify that for an established session to push notifications, all notifications have the same originator (IM User).

	
	NTF-006
	Multidevice scenarios 

[OMA_IM_TS] 5.2.5
	Verify that in a multidevice scenarios, notifications are delivered only to the device that sent the original message, regardless of other devices where an IM Session may be open at the time of receiving the notification

	Error Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 5: Mandatory test requirements for notifications
5.1.2 Optional Test Requirements

Optional test requirements are covering optional features/functions of an Enabler.

If an optional requirement of the Enabler is implemented in the client/server, this requirement SHALL be tested.

5.1.2.1 Conversation History
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	HIST-001
	Invoking  IM History function
[OMA_IM_TS] 13.1.1
	Test if  the IM client can invoke IM History

	
	HIST-002
	Terminating  recording 

[OMA_IM_TS] 13.1.2
	Test if the IM Client is able to terminate an ongoing recording of an IM session

	
	HIST-003
	Retrieving an IM history

[OMA_IM_TS] 13.1.3
	Test if the IM client is able to retrieve an IM history 

	
	HIST-004
	Retrieving History metadata
[OMA_IM_TS] 13.1.4 
	Test the IM Client is able to retrieve history metadata

	
	HIST-005
	Deleting IM conversation

[OMA_IM_TS] 13.2.5
	Verify that IM client is able to delete one or more or all IM history conversation messages. IM conversation message metadata is updated when each IM history function procedure occurs.

	Error Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 6: Optional test requirements for conversation history

5.1.2.2 File transfer
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	FT-001
	Transfering File to one User 
[OMA_IM_TS] 10
	Verify that a client can send a  file transfer request to another user that consists of A) a file B) multiple files

	
	FT-002
	Transferring file to multiple Users
[OMA_IM_TS] 10
	Verify that a client can send a file to multiple Users that consists of A) a file B) multiple files.

	
	FT-003
	Receiving a File 
[OMA_IM_TS] 10
	Verify that a client is able to receive a file transfer request correctly

	Error Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 7: Optional test requirements for file transfer
5.1.2.3 IM XDM

5.1.2.3.1 Access Policy
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	
	
	

	Error Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 8: Optional test requirements for IM XDM Access policy

5.1.2.4 Charging
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	OFFC-001
	Charging for Pager mode message to a single user  
[OMA_IM_Charging_TS] 6.2.2.1, 6.3.2.1
	Verify that the IM Server is able to charge for a Pager mode message to a single user. The test shall be performed with offline charging as well as online charging.

	
	OFFC-002
	Charging for Pager mode message to an ad hoc or pre-defined group [OMA_IM_Charging_TS] 6.2.2.2, 6.3.2.2
	Verify that the IM Server is able to charge for a Pager mode message to an ad hoc or pre-defined group. The test shall be performed with offline charging as well as online charging.

	
	OFFC-003
	Charging for large message to a single user
[OMA_IM_Charging_TS] 6.2.2.3, 6.3.2.3
	Verify that the IM Server is able to charge for a large message to a single user. The test shall be performed with offline charging as well as online charging.

	
	OFFC-004
	Charging for Large message to an ad-hoc or predefined group 

[OMA_IM_Charging_TS] 6.2.2.4, 6.3.2.4
	Verify that the IM Server is able to charge for a Large message to an ad-hoc or predefined group. The test shall be performed with offline charging as well as online charging.

	
	OFFC-005
	Charging for Conversation History Retrieval 
[OMA_IM_Charging_TS] 6.2.2.5, 6.3.2.5
	Verify that the IM Server is able to charge for a Conversation History Retrieval by a user. The test shall be performed with offline charging as well as online charging.


	
	OFFC-006
	Charging for Deferred Message Retrieval 
[OMA_IM_Charging_TS] 6.2.2.6, 6.3.2.6
	Verify that the IM Server is able to charge for a Deferred Message Retrieval by a user. The test shall be performed with offline charging as well as online charging.

	
	OFFC-007
	Charging for Deferred Message Push
[OMA_IM_Charging_TS] 6.2.2.7, 6.3.2.7
	Verify that the IM Server is able to charge for a Deferred Message Push. The test shall be performed with offline charging as well as online charging.

	
	OFFC-008
	Charging for Successful one-to-one IM session Establishment

[OMA_IM_Charging_TS] 6.2.3.1, 6.3.3.1
	Verify that the IM Server is able to charge for a one-to-one IM session Establishment The test shall be performed with offline charging as well as online charging.

	
	OFFC-009
	Charging for Successful conference IM session Establishment

[OMA_IM_Charging_TS] 6.2.3.2, 6.3.3.2
	Verify that the IM Server is able to charge for a successful Ad-Hoc or Pre-Defined Conference IM session Establishment. The test shall be performed with offline charging as well as online charging.

	
	OFFC-010
	Charging for Joining or departure of a conference participant

[OMA_IM_Charging_TS] 6.2.3.3, 6.3.3.3
	Verify that the IM Server is able to charge for the joining or departure of a conference participant. The test shall be performed with offline charging as well as online charging.

	
	OFFC-011
	Charging for Session Modification 

[OMA_IM_Charging_TS] 6.2.3.4, 6.3.3.4
	Verify that the IM Server is able to charge for a Session modification. The test shall be performed with offline charging as well as online charging.

	
	OFFC-012
	Charging for Message exchange during a chat session 

[OMA_IM_Charging_TS] 6.2.3.5, 6.3.3.5
	Verify that the IM Server is able to charge for a Message exchange during a chat session. The test shall be performed with offline charging as well as online charging.

	
	OFFC-013
	Charging for an IM Session end 

[OMA_IM_Charging_TS] 6.2.3.6, 6.3.3.6
	Verify that the IM Server is able to charge when an IM Session ends. The test shall be performed with offline charging as well as online charging.

	
	OFFC-014
	Participant number based online charging for session owner

[OMA_IM_Charging_TS] 6.3.3.7
	Verify that the IM Server is able to process online charging according to the number of participant of a Session. The tests shall be performed with the trigger types CHANGE_IN_PARTICIPANTS_NMB and CHANGE_IN_ THRSHLD_OF_PARTICIPANTS_NMB

	Error Flow
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Table 9: Optional test requirements for Charging
5.2 Backwards Compatibility

SIMPLE IM 2.0 is a new major release for the SIMPLE IM enabler and backwards compatibility is not mandatory..

5.3 Enabler Dependencies

XDM-OMA XML Document Management V2.0

OMA Device Management V1.2
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