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Review History

	Review Type
	Date
	Review Method
	Participating Groups
	Full Document Id
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Recommendations

	ID
	Open Date
	Section
	Description
	Status

	001
	2003.05.08
	3.2
	Bootstrap provisioning - Delete “point of  sale”
	Closed

	002
	2003.05.08
	5.0
	Change Radio Software Download to Non-application software download
	Closed

	003
	2003.05.08
	5.1.3
	Insert “smart”
	Closed

	004
	2003.05.08
	5.5
	Substitute text from section 5.5. with Nokia’s contribution OMA-REQ-2003-0336
	Closed

	005
	2003.05.08
	6.1.1.1

5.
	This requirement was changed to:

247-d Except for initial trust relationship configuration (bootstrap) over the air, if end user confirmation is not indicated by the Device Management Server, the Device MUST not ask for user confirmation before incorporation of configuration data. (from Microsoft, 5.1.5)


	Closed

	006
	2003.05.08
	6.1.1.2

2.
	Objection withdrawn
276-b If the Device management operation is related to personal information then the user MUST successfully authenticate himself to the Device management server (from vodafone, Use Case 5.2.1).
	Closed

	007
	2003.05.08
	6.1.1.3

3.
	This requirement was deleted – duplicated requirement
217-b The authorization to proceed with the Software upgrade/update SHALL be sent by the Device to the Device Management Server. (from Three, Use Case 5.3.1) 


	Closed

	008
	2003.05.08
	6.1.1.3

1.
	Objection withdrawn

276-a The Device Management server MUST be authorized to carry out any Device management operations on the Device (from vodafone, Use Case 5.2.1). 
	Closed

	009
	2003.05.08
	6.1.1.5

4.
	This requirement was changed:

220R1-d The Data Link between the Device Management Server and the Device MAY maintain data confidentiality where appropriate. (from Panasonic, Use Case 5.5.1)
	.
Closed

	010
	2003.05.08
	6.1.2

5.
	This requirement was deleted – duplicated requirement
220R1-a The Billing Entity MUST be able to receive billing information from the Device Management Server. (from Panasonic)
	Closed

	011
	2003.05.08
	6.1.2

6.
	This requirement was deleted – duplicated requirement
220R1-b The Device Management Server MUST send appropriate billing information to the Billing Entity. (from Panasonic)
	.

Closed

	012
	2003.05.08
	6.1.2

7.
	This requirement was deleted – duplicated requirement
217-a The DMS shall provide charging information related to the update/upgrade to the billing authority. (from Three, Use Case 5.3.1)
	Closed

	013
	2003.05.08
	6.1.4

5.
	This requirement was changed:

216R2-e Except for one time initial trust relationship configuration (bootstrap) over the air, if user confirmation is not indicated by the Device Management Server, the Device MUST NOT ask for user confirmation before incorporation of configuration data (transferred by Device Management Server). (from TMO, UC 5.1.3, 5.1.4, 5.2.1)
	Closed

	014
	2003.05.08
	6.1.4

14.
	Objection withdrawn

217-a The user shall be asked for confirmation to proceed before any software is updated. (from Three, Use Case 5.3.1)
	Closed

	015
	2003.05.08
	6.1.4

15.


	Objection withdrawn

217-b The user shall be informed that the update/upgrade has been completed. (from Three, Use Case 5.3.1, 5.5.1)
	Closed

	016
	2003.05.08
	6.2

4.
	This requirement was deleted – duplicated requirement
220R1-a The System MUST notify the user that new and/or updated software has been installed. (from Panasonic, Use Case 5.5.1)
	Closed

	017
	2003.05.08
	6.3.1

4.
	This requirement was changed:

208R1-d The Device SHALL be capable of autonomously (i.e., without User interaction) accepting and storing downloaded Management Objects (e.g., parameters, software, etc.) after the one time initial trust relationship configuration (bootstrap) is performed (from AWS, Use Case 5.1.1, 5.1.3, 5.4.1)
	Closed.

	018
	2003.05.08
	6.3.1

6.
	Objection withdrawn

208R1-e The data tree for containing Device management objects on the Device SHALL be capable of being modified (i.e., nodes or data fields added or deleted), read from, and/or written to.  (from AWS, Use Case  5.1.1, 5.1.3, and 5.4.1)
	Closed.

	019
	2003.05.08
	6.3.1

12.
	This requirement was changed

208R1-l The Device SHALL be capable of participating in a mutual authentication with the Device Management Server, using authentication credentials (e.g., a challenge response) stored on or derived from the Smart Card. (from AWS, Use Case 5.1.3, 5.4.1)
	Closed.

	020
	2003.05.08
	6.3.1

14.
	This requirement was changed:

247-a Each Device MUST support standardized dynamic IP allocation when the Device is first connected to the network. If an IP address can not be allocated from the network, then the device MUST use automatic IP addressing (Auto-IP) to obtain an IP address. (from Microsoft, 5.1.5)
	Action item: Microsoft and Ericsson

· define a more generic requirement
Closed

	021
	2003.05.08
	6.3.1

19


	This requirement was simplified:

247-f The Device SHOULD support IP based Device discovery based on the SSDP [http://www.upnp.org/download/draft_cai_ssdp_v1_03.txt] The Device SHOULD support a 30 minute suggested timeout for when a Device is added or disappears from the network. (from Microsoft, 5.1.5)
	Action item: Microsoft and Ericsson

· define a more generic requirement

Closed

	022
	2003.05.08
	6.3.1

25.
	This requirement was deleted – conflicting requirement
226R1-d The Device MUST display request as soon as possible (after voice call if needed). (from Orange, Use Case 5.4.1)
	Closed

	023
	2003.05.08
	6.3.1

41.
	This requirement was deleted -  not implementable
217-d After a successful download and installation the Device SHALL send a notification to the Device Management Server that the new software is functioning correctly. (from Three, Use Case 5.3.1)
	Closed

	024
	2003.05.08
	6.3.1

34.
	This requirement was deleted – not implementable
220R1-h The Device MUST be able to determine that the downloaded Software and/or Data is compatible with the all other software currently resident on the Device. (from Panasonic, Use Case 5.5.1) 


	Action item: Microsoft and Panasonic will re-word this requirement
Closed

	025
	2003.05.08
	6.3.1

35.
	This requirement was deleted – duplicated requirement
220R1-i The Device SHOULD be able to determine that the downloaded Software and/or Data is from an authorized Device Management Server. (from Panasonic, Use Case 5.5.1)


	Closed

	026
	2003.05.08
	6.3.1

38.
	This requirement was deleted – not implementable
217-a The Device SHALL have previously connected connect to the Device Management Server. (from Three, Use Case 5.3.1)


	Closed

	027
	2003.05.08
	6.3.1.2

6.
	This requirement was deleted

226R1-a Interface between Device and Device Management Server MUST use standardized wireless bearers. (from Orange, Use Case 5.4.1)
	Closed

	028
	2003.05.08
	6.3.2

5.
	Objection withdrawn

208R1-e The data tree for containing Device management objects on the Smart Card SHALL be capable of being modified (i.e., nodes or data fields added or deleted), read from, and/or written to.  (from AWS, Use Case  5.1.3)
	Closed

	029
	2003.05.08
	6.3.2

8.
	The requirement was changed:

226R1-a If the Smart Card is present, the Smart Card MAY be used to ensure authenticity, integrity and non-repudiation of session between Device and DMS. (from Orange, Use Case 5.4.1)
	Closed

	030
	2003.05.08
	6.3.4

7.
	Objection withdrawn

220R1-g The Device Management Server MUST be capable of transmitting the software and/or data to the Device. (from Panasonic, Use Case 5.5.1)
	

	031
	2003.05.08
	6.3.4

15.
	The requirement was changed

216R2-e The Device Management Server SHALL  support group addressing of Devices in order to transfer the changed management objects for them. (from TMO , UC 5.2.1) 


	Closed

	032
	2003.05.08
	6.3.4

16.

17.
	216R2-f The requirement was changed

 For the Device Management Server to be able to differentiate between the new and current configuration of a device Management Object data definitions SHALL specify canonical value representations and associated rules for unambiguous comparison.

Management Object data definitions SHOULD be composed from a common set of basic data types rather than by specifying new data types.

 (from TMO , UC 5.2.1)

	Closed

	033
	2003.05.08
	6.3.4

17-1.
	Requirement was deleted – not applicable
226R1-a The Device Management Server SHOULD identify the caller automatically. (from Orange, Use Case 5.4.1)


	Closed

	034
	2003.05.08
	6.3.4
19.
	This requirement was changed:

226R1-c The Device Management transactions SHOULD be annotated with sufficient information to enable the Device Management Server to detect the lack of response of Device in a specified time interval. (from Orange, Use Case 5.4.1)


	Closed


	035
	2003.05.08
	6.3.4
20.
	This requirement was deleted – not applicable
226R1-d The Device Management Server MUST define scope of queried configuration information. (from Orange, Use Case 5.4.1)


	Closed

	036
	2003.05.08
	6.3.4
21.
	This requirement was changed:

226R1-e The Device MUST report errors in a standardized format. (from Orange, Use Case 5.4.1)


	Closed

	037
	2003.05.08
	6.3.4

32.
	Objection withdrawn

217-a The Device Management Server SHALL be able to query a Device for an inventory of its installed software.
	Closed

	038
	2003.05.08
	6.3.4
31.
	This requirement was deleted – not implementable.

220R1-l The Device Management Server SHOULD be able to verify the downloaded Software and/or Data is compatible with the all other software currently resident on the Device.  (from Panasonic, Use Case 5.5.1) 


	Closed

	039
	2003.05.08
	6.3.4
33.
	This requirement was changed:

217-b The Device Management Server SHALL support group addressing of Devices for the purposes of a common update/upgrade to those Devices. (from Three, Use Case 5.3.1)


	Closed

	040
	2003.05.08
	6.3.4
34.
	This requirement was changed:

217-c The software inventory SHALL be in a standardized format. (from Three, Use Case 5.3.1)


	Closed

	041
	2003.05.08
	6.3.4
35.
	This requirement was deleted – product requirement.

217-d The Device Management Server SHALL update its database regarding the software/software versions on the Device. (from Three, Use Case 5.3.1)


	Closed

	042
	2003.05.08
	6.3.4.1

6.
	This requirement was deleted – duplicated requirement.

226R1-a Interface between Device and Device Management Server MUST use standardized wireless bearers. (from Orange, Use Case 5.4.1)
	Closed

	043
	2003.05.15
	6.1.4
16.
	New requirement:

16. The device MUST NOT send an inventory list of applications installed in the device without either the optional feature being added by the user or the device asks for permission from the user when needed.
	Closed

	044
	2003.06.09
	3.2
	The definition of RF Reconfiguration was deleted
Reconfiguration of a Device that changes the radio functionality including waveforms, modulation techniques, and protocols.
	Closed

	045
	2003.06.09
	3.2
	The definition of Radio Software Download was deleted
The process of delivering reconfiguration data and/or new executable code to a SDR                   device to modify its operation or performance
	Closed

	046
	2003.06.09
	3.2
	The definition of Software Defined Radio was deleted
Defined Radio is a collection of hardware and software technologies that enable   reconfigurable system architectures for wireless networks and User terminals.  Software Defined Radios are elements of wireless network whose operational modes and parameters can be changed or augmented, post-manufacturing, via software.
	Closed

	47
	
	3.2
	Inserted  Friendly name definition: 

Friendly name: A human readable string which is created by the user.

 
	Closed

	48
	
	3.2
	Inserted Network Unique name definition:

Network Unique name: a full qualified domain name.
	Closed

	49
	2003.06.09
	3.3
	Delete the abbreviation of the SDR
	Closed

	50
	2003.06.09
	6.1.3
	Requirement was changed

5. The first connection MUST involve a secure association be created between the Device and PC. (5.1.5)


	

	51
	
	6.1.4
	Requirement was changed

8. The user SHOULD be prompted if there is no work to be done (5.1.5)


	Closed

	52
	
	6.1.4
	Editorial change

14. The user SHALL be asked for confirmation to proceed before any software is updated. (Use Case 5.3.1)


	Closed

	53
	
	6.1.4
	Editorial change

15. The user SHALL be informed that the update/upgrade has been completed. (Use Case 5.3.1)


	Closed

	54
	
	6.3.1
	Requirement was changed (friendly instead of simple)
16. The device MUST support the assignment of a friendly name in relation to a network unique name (5.1.5)
	Closed

	55
	
	6.3.1
	Requirement was deleted – not applicable
36. The Device MUST be able to determine that the Device will still be compliant with any Regulatory Agency licenses if the downloaded Software and/or Data is installed. (Use Case 5.5.1)
	Closed

	56
	
	6.3.1
	Requirement was deleted – not applicable

37. The device MUST reject downloaded Software and/or Data if the Software and/or Data has impact on Regulatory Agency licenses , and the Device cannot verify that the Software and/or Data is originating from the manufacturer of the Device.
	Closed

	57
	
	6.3.1
	Requirement was changed 
27. The Device MUST report to Server errors that occur during the parameter or software download (Use Case 5.4.1)

	Closed

	58
	
	6.3.3
	Requirement was changed (inserted network word)

2. The mapping from friendly name to [network] unique name SHALL be the function of each user's user interface in the case where the Device is shared. (5.1.5)


	Closed

	59
	
	6.3.3
	Editorial change (add “PC”)
3. The PC agent SHALL be capable of launching the browser with an appropriate URL. (5.1.5)

	Closed

	60
	
	6.3.4
	Requirement was changed 

18. The Device Management Server SHOULD support at least one wireless data bearer. (Use Case 5.4.1)


	Closed

	61
	
	6.3.4
	Editorial change; double word (the)

34. The software inventory reported from the Device SHALL be in standardised format. (Use Case 5.3.1)


	Closed

	62
	
	6.3.4.1
	Removed a note:
8. (moved to interface section Device(DMS)


	Closed


Editorial Comments

	Document Rev
	Section
	Description
	Status

	20030324
	5.3.1
	Change analyzes to analysis
	Closed
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