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1 Reason for Contribution

Reason for contribution is to make some comments to the current baseline version of the requirements document for the EPEM enabler, OMA-RD-Execution_Policy_Enforcement_Management-V1_0-20031111-D.

2 Summary of Contribution

This contribution includes comments to the section “6.4 High-Level Functional Requirements”, of the document OMA-RD-Execution_Policy_Enforcement_Management-V1_0-20031111-D.

3 Detailed Proposal

A copy of chapter “6.4 High-Level Functional Requirements”, of the document OMA-RD-Execution_Policy_Enforcement_Management-V1_0-20031111-D is included here. Proposed changes and/or comments are marked using tracking functions of Word.

6.4 High-Level Functional Requirements

Oracle proposal + Lucent comments 

Editor’s note: It was agreed to keep the first list of requirements proposed originally in OMA-REQ-2003-0597-Proposal_for_V1_0_EPEM_RD_20030927 labelled as “Oracle proposal” along with Lucent comments provided in OMA-REQ-2003-0650-LATE-EPEM_Lucent_Comments_to-RD, to bootstrap the discussions. 

Comments from OMA-REQ-2003-0650-LATE-EPEM_Lucent_Comments_to-RD have been left for discussion. The text and the Lucent comments have not yet been agreed upon and will be discussed at the next drafting meeting.

The following are high level requirements that have been identified / discussed in other requirement activities (architecture, MWS, SES, SDD) and compiled here to initiate the discussions. They are not yet proposed in any particular order.

As a general comment, I think there are a lot of requirements that make implementation/deployment assumptions.

I don’t have anything against deployment/implementation ideas, but I think those shouldn’t appear in the requirements phase.


Two comments here:

· The requestor doesn’t need to know anything about the policies applied. Policies are simply applied to the requests, and requestors don’t need to be aware of that.

· Requestors need to obtain the published interface to a resource, in order to know how to use it. This is more related with registry/discovery functionalitites, which I think shouldn’t appear here.

Considering the following requirements (which already talk about discovery, etc.), this one could be deleted.

A. 
B. 
Again, I don’t believe we should mix Policy enforcement and Management functionality, with registry and discovery functionality. At leat, I believe they are different functions, though related. I don’t have anything against implementations putting both things together, but, again, I don’t think such assumption is to be made in the requirements phase, unless we identify any requirement that forces to that assumption.

A possible rewording for these requirements could be:

·  The EPEM enabler MUST be compatible with any service registry and discovery mechanisms that may be defined by OMA.


I don’t understand this “subset” thing. A clarification could be possible here? 

Again, requestor doesn’t need to know anything about the policies applied. So, I don’t think this requirement belongs here.

R-4:  The EPEM enabler MUST provide mechanisms enabling execution policy enforcer to determine the conditions associated to a resource in an automated manner.


Again, I think this last requirement belongs to registry and/or discovery mechanisms, not here.

· 
· 
Same as previous comment.

R-7: The EPEM enabler MUST allow separation of concerns between the establishment of execution policies (associated to a resource) 
and the authorization and terms (e.g. authorization tables, values associated to the conditions like exact cost, SLAs, etc…) for a requestor to access and use the resource. 

R-8: The EPEM enabler MUST be compatible with automated mechanisms to establish the business relationship and terms the conditions for using it between a requestor and the owner of a target resource.

R-9: The EPEM enabler MUST provide mechanisms
 for the owner of a resource to advertise the conditions to satisfy in order for an enterprise to use a service enabler.

R-10: The EPEM enabler MUST provide mechanisms to logically enforce the execution policy associated to a resource on any request to that resource and on any associated response. This can be enforced by the owner of the resource or by other parties (e.g. enterprise when it comes to its employees). 

R-11: The EPEM enabler MUST provide mechanisms owner of resources to efficiently manage (express, estimate, modify, debug) the execution policies associated to a resource in ways that can be:

· Resource-specific or across multiple resources

· Requestor specific

· Request specific

· Deployment specific

R-12: The EPEM enabler SHOULD facilitate adding or exposing new resources
. 

R-13: The EPEM enabler MUST enable delegation by a resource of any functionality to other resources. 

R-14: The EPEM enabler MUST support requestor and responders located in the same or on different systems, within the same or different domains.

R-15: The EPEM enabler MUST be able to act on any message specified by OMA enablers. The EPEM enabler can be explicitly relied upon by OMA enabler specification, if desired, or introduced when implementing or deploying of such enablers.

R-16: The EPEM enabler MUST provide mechanisms or allow implementation 
models that accommodate the efficiency, scalability and reliability requirements associated to the resource and its deployment environment. 

R-17: The EPEM enabler MUST avoid adding inefficiency to those already unavoidably present.

R-18: The EPEM enabler MUST support integration with legacy resources that are not aware of the EPEM capabilities and mechanisms.

R-19: The EPEM enabler MUST provide ways to express execution policy assertions associated to OMA standard resources and OMA standard delegation to OMA enablers and OMA Common Functions.

R-20: The EPEM enabler SHOULD provides ways to express execution policy assertions associated to new or non-standard resources or proper to the owner of the resource.

R-21: When authorized, principals MUST be able to set policies that will be reflected in execution policies enforced on exchanges with the relevant resources.

R-22: The EPEM enabler MUST enable requestor, if authorized by a Principal, to interact with a resource on the behalf of the Principal.

R-23: The EPEM MUST enable a requestor to select an authorized provider for a delegation function when authorized by the owner of the target resource. This SHOULD be expressible in the execution policy and in the conditions made available to the requestor.

R-24: The EPEM MUST enable a requestor to perform some functions or delegate some function prior to issuing a request to a resource when authorized by its owner. This SHOULD be expressible in the execution policy and in the conditions made available to the requestor.
Could we have more clarifications on this last one? We were talking about an EPEM enabler being able to provide delegation for resources. What’s this about delegation in the requestor’s side? I don’t believe this was enough mentioned throughout the document (if ever), nor that it is clear here. Some clarifications here would be great.
4 Intellectual Property Rights Considerations

None

5 Recommendation

The author would like to discuss and agree on the comments/proposals on this contribution.
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