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1 Reason for Contribution

An e-mail discussion thread has taken place regarding the EPEM requirements in section 6 of OMA-RD-Execution_Policy_Enforcement_Management-V1_0-20031111-D.

2 Summary of Contribution

The present contribution starts from OMA-RD-Execution_Policy_Enforcement_Management-V1_0-20031127-D and discuss the main issues raised during the e-mail discussion. 
3 Detailed Proposal

3.1 Comments to e-mail summary of the discussions between Juan C. Mark P and Indaka W. (posted on 11/25/03 with subject Re: [EPEM] Comments to Requirements)
· “It seems that we agreed on deleting requirements 3 and 24”:

· Actually it is important to be able to present, when needed, what we have introduced in OMA-RD-Execution_Policy_Enforcement_Management-V1_0-20031127-D as “request conditions”. These may or may not be empty. 
· See definition of request condition – to be polished if needed

· Requirement 3 is re-phrased accordingly and proposed to be maintained.

· Requirement 24 (in  version 20031111) has been deleted in version 20031127.

· “REQ 1&2:  Mark: the wording proposed for these requirements (with the "compatible" word), was just a proposal to "save" this requirements, trying to get closer to the intemption of the author of the requirements. Maybe some comments from the sender of these requirements (Was it Stephane?) could help. Otherwise, if you feel OK, I would be OK with deleting them.”

· See comment above and proposed re-phrasing with request conditions.

· As such we propose that the requirements be maintained.

· “REQ 5&6: I have the same comments as the previous one.”
· See comment above and proposed re-phrasing with request conditions.

· As such we propose that the requirements be maintained.

3.2 Other comments not addressed above in OMA-REQ-2003-0794-EPEM-CommentstoEPEMreqs
· “As a general comment, I think there are a lot of requirements that make implementation/deployment assumptions. I don’t have anything against deployment/implementation ideas, but I think those shouldn’t appear in the requirements phase.”
· Please indicate everywhere you believe that there are still such assumptions in the requirements in section 6 of OMA-RD-Execution_Policy_Enforcement_Management-V1_0-20031127-D. We should then see if there are indeed assumptions and how to handle. 

· We propose to leave this open for now.
· “The requestor doesn’t need to know anything about the policies applied. Policies are simply applied to the requests, and requestors don’t need to be aware of that.”
· See discussion above about the proposed concept of request conditions that when non null must be known by the requestor. Execution policies may or may not result into request conditions. Requirements in OMA-RD-Execution_Policy_Enforcement_Management-V1_0-20031127-D exist to that effect.

· We propose to see if this answer the concern

· We propose to accept that while the requestor should not know about execution policies, he/she/it should know about the request conditions that may be derived from these execution policies.

· “The requestors need to obtain the published interfaces to a resource, in order to know how to use it. This is more related with registry/discovery functionalitites, which I think shouldn’t appear here”

· In OMA-RD-Execution_Policy_Enforcement_Management-V1_0-20031127-D, the requirements solely focus on the need to be able:

· As requestor to determine / possibly discover the request conditions that apply

· As EPEM: to determine / possible discover the execution policies that apply

· To provide way via EPEM to derive request conditions from execution policies.

· We propose to see if this satisfy the concerns

· We propose to keep the updated requirement and concepts as in OMA-RD-Execution_Policy_Enforcement_Management-V1_0-20031127-D.

· “Again, I don’t believe we should mix Policy enforcement and Management functionality, with registry and discovery functionality. At leat, I believe they are different functions, though related. I don’t have anything against implementations putting both things together, but, again, I don’t think such assumption is to be made in the requirements phase, unless we identify any requirement that forces to that assumption”

· We believe that this is fixed in OMA-RD-Execution_Policy_Enforcement_Management-V1_0-20031127-D as discussed above. 

· We propose to see if this satisfy the concerns

· “A possible rewording for these requirements could be: The EPEM enabler MUST be compatible with any service registry and discovery mechanisms that may be defined by OMA.”

· We propose adding this requirement

· “I don’t understand this “subset” thing. A clarification could be possible here? Again, requestor doesn’t need to know anything about the policies applied. So, I don’t think this requirement belongs here.”

· See concept introduced above of request conditions. An example would be: 

· Executions policies specify Authentication, authorization, charging, logging of the event

· The request needs only to know about the request condition: what and how to provide his user ID and credentials.

· This is the subset of information that the requestor needs to know.

· We propose to see if this has clarified the text and to keep the concepts as proposed now in OMA-RD-Execution_Policy_Enforcement_Management-V1_0-20031127-D

· “A missing bracket here ?”

· R-7 (in version 20031111) has been re-phrased

· “Could we have more clarifications on this last one? We were talking about an EPEM enabler being able to provide delegation for resources. What’s this about delegation in the requestor’s side? I don’t believe this was enough mentioned throughout the document (if ever), nor that it is clear here. Some clarifications here would be great”

· R-24 (in version 20031111) has been removed. Delegation is captured in R35- R36 and R-37.

· We propose to see if this addresses the issues.

3.3 Comments from David Turner on e-mail, dated 11/25/03, subject: Re: [EPEM] Comments to Requirements
· “R-8 (version 20031111): I don't understand how this can be a "MUST". Does this mean all EPEM implementations MUST be compatible with all automated business relationship systems?”

· R-8 in 20031127 has been re-phrased as agreed in London. 

· We propose to see if this addresses the issues.

· “R-18 (version 20031111): Integration with legacy resources is entirely an implementation issue.”
· It states that it must support integration with legacy. 

· The intent is to support protection or delegation in conjunction with systems that are not at all aware of EPEM and that may perform some of the protection functions or delegated functions themselves. The requirement is that EPEM must be able to interoperate with such systems.

· This does not seem and implementation issue

· We propose to keep R-18

· We invite suggestions for better phrasing if there is an implementation notion that can be inferred from the current version.

· “R-21 (version 20031111): I can't parse this requirement. What is being said?”
· Correct (
· It has been re-phrased in R-30 (in version 20031127) and its sub-bullet

· We propose to accept R-30

· “R-22 (version 20031111): Is this a requirement for a particular policy assertion (i.e., delegation) or for the mechanism by which a system delegates services to another system?”

· It has been rephrased as R-35, R-36 and R-37 in version 20031127.

· What is affected by it is TBD
· We propose the revision fits better

· “As a general comment, it would be very helpful to group the requirements. E.g., requirements for types of assertions, requirements for policy exchange, etc.”

· Agreed

· An editor’s note in version 20031127 indicates that the requirements are currently compiled without categorization. We will then  categorize. 

· Contributions to categorize are welcome.
4 Intellectual Property Rights Considerations

We are not aware of any IPR associated to this contribution.
5 Recommendation

Consider these comments as part of the discussions of the e-mail thread and recommendations in section 3 be adopted for the next version of the RD.
NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2003 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 4)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20030824]

© 2003 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 4 (of 4)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20030824]

