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1. Scope
(Informative)

This Requirement Document (RD) defines the common requirements to enable OMA service enablers to utilize capabilities of the IP Multimedia Subsystem (IMS) as defined by 3GPP and 3GPP2. The information contained in this RD is applicable for OMA working groups whose service enablers leverage IMS capabilities. 

This RD contains system level requirements to ensure interoperability between OMA service enablers and an underlying IP Multimedia Subsystem..

The RD contains overall system requirements to ensure that OMA, 3GPP and 3GPP2 are working together on the relevant common interfaces.

The user requirements on specific OMA service enablers are not affected by this RD and are handled by the individual OMA working groups as usual.

The requirements provided in this RD are oriented towards the recommendations given in the “Technical report on the usage of 3GPP/3GPP2 IMS in OMA” [TR_IMSinOMA].
2. References

2.1 Normative References

	[TR_IMSinOMA]
	OMA-TR_IMSinOMA-V1_0-20030912-A

	[POC RD]
	OMA-RD-PoC-V1_0-20031128-D

	[POC AD]
	OMA-AD-PoC-V1_0-20031017-D

	[PAG RD]
	OMA-RD-PAG-V1_0-20031111-D

	[PAG AD]
	OMA-AD-PAG-V1_0-20031111-D

	[IM RD]
	

	[IM AD]
	OMA-AD-IM_SIMPLE-V1_0-20031126-D

	[MMS RD]
	

	[MMS AD]
	OMA-MMS-ARCH-V1_2-20030920-C


2.2 Informative References

	[3GPP TS 22.141]
	3GPP TS 22.141, Presence service; Stage 1

	[3GPP TS 22.250]
	3GPP TS 22.250, IP Multimedia Subsystem (IMS) Group Management; Stage 1

	[3GPP TS 22.340]
	3GPP TS 22.340, IP Multimedia Subsystem (IMS) messaging; Stage 1

	[3GPP TS 23.002]
	3GPP TS 23.002, Network Architecture

	[3GPP TS 23.141]
	3GPP TS 23.141, Presence service; Architecture and functional description; Stage 2

	[3GPP TS 23.228]
	3GPP TS 23.228, IP Multimedia Subsystem (IMS); Stage 2

	[3GPP TS 24.229]
	3GPP TS 24.229, IP Multimedia Call Control Protocol based on SIP and SDP; Stage 3

	[3GPP TS 32.200]
	Telecommunication management; Charging management; Charging principles

	[3GPP TS 32.225]
	Telecommunication management; Charging management; Charging data description for the IP Multimedia Subsystem (IMS)

	[3GPP2 S.R0037-0]
	IP Network Architecture Model for cdma2000® Spread Spectrum Systems

	[3GPP2 X.P0013.0]
	Multi-Media Domain Overview

	[3GPP2 X.P0013.10]
	IP Multimedia Subsystem (IMS) Sh Interface signaling flows and message contents

	[3GPP2 X.P0013.11]
	Sh interface based on the Diameter protocol

	[3GPP2 X.P0013.2]
	IP Multimedia Subsystem (IMS); Stage-2

	[3GPP2 X.P0013.3]
	IP Multimedia (IM) session handling; IM call model

	[3GPP2 X.P0013.4]
	IP Multimedia Call Control Protocol based on SIP & SDP; Stage-3

	[3GPP2 X.P0013.5]
	IP Multimedia (IM) Subsystem Cx Interface; Signaling flows and message contents

	[3GPP2 X.P0013.6]
	Cx Interface based on the Diameter protocol; Protocol details

	[3GPP2 X.P0013.7]
	IP Multimedia Subsystem Charging Architecture and Stage-2 Description

	[3GPP2 X.P0013.8]
	Telecommunications management; Accounting; Accounting data description for the IMS domain

	[IS-835]
	TIA/IS-835, Release C; CDMA200 Wireless IP Network Standard

	[OSE]
	OMA-SERVICE_ENVIRONMENT-V1_0 (Draft)

	[TIA-41]
	TIA/IS-41, Revision D, Cellular Radiotelecommunications Intersystem Operations


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

<<OR

This is an informative document, which is not intended to provide testable requirements to implementations.>>

IMS versus MMD: The term IMS is used to refer not only to its 3GPP usage, but also to its 3GPP2 meaning as a subsystem of the Multimedia Domain (MMD). 3GPP2 MMD is more than 3GPP IMS. MMD is also the IP transport (layer 3 defined in [IS-835]) and will at some time include the mobility and access authentication/authorization that is currently done by [TIA-41]. However, for the purpose of this document, we will use the acronym “IMS” to refer to both the 3GPP IMS subsystem and the IMS piece of 3GPP2 MMD.

3.2 Definitions

	<<definition>>
	description

	<<definition>>
	description


3.3 Abbreviations

	<<abbreviation>>
	explanation

	<<abbreviation>>
	explanation


4. Introduction
(Informative)

The IP Multimedia Subsystem (IMS) have been developed based on the wide-spread technical know-how of the cellular industry to enable the realization of real-time and non real-time multimedia services in a mobile environment. IMS provides a SIP based architecture that addresses the needs of mobile operators in terms of session management, security, mobility, QoS and charging. At the time being there are no other globally standardised SIP architectures.
OMA’s use case and market requirement driven approach complements this technical experience of 3GPP and 3GPP2 on IMS with additional market input. As the main industry body for the development of mobile service enabler specifications, OMA has the potential to define service enablers that leverage these IMS capabilities in an interoperable and consistent way.
It is important to note that OMA respectively the mobile industry gain advantage from the exploitation of the existing IMS capabilities. The benefits can be captured as:
· Facilitate and accelerate the service definition process within OMA by reutilising IMS Service Capabilities

· Continuity of the standardization process from 3GPP and 3GPP2 exploiting the already defined IMS architecture and focusing on service enablers specification.

· Avoid duplication of work between standards bodies that may lead the creation of alternative architecture

· Maximise reuse of IMS capabilities and network mechanisms to protect the investments and efforts of the cellular industry and to reduce additional costs by leveraging current investments into IMS

The requirements provided in this RD aim at ensuring the interoperability between OMA service enablers and an underlying IMS. Furthermore the consistent use of the IMS architecture shall be guaranteed.


5. Use Cases
(Informative)

This specification provides requirements primarily to ensure interoperability between OMA service enablers and an underlying IP Multimedia Subsystem. The RD does not reflect specific user requirements but it affects the user experience of users that have subscribed to an IMS and use an OMA service enabler based service. A general use case is provided to describes the perspective from which the requirements are derived.

5.1 General Use Case
Editor’s note: text to be created; This RD does not reflect user requirements but shall be used as the base for interoperability between OMA service enablers and IMS. Because of this fundamental difference compared to other OMA RDs I found it very hard to create appropriate use cases. However my idea is to have one general use case to make this very specific constellation transparent to the reader.
<The level of detail of descriptions in this Requirements Document shall be above technical implementations of protocols. It shall be as detailed as to fully guide a non-technical reader from start to end, defining the behavior of each actor.

5.1.1  ASK  \* MERGEFORMAT Short Description

<In one or two sentences, describe the interaction that occurs in this use case. Try not to regurgitate the basic course of events. The short description may provide context that other sections do not contain (mandatory).

Example: This use case describes the notification of a user based on events which are generated by his personal information system at the office or at home (calendar, inbox, task list, etc.). A message is being pushed onto the mobile terminal of the user. It shall be possible to take the user’s location into account when creating the message to be delivered. >
5.1.2 Actors

<A list of involved actors and a description of their specific role in this use case. Actors are people, organisations or applications that interact during the course of events in the use case. It might be useful to have a list of standard actors for mobile services such as User, Network Operator, Service Provider, Content Provider etc., but we will also need freedom to introduce further actors in order to capture our requirements (mandatory).>

5.1.2.1 Actor Specific Issues

<A list of specific issues for each actor in the defined use-case. Listed issues shall highlight the important issues seen by each actor in the interaction with the service (mandatory)>

5.1.2.2 Actor Specific Benefits

<A list of specific benefits for each actor in the defined use-case. Shall be used in the valuation of the defined use-case (mandatory)>

5.1.3 Pre-conditions

<Pre-conditions are things that must be in place before the interaction can occur. They are part of the contract between this use case and the outside world (mandatory).>

5.1.4 Post-conditions

<Like pre-conditions, post-conditions are part of the contract between this use case and the outside world. After this use case has been completed successfully, the post-conditions are satisfied. Post-conditions should be independent of the alternative (successful) paths taken inside the use case (mandatory).>

5.1.5 Normal Flow

<This is the meat of the use case. Describe the steps that each actor and the system go through to accomplish the goal of the use case. The normal flow represents the ‘simple, correct path’ through the use case. It is the most common path taken. For example, think of a use case which applies to 80% of the users, but for some reason, 20% of the users need to take an alternative path (they might come with different pre-conditions, for example, they might have ‘no credit card’).

The basic format here is a numbered list of steps which describe the actions of the actors and the system behaviour. If it helps, a UML diagram might be added. (mandatory)>

5.1.6 Alternative Flow

<Alternative flows are needed to make the description complete, if a single flow of events does not cover the use case completely. However, avoid going into detail and do not describe all the exception handling as alternative flows. Exception handling shall be described only, if it leads to specific requirements for the overall system. (optional)>

5.1.7 Operational and Quality of Experience Requirements

<Operational and Quality of Expererience (QoE) requirements apply to the use case from the perspective of involved actors. Unlike pre- or post-conditions, operational requirements are relevant for the use case as whole (not just particularly before or after it). These may be along some or all of the following dimensions depending on the application: ease of use, performance, reliability and security.  Please refer to the OMA Technical Report on Applications Performance Issues for more information and guidance on Quality of Experience Requirements. [REFERENCE TO BE INSERTED].

Examples for such requirements are 

· 'The customer contact is always with a sales person' 

· 'The system shall allow for at least 1,000 concurrent transactions' 

· 'The order confirmation shall be sent not later than 1 hour after purchase' 

· 'If 5 items are purchased, there is a special discount on the sixth'

· 'The user shall have full control over his personal data' 

· 'The response time for receiving an acknowledgement of the on-line e-commerce transaction shall be no longer than 4 seconds.'>

5.2 Use Case B

<For the second and subsequent Use Cases, the template for section 5.1 should be followed.>

5.3 Open Issues

<Anything that the author(s) want to mention and which needs further clarification. (optional)>

6. Requirements
(Normative)

In cases where OMA is defining service enablers that use SIP as their access protocol OMA’s service specifications shall exploit the environment created by the IMS. OMA may work on service enablers that take advantage of SIP as a protocol but do not require IMS.
6.1 High-Level Functional Requirements

This section contains the high level requirements for the utilization of IMS capabilities by OMA service enables:
· A consistent use of the IMS architecture and homogeneous access to its capabilities shall be guaranteed by
Defining the functional split between OMA functional entities and functional entities of the IMS

Determining the reference points between OMA service enablers and the IMS including the corresponding protocols to be used

6.1.1 Security

· The inherent security mechanisms of IMS shall be used, e.g., IMS specifications include secured connections to deliver SIP signaling messages to an end user. 
>

6.1.2 Charging

· The charging mechanisms provided with IMS shall be used. The charging capabilities can be considered as non-essential to service enablers but they do provide additional value by linking service enablers to business logic infrastructure. Examples of such linkage are charging correlations, prepaid and postpaid charging.

6.1.3 Administration and configuration

<This clause identifies the high level administration and configuration needs to support the requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

6.1.4 Usability

<This clause identifies the usability needs to support the requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

6.1.5 Interoperability

· Interoperability between OMA service enablers and an underlying IMS shall be ensured. Service enablers shall be developed in a way that they can

Interface with the IMS

Use IMS capabilities and

Exploit the resources of their underlying network infrastructure via the IMS.


6.1.6 Privacy

The inherent authentication mechanisms of IMS shall be re-used, i.e. the IMS guarantees that the SIP user has been authenticated and authorized during the registration phase at the IMS level. Hence, the service enablers can rely on users having been authenticated and authorized by the IMS system.
Editor’s note: Requirements on QoS mechanisms of IMS need to be reflected somewhere; appropriate section to be found.

6.2 Overall System Requirements

<text>

6.3 System Elements

<This section identifies the high level requirements, on each system element in the use cases,  identified in this specification, including the user’s device(s) if relevant. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  Each subsection should have a sub-section(s) covering the requirements on interfaces>

6.3.1 System Element A

<This section contains numbered high level requirements on System Element A>

6.3.1.1 Interfaces to System Element X

<This subsection and the following subsections describe the high level requirements on the interfaces from System Element A to the other Elements in the System.>

6.3.1.2 Interfaces to System Element Y

<etc>

6.3.2 Network interfaces

<This clause identifies the high level network interface (bearers/protocols) needs to support the requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>
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Appendix B. <Additional Information>

<This annex provides additional information to support the requirements, and is explicitly identified as being either informative or normative. Requirements shall be presented at a high level, and not assume or imply the implementation of the requirements>
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